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UNITED STATES PATENT AND TRADEMARK OFFICE

BEFORE THE PATENT TRIAL AND APPEAL BOARD

DISH NETWORK L.L.C.,
Petitioner,

Vv.

QURIO HOLDINGS,INC.,
Patent Owner.

Case IPR2016-00080

Patent 8,879,567 B1

Before BARBARA A. BENOIT, KERRY BEGLEY,and
JASON J. CHUNG,Administrative Patent Judges.

BEGLEY,Administrative Patent Judge.

DECISION

Institution ofInter Partes Review

37 CFR. § 42.108

DISH Network L.L.C.(‘Petitioner’) filed a Petition requesting inter

partes review of claims 20, 21, 24, and 25 (“challenged claims”) of

US. Patent No. 8,879,567 B1 (Ex. 1003, “the 567 patent”). Paper 1

(“Pet.”). Qurio Holdings,Inc. (“Patent Owner”) filed a Preliminary

Responseto the Petition. Paper 5 (“Prelim. Resp.”).
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Pursuant to 35 U.S.C. § 314(a), an inter partes review may not be

instituted unless “the information presented in the petition . . . and any

response . . . showsthat there is a reasonable likelihood that the petitioner

would prevail with respect to at least 1 of the claims challenged in the

petition.” Having considered the Petition and the Preliminary Response, we

conclude that the information presented showsthat there is a reasonable

likelihood that Petitioner would prevail in establishing the unpatentability of

claims 20, 21, 24, and 25 of the ’567 patent. Accordingly, weinstitute inter

partes review ofthese claims.

I. BACKGROUND

A. THE ’567 PATENT

The °567 patent is directed to “[a] gateway interconnecting a high

speed Wide Area Network (WAN)and a lower speed Wireless Local Area

Network (WLAN).” Ex. 1003, [57], 1:55-57. The disclosed gatewayis

intended to improvethe architecture of traditional residential gateways in

which “overall performance”is limited to the WLAN bandwidth. Jd.

at 1:45-51. Figure 1, reproduced below,illustrates system 10 according to

one embodiment. See id. at 2:23—27, 2:53—56.

 
FIG.1

Figure 1 depicts system 10 with “adaptable cross-layer gateway 12,”

“interconnecting” high speed WAN 14 and lower speed WLAN 16. Id.
2
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Gateway 12, along with network interface 20 and WLAN 16,is included in

customer premises 18. Jd. at 3:1-5. WLAN 16 includes user devices 22-28,

which “maybe, for example, personal computers”or “Personal Digital

Assistants (PDAs).” Jd. at 3:27-33.

The °567 patent discloses that the gateway includesan “adaptable

cross-layer offload engine”“to manage bandwidth between the high speed

WANandthe lower speed WLAN.” Jd. at [57], 1:60-62; see id. at 3:34-43.

The patent explains that the use of “cross-layering techniques”in

gateway 12 “improves the performance of... WLAN 16”to take advantage

of the high speed WAN 14. Jd. at 2:59-62. As data enter the gateway “at

the high speed data rate of the WAN,the offload engine stores the data in a

non-secure data cache

provided by .. . high speed WAN 14.” Id. at [57], 1:62-65, 2:56—59.

In addition, the ’567 patent discloses that the gatewayalso includes a

” “in order to take advantage of the high data rate

“rule check engine” that inspects the data in the non-secure data cache. Id.

at [57], 1:65-66. With reference to a specific embodiment, the ?567 patent

explains that this inspection is made according to a numberofrules, which

may include “Digital Rights Management (DRM)rules 46.” Jd. at 4:8—12.

The DRM rules “maybe rules for protecting media files ... stored on...

user devices 22-28 within... WLAN 16 whentransmitted over.. .

WAN 14,” and “may include rules for identifying incoming content to be

encoded as a security feature to prevent unauthorized viewing of the

specified content... within... WLAN 16.” Id. at 4:16~23.

After inspection by the rule check engine, the data are “moved from

the non-secure data cache to a secure data cache.” Jd. at [57], 1:66—2:3.

With reference to a particular embodiment, the ’567 patent explains that the

secure data cache “is used to temporarily store data from the non-secure data
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cache ... that has been inspected and cleared for transmission prior to

transmission to ... user devices 22-28 in... WLAN 16.” Jd. at 4:3-7.

Finally, the data are “transmitted to an appropriate user device in the WLAN

at the lower data rate of the WLAN.”Jd. at [57]; see id. at 2:1-3.

B. ILLUSTRATIVE CLAIM

Claim 20, reproduced below,is the only independentclaim ofthe

challenged claimsandisillustrative of the recited subject matter:

20. A method -of interconnecting a first network and a second
network comprising:

receiving content from thefirst networkat a first data rate;
offloading the content to a data cache;
transmitting the content from the data cache to a

corresponding one of a plurality of user devices within
the second network at a second data rate of the second

network that is less than the first data rate of the first

network, wherein the content is offloaded to the data
cache such that the first and second data rates are

supported;
inspecting the content in the data cache based onat least one

Digital Rights Management (DRM)rule to identify data
to be processed by a DRM function;

encod[ing] the identified data using the DRM function such
that the encoded data is transmitted to the corresponding
one of the plurality of user devices within the second
network; and

providing license keys for decoding the encoded data to
desired ones of the plurality of user devices having
permission to consumethe encoded data.

ld. at 9:22-42, Certificate of Corr.

C. ASSERTED PRIOR ART

The Petition relies upon the following asserted prior art references:

USS. Patent No. 8,908,699 B2 (filed Mar. 30, 2005, issued Dec. 9, 2014)

(Ex. 1006, “Karaoguz”);
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USS. Patent No. 7,647,614 B2 (filed June 7, 2005, issued Jan. 12, 2010)
(Ex. 1007, “Krikorian”);

U.S. Patent No. 7,573,820 B2 (filed June 29, 2005, issued Aug. 11, 2009)

(Ex. 1008, “Krishnaswamy’’); and

U.S. Patent Application Publication No. 2006/0200415 A1 (filed Feb. 16,

2006, published Sept. 7, 2006) (Ex. 1018, “Lu”).

In addition to these references, the Petition supports its contentions with the
Declaration of Kevin Negus, Ph.D. (Ex. 1005).

D. ASSERTED GROUNDS OF UNPATENTABILITY

Petitioner challenges claims 20, 21, 24, and 25 of the 567 patent

under 35 U.S.C. § 103! based on the following asserted grounds. Pet. 4.

|ChallengedClaim(s)|Basis|_References

§ 103

Il. ANALYSIS

A. CLAIM CONSTRUCTION

 

 
  

 

 

 

 

 
 
 

In an inter partes review, the Board interprets claims in an unexpired

patent using the “broadest reasonable construction in light of the

specification of the patent in which [they] appear[].” 37 C.F.R. § 42.100(b).

Underthis standard, we presumea claim term carries its “ordinary and

customary meaning,” which “is the meaning that the term would have to a

person of ordinary skill in the art in question”at the time of the invention.

! The Leahy-Smith America Invents Act (“AIA”), Pub. L. No. 112-29, 125
Stat. 284, 287-88 (2011), revised 35 U.S.C. § 103, effective March 16,
2013. Because the 7567 patent was filed before March 16, 2013, our
references to § 103 in this decision are to the pre-AIA version.
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