
IN THE CLAIMS:

1. (Thrice Amended) A methodof operating a computer system capable of

exchanging data across a network of one or more computers and havingatleast a first and

second electronic data processor capable of executing instructions using a commonoperating

system, comprising[ the steps of]:

executing a first browser processimstructions in a first logical process within the common

operating system using the first electronic data processor, wherein the first logical processis

capable of accessing data containedin a first memory space[ and a second memoryspace];

executing a second browser processimstructions in a second logical process within the

commonoperating system using the second electronic data processor, wherein the secondlogical

processis capable of accessing data contained in the second memory space[, the secondlogical

process being further capable of exchanging data across a network of one or more computers];

and

displaying[, in a windowed format on a display terminal,] data from thefirst logical

process and the second logical process, wherein a video processor is adapted to combine data

from the first and second logical processes and transmit the combined data to [the]a display[

terminal];

wherein the computer system is configured such that the second electronic data processor

is Operating in a protected mode and data residing on the first memory space is protected from

corruption by a malware process downloaded from the network and executing as part of the

second browserlesieat process.
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2. (Twice Amended) The method of claim 1 wherein the[ first memory space and

the] second memory space [comprise separate regions of a common memoryspace is]comprises

memory selected from the group consisting of:

a memory zone within a physical memory commonto the first memory space;

a partition on a memory device;

random access memory (RAM): and

both volatile and nonvolatile memory.

3. (Twice Amended) The methodof claim 1 wherein thefirst logical processis

capable of accessing data contained in the second memory spacesecondtesicalproeessis

 
4, (Original) The methodof claim 1 wherein the first logical process receives user

interface data, and passes the user interface data to the second logical process.

5. (Original) The methodof claim 1 wherein the first and second electronic data

processors are part of a multi-core electronic data processor.

6. (Twice Amended) The method of claim 1 and further comprising[ the step of]

restoring at least one corrupted data file[ residing on the second memory space] from [an]a

protected image[ residing on the first memory space].

7. (Amended) The method of claim | and further comprising[ the step of]

automatically deleting at least one datafile residing on the second memory space when the

second logical process is terminated.
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8. (Amended) The method of claim | and further comprising[ the steps of]:

encrypting data with the first logical process;

transferring the encrypted data from thefirst logical process to the second logical

process;_and

transferring the encrypted data from the secondlogical process to the network interface

device.

9. (Amended) The method of claim 8 and further comprising[ the steps of]:

decrypting the data with the network interface device;_and

transferring the decrypted data from the network interface device to the network.

10. (Thrice Amended) A multi-processor computer system using a common

operating system capable of exchanging data across a network of one or more computers via a

network interface device, comprising:

a first electronic data processor capable of executing a first browser processinstructons

using the commonoperating system and communicatively coupled to a first memory space[ and

a second memoryspace];

a second electronic data processor capable of executing a second browser

processinstructions using the commonoperating system and communicatively coupled to [the]a

second memory space[ and a network interface device, wherein the second electronic data

processor is capable of exchanging data across a network of one or more computers via the

network interface device];_and

a video processor adapted to combine video data from thefirst and second electronic data

processors and transmit the combined video data to a display[ terminal for displaying the

combines video data in a windowed format];
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wherein the computer system is configured such that the second electronic data processor

is Operating in a protected mode and data residing on the first memory space is protected from

corruption by a malware process downloaded from the network and executing as part of the

second browser processenthe-secondelectronic-data-processor.

11. (Twice Amended) The computer system of claim 10 wherein the[ first memory

space and the] second memoryspace[ comprise separate regions of a common memory spaceis]

comprises memory selected from the group consisting of:

a memory zone within a physical memory commonto the first memory space;

a partition on a memory device;

random access memory (RAM); and

both volatile and nonvolatile memory.

12. (Original) The computer system of claim 10 wherein the first and second

electronic data processors are part of a dual processor computer system.

13. (Original) The computer system of claim 10 wherein the second electronic data

processor andthe video processor are co-located on a circuit card, the circuit card being

communicatively coupled to the first electronic data processor.

14. (Original) The computer system of claim 10 wherein the computer system is

configured such that the first electronic data processor is protected from executing instructions

initiated by a malware process downloaded from the network and executing on the second

electronic data processor.

15. (Thrice Amended) A multi-processor computer system using a common

operating system_capable of exchanging data across a network of one or more computers,

comprising:
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at least a first and second electronic data processor capable of executing instructions

using the commonoperating system;

at least a first and second memory space;_and

a video processor;

wherein the first and second electronic data processors, first and second memoryspace,

and video processor are configured to:[for performingthe steps of;]

[executing]execute a first browser processimstructiens in a first logical process

with the first electronic data processor, wherein the first logical process is executing within the

commonoperating system and is capable of accessing data contained in the first memory space;

[executing]execute a second browser processimstructions in a secondlogical

process with the second electronic data processor, wherein the secondlogical process is

executing within the commonoperating system andis capable of accessing data contained in the

second memory space[, the second logical process being further capable of exchanging data

across a network of one or more computers];_and

[displaying, in a windowedformat on a display terminal,]display data from the

first logical process and the second logical process, wherein the video processoris adapted to

combinedata from the first and second logical processes and transmit the combined data to

[the]a display[ terminal];

wherein the computer system is configured such that the second electronic data processor

is Operating in a protected mode and data residing on the first memory space is protected from

corruption by a malware process downloaded from the network and executing as part of the

second browserlesieat process.
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