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PROTOCOL REGARDING DISCOVERY OF ELECTRONICALLY  
STORED INFORMATION AND ORDER  
(Case No. 2:22-cv-01599-KKE) - 1 

Davis Wright Tremaine LLP 
LAW OFFICES 

920 Fifth Avenue, Suite 3300 
Seattle, WA  98104-1610  

206.622.3150 main · 206.757.7700 fax 

The Honorable Kymberly K. Evanson 
 
 
 
 
 
 
 
 
 
 
 

UNITED STATES DISTRICT COURT 
WESTERN DISTRICT OF WASHINGTON 

AT SEATTLE 
 

STEVEN FLOYD, individually and on behalf of 
all others similarly situated, 
 
 Plaintiff, 
 
 v. 
 
AMAZON.COM, INC., a Delaware corporation, 
and APPLE INC., a California corporation, 
 
 Defendants. 
 

  
 
No. 2:22-cv-01599-KKE 
 
PROTOCOL REGARDING 
DISCOVERY OF ELECTRONICALLY 
STORED INFORMATION AND 
ORDER 
 
 
 

 

A. General Principles 

1. An attorney’s zealous representation of a client is not compromised by conducting 

discovery in a cooperative manner. The failure of counsel or the parties to litigation to cooperate 

in facilitating and reasonably limiting discovery requests and responses raises litigation costs and 

contributes to the risk of sanctions.  

2. As provided in LCR 26(f), the proportionality standard set forth in Fed. R. Civ. P. 

26(b)(1) must be applied in each case when formulating a discovery plan. To further the 

application of the proportionality standard in discovery, requests for production of ESI and related 

responses should be reasonably targeted, clear, and as specific as possible. When a party 

propounds discovery requests pursuant to Fed. R. Civ. P. 34, the parties agree to meet and confer 

regarding the phasing and prioritization of productions. 

3. This Order may be modified by a Stipulated Order of the parties or by the Court 
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for good cause shown. Any such modified Order will be titled sequentially as follows, “First 

Modified Order re: Discovery of Electronically Stored Information for Standard Litigation,” and 

each modified Order will supersede the previous Order. 

4. Nothing in this Order precludes the parties from reaching further agreements on 

topics related to this Order, or if agreement cannot be reached, moving the Court for an 

appropriate discovery order. 

B. ESI Disclosures 

Within 60 days of any party’s first substantive responses to discovery requests, or at a 

later time if agreed to by the parties, each party shall disclose: 

1. Custodians. The custodians most likely to have discoverable ESI in their 

possession, custody, or control. The custodians shall be identified by name, title, connection to 

the instant litigation, and the type of the information under the custodian’s control. The parties 

shall meet and confer to reach agreement on a reasonable list of custodians for purposes of 

collection, review and production of electronically stored information. 

2. Non-custodial Data Sources. A list of non-custodial data sources (e.g., shared 

drives, servers), if any, likely to contain discoverable ESI.  

3. Third-Party Data Sources. A list of third-party data sources, if any, likely to 

contain discoverable ESI (e.g., third-party email providers, mobile device providers, cloud 

storage) and, for each such source, the extent to which a party is (or is not) able to preserve 

information stored in the third-party data source. 

4. Inaccessible Data. A list of data sources, if any, likely to contain discoverable ESI 

(by type, date, custodian, electronic system or other criteria sufficient to specifically identify the 

data source) that a party asserts is not reasonably accessible under Fed. R. Civ. P. 26(b)(2)(B).  

5. Foreign data privacy laws. Nothing in this Order is intended to prevent either party 

from complying with the requirements of a foreign country’s data privacy laws, e.g., the European 

Union’s General Data Protection Regulation (GDPR) (EU) 2016/679. The parties agree to meet 
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and confer before including custodians or data sources subject to such laws in any ESI or other 

discovery request. 

C. ESI Discovery Procedures 

1. On-site inspection of electronic media. Such an inspection shall not be required 

absent a demonstration by the requesting party of specific need and good cause or by agreement 

of the parties. 

2. Search methodology. The parties shall timely confer to attempt to reach agreement 

on appropriate search terms and queries, file type and date restrictions, data sources (including 

custodians), and other appropriate computer- or technology-aided methodologies, before any such 

effort is undertaken. The parties shall continue to cooperate in revising the appropriateness of the 

search methodology. 

a. Prior to running searches: 

i. The producing party shall disclose the data sources (including 

custodians), search terms and queries, any file type and date restrictions, and any other 

methodology that it proposes to use to locate ESI likely to contain responsive and discoverable 

information. The requesting party may request, and the producing party may provide, unique hit 

counts for each search query. To the extent any disputes arise regarding the provision of hit 

counts, the parties shall meet and confer in a good-faith effort to resolve the issue.  

ii. After disclosure, the parties will engage in a meet and confer 

process regarding additional terms sought by the non-producing party. 

iii. The following provisions apply to search terms/queries of the 

requesting party. Focused terms and queries should be employed; broad terms or queries, such as 

product and company names, generally should be avoided. A conjunctive combination of multiple 

words or phrases (e.g., “computer” and “system”) narrows the search and shall count as a single 

search term. A disjunctive combination of multiple words or phrases (e.g., “computer” or 

“system”) broadens the search, and thus each word or phrase shall count as a separate search term 

unless they are variants of the same word. The producing party may identify each search term or 
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query returning overbroad results demonstrating the overbroad results and a counterproposal 

correcting the overbroad search or query. The parties will meet and confer to address concerns 

relating to overbroad search term results.  

3. Format.1  

a. ESI will be produced to the requesting party with searchable text to the 

extent it exists, in a format to be decided between the parties.  The producing party shall include 

the files specified in Exhibit A with each production, to the extent they are reasonably accessible 

and non-privileged.   

b. Unless otherwise agreed to by the parties, files that are not easily converted 

to image format, including but not limited to spreadsheet, database, audio, video, and drawing 

files, will be produced in native format. 

c. Each document image file shall be named with a unique number (Bates 

Number). Documents produced in native format will be assigned a Bates Number and be 

produced with a corresponding load file. File names should not be more than twenty characters 

long or contain spaces.   

d. If a document is more than one page, the unitization of the document and 

any attachments and/or affixed notes shall be maintained as they existed in the original document. 

e. The full text of each electronic document shall be extracted (“Extracted 

Text”) and produced in a text file. The Extracted Text shall be provided in searchable ASCII 

text format (or Unicode text format if the text is in a foreign language) and shall be named with 

a unique Bates Number (e.g., the unique Bates Number of the first page of the corresponding 

production version of the document followed by its file extension). 

 
1 Documents that are not produced in the first instance in this litigation, i.e., documents that were 
previously produced in other matters, shall be produced pursuant to the ESI protocols governing 
the format of document productions in those other matters, provided that those re-productions are 
in a reasonably useful format and provided that the producing party informs all other parties, 
prior to or at the time of production, that the production will be in a nonconforming format. The 
parties reserve the right to object to a nonconforming format. 
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4. De-duplication. The parties may de-duplicate their ESI production across custodial 

and non-custodial data sources after disclosure to the requesting party, and the duplicate custodian 

information removed during the de-duplication process shall be tracked in a custodian field in the 

database load file. If processing and production is done on a rolling basis, an updated duplicate 

custodian field with additional values shall be provided in an overlay. The producing party shall 

identify whether the overlay replaces previously produced fields for a file or supplements them. 

5. Email Threading. The parties may use analytics technology to identify email 

threads and need only produce the unique most inclusive copy and related family members and 

may exclude lesser inclusive copies. Upon reasonable request, the producing party will produce 

a less inclusive copy or missing metadata, if, for example, a threaded email cuts off 

to/from/cc/subject line/date information. 

6. Metadata fields. If the requesting party seeks metadata, the parties agree that only 

the metadata fields identified in Exhibit B need be produced, and only to the extent they are 

reasonably accessible and non-privileged. The list of metadata included in Exhibit B is intended 

to be flexible and may be changed by agreement of the parties. 

7.  Databases. Certain types of databases are dynamic in nature and may contain 

information that is neither relevant nor reasonably calculated to lead to the discovery of 

admissible evidence. The parties shall meet and confer regarding whether such databases must 

be produced and the appropriate format for productions from dynamic databases, including as to 

whether the data may be produced in an alternate form, such as a report, data table, or other 

static format. The parties agree to identify the specific databases, by name, that contain the 

relevant and responsive information that parties produce. 

8. Hard-Copy Documents. If the parties elect to produce hard-copy documents in an 

electronic format, the production of hard-copy documents will include a cross-reference file that 

indicates document breaks and sets forth the custodian or custodian/location associated with each 

produced document. Hard-copy documents will be scanned using Optical Character Recognition 

technology and searchable ASCII text files will be produced (or Unicode text format if the text is 

Case 2:22-cv-01599-KKE   Document 73   Filed 11/20/23   Page 5 of 14

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
	� Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

	� Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
	� With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

	� Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
	� Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

	� Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


