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THE UNITED STATES DISTRICT COURT 
FOR THE EASTERN DISTRICT OF TEXAS 

MARSHALL DIVISION 
 
RFCYBER CORP., 
 
v. 
 
GOOGLE LLC, GOOGLE PAYMENT 
CORP. 
___________________________________ 
 
RFCYBER CORP., 
 
v. 
 
SAMSUNG ELECTRONICS CO., LTD., 
SAMSUNG ELECTRONICS AMERICA, 
INC. 
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     CASE NO. 2:20-CV-274-JRG 
          [LEAD CASE] 
 
 
 
 
 
 
     CASE NO. 2:20-CV-335-JRG 
          [MEMBER CASE]  
 
 

CLAIM CONSTRUCTION 
MEMORANDUM AND ORDER 

 
 Before the Court is the Opening Claim Construction Brief (Dkt. No. 116) filed by Plaintiff 

RFCyber Corp. (“Plaintiff” or “RFCyber” or “RFC”).  Also before the Court is the Responsive 

Claim Construction Brief (Dkt. No. 122) filed by Defendants Samsung Electronics Co., Ltd. and 

Samsung Electronics America, Inc. (“Defendants” or “Samsung”)1 as well as Plaintiff’s reply 

(Dkt. No. 124). 

 The Court held a claim construction hearing on October 27, 2021. 

 

  

 
1 Defendants Google LLC and Google Payment Corp. (collectively, “Google”) have been 
dismissed.  (See Dkt. Nos. 72–73, 127, 129.) 
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I.  BACKGROUND 

 Plaintiff alleges infringement of United States Patent Nos. 8,118,218 (“the ’218 Patent”), 

8,448,855 (“the ’855 Patent”), 9,189,787 (“the ’787 Patent”), and 9,240,009 (“the ’009 Patent”) 

(collectively, “the patents-in-suit” or “the asserted patents”).  (Dkt. No. 116, Exs. A–D).  Plaintiff 
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submits that the patents-in-suit “are directed to various aspects of a mobile payment system.”  (Dkt. 

No. 116 at 2.) 

 The ’218 Patent, titled “Method and Apparatus for Providing Electronic Purse,” issued on 

February 21, 2012, and bears a filing date of September 24, 2006.  The Abstract of the ’218 Patent 

states: 

Techniques for portable devices functioning as an electronic purse (e-purse) are 
disclosed.  According to one aspect of the invention, a mechanism is provided to 
enable a portable device to conduct transactions over an open network with a 
payment server without compromising security.  In one embodiment, a device is 
loaded with an e-purse manager.  The e-purse manager is configured to manage 
various transactions and functions as a mechanism to access an emulator therein.  
The transactions may be conducted over a wired network or a wireless network.  A 
three-tier security model is contemplated to support the security of the transactions 
from the e-purse.  The three-tier security model includes a physical security, an e-
purse security and a card manager security, concentrically encapsulating one with 
another.  Security keys (either symmetric or asymmetric) are personalized within 
the three-tier security model. 
  

 The ’855 Patent resulted from continuations of the ’218 Patent.  The ’787 Patent, in turn, 

resulted from a continuation of the ’855 Patent.  The ’009 Patent resulted from a continuation-in-

part of the ’218 Patent. 

 Samsung submits: “RFCyber has accused Samsung of infringing claims 1, 3, 7–9, 11, 14–

15, and 17 of the ’218 patent, claims 1–6, 10, and 12 of the ’855 patent, claims 1–3, 6, 8, 11, 13, 

16, and 18 of the ’787 patent, and claims 1, 6–7, 10, 14, and 16 of the ’009 patent (collectively, 

the ‘Asserted Claims’).”  (Dkt. No. 122 at 2 n.3.) 

 Plaintiff previously also asserted United States Patent No. 10,600,046 (“the ’046 Patent”). 

(Dkt. No. 1, Ex. E). Plaintiff did not elect any claims from the ’046 Patent in its election of asserted 

claims filed on September 15, 2021 (Dkt. 110, Ex. A), so Plaintiff no longer asserts the ’046 Patent 

in the present case. 
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II.  LEGAL PRINCIPLES 

 It is understood that “[a] claim in a patent provides the metes and bounds of the right which 

the patent confers on the patentee to exclude others from making, using or selling the protected 

invention.”  Burke, Inc. v. Bruno Indep. Living Aids, Inc., 183 F.3d 1334, 1340 (Fed. Cir. 1999).  

Claim construction is clearly an issue of law for the court to decide.  Markman v. Westview 

Instruments, Inc., 52 F.3d 967, 970–71 (Fed. Cir. 1995) (en banc), aff’d, 517 U.S. 370 (1996). 

 To ascertain the meaning of claims, courts look to three primary sources: the claims, the 

specification, and the prosecution history.  Markman, 52 F.3d at 979.  The specification must 

contain a written description of the invention that enables one of ordinary skill in the art to make 

and use the invention.  Id.  A patent’s claims must be read in view of the specification, of which 

they are a part.  Id.  For claim construction purposes, the description may act as a sort of dictionary, 

which explains the invention and may define terms used in the claims.  Id.  “One purpose for 

examining the specification is to determine if the patentee has limited the scope of the claims.”  

Watts v. XL Sys., Inc., 232 F.3d 877, 882 (Fed. Cir. 2000). 

 Nonetheless, it is the function of the claims, not the specification, to set forth the limits of 

the patentee’s invention.  Otherwise, there would be no need for claims.  SRI Int’l v. Matsushita 

Elec. Corp., 775 F.2d 1107, 1121 (Fed. Cir. 1985) (en banc).  The patentee is free to be his own 

lexicographer, but any special definition given to a word must be clearly set forth in the 

specification.  Intellicall, Inc. v. Phonometrics, Inc., 952 F.2d 1384, 1388 (Fed. Cir. 1992).  

Although the specification may indicate that certain embodiments are preferred, particular 

embodiments appearing in the specification will not be read into the claims when the claim 

language is broader than the embodiments.  Electro Med. Sys., S.A. v. Cooper Life Sciences, Inc., 

34 F.3d 1048, 1054 (Fed. Cir. 1994). 
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