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GS-
U.S. General Services Administration GOVERNMENT SMART CARD HANDBOOK 

PREFACE 

This guidance Handbook is the result of Government experience gained over the past several years with smart 
card programs that include many smart card implementations, pilots, and projects conducted throughout the 
Federal government. The Handbook includes very significant input from industry and academic resources. 
The purpose of this Handbook is to share lessons learned and to provide guidance to Federal agencies 
contemplating the development and deployment of smart card or integrated circuit card-based identity and 
credentialing systems. 

At this writing there is a project under way to make this Handbook as web friendly as possible. Any 
suggestions on how to make this Handbook more useful and convenient would be appreciated. Please e-mail 
comments to Jim Hunt (jim.hunt@cisa.gov) and Bill Holcombe (bill.holcombe@cisa.gov).

Bill Holcombe, 

Office of Governmentwide Policy 
General Services Administration 

February 2004 
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