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Net wor k Wor ki ng G oup S. Shenker
Request for Comments: 2216 J. Wocl anski
Cat egory: Infornmational Xerox PARCMT LCS

Sept enber 1997
Net wor k El ement Servi ce Specification Tenpl ate

Status of this Meno

This neno provides information for the Internet community. It does
not specify an Internet standard of any kind. Distribution of this
meno is unlimted.

Abst ract

Thi s docunment defines a framework for specifying services provided by
network el ements, and avail able to applications, in an internetwork
which offers nultiple qualities of service. The docunent first

provi des sone necessary context -- including relevant definitions and
suggested data formats -- and then specifies a "tenplate" which
servi ce specification docunents should follow. The specification
tenpl ate includes per-elenent requirenents such as the service’'s
packet handling behavior, paraneters required and nmade avail abl e by
the service, traffic specification and policing requirenents, and
traffic ordering relationships. It also includes evaluation criteria
for elements providing the service, and exanpl es of how the service
m ght be inplenmented (by network el enents) and used (by
appl i cations).

I ntroduction

Thi s docunent defines the franework used to specify the functionality
of internetwork system conponents whi ch support the the ability to
provide multiple, dynamically selectable qualities of service to
applications using an internetwrk. The behavi or of individua

routers and subnetworks is captured as a set of "services", sone or
all of which may be offered by each el enent. The concatenation of

t hese services along the end-to-end data paths used by an application
provi des overall quality of service control

The definition of a service states what is required of a router (or,
nore generally, any network elenent; a router, switch, subnet, etc.)
whi ch supports a particular service. The service definition also
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specifies paraneters used to invoke the service, the relationship
bet ween those paraneters and the service delivered, and the end-to-
end behavi or obtai ned by concatenating several instances of the
servi ce.

Each service definition also specifies the interface between that
service and the environment. This includes the paraneters needed to

i nvoke the service, informational paraneters which the service nust
make avail able for use by setup, routing, and nanagenent nechani sns,
and i nformation which should be carried between end-nodes and networ k
el ements by those mechanisns in order to achieve the desired end-to-
end behavi or. However, a service definition does not describe the
specific protocols or nechanisns used to establish state in the
network el enents for flows that use the described service.

Servi ces defined followi ng the guidelines of this docunent are

i ntended for use both within the global Internet and private IP
networks. In certain cases a concatenation of network el enent
services nmay be used to provide a range of end-to-end behaviors, sone
nmore suited to a decentralized internet and sone nore appropriate for
a tightly managed private network. This document points out places
where such distinction may be appropriate.

This docunment is conprised of three parts. The first defines some
terms used both in this document and in the various service

speci fication docunents. The second discusses data formats and
representations. The third portion of the docunent describes the
various conmponents of the service specification tenplate.

Definitions

The following terns are used throughout this docunent. Service
speci fication docunents shoul d enploy the sane terns to express these
concepts.

0 Quality of Service (QoS)

In the context of this docunment, quality of service refers to the
nature of the packet delivery service provided, as described by
paraneters such as achi eved bandw dt h, packet delay, and packet |oss
rates. Traditionally, the Internet has offered a single quality of
service, best-effort delivery, with avail abl e bandwi dth and del ay
characteristics dependent on instantaneous |oad. Control over the
quality of service seen by applications is exercised by adequate
provi sioning of the network infrastructure. In contrast, a network
with dynamically controllable quality of service allows individua
application sessions to request network packet delivery
characteristics according to their perceived needs, and may provide
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different qualities of service to different applications. It should
be understood that there is a range of useful possibilities between
the two endpoints of providing no dynanmic QS control at all and

providing extrenely precise and accurate control of QS paraneters.

o Networ k El ement

A "Network El enent” (or the equivalent shorter form"El enent"), is
any conponent of an internetwork which directly handl es data packets
and thus is potentially capable of exercising QS control over data
flowing through it. Network el ements include routers, subnetworks,
and end-node operating systens. A Q0S-capable network el ement is one
whi ch offers one or nore of the services defined according to the
rules given in this docunent. Note that this definition, by itself,
precl ude QoS-capabl e network el ements that neet performance goal s
purely through adequate provisioning rather than active admi ssion and
traffic control mechanisnms. A "QoS-aware" network el enent is one

whi ch supports the interfaces (described below) required by the
service definitions. Thus, a QS-aware network el enent need not
actually offer any of the services defined according to the format of
this docunent; it merely needs to know how to deny service requests.

o Fl ow

For the purposes of this docunent a flowis a set of packets
traversing a network el enent all of which are covered by the sane
request for control of quality of service. At a given network el enent
a flow may consist of the packets froma single application session,
or it may be an aggregation conprising the conbined data traffic from
a nunber of application sessions.

NOTE: this definition of a flowis different fromthat used in
| Pv6, where a flow is defined as those packets with the same
source address and Fl ow D.

Mechani sns used to associate a request for quality of service contro
with the packets covered by that request are beyond the scope of this
docunent .

0 Service
The phrase "service" or "QS Control Service" describes a naned,
coordi nated set of QoS control capabilities provided by a single

network elenent. The definition of a service includes a
specification of the functions to be perforned by the network
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el ement, the information required by the elenent to performthese
functions, and the infornmation made avail abl e by the el ement to other
el ements of the system A service is conceptually inplemented within
the "service nodul e" contained within the network el enent.

NOTE: The above defines a precise neaning for the word "service"
Service is a word which has a variety of neanings throughout the
net wor ki ng community; the definition of "service" given here
refers specifically to the actions and responses of a single
network el enent such as a router or subnet. This contrasts with
the more end-to-end oriented definition of the same word seen in
some ot her networking contexts.

o Behavi or

A "behavior" is the QS-related end-to-end performance seen by an
application session. This behavior is the end result of conposing the
services offered by each network el ement al ong the path of the
application’s data fl ow

When each network elenent along a data flow path offers the sane
service, it is frequently possible to explain the resulting end-to-
end behavior in a straightforward fashion. The behavior of a data
flow path conprised of elenents using different services is nore
complicated, and nmay in fact be undefined. A future version of this
docunent nay inpose additional requirenents on the service
specification relating to nulti-service concatenation

o Characterization

A characterization is a conputed approxi nati on of the actual end-to-
end behavi or whi ch woul d be seen by a flow requesting specific QS
services fromthe network. By providing additional information to
the end-nodes before a flow is established, characterizations assi st
the end-nodes in choosing the services to be requested fromthe

net wor k.

o Characterization Paraneters

Characterizations are conputed froma set of characterization
paraneters provided by each network el enment on the flow s path, and a
composition function which conputes the end-to-end characterization
fromthose paraneters. The conposition function may in practice be
executed in a distributed fashion by the setup or routing protocol

or the characterization parameters nay be gathered to a single point
and the characterization conmputed at that point.
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