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Adobe’ s Real Tine Messagi ng Protocol

Abstract

This meno descri bes Adobe’s Real Tinme Messagi ng Protocol (RTMP), an
appl i cation-|evel protocol designed for nultiplexing and packeti zing
mul ti medi a transport streans (such as audi o, video, and interactive
content) over a suitable transport protocol (such as TCP).
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1. I ntroducti on

Adobe’ s Real Tine Messagi ng Protocol (RTMP) provides a bidirectional
message nultiplex service over a reliable streamtransport, such as
TCP [ RFC0793], intended to carry parallel streanms of video, audio,
and data nmessages, with associated timng infornmation, between a pair
of communi cating peers. Inplenentations typically assign different
priorities to different classes of nessages, which can effect the
order in which nessages are enqueued to the underlying stream
transport when transport capacity is constrained.

This meno describes the syntax and operation of the Real Tine
Messagi ng Protocol.

1.1. Term nol ogy

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT*, "RECOMVENDED', "NOT RECOMMENDED', "MAY", and
"OPTIONAL" in this neno are to be interpreted as described in

[ RFC2119] .

2. Contributors

Raj esh Mal li peddi, fornerly of Adobe Systens, was the original editor
of this specification, and provided nost of its original text.

Mohit Srivastava of Adobe Systens contributed to the devel opnent of
this specification.

3. Definitions

Payl oad: The data contained in a packet, for exanple audio sanples
or conpressed video data. The payload format and interpretation
are beyond the scope of this docunent.

Packet: A data packet consists of fixed header and payl oad dat a.
Sonme underlying protocols may require an encapsul ation of the
packet to be defined.

Port: The "abstraction that transport protocols use to distinguish
anong nultiple destinations within a given host conputer. TCP/IP
protocols identify ports using small positive integers."” The
transport selectors (TSEL) used by the OSI transport |ayer are
equi val ent to ports.
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Transport address: The conbination of a network address and port
that identifies a transport-|evel endpoint, for exanple an IP
address and a TCP port. Packets are transmtted froma source
transport address to a destination transport address.

Message stream A | ogical channel of comrunication in which nessages
flow

Message stream I D: Each nessage has an I D associated wwth it to
identify the nmessage streamin which it is flow ng.

Chunk: A fragnent of a message. The nessages are broken into
smal l er parts and interl eaved before they are sent over the
network. The chunks ensure tinestanp-ordered end-to-end delivery
of all messages, across multiple streans.

Chunk stream A |l ogical channel of conmunication that allows flow of
chunks in a particular direction. The chunk stream can travel
fromthe client to the server and reverse.

Chunk stream I D: Every chunk has an ID associated with it to
identify the chunk streamin which it is flow ng.

Mul ti pl exi ng: Process of naking separate audi o/video data into one
coherent audi o/video stream making it possible to transmt
several video and audi o sinultaneously.

DeMul ti pl exi ng: Reverse process of multiplexing, in which
i nterl eaved audi o and video data are assenbled to formthe
original audio and video data.

Renote Procedure Call (RPC): A request that allows a client or a
server to call a subroutine or procedure at the peer end.

Met adat a: A description about the data. The netadata of a novie
i ncludes the novie title, duration, date of creation, and so on.

Application Instance: The instance of the application at the server
with which the clients connect by sending the connect request.

Action Message Format (AMF): A conpact binary format that is used to
serialize ActionScript object graphs. AM- has two versions: AVF 0O
[ AMFO] and AMF 3 [ AVF3].
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4. Byte Order, Alignnment, and Ti ne For mat

Al'l integer fields are carried in network byte order, byte zero is
the first byte shown, and bit zero is the nost significant bit in a
word or field. This byte order is conmmonly known as bi g-endian. The
transm ssion order is described in detail in Internet Protocol

[ RFCO791]. Unless otherw se noted, nuneric constants in this
docunent are in decinmal (base 10).

Except as otherw se specified, all data in RTMP is byte-aligned; for
exanple, a 16-bit field may be at an odd byte offset. Were padding
i s indicated, padding bytes SHOULD have the val ue zero.

Timestanps in RTMP are given as an integer nunber of mlliseconds
relative to an unspecified epoch. Typically, each streamw || start
with a timestanp of 0, but this is not required, as long as the two
endpoi nts agree on the epoch. Note that this means that any
synchroni zation across nultiple streans (especially from separate
hosts) requires sone additional nmechani sm outside of RTMP.

Because tinmestanps are 32 bits long, they roll over every 49 days, 17
hours, 2 m nutes and 47.296 seconds. Because streans are allowed to
run continuously, potentially for years on end, an RTMP application
SHOULD use serial number arithnetic [ RFC1982] when processing

ti mestanps, and SHOULD be capabl e of handling w aparound. For
exanpl e, an application assunes that all adjacent tinmestanps are
within 2231 - 1 mlliseconds of each other, so 10000 cones after
4000000000, and 3000000000 cones before 4000000000.

Timestanp deltas are al so specified as an unsi gned integer nunber of
mlliseconds, relative to the previous tinmestanp. Tinmestanp deltas
may be either 24 or 32 bits |ong.

5. RTMP Chunk Stream

This section specifies the Real Tinme Messagi ng Protocol Chunk Stream
(RTMP Chunk Stream. It provides multiplexing and packeti zi ng
services for a higher-level nultinmedia stream protocol.

Whil e RTMP Chunk Stream was designed to work with the Real Tine
Messagi ng Protocol (Section 6), it can handl e any protocol that sends
a stream of nessages. Each nessage contains tinestanp and payl oad
type identification. RTMP Chunk Stream and RTMP together are
suitable for a wide variety of audio-video applications, fromone-to-
one and one-to-many |ive broadcasting to video-on-demand services to
i nteractive conferencing applications.
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