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Status of this Memo

This document specifies an Internet standards track protocol for the
Internet community, and requests discussion and suggestions for
improvements. Please refer to the current edition of the "Internet
Official Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this memo is unlimited.

Abstract
This memo describes version 1 of RSVP, a resource reservation setup
protocol designed for an integrated services Internet. RSVP provides

receiver-initiated setup of resource reservations for multicast or
unicast data flows, with good scaling and robustness properties.
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What's Changed
This revision contains the following very minor changes from the ID14

version.

0 For clarity, each message type is now defined separately in
Section 3.1.

0 We added more precise and complete rules for accepting Path
messages for unicast and multicast destinations (Section
3.1.3).

0 We added more precise and complete rules for processing and

forwarding PathTear messages (Section 3.1.5).

o A note was added that a SCOPE object will be ignored if it
appears in a ResvTear message (Section 3.1.6).

o) A note was added that a SENDER_TSPEC or ADSPEC object will be
ignored if it appears in a PathTear message (Section 3.1.5).

0 The obsolete error code Ambiguous Filter Spec (@9) was
removed, and a new (and more consistent) name was given to
error code @8 (Appendix B).

o In the generic interface to traffic control, the Adspec was
added as a parameter to the AddFlow and ModFlow calls
(3.11.2). This is needed to accommodate a node that updates
the slack term (S) of Guaranteed service.

0 An error subtype was added for an Adspec error (Appendix B).

0 Additional explanation was added for handling a CONFIRM
object (Section 3.1.4).

0 The rules for forwarding objects with unknown class type were
clarified.
o Additional discussion was added to the Introduction and to

Section 3.11.2 about the relationship of RSVP to the 1link
layer. (Section 3.10).

) Section 2.7 on Policy and Security was split into two
sections, and some additional discussion of security was
included.

0 There were some minor editorial improvements.
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Introduction

b=

This document defines RSVP, a resource reservation setup protocol
designed for an integrated services Internet [RSVP93, REC 1633]. The
RSVP protocol is used by a host to request specific qualities of
service from the network for particular application data streams orx
flows. RSVP is also used by routers to deliver quality-of-service
(QoS) requests to all nodes along the path(s) of the flows and to
establish and maintain state to provide the requested service. RSVP
requests will generally result in resources being reserved in each
node along the data path.

RSVP requests resources for simplex flows, i.e., it requests
resources in only one direction. Therefore, RSVP treats a sender as
logically distinct from a receiver, although the same application
process may act as both a sender and a receiver at the same time.
RSVP operates on top of IPv4 or IPv6, occupying the place of a
transport protocol in the protocol stack. However, RSVP does not
transport application data but is rather an Internet control
protocol, like ICMP, IGMP, or routing protocols. Like the
implementations of routing and management protocols, an
implementation of RSVP will typically execute in the background, not
in the data forwarding path, as shown in Figure 1.

RSVP is not itself a routing protocol; RSVP is designed to operate
with current and future unicast and multicast routing protocols. An
RSVP process consults the local routing database(s) to obtain routes.
In the multicast case, for example, a host sends IGMP messages to
join a multicast group and then sends RSVP messages to reserve
resources along the delivery path(s) of that group. Routing
protocols determine where packets get forwarded; RSVP is only
concerned with the QoS of those packets that are forwarded in
accordance with routing.

In order to efficiently accommodate large groups, dynamic group
membership, and heterogeneous receiver requirements, RSVP makes
receivers responsible for requesting a specific QoS [RSVP93]. A QoS
request from a receiver host application is passed to the local RSVP
process. The RSVP protocol then carries the request to all the nodes
(routers and hosts) along the reverse data path(s) to the data
source(s), but only as far as the router where the receiver's data
path joins the multicast distribution tree. As a result, RSVP's
reservation overhead is in general logarithmic rather than linear in
the number of receivers.

Braden, Ed., et. al. Standards Track [Page 4]

DOCKET

A R M Find authenticated court documents without watermarks at docketalarm.com.



https://www.docketalarm.com/

REC 2205 RSVP September 1997

HOST ROUTER
| | | |
N | | |
| [Appli- | | | |RSVP | | | |
| | cation| | RSVP - > RSVP  <--eomea-- >
|| <--> | | | | | |
| | | |process| | | [Routing| |process| |
| | | -->Polcy]| | [ <--> -->Polcy]| |
| | |__.__._] |Cntxl]| | |[process| |__.__._]| |Cntxrl]|
| |data N | | [ PP N | |
N B ks || | [ B s | |
I | ---->Admis] | (I | ---->Admis] |
| _V_V_ Vv [Cntrl] | | _V__V_ _V [Cntrl] |
|| | || | | || | | | | |
| |Class-| | Packet | | | |Class-| | Packet | |
| | 1f1e1‘|==> chedulrl================> 1f1er|==> Chedulr|===========>
|| (. | data | | | | data
|
|

Figure 1: RSVP in Hosts and Routers

Quality of service is implemented for a particular data flow by
mechanisms collectively called "traffic control". These mechanisms
include (1) a packet classifier, (2) admission control, and (3) a
"packet scheduler" or some other link-layer-dependent mechanism to
determine when particular packets are forwarded. The "packet
classifier" determines the QoS class (and perhaps the route) for each
packet. For each outgoing interface, the "packet scheduler" or other
link-layer-dependent mechanism achieves the promised QoS. Traffic
control implements QoS service models defined by the Integrated
Services Working Group.

During reservation setup, an RSVP QoS request is passed to two local
decision modules, "admission control" and "policy control".

Admission control determines whether the node has sufficient
available resources to supply the requested QoS. Policy control
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