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Abstract
This document specifies the Forwarding and Control Element Separation
(ForCES) protocol. The ForCES protocol is used for communications
between Control Elements(CEs) and Forwarding Elements (FEs) in a
ForCES Network Element (ForCES NE). This specification is intended
to meet the ForCES protocol requirements defined in RFC 3654.
Besides the ForCES protocol, this specification also defines the
requirements for the Transport Mapping Layer (TML).
Status of This Memo
This is an Internet Standards Track document.
This document is a product of the Internet Engineering Task Force
(IETF). It represents the consensus of the IETF community. It has
received public review and has been approved for publication by the
Internet Engineering Steering Group (IESG). Further information on
Internet Standards is available in Section 2 of RFC 5741.
Information about the current status of this document, any errata,
and how to provide feedback on it may be obtained at
http://www.rfc-editor.org/info/rfc5810.
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1. Introduction

Forwarding and Control Element Separation (ForCES) defines an
architectural framework and associated protocols to standardize
information exchange between the control plane and the forwarding

plane in a ForCES Network Element (ForCES NE). RFC 3654 has defined
the ForCES requirements, and RFC 3746 has defined the ForCES
framework. While there may be multiple protocols used within the

overall ForCES architecture, the terms "ForCES protocol" and

"protocol" as used in this document refer to the protocol used to
standardize the information exchange between Control Elements (CES)
and Forwarding Elements (FES) only.

The ForCES FE model [RFC5812] presents a formal way to define FE
Logical Function Blocks (LFBs) using XML. LFB configuration
components, capabilities, and associated events are defined when the
LFB is formally created. The LFBs within the FE are accordingly
controlled in a standardized way by the ForCES protocol.

This document defines the ForCES protocol specifications. The ForCES
protocol works in a master-slave mode in which FEs are slaves and CEs
are masters. The protocol includes commands for transport of LFB
configuration information, association setup, status, event

natifications, etc.

Section 3 provides a glossary of terminology used in the
specification.

Section 4 provides an overview of the protocol, including a

discussion on the protocol framework and descriptions of the Protocol
Layer (PL), a Transport Mapping Layer (TML), and the ForCES protocol
mechanisms. Section 4.4 describes several protocol scenarios and
includes message exchange descriptions.

While this document does not define the TML, Section 5 details the
services that a TML MUST provide (TML requirements).

The ForCES protocol defines a common header for all protocol
messages. The header is defined in Section 6.1, while the protocol
messages are defined in Section 7.

Section 8 describes the protocol support for high-availability
mechanisms including redundancy and fail over.

Section 9 defines the security mechanisms provided by the PL and TML.
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