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Privacy Act Statement

The Privacy Act of 1974 (P.L. 93-579} requires that you be given certain information in connection with your submission of
the attached form related to a patent application or paten. Accordingly, pursuant to the requirements of the Act, please be
advised that: (1) the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the
information solicited is voluntary; and (3) the principal purpose for which the information is used by the U.S. Patent and
Trademark Office is to process and/or examine your submission related to a patent application or patent. If you do not
furnish the requested information, the U.S. Patent and Trademark Office may not be able to process and/or examine your
submission, which may result in termination of proceedings or abandonmentofthe application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information
Act (5 U.S.C. 552) and the Privacy Act (5 U.S.C 552a). Records from this system of records may be disclosed to the
Department of Justice to determine whether disclosure of these records is required by the Freedom of Information
Act.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to
a court, magistrate, or administrative tribunal, including disclosures to opposing counselin the course of settlement
negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a
requestinvolving an individual, to whom the record pertains, when the individual has requested assistance from the
Memberwith respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need
for the information in order to perform a contract. Recipients of information shall be required to comply with the
requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of
records may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property
Organization, pursuant to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to a n other federal agency for purposes
of National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services,
or his/her designee, during an inspection of records conducted by GSAas part of that agency's responsibility to
recommend improvements in records managementpractices and programs, underauthority of 44 U.S.C. 2904 and
2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this
purpose, and any otherrelevant(i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of
the application pursuant to 35 U.S.C. 122(b} or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record
may be disclosed, subjectto the limitations of 37 CFR 1.14, as a routine use, to the public if the record wasfiled in an
application which became abandonedor in which the proceedings were terminated and which application is
referenced by either a published application, an application open to public inspection or an
issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law
enforcement agency, if the USPTO becomesaware of a violation or potential viclation of law or regulation.
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Docket No. 1133-051USP1

NETWORK-BASED REMOTE CONTROL

TECHNICAL FIELD

[0001] The disclosure relates to techniques for controlling networked devices, such as

personal computers, tablet computers, cellular telephones, televisions, and gaming consoles.

BACKGROUND

[0002] Various computing devices may be used to control a homeelectronic device such as a

television, personal computer, tablet computer, stereo, or other computing device capable of

outputting audio and/or video content. Remote controls typically communicate directly with

the device being controlled. For example, a user may actuate buttons on the remote control,

which causes the remote control to transmit a signal directly to the device being controlled.

The device interprets the received signal and performs a corresponding action(e.g., altering

the content being played on the device). For instance, a user may use a remote control to

change the channelof a television.

[0003] In one conventional solution, a user may control the playback ofvideo on a television

via a web application displayed on the television using a keyboard and mouse. In another

conventional solution, the user may pair a device that acts as a remote control directly with

the device outputting the audio and video(e.g., a television or stereo), such that the device

outputting the audio and videoacts as a server to the remote control by, for example,

communicating directly with the remote control and accepting incoming connections from

the remote control.

SUMMARY

[0004] In general, this disclosure is directed to techniques for exchanging information

between a networked device, such as a network-enabled television, and web-enabled device,

such as a remote control, via a network service(e.g., a “cloud service”). In an example, the

web-enabled device can transmit control information via the network service to the

networked device to control playback of media content (e.g., audio and/or video content) on

the networked device. In another example, the networked device can transmit information
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via the network service to the web-enabled device, such as status information conceming the

networked device.

[0005] In one example, the disclosure is directed to an article of manufacture comprising a

computer-readable storage medium encoded with instructions for causing one or more

programmable processors of a computing device to receive, by a server, a first message from

a remote control, whercin the first message includcs a remote control identificr that uniqucly

identifies the remote control, and wherein the first message further includes control

information for controlling one or more functions ofat least one device other than the remote

control. The instructions also cause on or more programmable processors of the computing

device to retrieve, by the server, at least onc controlled device identificr from a data

repository based on the remote control identifier, wherein the at least one controlled device

identifier uniquely identifics at least one controlled device thatis distinct from and external

to the server. The instructions also cause on or more programmable processors of the

computing device to send a second message from the serverto the at least one controlled

device identified by the at least one controlled device identifier, wherein the second message

is based on the first message and includes the control information to control an operation of

the at least one controlled device

[0006] In another example, the disclosure is directed to a method that includes receiving a

first message from a remote control, wherein the first message includes a remote control

identifier that uniquely identifies the remote control, and wherein the first message further

includes control information. The method also includes retrieving at least one controlled

device identifier from a data repository based on the remote control identifier, wherein the at

least one controlled device identifier uniquely identifies at least one controlled device. The

methodalso includes sending a second messageto the at least one controlled device

identified by the at least one controlled device identifier, wherein the second messageis

based on the first message and includes the control information to control an operation ofthe

at least one controlled device.

[0007] In another example, a computing device includes one or more processors, a data

repository configured to store data, a means for receiving a first message from a remote

control, and a device management module. The first message received by the means includes

a remote control identifier that uniquely identifies the remote control, and the first message
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