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A network system includes a security device and a network
access device. The network access device is to receive a
packet from a source node destined to a destination node, and
to examine a data structure maintained by the network access
device to determine whether the data structure stores a data
member having a predetermined value, the data member indi-
cating whether the packet should undergo security process-
ing. If the data member matches the predetermined value, the
packet is transmitted to a security device associated with the
network access device to allow the security device to perform
content inspection, and in response to a response received
from the security device, the packet is routed to the destina-
tion node dependent upon the response. The packet is routed

Int. CI. to the destination node without forwarding the packet to the
HO4L 29/06 (2006.01) security device.
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