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(27) ABSTRACT

A method tor deep packet inspection (DPI) in a software
delined network (DN, The method includes conliguring a
plurality of network nodes operable in the SDN with at least
one probe instruction: recerving from a network node a first
packet of a flow, the first packet matches the at least one
probe instmiction and includes a first sequence number;
receiving from a network node a second packet of the flow,
the second packet matches the at least one probe instruction
and ncludes a second sequence number, the second packet
15 a response of the first packet, computing a mask value
respective of at least the first and second sequence numbers
indicating which byvies to be mirrored from subsequent
packets belonging to the same flow; generating at least one
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1. A method for use with a packet network including a
network node for transporting packets between first and
second entities under control of a controller that 1s exteral
10 the network node, the method comprising:

sending, by the controller to the network node over the

packet network, an instruction and a packet-applicable
criterion;

receiving, by the network node from the controller, the

instruction and the criterion: receiving, by the network
node from the first entity over the packet network. a
packet addressed to the second entity:

checking, by the network node, 1f the packet satisfies the

criterion:

responsive to the packet not satisfying the criterion,

sending, by the network node over the packet network,
the packet to the second entity: and

responsive to the packet satisfving the criterion, sending

the packet, by the network node over the packet net-
work, to an entity that is included in the instruction and
1s other than the second entity.

"Wod Wlie|el}a)d0p Je s)Jewldalem JNoYlIM sjusindop 14N0od pajedijuayine puld

Ex. 1001, CI. 1.
:NT OWNER DEMONSTRATIVE Orekit Exhibit 2028
IPR2023-00554 Cisco Systems, Inc. v. Orckit Corp.
BITS - NOT EVIDENCE IPR2023-00554, Slide 4 of 34


https://www.docketalarm.com/

v

The ’111 Patent

NN VT
13X00d

Application Application Application
SErvers servers servers
120 120 120

100
\‘ Central Controller
11

‘r
Network node
112

IP traffic

MNetwork node
112 Metwaork node

nz

FIG. 1

"Wod Wlie|el}a)d0p Je s)Jewldalem JNoYlIM sjusindop 14N0od pajedijuayine puld

Ex. 1001, Fig. 1

:NT OWNER DEMONSTRATIVE Orckit Exhibit 2028
BITS - NOT EVIDENCE IPR2023-00554 Cisco Systems, Inc. v. Orckit Corp.

IPR2023-00554, Slide 5 of 34



https://www.docketalarm.com/

Nsights

Real-Time Litigation Alerts

g Keep your litigation team up-to-date with real-time
alerts and advanced team management tools built for
the enterprise, all while greatly reducing PACER spend.

Our comprehensive service means we can handle Federal,
State, and Administrative courts across the country.

Advanced Docket Research

With over 230 million records, Docket Alarm’s cloud-native
O docket research platform finds what other services can't.
‘ Coverage includes Federal, State, plus PTAB, TTAB, ITC
and NLRB decisions, all in one place.

Identify arguments that have been successful in the past
with full text, pinpoint searching. Link to case law cited
within any court document via Fastcase.

Analytics At Your Fingertips

° Learn what happened the last time a particular judge,

/ . o
Py ,0‘ opposing counsel or company faced cases similar to yours.

o ®
Advanced out-of-the-box PTAB and TTAB analytics are
always at your fingertips.

-xplore Litigation

Docket Alarm provides insights to develop a more
informed litigation strategy and the peace of mind of

knowing you're on top of things.

API

Docket Alarm offers a powerful API
(application programming inter-
face) to developers that want to
integrate case filings into their apps.

LAW FIRMS

Build custom dashboards for your
attorneys and clients with live data
direct from the court.

Automate many repetitive legal
tasks like conflict checks, document
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks
for companies and debtors.

E-DISCOVERY AND

LEGAL VENDORS

Sync your system to PACER to
automate legal marketing.

WHAT WILL YOU BUILD? @ sales@docketalarm.com 1-866-77-FASTCASE




