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Claim Language Contention 
Overview WAG has asserted three patents against YouTube LLC and/or affiliated entities such 

as Google LLC (“YouTube”), which concern streaming media over the Internet, 
conducted between a user (client) system, which requests and plays the media, and 
a server to which the client system connects over the Internet, which provides the 
requested media. WAG’s ’824 patent (the subject of the within contentions) 
concerns methods, apparatus, and computer program products on the server side of 
this interaction, for prerecorded media. WAG’s ’594 patent concerns methods, 
apparatus, and computer program products on the client side of the above-
described interaction. WAG’s ’636 patent corresponds to the ’824 patent in certain 
respects, but concerns live media (e.g., live performances) created 
contemporaneously with its streaming. Because the subject matter of these patents 
overlap, WAG’s infringement contentions with regard to the ’594 and ’636 patents 
are each incorporated herein by reference.  
 
YouTube directs and controls the activity of streaming digitally encoded media it 
provides over the Internet through the site youtube.com (also accessible as 
www.youtube.com) (the “YouTube Web Site”) from servers owned and/or the 
operations of which are controlled by YouTube, including servers in the U.S. and in 
the Western District of Texas (“YouTube’s Servers”).  
 
These contentions relate to every streaming video program accessible from or 
through the YouTube Site for the period from the 2017 issuance dates of the patents 
addressed in these contentions, through the date of expiration (March 28, 2021). 
They further relate to videos streamed from YouTube’s Servers (e.g., 
googlevideo.com, tv.youtube.com) to embedded “YouTube” devices and apps. Also 
included in these contentions is streaming audio distribution from 
music.youtube.com (formerly Google Play Music), as well as the YouTube TV 
subscription service (available for distribution through tv.youtube.com). The 
foregoing services are addressed individually, but are also referred to, for purposes 
of collective reference, as the “YouTube Streaming Services.” 
 
YouTube distributes pre-recorded video programs from YouTube’s Servers, over the 
Internet, to large numbers of users in the U.S. and elsewhere. During the relevant 
period, this was done via a “pull” protocol (as further addressed below) defined at 
the application layer and generally conforming with the MPEG-DASH specification. 
(Google is a Charter Member of the DASH Industry Forum.)  
 
A protocol similar to MPEG-DASH is HTTP Live Streaming (“HLS”). HLS is a streaming 
media delivery specification, currently published as IETF RFC 8216.  
 
This claim chart is based on evidence observed in the course of YouTube’s streaming. 
This claim chart alleges infringement based on such observations, without depending 
on whether YouTube fully complied with the MPEG-DASH or HLS standards in 
performing such streaming. However, WAG also asserts that the fact of compliance 
with either of those standards in itself separately supports all claim limitations and 
the conclusion of infringement. WAG has separately charted infringement of the 
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’824, ’594, and ’636 patents that results from complying with the MPEG-DASH and 
HLS standards, and incorporates those charts herein by reference. 
 
The evidence herein is consistent with full compliance by YouTube with the MPEG-
DASH standard from 2017-2021, and WAG believes YouTube fully complied with that 
standard during such period. WAG intends to further investigate YouTube’s 
compliance with the MPEG-DASH standard in discovery. 
 
WAG also has specific evidence of use of HLS by YouTube for certain live streams 
(see ’636 claim chart), but currently has no direct evidence of HLS having been used 
by YouTube from 2017-2021 for pre-recorded media. WAG has been impeded from 
investigating such usage in part by the fact that YouTube streams are often 
encrypted. However, there is evidence that YouTube has streamed with HLS beyond 
the specific types of sessions currently documented in these claim charts. For 
example, YouTube’s web pages (including those for pre-recorded media) also contain 
reference to a manifest for HLS, in addition to providing a link to an MPEG-DASH 
manifest. The client-side JavaScript files that YouTube distributes in support of its 
streaming media (e.g., base.js) also provide functions for HLS.  YouTube web pages 
also provide links to HLS manifests (as well as MPEG-DASH manifests). HLS use by 
YouTube is further reflected in YouTube’s technical support pages, e.g., 
https://support.google.com/youtube/answer/2853702?hl=en&ref_topic=2853712 
and https://support.google.com/youtube/answer/10349430. WAG contends that 
YouTube has supported streaming media delivery of pre-recorded programs during 
the relevant period via HLS as at least a fallback where the user device identifies 
itself as a device that normally will not support MPEG-DASH or prefers HLS. WAG 
intends to pursue discovery to investigate the foregoing and update these 
contentions as necessary. 
 
For distributing streaming media, YouTube has used its own Google Cloud Content 
Delivery Network (“CDN”) (which includes edge servers known as Google Global 
Cache (“GGC”) servers at locations including Midland, El Paso, Austin, and San 
Antonio, Texas), and also partnered with third-party providers, including without 
limitation Fastly, Cloudflare, Highwinds, Level 3, and Akamai, for CDN distribution. 
 
With regard to the infringement specifically documented herein, the pull protocol 
employed by YouTube is based on HTTP (or HTTPS) requests, which can be 
responded to through CDN servers at the network Edge that support HTTP/HTTPS 
retrieval (which most ordinary web servers are able to utilize), provided the edge 
server possesses the relevant media data elements. The same streaming 
mechanisms appear to be consistently supported through each CDN, independent of 
the type of user-agent on the client side, and in a similar manner over the respective 
CDNs.  
 
The first example shown below, from June 2020, is for a client-side device 
comprising a Chrome browser on a desktop computer. Insofar as relevant to meeting 
the limitations below, the evidence is the same in all material respects for all widely 
used browsers and devices (Chrome, Firefox, Internet Explorer, Edge, Safari, etc.), 
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iOS, iPadOS, Android, FireOS, FireTV, Roku, TVOS and other “Smart TV” user systems, 
regardless of the CDN.  
 
Data herein such as the following, was observed through a web debugging proxy 
inserted in the communication path between a user system accessing a YouTube 
prerecorded video, and the YouTube Server (at a server in the domain 
googlevideo.com). The proxy provided is solely for data acquisition and testing 
purposes and is not in any way necessary to use YouTube’s Streaming Services, nor 
does it change any of the requests or responses while viewing video.)  
 
In addition, some of the data herein was acquired directly in a browser while 
watching various YouTube streams, using the “developer tools” and like utility 
functions built into the browser, for example, by hitting Ctrl-Shift-I and looking at the 
Network tab during playback. The same request-response patterns observed through 
a debugging proxy may also be readily observed using such developer tools built into 
the browser, on desktop and other non-embedded platforms that support full-
featured browsers.   
 
The following is a representative example of the requests and responses observed 
(in this sample, taken in June 2020 using a proxy) in streaming a prerecorded video 
program from YouTube: 
 

 
 
The entirety of each requested video program (from beginning to end) is delivered as 
a series of time-sequenced media data elements, where each such element has been 
given one or more serial identifiers (e.g., range=9075548-11109813, rn=102), and 
requested by serial identifier, as reflected by the sample sequence above, reflecting 
11 such successive requests, interleaved with similarly sequenced requests for the 
audio portion of the program.  
 
The client-side software in these examples is responsible for requesting each such 
element, by its serial identifier, when and as needed by the client, in order to sustain 
continuous and uninterrupted playback. The overall process is sometimes referred to 
as a “pull,” in that the streaming media flow as to each element in the stream 
depends on specific client-side requests for the respective elements comprising the 
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stream. Within the limits of the ability of the server and the communication channel 
to serve requested elements, the pacing of streaming delivery is controlled by the 
client. 
 
In order for the client’s pacing of content requests to be effective, and for playback 
of the stream on the client to continue without interruption, it should not take 
longer to request and receive the individual segments than the time it takes to play 
the segments back at a normal rendition. Repeated observations confirm that 
transmissions from YouTube Servers consistently meet these requirements. For 
example, in the below sequence, requesting and receiving video data having 3m 44 
sec of playback time only uses 1m 59sec. for the transfer, meaning that the data is 
transferred in about half the time it takes for the client system to play it back: 
 

 
 
The MPEG-DASH standard, ISO/IEC 23009, spells out media distribution steps that 
align identically with each of the claim limitations herein. The version of the MPEG-
DASH specification referenced herein is the Fourth edition, Dec. 2019. However, 
WAG believes that YouTube also complied with earlier and later versions of this 
standard, with no differences between such versions being material to the claims 
herein.  
 
The foregoing figures are representative of every platform streaming from YouTube 
Servers for which WAG has been able to observe the contents of HTTP(S) traffic, 
including Chrome, Firefox, Safari, and other desktop browsers, iOS on iPhone and 
iPad, and Android, as well as TVOS and FireOS. It is also representative of Google 
Play Music/Youtube Music, except insofar as these audio services are limited to 
audio media data elements (still nevertheless internally named “videoplayback”). 
 
On some embedded platforms (such as Roku and TVOS), due to encryption, WAG has 
been unable to inspect the contents of HTTPS (encrypted) requests and responses. 
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However, the timing of the encrypted requests and responses follow the same 
pattern as observable on other platforms (e.g., desktop Chrome, as well as the 
FireOS embedded platform), and WAG believes the MPEG-DASH streaming 
implementation is the same in all material respects to the other observed 
implementations. WAG will include in its discovery requests inquiries directed to the 
additional platforms whose communications have been obscured by encryption. 
 

  
[1.P.1] A method  This method is performed when prerecorded streaming video programming is 

distributed by YouTube’s Servers to users in the U.S. 
 

  
[1.P.2] for distributing over the 
Internet,  

The YouTube Streaming Services are accessible over the Internet through the 
youtube.com/www.youtube.com website, as well as directly from YouTube Servers 
including googlevideo.com and tv.youtube.com. For example: 
 

 
 
Activating a link on youtube.com/www.youtube.com (or similarly requesting a video 
through a Roku app or the like) results in a transmission of the streaming media over 
the Internet. For example, clicking on the “Full Chicken Fry” video results in 
transmission of that video program. Programming on YouTube ranges from short 
clips of under a minute to full-length movie, sports, news, and current events 
programs (among others), which can have durations of two or more hours. (YouTube 
live programming, addressed under separate contentions, can run continuously.) 
 

  
[1.P.3] from a server system  YouTube’s videos are distributed from servers accessible through 

youtube.com/www.youtube.com, or directly from servers such as googlevideo.com 
and tv.youtube.com: 
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