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I .4 I PROTOCOI.S ANO PROTOCOL :\llCHll tCTUR.E 11 

other digital devices. To the latter case, c.lcHa are usually transmitted in packets. 
Because the medium is shared, only ooe station at a time can transmit a packet. 

More recently, examples of swilchcd LANs have appeared. The two most 
prominent examples are ATM LA}-ls. which simply use an ATM network in a loca 1 
area. and F ibre Channel \Ve \ViJJ examine these LANs, as well as the more common 
broadcast LANs, in Part Ill. 

1.4 PROTOCOLS AND PROTOCOL ARCHITECTURE 

\Vheu computers, termina ls, and/or other data processing devices exchange data, 
the scope of concern is much broade r than the conce rns we have discussed in Sec­
tions 1.2 and J .3. Consider, for example, the transfer of a fi le oetwcen two comput­
e rs. There must be a data path between the two computers, e ither directly or via a 
communication network. But more is neede-d. Typicill ta.sks to he performed are 

1. The source system must either activate the dfrect data communication path or 
inform the communication network of the identity of the desired destina tion 
system. 

2. The source system must ascertain that the destination system is prepa re-el to 
receive data. 

3. The file transfer application on the source system must ascertain that Lhc file 
management program on the destitrntion system is prepared lO accept and 
store the fi le for this particula r user. 

4. If the file formats m~ed on the two syslems are incompMible. one o r the other 
system must perform a format translation funclion. 

IL is clear that there must be a high degree of coopera tion between the two 
computer systems. The exchange of information between compute rs for the pur­
pose of cooperative action is generally refen ed to as computer com,ruwications. 
Similarly. ,vhen two or more computers are interconnected via a communication 
network, lhe set of computer stations is referred lo as a compwer network. Because 
n similar )evel o f cooperation is requited between a user at a terminal and one at a 
computer1 these terms are often used when some of the communicating entit ies a re 
terruinals. 

ln discussing computer communications and computer networks, two con• 
cepts are paramount: 

• Protocols 
• Computer-communications architecture. or protocol architecture 

A protocol is used (or comrnuniw"ltioo between entities in d ifferent systems. 
The lerms "entity" and "sy~tem'" are used in a very general sense. Examples o f 
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12 CH,\PTER 1 / INTRODUCTION 

entities are user application programs, file transfer packages, data-base manage­
ment systems, electronic mail facilities, and terminals. Examples of systems are 
computers, terminals, and remote sensors. Note that in some cases the entity and 
the system in which it resides are coextensive (e.g., terminals). In general, an entity 
is anything capable of sending or receiving information, and a system is a physically 
distinct object that contains one or more entities. For two entities to communicate 
successfully, they must "speak the same language." What is communicated. how it 
is communicated, and when it is communicated must conform to some mutually 
acceptable conventions between the entities involved. The conventions arc referred 
lo as:, pr0tocol. which may be defined as a set of rules governing the exchange of 
data between two entities. The key elements of a protocol are 

• Synlax. Includes such things as data format and signal levels. 
• ScmunticS- Includes control information for coordination and error handling. 
• Timing. Includes speed matching and sequencing. 

Having introduced the concept of a protocol, we can now introduce the con­
cept of a protocol architecture. It is clear that there must be a high degree of coop­
eration between the two computers. instead of implementing the logic for this as a 
single module, the task is broken up into subtasks. each of which is implemented 
separately. As an example, Figure 1.4 suggests the way in which a file transfer facil­
ity could be implemented. Three modules are used. Tasks 3 and 4 in the preceding 
list could be performed by a file transfer module. The two modules on the two sys­
tems exchange files and commands. However, rather than requiring the file trans­
fer module to handle the details of actually transferring data and commands, the file 
transfer modules each rely on a communications service module. This module is 
responsible for making sure that the file transfer commands and data are reliably 
exchanged between systems. Among other things, this module would perform t;,sk 
2. Now. the nature of the exchange between systems is independent of the nature of 
the network that interconnects them. Therefore, rather than building details of the 
network interface into the communications service module, it makes sense to have 
a third module, a network access module, that performs task 1 by interacting with 
the network. 

Compuler 1 

file transfer 
application 

Files and file trnnsfer commands 

Communic::ilions Communicati,m:-.-rdated mes.sages -...------------------------
service modult:. 

1-------" Nelwo,k interface 
Network ac.ttltS logic 

module 

FIGURE 1.4 A simplified architecture for fi le transfer. 

Computer 2 

File transfer 
application 

CommunitatjorlS 
s.erviee ,nodule 

Nt:1wotk access 
LUodulc 
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