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In the Final Written Decision, the Board construed “biometric signal” to 

mean “physical or behavioral attribute that provides secure access to a controlled 

item.” Paper 42 at 61-71 (emphasis added). But a “biometric signal” is not limited 

to one that “provides secure access.” The claims expressly state a separate “secure 

access signal” is created and sent to a receiver sub-system, so that the receiver sub-

system can provide secure access. ’208 patent at 15:41-16:3; Ex. 2034, 60:2-10. 

And the claims and specification establish the biometric signal provides more than 

just secure access, playing an important administrative role in enrolling users. ’208 

patent at 10:16-19, 10:45-63, 11:27-29, 15:41-16:3. To capture the full scope of 

how “biometric signal” is used in the claims and specification, a “biometric signal” 

should be construed to mean “the input and output of a biometric sensor.” Paper 30 

(Reply) at 7-11; Ex. 1029 ¶¶ 5-15. 

Even if “biometric signal” were limited to one that “provides secure access,” 

however, the prior art discloses it, and the Board’s contrary findings contradict the 

Apple Final Written Decision (“Apple FWD”). There, the Board expressly found 

that a fingerprint sensor always acts as a fingerprint sensor, even when receiving a 

succession of finger presses, detecting the biometric part of the input signal, while 

also sensing the number and duration of inputs. Apple, IPR2022-00602, Paper 31 at 

31. The prior art here (Mathiassen-067 and Bianco) also uses a biometric sensor to 

detect a biometric part of an input signal and sense a number and duration of those 
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inputs. Ex. 1004, 8:25-38. The prior art thus renders obvious the claims under both 

the proper and contested constructions. 

I. A “Biometric Signal” Is Not Required to “Provide[] Secure Access” 

The Board construed “biometric signal” to mean a “physical or behavioral 

attribute that provides secure access to a controlled item.” Paper 42 at 61-71. There 

is no basis for limiting a biometric signal to something that provides secure access. 

Properly construed, biometric signal is an “input and output of a biometric sensor.” 

Paper 30 (Reply) at 7-11; Ex. 1029 ¶¶ 5-15; Paper 42 at 64 (“‘biometric signal’ is a 

signal that can be received by a biometric sensor and . . . matched to a database”). 

A. The Claim Language Does Not Limit a Biometric Signal to One 
that “Provides Secure Access” 

In the Final Written Decision, the Board noted: “the challenged claims state 

the specific objective of the claimed invention,” namely, “providing secure access 

to a controlled item.” Paper 42 at 62. The Board then imputed that objective to the 

claimed “biometric signal” specifically, and reasoned: “[t]hus, the purpose of the 

biometric signal is to achieve this objective—‘secure access to a controlled item.’” 

Id.at 62-63. There is no dispute that the claimed biometric signal is one component 

in a larger system that “provides secure access.” ’208 patent at 15:41-16:3. The 

claims, however, explain (i) other claim elements provide the secure access, and 

(ii) although the biometric signal contributes to providing secure access, it also has 

an important role in enrolling users. The Board’s construction ignores both points. 
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Indeed, the ’208 claims provide a “system for providing secure access to a 

controlled item” comprising a transmitter sub-system and receiver sub-system. Id. 

To authenticate and provide secure access, the claims explain that the transmitter 

sub-system receives “a biometric signal” (at the biometric sensor), compares that 

signal to a “biometric signatures” database, and transmits a “secure access signal” 

conveying “an accessibility attribute.” Id. Then, the receiver sub-system receives 

that “secure access signal” and provides access to the controlled item based on the 

“accessibility attribute.” Id. While the biometric signal plays a part in this cascade 

of steps authenticating and providing secure access, the claims expressly state that 

an entirely separate “secure access signal” is created and sent to the receiver sub-

system, so that the receiver sub-system can provide secure access. Id; see also, e.g., 

Ex. 2034, 60:2-10. If it were the biometric signal alone that provided secure access, 

there would be no need for the later-claimed “secure access signal.” The Board’s 

construction effectively reads “secure access signal” out of the claims, and such a 

construction is disfavored. See, e.g., Mformation Techs., Inc. v. Rsch. in Motion 

Ltd., 764 F.3d 1392, 1399 (Fed. Cir. 2014).  

Moreover, the claims also separately recite an administrative and enrollment 

function, and they explain that the biometric signal plays an important role in this 

function as well. ’208 patent at 15:41-16:3. For example, the claims require the 

transmitter sub-system to receive “a series of entries of the biometric signal,” and 
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to use a number and duration of those entries to “map[] said series into an 

instruction” to populate the database of biometric signals. Id. at 15:58-67. This is 

all to enroll a user. Id.; see also Paper 42 at 63 (“‘series of entries of the biometric 

signal,’ for example, to enroll new users, is the Morse-code like entries of ‘dit, dit, 

dit, dah’”); Ex. 2040, 51:21-25. The Board’s construction narrows the claims by 

ignoring the role the biometric signal plays in enrolling new users, separate from 

“provid[ing] secure access.” The proper construction would not focus on any one 

function. 

B. The Board’s Construction Ignores Disclosed Embodiments  

The ’208 specification echoes the claim language and shows the claimed 

“biometric signal” does more than just “provide[] secure access.” A “biometric 

signal” can aid in authentication and secure access. See ’208 patent at 8:6-17. But 

the specification also explains that a biometric signal can be used to “take other 

action,” like providing “control information” to enroll the user. Id. at 10:16-19, 

10:45-63, 11:27-29 (“biometric signal 102 … is processed in order to provide 

access to the controlled item 111, or to take other action”). Limiting the claimed 

“biometric signal” to one that “provides secure access” ignores embodiments that 

use the biometric signal to “take other action,” like enrolling the user, which the 

specification describes separately from and in contrast to “providing access to the 

controlled item.” Such a construction is disfavored. See Baxalta Inc. v. Genentech, 
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