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The Board’s inclusion of “provides secure access to a controlled item” as 

part of the construction of “biometric signal” was appropriate.  “The construction 

that stays true to the claim language and most naturally aligns with the patent’s 

description of the invention will be, in the end, the correct construction.”  Paper 42 

at p. 70, quoting Renishaw PLC v Marposs Societa’ per Azioni, 158 F.3d 1243, 

1250 (Fed. Cir. 1998).  Here, the Board properly concluded that “provides secure 

access to a controlled item” was appropriate because it stays true to the claim 

language and most naturally aligns with the ‘208 Patent’s description of the 

invention.  Id. at 70.  Under the Board’s construction none of Petitioner’s prior art 

discloses elements 1[D(1)-D(3)]1 of the ‘208 Patent. Nor is any aspect of the 

Board’s FWD inconsistent with the Apple Final Written Decision (“Apple FWD”).   

I. Inclusion of “Provides Secure Access” Is Proper 

A. The Board’s Analysis Was Sound 

The Board’s inclusion of “provides secure access” was proper.2 As noted in 

the FWD, the express objective of the claimed invention is a “system for providing 

 
1 This claim element numbering was used in the briefing and in the FWD.  See e.g., 
Paper 42 at p. 82. 
2 Patent Owner argued that “biometric signal” should be limited to a physical 
attribute of a user.  The Board disagreed and concluded that “biometric signal” 
includes both physical and behavioral attributes.  Patent Owner maintains, for the 
reasons stated in Patent Owner’s Response and Sur-Reply, that the construction of 
“biometric signal” should be limited to physical attributes of the user.  See e.g., 
Paper 26, pp. 8-15; Paper 36, pp. 7-9.   
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secure access to a controlled item.”  Paper 42, p. 62; see also Ex. 1007, e.g., 

Claims 1, 2, 6, 9, 10.  The specification is replete with discussion of the invention 

being designed to provide “secure access.”  See e.g., Ex. 1007, Abstract, 1:14-16, 

2:26-28, 2:35-39, 2:44-53, 2:57-65, 5:51-52, 7:16-20, 11:47-53, 14:11-35.3  For the 

claimed system to achieve this object, it is the “biometric signal” that must be an 

input capable of providing secure access; it must uniquely identify the user.  The 

first step in the claimed enrollment is the entry of the biometric signal.  Ex. 1007, 

Figs 6 and 8 and 12:39-54.4  If the biometric signal did not uniquely identify the 

user then it could not grant secure access, as Petitioner’s expert agreed.  See Ex. 

2040, 175:12-15 (“When a biometric system is used for the purpose of providing 

access, then it would need to be capable of uniquely identifying the user.”); Ex. 

1029, ¶ 14 (“So long as the biometric sensor can output a biometric signal capable 

of uniquely identifying a user, the claims and reported invention would be 

viable.”).  This point is further recognized in the definition of a “fingerprint” cited 

the Board (“the pattern of curved lines on the end of a finger that is different in 

every person…”, Paper 42, p. 64) (emphasis added), and also in Petitioner’s cited 

prior art.  See Ex. 1004, 3:14-24 (defining biometrics as the “mathematical 

 
3 The ‘208 Patent specification uses the phrase “secure access” 73 times. 
4 As in the FWD, citations to the ‘208 Patent are in Column;Line format. 
5 This is the exhibit page number of the Lipoff transcript, not the deposition page 
number. 

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


3 
 

description of characteristic elements of the owner’s body…which describe him 

uniquely”) (emphasis added); Ex. 1003, Abstract (“Biometric devices…identify a 

user based on compared measurements of unique personal characteristics.”) 

(emphasis added); see also Paper 36, pp. 8-9.   

The Board correctly noted that the claims require that the “biometric signal” 

must be able to be “matched to a database.”  Paper 42, p. 64.  “Matching” is 

required for granting secure access.  It is the user’s unique biometric signal that 

allows the system to “match” (or not) and therefore determine secure access.  A 

POSITA would readily understand that it is the ability of the biometric signal to 

distinguish the user that is needed to accomplish the claimed invention’s object of 

granting secure access.  Thus, inclusion of “provides secure access to a controlled 

item” as part of the construction of “biometric signal” is reasonable. 

B. Petitioner’s Remand Arguments Are Not Persuasive 

Petitioner first argues that inclusion of “secure access” is wrong because 

other components besides the biometric signal also play a role in providing secure 

access.  Paper 54, pp. 2-3.  But this argument ignores that it is the biometric signal, 

not the other components, that includes the unique information that allows the 

grant of secure access. Ex. 2040, 17:12-15; Ex. 2029, ¶ 14.  Enrollment and 

verification each begin with the input of a biometric signal that a POSITA would 
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understand must be capable of granting secure access.  See e.g., Ex. 1007, Figs 6, 

7, and 8.    

Nor does inclusion of “secure access” in the construction read the “secure 

access signal” element out of the claims.  Paper 54, p. 3.  Again, it is the biometric 

signal that contains the unique information that permits secure access.  Ex. 2040, 

17:12-15; Ex. 2029, ¶ 14; see also Ex. 1007, 8:6-10 (“The step 202 compares the 

received biometric signal 102 with information in the biometric signature database 

105 in order to ensure that the biometric signal received 102 is that of the rightful 

user…”).  Construing the biometric signal to be an attribute that provides secure 

access does not render meaningless the other claimed components; each still plays 

its role.  Rather, including “secure access” in the “biometric signal” construction 

appropriately recognizes that a biometric signal is not merely any input to the 

system, but instead is an attribute of the user that can provide secure access.  

Particularly in the context of the specification’s repeated references to the goal of 

“secure access,” a POSITA would interpret “biometric signal” as an input that must 

be capable of providing secure access. 

Second, Petitioner’s contention that inclusion of “secure access” “narrows 

the claims by ignoring the role the biometric signal plays in enrolling new users” 

(Paper 54, p. 4) misses the mark.  The Board’s construction in no way precludes 

the biometric signal from also playing an administrative role; it simply requires 
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