
DECLARATION OF NATHANIEL E FRANK-WHITE 
 
1. I am a Records Request Processor at the Internet Archive. I make this declaration 

of my own personal knowledge. 

 

2. The Internet Archive is a website that provides access to a digital library of Internet 

sites and other cultural artifacts in digital form. Like a paper library, we provide 

free access to researchers, historians, scholars, and the general public. The Internet 

Archive has partnered with and receives support from various institutions, 

including the Library of Congress. 

 

3. The Internet Archive has created a service known as the Wayback Machine. The 

Wayback Machine makes it possible to browse more than 450 billion pages stored 

in the Internet Archive's web archive. Visitors to the Wayback Machine can search 

archives by URL (i.e., a website address).  If archived records for a URL are 

available, the visitor will be presented with a display of available dates.  The visitor 

may select one of those dates, and begin browsing an archived version of the Web. 

Links on archived files in the Wayback Machine point to other archived files 

(whether HTML pages or other file types), if any are found for the URL indicated 

by a given link. For instance, the Wayback Machine is designed such that when a 

visitor clicks on a hyperlink on an archived page that points to another URL, the 

visitor will be served the archived file found for the hyperlink’s URL with the 

closest available date to the initial file containing the hyperlink. 

 

4. The archived data made viewable and browseable by the Wayback Machine is 

obtained by use of web archiving software that automatically stores copies of files 

available via the Internet, each file preserved as it existed at a particular point in 

time. 

 

5. The Internet Archive assigns a URL on its site to the archived files in the format 

http://web.archive.org/web/[Year in yyyy][Month in mm][Day in dd][Time code in 

hh:mm:ss]/[Archived URL] aka an “extended URL”.  Thus, the extended URL 

http://web.archive.org/web/19970126045828/http://www.archive.org/ would be the 

URL for the record of the Internet Archive home page HTML file 

(http://www.archive.org/) archived on January 26, 1997 at 4:58 a.m. and 28 

seconds (1997/01/26 at 04:58:28). The date indicated by an extended URL applies 

to a preserved instance of a file for a given URL, but not necessarily to any other 

files linked therein. Thus, in the case of a page constituted by a primary HTML file 

and other separate files (e.g., files with images, audio, multimedia, design 

elements, or other embedded content) linked within that primary HTML file, the 

primary HTML file and the other files will each have their own respective extended 

URLs and may not have been archived on the same dates. 

 

6. Attached hereto as Exhibit A are true and accurate copies of screenshots of the 

Internet Archive's records of the archived files for the URLs and the dates specified 

in the attached coversheet of each printout.  
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7. I declare under penalty of perjury that the foregoing is true and correct. 

 

 

 

 

 DATE: ________________________ ________________________ 

  Nathaniel E Frank-White 

September 13, 2023
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https://web.archive.org/web/20130413073000/http://www.unifiedpatents.com:80/solution/unified_patents.h
tml
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THE SOLUTION

 Unified Patents Solution

Micro Pools

Unified Patents’
Micro-Pool strategy

is designed to protect
the investments that

companies are
making in key technologies that
are vulnerable to NPE liability.

"We provide a comprehensive
solution of offense and defense to
protect our member's most important
technology investments.”

- Kevin Jakel, CEO

UNIFIED PATENTS’ COLLABORATIVE DETERRENCE APPROACH

Unified Patents offers subscriptions to startups, small and medium-sized businesses, and large companiesin
protected technologies, called Micro-Pools. Unified Patents fiercely protects each Micro-Pool from NPE
encroachmentby deterring NPEs from approaching a protected technologyin the first place.

Each Micro-Pool deploys a host of defensive and offensive strategies to deter NPEs from a protected technology
by:

» Monitoring companiesin the protected technology (Micro-Pool) to identify NPE activity
» Competing head-to-head against NPEsto purchaseorlicense patents that are sought by NPEs
» Reexamining patents in the protected technology that are owned by NPEs
» Reducing the numberof patents available to NPEsin the protected technology
» Reducing effectiveness of demandletter campaigns against the protected technology
» Incentivizing startup and small company participation such that NPEs have few easy targets in the

protected technology

The result of Unified Patents' proactive approachis a unique, effective and far less costly solution thanlitigating
against NPEs. Unified Patents’ solution delivers greater freedom to operate for Micro-Pool members and
increases accessto intellectual property for large and small companies. By partnering companies ofall sizes,
Micro-Pools can help makecollaboration against NPEs much moreeffective.

Subscription to a Micro-Pool is calculated based on a fee schedule tied to company revenue and maybefree for
startups or small companies. Because Unified Patents offers its Micro-Pool solution on a technology-by-
technology basis, companies can subscribe to and pay for only those Micro-Pools they need. This structure
provides complete alignment between Unified Patents and its member companies. Companies can be confident
that their subscription fees are exclusively used to reducethe risk of NPEstargeting their key technologies.

Privacy Policy | Terms & Conditions | ContactUs | Home

©2013 Unified Patents, Inc. All Rights Reserved

Engineered by 319 NetWorks™

MemoryWebEx. 2088
Samsung v. MemoryWeb - IPR 2022-00222

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
  Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

  Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
  With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

  Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
  Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

  Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


