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(57) ABSTRACT

Methods and systems in accordance with the present inven-
tion provide a peer-to-peer replicated hierarchical data store
that allows the synchronization of the contents of multiple
data stores on a computer network without the use of a
master data store. The synchronization of a replicated data
store stored on multiple locations is provided even when
there is constantly evolving set of communicationspartitions
in the network. Each computer in the network may haveits
own representation of the replicated data store and may
make changesto the data store independently without con-
sulting a master authoritative date store or requiring a
consensus among other computers with representations of
the data store. Changes to the data store may be communi-
cated to the other computers by broadcasting messages in a
specified protocol to the computers having a representation
of the replicated data store. The computers receive the
messages and process their local representation of the data
store according to a protocol described below. As such, each
computer has a representation of the replicated database that
is consistent with the representations of the data store on the
other computers. This allows computers to make changesto
the data store even when disconnected via a network parti-

(SL) Tne CU?eccccccceeeesscscesssnneeeeeeecceesnnnnees GO06F 17/00 tion.

110
fAMEMORY

C5SS

126
¥NT

Data Synchronization System

302

Protocol Engine 
124

Data Store } J In Memory Database Handler
304

Scheduting Queue

Data Co Exhibit 1039

Data Co v. Bright Data

 
f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Aug. 5, 2004 Sheet 1 of 7 US 2004/0153473 AlPatent Application Publication

vor

waysksUOReIOge|jODJOMION

sayndwog

|eun6i4

uojeoddy
yndu)Ooplvolpny

a6es0j\$
zo

sayndwo5
v\

wajsksuojezuoiyoudsejeg
Ae\dsig

 
seyndwo5

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Patent Application Publication Aug. 5, 2004 Sheet 2 of 7 US 2004/0153473 A1

 

    
  

Figure 2

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Patent Application Publication Aug. 5, 2004 Sheet 3 of 7 US 2004/0153473 A1

110

MEMORY

 
 

112

Se .
Service Core Applications

Database

126

¥NS
Data Synchronization System 124

Data Store

  
 
 

 
 

  In Memory Database Handler

304   

 
 

Scheduling Queue 306

Scheduler

Outbound Queue

, PELLL y

 
  
 

Protocol Engine

308

  
  

Inbound Queue

  

 
Figure 3

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Patent Application Publication Aug. 5, 2004 Sheet 4 of 7

 402 (\] Change requested 

 
4oa/J

 
 

 

406

 
  

410

ata\ 

418

 
 Send to Protocol Engine 

 
Changesconsistent

with local data store?

412

Yes

 n conflict with loca! data

store (e.g., more recent than
local value)?

No Discard change

Yes

‘

Modify local data store

 
Broadcast message regarding change

in accordance with protocol
 

Figure 4

 
 

 

 

End

Return error to user

 

US 2004/0153473 Al

408

  

 
f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
  Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

  Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
  With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

  Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
  Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

  Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


