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The Data Company Technologies Ltd. (D/B/A Nimble) (“Nimble”, “Company”, “we”or “us”) respects your right
to privacy and is committed to protecting it. This privacy policy (“Privacy Policy”) is designed to explain to you,
a data subject, how we processand treat personal data.

Whatis covered by this Privacy Policy?

This Privacy Policy applies to any of the following data subjects:
Visitors to our websites thatlink to this Privacy Policy (“Visitor” and “Website”, respectively); and/or
a business customer, a businesspartnerthat has a contractual relationship with us, or a prospective customerthat
is yet to be engaged in a contract with us (“Customer”); and/or
Customersusing our software, application, API and related Services (“User”); and/or
Membersofour network that are engaged in a business collaboration with us (“Partners”); and/or
Unless explicitly mentioned otherwise, the information in this Privacy Policy refers to any and all data subject
types (“you”or “your’).

Whatis not covered by this Privacy Policy?

This Privacy Policy does not cover any Personal Datathat is collected or otherwise processed directly by our
Customersor Partners, i.e., any data processing activities with regard to which weserveas a Processor, as the
term defined by the EU GDPR.
End Users of a Partner who hasagreed to use our dedicated SDK for purposesoffacilitating Services (“End
Devices’).
If you are an End Device, wishing to learn more about Personal Data collection practices by others, please refer
to the operator of the software you use that using our Services (also, Partners, as defined in this Privacy Policy).

Is Nimble Controller or Processor?

Whenproviding the Services, Nimble serves as a Data Processor, and the controllers are the Partners on one
hand and the Customerson the other.

With respect to the API Application and Website (i.e. with respect to Visitors and Users), Nimble is a Data
Controller.

For the purposeofthis policy, the “Service(s)” shall include any software licensed by the Company,application,
API, SDK,or related services provided through such software, application, API, SDK, including updates,
enhancements, new features, support or communication. Specifically, the Services include our API Application
madeaccessible upon approval and screening process to Customers (“API Application’).

Special jurisdictions and data protection regulations

The Privacy Policy was designed with global standards and principles of transparency and choice in mind andis
meantto include the main requirements established by the following legislative acts:
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— The EU and the UK GDPR:Ifyou are a resident of the UK, the EU or the EEA,please refer to our GDPR
Statement, in addition to this Privacy Policy.

—CCPA:Ifyou are a resident of California, please refer to our CCPA Statement, in addition to this Privacy
Policy.

Data Protection Officer and Contact Options

1. If you have any requests regarding the data collected underthis Privacy Policy, including but without
limitation to, requests to remove, delete, amend, modify or transfer personal data held about you, please contact
our Data Protection Officer at: dpo@nimbleway.com.

Please include sufficient details about your inquiry or request, in order to allow us to verify your request and
addressit.

2. If you have questions, comments or complaints regarding the Privacy Policy or data practices, please contact
us directly at: info@nimbleway.com.

Changes, updates and modifications

Weare obliged, and so reserve the right to modify this Privacy Policy at any time, to reflect updates to the
Services, API Application, Websites or to reflect an applicable regulatory requirement. Such changeswill be
effective immediately upon the display of the revised Privacy Policy, or its delivery to you by emailif that is a
form of agreed communication between us. The last revision date will be reflected in the “Last Updated”
heading. If we make material changesto this Privacy Policy, we will make our best efforts to notify you, by
email, or by meansofa notice on our Website.

Personal Data we Process

1. Type of data. Depending on your interaction with us, meaning, if you are a Visitor who just browsing our
Website, or ifyou are a User who maintains an account in our API Application, a business Partner or Customer,
or an End Deviceinstalling our software, we may collect one of two types of information about you, your device
or your chosenactivities with us:

e Non-Personal Information/Data: Thefirst type of information is non-personal and non-identifiable information that

cannot personallyidentify or lead to identifying a natural person. For example,statistics or aggregated information, or

any other type of data that can no longerbe attributed to you. Non-Personal Information which is processed may include

aggregated usage information and technical information transmitted such as (but not limited to): the type of operating

systems, type of browsers, language preferences, and approximate geo-location (country level).

e Personal Information/Data: The second type of information is information that identifies you as a natural person,or that

may be used,either alone or in combination with other information, to personally identify you as a natural person. Such

information mayinclude, for example, a first and last name, an email address, phone number, a homeorother physical

address, and other contact information. In addition, in some jurisdictions (such as the EU for example), and given the

specific use we make with the information, an IP address, device ID and cookies are considered Personal Information as

well (“Personal Information’). The table below details the Personal Information processed by us.

Youare not obliged by law to provide us with any information. You can always avoid providing us with certain
Personal Information; and if you gave your consentto process certain Personal Information, you cannot always
ask to withdraw such consent. However, you acknowledgethat it may prevent us from providing certain
Services.
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In the event we combine Personal Information with Non-Personal Information, the combined information will be
treated as Personal Information for as long as it remains combined.

2. Personal Data ofVisitors of the Website

a. Contactdetails: if you contact us for support, feedback or other inquiries, requests, or questions either through
an online form available on the Website, by sending us an email or by other means of communication we make
available (such as submitting a bug report or filling in a survey) you will be requested to provide us with your
name, your email address, and the subject matter of your inquiry.

If you want to becomea business Partner or a Customer through our Website, you will be asked to provide us
with your full name, business email address, company, website URL, phone numberand country.
We will use this information for our legitimate interest and solely for the purpose of responding to your inquiries
and providing you with the support or information you have requested. Weretain such information for as long as
needed to provide you with the inquiry requested or as required underapplicable law.

b. Subscription: If you voluntarily subscribe to our beta program, email communications or newsletter, you will
be asked to provide us with your email address. You can unsubscribe at any time using the unsubscribe option
within the body of the email sent to you or rather by contacting us directly at: dpo@nibleway.com.

We will use your email address in order to send you informationrelated to our Services, our beta program or the
subject matter regarding which youreachedout to us or submitted your email address.

c. Online Identifiers: We process IP addresses, cookies, pixel tags and a user agent (namely, your browser’s type,
version, language, and country).

We mayeither directly or indirectly collect our Visitors’ Online Identifiers. Such processing is subject to your
consent whichis obtained through the cookie notice displayed on our Website in which you can accept, decline
or set your preference. Necessary cookieswill be used as part of our legitimate interest and for purposesof the
Website’s functionality.

In certain cases, and upon your consent, third-party cookies and tags will be used for advertising, marketing and
retargeting purposesofthe site or Services.
Device Information: we maycollect certain information about the device from which youaccess the Website or
Services, such as type (mobile/desktop).
Based on your consent, and in certain cases, our legitimate interest, we may process device information for
compatibility purposes, and to uniquely connect your device with a license key of a software product you
purchased.

e. Online activity: We also collect certain technical information whichrelates to your use of the Website such as
your click stream, type of browser, time and date, etc. We use this technical data in order to operate and manage
our Website.

f. Job Application: In the event that you are interested in joining our team, and wish to submit your CV, you will
be required to provide us with your name, email address, phone numberand your CVfile. Options to submit
links to your website or LinkedIn profile are also available.

Your provision of personal information in connection with recruiting is voluntary, and you determine the extent
of information you provide us. We do not request or require sensitive personal information concerningreligion,
health, sexual orientation, or political affiliation in connection with recruiting. We will use the information you
have provided solely to communicate with you, manageour recruiting and hiring processes, and comply with
corporate governanceandlegal and regulatory requirements. If you are hired, the information may be used in
connection with employment and corporate management.

3. Personal Data of Customers, Users and Partners
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In addition to the Visitor information described above, the following may be processed about Users or
Customers:

a. Workcontactdetails. If you are a Customeror a prospective one, we may retain your full name, contact details
and workinformation (suchasrole, title and company) for purposes of communicating with you, and at times,
for the preparation of a contract and a Customer account maintenance.

b. Authentication and authorization. If you are an approved Customer you will receive access from us to our API
Application. For authentication purposes, you will have to set up your own password. Your work email address
is used as your username.

In addition, you can choose to use your Google account for authentication purposes, in which case, the only
retained data will be the authentication token provided by Google (you can read more in Google’s privacypolicy).

For safety reasons, authentication and authorization data will be processed and retained by a third party, JWT
(by Auth0), which their privacy policy and information security details can be found here. You thereby represent
and warrant that you are responsible for maintaining the confidentiality of your details and password. You
represent and warrantthat you will not provide us with inaccurate, misleading or false information.

c. Account information. when you open an account with us, to access our API Application, you will be requested
to provide us with certain information such as your full name, email address and any other information you
choose to make available in your user account.

d. Analytics and Dashboard. the Services include a dashboard via which you can track and manage your activity
with us. This information is presented in a statistics manner, based on the activity logs’ aggregation.

e. Usage data. In order to provide the Services, operation, maintenance and improvementofthe Services, so as to
monitor, screen and protect against abusive use of the Servies, we will process an online activity log, metadata
of your activities via the Services (such as timestamps, target and origin IP addresses, (root)domain and geo-
information), and metadata that is otherwise required, such as segment, country, length, size of data packets.

Howwecollect or process Personal Data

Depending onthe nature of your interaction with us and the Services, we may collect information as follows:

1. Automatically — When Visitor or Users use or access the Services. we may use Cookies, tags or log files, as described in

this Privacy Policy, to gather some information automatically. This processing may be done directly by us or by our third-

party Partners, such as Google Analytics for analytics purposes.

nN . Provided by you directly— we will collect information if and when you chooseto provide us with the information, such

as througha registration process, form submission, authentication, contact us communications, paymentprocess, etc.

WwW . Publicly available or received by third parties. If you are a Customer(or a prospective one), we might use information

manifestly made publicly available by you to contact you, at times, received by third-party service providers such as

Sopro, which privacy policy is available at: https://sopro.io/legal/#privacy-policy, or Belkins, which privacy policy is

available at https://belkins.io/legal/privacy-policy. Information about other third-party marketing services (such as social

platforms) will be made available via our cookie policy.

Lawfulbasis for processing

In addition to the lawful basis explained respectively to each data processing activity above, we would like to
explain the general lawful bases for processing your personal data (as defined under the General Data Protection
Regulations “GDPR”):
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1 . WhenVisitors access our Website, we collect certain online identifiers for purposes of Website and services

functionalities, and at times, for purposes of advertising and marketing our Services; such online identifiers are processed

subject to the Visitors’ consent to our Cookie Notice, otherwise, we will not process personal data from such Visitors; We

will process necessary cookies regardless of a Visitor active consent, as part of our legitimate interest and Website’s

functionality necessities.

. Whena Visitor or a User signs up for our Services and opens an account with our API Application, we process personal

data associated with such account managementand protection. In which case, we will do so based on the User’s or

Visitor’s consent, given at the point of account registration. We will also use the email address for purposes of updates,

notification and information regarding the Services based on consent, or, our legitimate interest as the case may be.

. Upon consentor legitimate interest, as the case may be, we will use certain contact information for purposes ofdirect

marketing.

. When an End Deviceinstalls one of our software products, we may process certain information regarding consent,

activity log and online identifiers, based on their consent given to our Partners or directly to us.

. If you are a Customer, we will process your personaldatato fulfill our contractual agreement, or, to prepare for such,

including, reaching out to you as a potential Customer for purposesof offering our Services and negotiating terms and

conditions with you. This would be based on our legitimate business interest, and later, contract-based.

. In certain cases, we may haveto process personal data to prepare for a legal claim, or as otherwise be required by

applicable laws, including data retention for demonstrating compliance with regulatory requirements.

In any other case, we will also process your personal data where you have provided us with consentto do so,or,
where wehavea legitimate interest and are not overridden by your data protection interests or fundamental
rights and freedoms, such as when weusethe data in order to provide the Services, or when usedfor anti-fraud
purposes.

Cookies and webtechnologies

1. Whenyouaccessor use the Website, or interact with any digital aspect of the Services, we may use cookies, tags, pixels

(or similar technologies), which store certain information on your device(i.e., locally stored) and which allow web

functionalities to be adaptive to youruse.

. A Cookie is a small piece of a file that a website assigns and stores on your device while you are viewing a website.

Cookies are very helpful and can be used for various different purposes such as allowing you to navigate between pages

efficiently and making the interaction between you and our Services quicker andeasier.

. We may permitthird parties to use cookies or similar technology to collect information about your online and application

usage activities across our Services, this data may include Online Identifiers, therefore we recommend you review our

cookie policy carefully.

. We maylink this automatically-collected data to other information we collect about you. We may also combinethis

automatically-collected log information with other information wecollect about the Services we offer you. Further, we

may use the information collected through the cookies for marketing and promotional service therefore we recommend

you review the cookie policy and manage your preference through our cookie manager.

Retention of Data

1. Generally followed by retention principles. As a general rule, we strive to follow the following retention
principles, whereverpossible or allowed:

Storage Limitation, meaning we retain Personal Data for no longer than necessary to achieve the purpose for which it was

originally processed/or collected.

The Data Company Technologies Inc. v. Bright DataLtd.|The Data Company TechnologiesInc, v. Bright Data Ltd.
https://www.nimbleway.com/privacy-policy/ IPR2022-00135, EX. 2050 IPR2022-00138, EX. 2050 5/12

5 of 12 5 of 12

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
  Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

  Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
  With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

  Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
  Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

  Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


