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Response to Office Action of September 229 2022

for use with a requesting client device

that comprises an Hypertext Transfer Protocol (HTTP) or

Hypertext Transfer Protocol Secure (HTTPS) for use with

a first web server that is a HTTP or HTTPS server that

respectively responds to HTTP or HTTPS requests and stores a

first content identified by a first content identifier, for use

with a second server distinct from the first web server and

identified in the by a second IP address, and for use

with a list of TP addresses, the method comprising:

identifying, by the requesting client device, an HTTP

or HTTPS request for the first content;

selecting, by the requesting client device, an IP

address from the list;

sending, by the requesting client device, to the

second server using the second IP address over the Internet in

response to the identifying and the selecting, the first

content identifier and the selected IP address; and

receiving, by the requesting client device, over the

Internet in response to the sending, from the second server

using the selected IP address, the first content.

 
 

2, (Original) The method according to claim 1, wherein the

selecting is further based on a response time when

ommunicating with the requesting client device.

3. (OFlginai} The method according to claim 2, wherein the

selected IP address is associated with a first client device

that is the quickest to respond to queries From the requesting

client device.
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4, {Orlginal) The method according to claim 3, further
by

 
 

  

comorising sending, by the requesting client device, a

notification message to a device from a plurality of client

devices that was not selected as part of the

5. iginal) The method according to claim 1, for use with a

first application stored in the requesting client device and

associated with a first version number, wherein the sending

 

6, (Currentiy Amended)

with a second applicatio
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with a second version nu

comprising receiving, bi
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8. (Originai) The method
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sending of the first version
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according to claim 6,
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oplication by the requesting client

for the first application.
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.) The method according to claim 8, wherein the

P header according to, or
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a message over the Internet in response to 

the determining that the received part of, or the whole of, the

first content, is not valid; and

receiving, over the Internet in response to the
}

sending of the message, From a second client device selectec
  

from the plurality of client devices, the part of, or the whole

 
of, the first content.

4ia
, wherein each of@ me

‘ ryil. (Original) The chod according to claim

 the IP addresses in the list is associated with a geographical

location 
4ia

 . (Original) The method according to claim 11, wherein the

m fi Ke Ooselecting is based on the geographic: ation.

13. (Original) The method according to claim 1, for use with a

  
  devices each identified by a distinct IP 

address in the List, wherein the selected IP address is

associated with a first client device is selected from the

 plurality of devices.

server of with the first client device using TCP/IP protocol.&
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16. (Original) The method according to

periodically communicating comprises ¢
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web/Internet browser application or an

18. (Original) The method according to

identifying comprises intercepting, by

requesting client device, the request
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claim 1, further

etween the second server

the

alive’

claim i, further

client device, a

email applicatio 
claim 17, wherein the

a driver in the

or the first content

 

 

 

respectively from the web browser application or the email

application.

19, (Original) The method according to claim i, further

comprising storing, by the requesting client device, the part

of, or the whole of, the received first content.

20, (Original) The method according to claim 19, further

comprising:

receiving, by the requesting client device from a

second device over the Internet, a request for the part of, or

the whole of, the first content; and

n response to the recelved request by the

requesting evice to the second device over the

Internet, the part of, or the whole of, the stored first

content.
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