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Application No. Applicant(s)

L. 12/287,064 JOHNSON, WILLIAM J.
Response to Rule 312 Communication . .

Examiner Art Unit

LITON MIAH 2642

-- The MAILING DATE of this communication appears on the cover sheet with the correspondence address —

1. [ The amendment filed on 16 September 2013 under 37 CFR 1.312 has been considered, and has been:
a)X entered.

by ] entered as directed to matters of form not affecting the scope of the invention.

c)[J disapproved because the amendment was filed after the payment of the issue fee.
Any amendment filed after the date the issue fee is paid must be accompanied by a petition under 37 CFR 1.313(c)(1)

and the required fee to withdraw the application from issue.
d) [] disapproved. See explanation below.

e)[] entered in part. See explanation below.

/Liton Miah/
Examiner, Art Unit 2642

U.S. Patent and Trademark Office
PTOL-271 (Rev. 04-01) Reponse to Rule 312 Communication Part of Paper No. 20131008
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CLAIMS

1. (Previously Presented) A method for automatic location based exchange processing by a
mobile data processing system, the method comprising:

presenting a user interface to a user of the mobile data processing system, the user
interface for configuring privilege data relating the mobile data processing system with a remote
data processing system, the privilege data stored local to the mobile data processing system and
searched upon receipt of whereabouts data received for processing by the mobile data processing
System;

receiving, for processing by the mobile data processing system, the whereabouts data
including an originating identity of the whereabouts data;

searching, by the mobile data processing system, the privilege data stored local to the
mobile data processing system for a matching privilege upon the receiving, for processing by the
mobile data processing system, the whereabouts data, wherein the matching privilege is
configured for relating the originating identity of the whereabouts data with a destination identity
of the whereabouts data to permit trigger of a privileged action for the receipt of whereabouts
data received for processing by the mobile data processing system; and

performing the privileged action at the mobile data processing system upon finding the
matching privilege, after the searching, by the mobile data processing system, the privilege data

stored local to the mobile data processing system.

2. (Previously Presented) The method of claim 1 wherein the privileged action is configured

by a user of the remote data processing system.

3. (Previously Presented) The method of claim 2 wherein the destination identity is
associated to the mobile data processing system and wherein the receiving, for processing by the
mobile data processing system, the whereabouts data including an originating identity of the
whereabouts data comprises receiving, for processing by the mobile data processing system,
inbound whereabouts data including an originating identity of the whereabouts data, wherein the
originating identity is associated to the remote data processing system, and wherein the

whereabouts data is sent by the remote data processing system.
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4. (Previously Presented) The method of claim 2 wherein the destination identity is
associated to the remote data processing system and wherein the receiving, for processing by the
mobile data processing system, the whereabouts data including an originating identity of the
whereabouts data comprises receiving, for processing by the mobile data processing system,
outbound whereabouts data including an originating identity of the whereabouts data, wherein
the originating identity is associated to the mobile data processing system, and wherein the

whereabouts data is to be sent to the remote data processing system.

5. (Previously Presented) The method of claim 1 wherein the privileged action is configured

by the user of the mobile data processing system.

6. (Previously Presented) The method of claim 5 wherein the destination identity is
associated to the mobile data processing system and wherein the receiving, for processing by the
mobile data processing system, the whereabouts data including an originating identity of the
whereabouts data comprises receiving, for processing by the mobile data processing system,
inbound whereabouts data including an originating identity of the whereabouts data, wherein the
originating identity is associated to the remote data processing system, and wherein the

whereabouts data is sent by the remote data processing system.

7. (Previously Presented) The method of claim 5 wherein the destination identity is
associated to the remote data processing system and wherein the receiving, for processing by the
mobile data processing system, the whereabouts data including an originating identity of the
whereabouts data comprises receiving, for processing by the mobile data processing system,
outbound whereabouts data including an originating identity of the whereabouts data, wherein
the originating identity is associated to the mobile data processing system, and wherein the

whereabouts data is to be sent to the remote data processing system.

8. (Previously Presented) The method of claim 1 further including:
maintaining a user configured charter at the mobile data processing system, the charter
having a conditional expression and an associated action depending on evaluation of the

conditional expression;
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evaluating the conditional expression by comparing the conditional expression to the
whereabouts data, upon the receiving, for processing by the mobile data processing system, the
whereabouts data; and

performing the associated action at the mobile data processing system upon the
evaluating the conditional expression by comparing the conditional expression to the

whereabouts data.

9. (Previously Presented) The method of claim 8 wherein the charter is configured by a user

of the remote data processing system.

10. (Previously Presented) The method of claim 8 wherein the maintaining a user configured
charter at the mobile data processing system comprises maintaining a user specified textual

syntax.

11. (Previously Presented) The method of claim 1 wherein the whereabouts data is carried by
way of a wireless communications transmission through no intervening data processing system

between the mobile data processing system and the remote data processing system.
12. (Canceled).

13. (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes
performing the privileged action in accordance with a user configured time specification, the
time specification stored local to the mobile data processing system and used to compare to a
receipt time of the receipt of whereabouts data received for processing by the mobile data

processing system.

14. (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes

initiating an action at the remote data processing system.

15.  (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes sending

an sms message.
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16.  (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes sending

an electronic mail.

17. (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes

automatically making a phone call by the mobile data processing system.

18. (Previously Presented) The method of claim 14 wherein the remote data processing

system establishes a phone call with the mobile data processing system.

19. (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes

presenting information to an informative user interface.

20. (Canceled).

21. (Currently Amended) A mobile data processing system comprising:
one or more processors; and
memory coupled to the one or more processors and storing instructions, which when
executed by the one or more processors, causes the one or more processors to perform operations
comprising:
presenting a user interface to a user of the mobile data processing system, the user
interface for configuring privilege data relating the mobile data processing system with a
remote data processing system, the privilege data stored local to the mobile data
processing system and searched upon receipt of whereabouts data received for processing
by the mobile data processing system;
receiving, for processing by the mobile data processing system, the whereabouts
data including an originating identity of the whereabouts data;
searching, by the mobile data processing system, the privilege data stored local to
the mobile data processing system for a matching privilege upon the receiving, for
processing by the mobile data processing system, the whereabouts data, wherein the

matching privilege is configured for relating the originating identity of the whereabouts
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data with a destination identity of the whereabouts data to permit trigger of a privileged
action for the receipt of whereabouts data received for processing by the mobile data
processing system; and

performing the privileged action at the mobile data processing system upon
finding the matching privilege, after the searching, by the mobile data processing system,

the privilege data stored local to the mobile data processing system.

22. (Previously Presented) The method of claim 1 wherein the whereabouts data is an

unsolicited broadcast of data from the remote data processing system.

23. (Currently Amended) The method system of claim 21 wherein the whereabouts data is an

unsolicited broadcast of data from the remote data processing system.

24. (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes
performing the privileged action in accordance with determining, by the mobile data processing
system, a specified distance between locations of the mobile data processing system and the

remote data processing system.

25. (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes
performing the privileged action in accordance with determining, by the mobile data processing

system, the remote data processing system is at a specified location.

26. (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes
performing the privileged action in accordance with determining, by the mobile data processing

system, the remote data processing system is at a specified situational location.

27.  (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes
performing the privileged action in accordance with determining, by the mobile data processing
system, the remote data processing system arrived to a specified location during a time in

history.
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28. (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes
performing the privileged action in accordance with determining, by the mobile data processing

system, the remote data processing system departed a specified location during a time in history.

29.  (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes
performing the privileged action in accordance with determining, by the mobile data processing
system, the mobile data processing system is in a specified vicinity of a plurality of other mobile

data processing systems.

30.  (Previously Presented) The method of claim 1 wherein the performing the privileged
action at the mobile data processing system upon finding the matching privilege includes altering

calendar application data.

31.  (Previously Presented) The method of claim 10 wherein the user specified textual syntax

comprises an XML encoding.

32.  (Previously Presented) The method of claim 10 wherein the user specified textual syntax

comprises a Whereabouts Programming Language encoding.

33.  (New) The system of claim 21 wherein the privileged action is configured by a user of

the remote data processing system.

34. (New) The system of claim 33 wherein the destination identity is associated to the mobile
data processing system and wherein the receiving, for processing by the mobile data processing
system, the whereabouts data including an originating identity of the whereabouts data comprises
receiving, for processing by the mobile data processing system, inbound whereabouts data
including an originating identity of the whereabouts data, wherein the originating identity is
associated to the remote data processing system, and wherein the whereabouts data is sent by the

remote data processing system.

35. (New) The system of claim 33 wherein the destination identity is associated to the remote

data processing system and wherein the receiving, for processing by the mobile data processing
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system, the whereabouts data including an originating identity of the whereabouts data comprises
receiving, for processing by the mobile data processing system, outbound whereabouts data
including an originating identity of the whereabouts data, wherein the originating identity is
associated to the mobile data processing system, and wherein the whereabouts data is to be sent

to the remote data processing system.

36.  (New) The system of claim 21 wherein the privileged action is configured by the user of

the mobile data processing system.

37. (New) The system of claim 36 wherein the destination identity is associated to the mobile
data processing system and wherein the receiving, for processing by the mobile data processing
system, the whereabouts data including an originating identity of the whereabouts data comprises
receiving, for processing by the mobile data processing system, inbound whereabouts data
including an originating identity of the whereabouts data, wherein the originating identity is
associated to the remote data processing system, and wherein the whereabouts data is sent by the

remote data processing system.

38. (New) The system of claim 36 wherein the destination identity is associated to the remote
data processing system and wherein the receiving, for processing by the mobile data processing
system, the whereabouts data including an originating identity of the whereabouts data comprises
receiving, for processing by the mobile data processing system, outbound whereabouts data
including an originating identity of the whereabouts data, wherein the originating identity is
associated to the mobile data processing system, and wherein the whereabouts data is to be sent

to the remote data processing system.

39.  (New) The system of claim 21 wherein the operations further include:

maintaining a user configured charter at the mobile data processing system, the charter
having a conditional expression and an associated action depending on evaluation of the
conditional expression;

evaluating the conditional expression by comparing the conditional expression to the
whereabouts data, upon the receiving, for processing by the mobile data processing system, the

whereabouts data; and
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performing the associated action at the mobile data processing system upon the
evaluating the conditional expression by comparing the conditional expression to the

whereabouts data.

40.  (New) The system of claim 39 wherein the charter is configured by a user of the remote

data processing system.

41. (New) The system of claim 39 wherein the maintaining a user configured charter at the

mobile data processing system comprises maintaining a user specified textual syntax.

42. (New) The system of claim 21 wherein the whereabouts data is carried by way of a
wireless communications transmission through no intervening data processing system between

the mobile data processing system and the remote data processing system.

43. (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with a user configured time specification, the time specification stored local
to the mobile data processing system and used to compare to a receipt time of the receipt of

whereabouts data received for processing by the mobile data processing system.

44. (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes initiating an action at the

remote data processing system.

45. (New) The system of claim 21 wherein the performing the privileged action at the mobile

data processing system upon finding the matching privilege includes sending an sms message.

46. (New) The system of claim 21 wherein the performing the privileged action at the mobile

data processing system upon finding the matching privilege includes sending an electronic mail.

47. (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes automatically making a

phone call by the mobile data processing system.
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48. (New) The system of claim 44 wherein the remote data processing system establishes a

phone call with the mobile data processing system.

49. (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes presenting information to

an informative user interface.

50.  (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, a specified
distance between locations of the mobile data processing system and the remote data processing

System.

51. (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the remote data

processing system is at a specified location.

52. (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the remote data

processing system is at a specified situational location.

53.  (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the remote data

processing system arrived to a specified location during a time in history.

54. (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the remote data

processing system departed a specified location during a time in history.
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55.  (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the mobile data
processing system is in a specified vicinity of a plurality of other mobile data processing

Systems.

56.  (New) The system of claim 21 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes altering calendar

application data.

57.  (New) The system of claim 41 wherein the user specified textual syntax comprises an
XML encoding.
58.  (New) The system of claim 41 wherein the user specified textual syntax comprises a

Whereabouts Programming Language encoding.
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REMARKS

Applicant amended claim 21 to include the word “and” between clauses. Applicant
amended claim 23 to correct an antecedent basis error. Applicant has added new dependent
claims 33-58. No new matter has been entered by these amendments.

Specifically, new claims 33-58 are clones of allowed claims 2-11, 13-19 and 24-32,
respectively, followed by minimal editing to depend from allowed independent claim 21.
Allowed independent claim 21 is a system version of allowed independent claim 1. Allowed
claims 2-11, 13-19 and 24-32 depend from allowed claim 1. New claims are dependent on
allowed claims and should therefore be in condition for allowance.

Applicant invites the Examiner to contact the undersigned at the below listed telephone

number if a telephone conference would expedite prosecution of this application.

Respectfully submitted,
/Craig J. Yudell/

Craig J. Yudell

Reg. No. 39,083

YUDELL ISIDORE NG RUSSELL PLLC
8911 N. Capital of Texas Highway, Suite 2110
Austin, Texas 78759

512.343.6116

ATTORNEY FOR APPLICANT
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Application No. Applicant(s)
12/287,064 JOHNSON, WILLIAM J.
: IH i i AlA (First Inventor to
Notice of Allowability El’%",‘\:"l\‘;erH gézg"“ File) Status
No

-- The MAILING DATE of this communication appears on the cover sheet with the correspondence address--
All claims being allowable, PROSECUTION ON THE MERITS IS (OR REMAINS) CLOSED in this application. If not included
herewith (or previously mailed), a Notice of Allowance (PTOL-85) or other appropriate communication will be mailed in due course. THIS
NOTICE OF ALLOWABILITY IS NOT A GRANT OF PATENT RIGHTS. This application is subject to withdrawal from issue at the initiative
of the Office or upon petition by the applicant. See 37 CFR 1.313 and MPEP 1308.

1. X This communication is responsive to Amendment filed on June 13, 2013.
Oa declaration(s)/affidavit(s) under 37 CFR 1.130(b) was/were filed on

2. [J An election was made by the applicant in response to a restriction requirement set forth during the interview on ; the restriction
requirement and election have been incorporated into this action.

3. X The allowed claim(s) is/are 1-11.13-19 and 21-32. As a result of the allowed claim(s), you may be eligible to benefit from the Patent
Prosecution Highway program at a participating intellectual property office for the corresponding application. For more information,
please see hifp:/fwww, usplc.govipatents/inil_events/gph/index.jsp or send an inquiry to PPHisedback@usplo.aoy .

4. [J Acknowledgment is made of a claim for foreign priority under 35 U.S.C. § 119(a)-(d) or (f).
Certified copies:

a)[J Al b)[J Some *c)[] None of the:
1. [ Certified copies of the priority documents have been received.
2. [ Cettified copies of the priority documents have been received in Application No.
3. [] Copies of the certified copies of the priority documents have been received in this national stage application from the

International Bureau (PCT Rule 17.2(a)).
* Certified copies not received: __

Applicant has THREE MONTHS FROM THE “MAILING DATE” of this communication to file a reply complying with the requirements
noted below. Failure to timely comply will result in ABANDONMENT of this application.
THIS THREE-MONTH PERIOD IS NOT EXTENDABLE.

5. [J CORRECTED DRAWINGS ( as “replacement sheets”) must be submitted.
[0 including changes required by the attached Examiner's Amendment / Comment or in the Office action of

Paper No./Mail Date .

Identifying indicia such as the application number (see 37 CFR 1.84(c)) should be written on the drawings in the front (not the back) of
each sheet. Replacement sheet(s) should be labeled as such in the header according to 37 CFR 1.121(d).

6. [] DEPOSIT OF and/or INFORMATION about the deposit of BIOLOGICAL MATERIAL must be submitted. Note the
attached Examiner's comment regarding REQUIREMENT FOR THE DEPOSIT OF BIOLOGICAL MATERIAL.

Attachment(s)

1. X Notice of References Cited (PTO-892) 5. [] Examiner's Amendment/Comment

2. [ Information Disclosure Statements (PTO/SB/08), 6. [X] Examiner's Statement of Reasons for Allowance
Paper No./Mail Date

3. [ Examiner's Comment Regarding Requirement for Deposit 7. [ Other .

of Biological Material
4. [ Interview Summary (PTO-413),
Paper No./Mail Date .

U.S. Patent and Trademark Office
PTOL-37 (Rev. 08-13) Notice of Allowability Part of Paper No./Mail Date 20130828
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Application/Control Number: 12/287,064 Page 2
Art Unit: 2642

DETAILED ACTION
This Action is in response to Applicant’'s amendment filed on June 13, 2013.
Allowable Subject Matter

1. Claims 1-11, 13-19 and 21-32 are allowed.

2. The following is an Examiner’s statement of reasons for allowance:

Consider claim 1 and 21, the best references found during the prosecution of the
present application were, Sheha (U.S. Pat. Pub. No. 2008/0170679), Phillips (U.S.
Pat. Pub. No. 2007/0244633) and Almassy (U.S. Pat. No. 7,177,651). In view of
Remarks filed on June 13, 2013, Sheha, Phillips and Almassy alone or in combination
with any of the cited prior art of record fail to disclose, teach or suggest a method and
system of claims 1 and 21; therefore claims 1-11, 13-19 and 21-32 are found allowable.

Any comments considered necessary by Applicant must be submitted no later
than the payment of the issue fee and, to avoid processing delays, should preferably
accompany the issue fee. Such submissions should be clearly labeled “Comments on
Statement of Reasons for Allowance.”

Conclusion
3. Any response to this Office Action should be:

Faxed to: (571) 273-8300

Mailed to:

Commissioner for Patents

APPLE
EXHIBIT 1003 - PAGE 0022



Application/Control Number: 12/287,064 Page 3
Art Unit: 2642

P.O. Box 1450

Alexandria, VA 22313-1450

Hand-delivered responses should be brought to:

Customer Service Window

Randolph Building

401 Dulany Street

Alexandria, VA 22314.

4. Any inquiry concerning this communication or earlier communications from the
examiner should be directed to LITON MIAH whose telephone number is (571)270-
3124. The examiner can normally be reached on Monday through Friday 7:30am to
5:00pm EST.

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s
supervisor, Rafael Perez-Gutierrez can be reached on (571)272-7915. The fax phone
number for the organization where this application or proceeding is assigned is 571-
273-8300.

Information regarding the status of an application may be obtained from the
Patent Application Information Retrieval (PAIR) system. Status information for

published applications may be obtained from either Private PAIR or Public PAIR.
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Application/Control Number: 12/287,064 Page 4
Art Unit: 2642

Status information for unpublished applications is available through Private PAIR
only. For more information about the PAIR system, see http://pair-direct.uspto.gov.
Should you have questions on access to the Private PAIR system, contact the
Electronic Business Center (EBC) at 866-217-9197 (toll-free). If you would like
assistance from a USPTO Customer Service Representative or access to the
automated information system, call 800-786-9199 (IN USA OR CANADA) or 571-272-

1000.

/Liton Miah/

Examiner, Art Unit 2642
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

ATTY. DOCKET NO.:  JOHNS-002US

FACILITATING DISTRIBUTED
LOCATIONAL APPLICATIONS

In Re Application Of: §
§
JOHNSON § Examiner: MIAH, LITON
§
Serial No.: 12/287,064 § Art Unit: 2642
§
Filed: ~OCTOBER 3, 2008 § Confirmation No. 6272
§
For:  SYSTEM AND METHOD FOR §
LOCATION BASED §
EXCHANGES OF DATA §
§
§

AMENDMENT C UNDER 37 C.F.R. §1.111

Mail Stop Amendment
Commissioner for Patents

P.O. Box 1450

Arlington, Virginia 22313-1450

Sir:
This Amendment is submitted in response to the Office Action dated March 18, 2013.

Please charge any fee due as well as additional claim fees to Deposit Account Number 50-3083.

Please amend the above-identified application as indicated below.
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CLAIMS

1. (Currently Amended) A method for automatic location based exchange processing [[at]]
by a mobile data processing system, [[said]] the method comprising:

presenting a user interface to a user of [[said]] the mobile data processing system, [[said]]
the user interface for configuring privilege data relating [[said]] the mobile data processing
system with ether-mebile a remote data processing systems system, [[said]] the privilege data
stored local to [[said]] the mobile data processing system and fer-deseribinghow—to—distinetly
process—fortheeming scarched upon receipt of whereabouts data received [[at]] for processing by

the [[said]] mobile data processing system;

receiving at-said , for processing by the mobile data processing system, the [[said]]

whereabouts data including an originating identity of the whereabouts data;

searching, by the mobile data processing system, the [[said]] privilege data at-satd stored

local to the mobile data processing system for a matching privilege upon the receiving, for

processing by the mobile data processing system, the whercabouts data permitting—a—user

a, [[said]] wherein the matching privilege

is configured for relating [[said]] the originating identity of the whereabouts data with a

reeetving destination identity of [[said]] the whereabouts data to permit trigger of a privileged

action for the receipt of whereabouts data received for processing by the mobile data processing

system; and
performing [[said]] the privileged action at [[said]] the mobile data processing system
when upon finding [[said]] the matching privilege upen—+reeeipt-of-satd-whereabouts—data , after

the searching, by the mobile data processing system, the privilege data stored local to the mobile

data processing system.

2. (Currently Amended) The method of claim 1 wherein satd-mebie-dataprocessingsystem

is-a-first-mebie-data-processing system;-and-wheretnsatd the privileged action is configured by a
user of [[a]] the remote mebile data processing system.

3. (Currently Amended) The method of claim 2 wherein said—whereabouts—dataisrecerved

transprsston the destination identity is associated to the mobile data processing system and

JOHNS-002US 2 12/287,064
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wherein the receiving, for processing by the mobile data processing system. the whereabouts

data including an originating identity of the whereabouts data comprises receiving, for

processing by the mobile data processing system. inbound whereabouts data including an

originating identity of the whereabouts data, wherein the originating identity is associated to the

remote data processing system, and wherein the whereabouts data is sent by the remote data

processing system.

4. (Currently Arnended) The method of claim 2 wherein satd—whereabouts—dataisrecetved

%Paﬂsmfsﬁeﬂ—te—saiﬁeme%e—mebﬂe—d-a%a—ﬁeeesﬁﬂg—ws%em the destination identity is associated

to the remote data processing system and wherein the receiving, for processing by the mobile

data processing system., the whereabouts data including an originating identity of the

whereabouts data comprises receiving, for processing by the mobile data processing system,

outbound whereabouts data including an originating identity of the whereabouts data, wherein

the originating identity is associated to the mobile data processing system, and wherein the

whereabouts data is to be sent to the remote data processing system.

5. (Currently Amended) The method of claim 1 wherein said-mebie-data-processing-system

is-a-first-meobile-data-proeessing-system;and-wheretnsatd the privileged action is configured by
[[a]] the user of satd-first the mobile data processing system.

6. (Currently Amended) The method of claim 5 wherein said—wvhereabouts—dataisrecerved

transprsston the destination identity is associated to the mobile data processing system and

wherein the receiving, for processing by the mobile data processing system. the whereabouts

data including an originating identity of the whereabouts data comprises receiving, for

processing by the mobile data processing system. inbound whereabouts data including an

originating identity of the whereabouts data, wherein the originating identity is associated to the

remote data processing system, and wherein the whereabouts data is sent by the remote data

processing system.

7. (Currently Amended) The method of claim 5 wherein said—wvhereabouts—dataisrecerved
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transmission—to-a-remote-mobte-dataprocessing-System the destination identity is associated to

the remote data processing system and wherein the receiving, for processing by the mobile data

processing system, the whereabouts data including an originating identity of the whereabouts

data comprises receiving, for processing by the mobile data processing system, outbound

whereabouts data including an originating identity of the whereabouts data, wherein the

originating identity is associated to the mobile data processing system., and wherein the

whereabouts data is to be sent to the remote data processing system.

8. (Currently Amended) The method of claim 1 further including:

maintaining a user configured charter at [[said]] the mobile data processing system,
[[said]] the charter having a conditional expression and an associated action depending on
evaluation of [[said]] the conditional expression;

evaluating the conditional expression by comparing the conditional expression to the

whereabouts data, upon the receiving, for processing by the mobile data processing system, the

whereabouts data;

performing [[said]] the associated action at [[said]] the mobile data processing system
when—said upon the evaluating the conditional expression by comparing the conditional

expression to the whereabouts data evaluatesto-an-actionable-condition.

9. (Currently Amended) The method of claim 8 wherein [[said]] the charter is configured by
a user of [[a]] the remote mebile data processing system.

10. (Currently Amended) The method of claim 8 wherein [[said]] the maintaining [[said]] a
user configured charter at [[said]] the mobile data processing system comprises maintaining a

user specified textual syntax.

11. (Currently Amended) The method of claim 1 wherein [[said]] the whereabouts data is
carried by way of a wireless communications transmission through no intervening data
processing system between [[said]] the mobile data processing system and [[a]] the remote

mebHe data processing system.

12. (Canceled).
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13. (Currently Amended) The method of claim 1 wherein [[said]] the performing [[said]] the
privileged action at [[said]] the mobile data processing system eemprises upon finding the

matching privilege includes performing [[an]] the privileged action in accordance with a user

configured time specification, the time specification stored local to the mobile data processing

system and used to compare to a receipt time of the receipt of whereabouts data received for

processing by the mobile data processing system.

14. (Currently Amended) The method of claim 1 wherein [[said]] the performing [[said]] the
privileged action at [[said]] the mobile data processing system eemprises upon finding the

matching privilege includes initiating an action at a-data—processing—systemremote—to—said the

remote mebHe data processing system.

15. (Currently Amended) The method of claim 1 wherein [[said]] the performing [[said]] the
privileged action at [[said]] the mobile data processing system eemprises upon finding the

matching privilege includes sending an sms message.

16. (Currently Amended) The method of claim 1 wherein [[said]] the performing [[said]] the
privileged action at [[said]] the mobile data processing system eemprises upon finding the

matching privilege includes sending an electronic mail.

17. (Currently Amended) The method of claim 1 wherein [[said]] the performing [[said]] the
privileged action at [[said]] the mobile data processing system eemprises upon finding the

matching privilege includes automatically making a phone call frem—said by the mobile data

processing system.

18. (Currently Amended) The method of claim 14 wherein [[said]] the remote data
processing system rermnete—to-satd-mebile-data—processingsystem cstablishes a phone call with

[[said]] the mobile data processing system.

19. (Currently Amended) The method of claim 1 wherein [[said]] the performing [[said]] the
privileged action at [[said]] the mobile data processing system eempsises upon finding the

matching privilege includes presenting information to an informative user interface.

20. (Canceled).

JOHNS-002US 5 12/287,064

APPLE

EXHIBIT 1003 - PAGE 0029



21.

(Currently Amended) A mobile data processing system comprising:
one Or More processors;

memory coupled to [[said]] the one or more processors and storing instructions, which

when executed by [[said]] the one or more processors, causes [[said]] the one or more processors

to perform operations comprising:

22.

presenting a user interface to a user of [[said]] the mobile data processing system,
[[said]] the user interface for configuring privilege data relating [[said]] the mobile data
processing system with ether-mebile a remote data processing systems system, [[said]]
the privilege data stored local to [[said]] the mobile data processing system and fer

bine | listinetly process—fortheoming scarched upon receipt of whereabouts

data received [[at]] for processing by the [[said]] mobile data processing system;

receiving at—satd , for processing by the mobile data processing system, the

[[said]] whereabouts data including an originating identity of the whereabouts data;

searching, by the mobile data processing system, the [[said]] privilege data at-said

stored local to the mobile data processing system for a matching privilege upon the

recelving, for processing by the mobile data processing system, the whereabouts data

g, [[said]]

wherein the matching privilege is configured for relating [[said]] the originating identity

of the whereabouts data with a reeetving destination identity of [[said]] the whereabouts

data to permit trigger of a privileged action for the receipt of whereabouts data received

for processing by the mobile data processing system; and

performing [[said]] the privileged action at [[said]] the mobile data processing

system when upon finding [[said]] the matching privilege uwpen—reeeipt—of—said
whereabouts—data , after the searching, by the mobile data processing system, the

privilege data stored local to the mobile data processing system.

(Currently Amended) The method of claim 1 wherein [[said]] the whereabouts data is an

unsolicited broadcast of data from [[a]] the remote mebile data processing system.

23.

(Currently Amended) The method of claim 21 wherein [[said]] the whereabouts data is an

unsolicited broadcast of data from [[a]] the remote mebile data processing system.
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24. (New) The method of claim 1 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, a specified
distance between locations of the mobile data processing system and the remote data processing

System.

25. (New) The method of claim 1 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the remote data

processing system is at a specified location.

26. (New) The method of claim 1 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the remote data

processing system is at a specified situational location.

27. (New) The method of claim 1 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the remote data

processing system arrived to a specified location during a time in history.

28. (New) The method of claim 1 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the remote data

processing system departed a specified location during a time in history.

29. (New) The method of claim 1 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes performing the privileged
action in accordance with determining, by the mobile data processing system, the mobile data
processing system is in a specified vicinity of a plurality of other mobile data processing

Systems.
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30.  (New) The method of claim 1 wherein the performing the privileged action at the mobile
data processing system upon finding the matching privilege includes altering calendar

application data.

31.  (New) The method of claim 10 wherein the user specified textual syntax comprises an
XML encoding.
32.  (New) The method of claim 10 wherein the user specified textual syntax comprises a

Whereabouts Programming Language encoding.
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REMARKS
This Amendment is submitted in response to the Office Action dated March 18, 2013.
Applicant has canceled Claim 20 and amended Claims 1-11, 13-19, and 21-23 without prejudice
or disclaimer to the subject matter. Claims 24-32 have been added. No new matter has been

entered by these amendments.

Claim Rejections Under 35 USC §103

In the present Office Action, Claims 1-11 and 13-23 have been rejected under 35 USC
§103(a) as being unpatentable over U.S. Patent Application Publication No. 2008/0170679
(hereinafter “Sheha”) in view of U.S. Patent Application Publication No. 2007/0244633
(hereinafter “Phillips ) and further in view of U.S. Patent 7,177,651 (hereinafter “Almassy™).

Those rejections are respectfully traversed and reconsideration of the claims is requested.

Claims 1-11, 13-19, and 21-32
Not Anticipated or Rendered Obvious bv the Prior Art of Record

Amended Claims 1-11, 13-19, and 21-32 are not anticipated or rendered obvious by any
of Sheha, Phillips, nor Almassy, taken individually, or in combination. For example, with
respect to exemplary independent Claim 1, therein is recited, inter alia:

“presenting a user interface to a user of the mobile data processing system, the
user interface for configuring privilege data relating the mobile data processing system
with a remote data processing system, the privilege data stored local to the mobile data
processing system and searched upon receipt of whereabouts data received for
processing by the mobile data processing system”

Claim 1 provides searching privilege data stored local to the mobile data processing
system which receives the whereabouts information. The local privileges are not searched until
after the whereabouts data is already received. There is nothing in Sheha, Phillips, nor Almassy,
taken individually, or in combination, that shows or suggests this processing. For example,
Sheha paragraph [0046] states “The mobile device location information can be provided only,
due to privacy settings....” (also see entire paragraph), Sheha paragraph [0049] states “the
position information of each device can be updated in the ODAS 3 prior to establishing the
telephone call, depending on each mobile device’s 18b and 18c privacy settings”, and Sheha

paragraph [0052] states “When a mobile device’s position information is requested, the system,
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based on privacy settings, responds with the appropriate position information to the requesting
user’s device.” The Sheha privacy setting is accessed remotely by a request before any position
information is transmitted or received. Receipt of the position information is not the event which
causes a search to a privacy setting. Position information is not sent to Sheha’s online database
and application server (ODAS), nor any receiving system if the request for the privacy setting
determines access 1s not allowed. Sheha describes whether or not a mobile device will allow its
position information to be provided at all to another party. Privilege data disclosed in the present
application is stored local to the mobile data processing system which receives whereabouts data
from another party, and the privilege data is “searched upon receipt of whereabouts data

2

received for processing by the mobile data processing system.” Upon receipt of whereabouts
data, the “privilege data stored local to the mobile data processing system” is searched for a
match. Not only are Sheha privacy settings stored and accessed remotely by a request, but the
receiving mobile data processing system never receives the position information if the privacy
setting indicates not to provide it. Location information in Skea is not sent at all when the privacy
setting indicates private. Whereabouts data disclosed in the present application is received at the
mobile data processing system for processing before locally maintained privilege data is searched
and processed.

Further, Phillips also discloses location information not being provided at all if the
requester of the location information does not have an appropriate level of access. For example,
Phillips paragraphs [0026] and [0181] state “It may be that whether a user is permitted to know
the location of another user is determined based on the access levels of the users”, and Phillips
paragraph [0085] states “a first peer may exchange location and/or velocity data with a second
peer provided that the second peer has an appropriate level of access to such information from
the first peer. In yet another instance, the exchange of information from the first peer to the
second peer may be conditioned on the second peer having both the appropriate level of access
and the user of the second peer providing a PIN and/or authentication code that corresponds to a
code stored in the database 100.” Phillips discloses different levels of access and a PIN and/or
authentication code, but like Sheha, access credentials are stored and accessed remotely with a
request, and the receiving mobile data processing system never receives the location information
if it does not have the necessary level of access. Again, the location information in Phillips is

not transmitted or received at all when the requester’s access level to the location information is

JOHNS-002US 10 12/287,064

APPLE

EXHIBIT 1003 - PAGE 0034



not sufficient. In the same manner as Sheha, location information is never sent unless the
location data is authorized for access by the requester. Phillips access levels determine whether
or not a mobile device will send its position information at all to a particular party. Also,
Phillips authentication data is not stored local to the device which receives the location
information. For the same reasons stated for Sheha above, Claim 1 language “the privilege data
stored local to the mobile data processing system and searched upon receipt of whereabouts
data received for processing by the mobile data processing system” is also distinctly different from
Phillips.

Further still, Almassy teaches trust level information stored local to a mobile data processing
system, but not the mobile data processing system of Claim 1. Almassy, like Sheha and Phillips,
does not allow access to location information at all unless the trust level exists at the remote
system to allow access to it. Similarly, trust level information is accessed remotely with a request
prior to transmitting or receiving any location information. For example, the Almassy abstract
states “Trust determinations can be enabled so that position data is sent to a restricted list of
requesting telephone numbers”, A/massy column 2 lines 12-22 state “the telephone determining a
trust level that it has in the first mobile station. Then, the first mobile station receives the position
of the telephone in response to the level of trust determined at the telephone. Alternately, the
trust level determination is made by the service provider when the telephone is a landline
telephone, or a wireless communication system when the telephone is a second mobile station. In
some aspects of the invention, a manual step is inserted in the process. A request is made to the
telephone user to authorize the transmission of position information to the first mobile station”,
and Almassy column 4 lines 9-18 state “Typically, the second mobile station 22 does not send its
position to the first mobile station unless the first mobile station is known and trusted. In one
aspect of the invention, the second mobile station 22 includes a memory 34 including a record of
trust relationships, where a party, the first mobile station 12 for example, is recognized by a
caller ID function that is incorporated into the telephone. The second mobile station sends it
position in response to accessing the memory 34 to determine the level of trust with the first
mobile station. Thus, the position information is sent by the second mobile station 22
automatically, if the first mobile station is trusted.” Thus, none of Sheha, Phillips, nor Almassy,

taken individually or in combination, teaches or suggests “the privilege data stored local to the
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mobile data processing system and searched upon receipt of whereabouts data received for

processing by the mobile data processing system.”

As a further example, with respect to exemplary independent Claim 1, therein is recited,
inter alia:

“searching, by the mobile data processing system, the privilege data stored local
to the mobile data processing system for a matching privilege upon the receiving, for
processing by the mobile data processing system, the whereabouts data, wherein the
matching privilege is configured for relating the originating identity of the whereabouts
data with a destination identity of the whereabouts data to permit trigger of a privileged
action for the receipt of whereabouts data received for processing by the mobile data
processing system”

There is nothing in Sheha, Phillips, nor Almassy, taken individually, or in combination,
that shows or suggests searching privileges stored local to the receiving mobile data processing
system after already receiving whereabouts data from a sending system. Claim 1 “searching, by
the mobile data processing system, the privilege data stored local to the mobile data processing
system for a matching privilege upon the receiving, for processing by the mobile data processing
system, the whereabouts data’ describes an unusual time to search privileges. Thus, the “receipt
of whereabouts data received for processing by the mobile data processing system” is the event
that causes “searching, by the mobile data processing system, the privilege data stored local to
the mobile data processing system for a matching privilege.” This unusual time to search
privileges is nowhere to be found in Sheha, Phillips, nor Almassy. Again, Sheha, Phillips, and
Almassy, taken individually, or in combination, fail to show or suggest this Claim 1 processing.
The searching of privilege data, in the present application, occurs “upon the receiving, for
processing by the mobile data processing system, the whereabouts data’ and privileges searched

’

are those of “privilege data stored local to the mobile data processing system.’

As yet a further example, with respect to exemplary independent Claim 1, therein is recited, inter

alia:

‘performing the privileged action at the mobile data processing system upon
finding the matching privilege, after the searching, by the mobile data processing system,
the privilege data stored local to the mobile data processing system”
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There is nothing in Sheha, Phillips, nor Almassy, taken individually, or in combination,
that shows or suggests searching privileges stored local to the receiving mobile data processing
system after already receiving whereabouts data from a sending system. Claim 1 “performing
the privileged action at the mobile data processing system upon finding the matching privilege”
occurs “after the searching, by the mobile data processing system, the privilege data stored local
to the mobile data processing system”. Claim 1 “searching, by the mobile data processing
system, the privilege data stored local to the mobile data processing system” occurs “upon the
receiving, for processing by the mobile data processing system, the whereabouts data”. Sheha,
Phillips, and Almassy, taken individually, or in combination, fail to show or suggest this Claim 1

processing.

Moreover, neither Sheha, nor Phillips, nor Almassy, alone or in combination teach
exemplary independent Claim 1 recited, inter alia:

‘presenting a user interface to a user of the mobile data processing system, the
user interface for configuring privilege data relating the mobile data processing system
with a remote data processing system, the privilege data stored local to the mobile data
processing system and searched upon receipt of whereabouts data received for
processing by the mobile data processing system;

receiving, for processing by the mobile data processing system, the whereabouts
data including an originating identity of the whereabouts data;

searching, by the mobile data processing system, the privilege data stored local to
the mobile data processing system for a matching privilege upon the receiving, for
processing by the mobile data processing system, the whereabouts data, wherein the
matching privilege is configured for relating the originating identity of the whereabouts
data with a destination identity of the whereabouts data to permit trigger of a privileged
action for the receipt of whereabouts data received for processing by the mobile data
processing system; and

performing the privileged action at the mobile data processing system upon
finding the matching privilege, after the searching, by the mobile data processing system,
the privilege data stored local to the mobile data processing system.”

Claim 1 provides for all processing at a mobile data processing system (i.e. the preamble
“A method for automatic location based exchange processing by a mobile data processing
system”). Claim 1 provides “performing the privileged action at the mobile data processing
system upon finding the matching privilege, after the searching, by the mobile data processing
system, the privilege data stored local to the mobile data processing system” and “searching, by

the mobile data processing system, the privilege data stored local to the mobile data processing
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system for a matching privilege” does not occur until “upon the receiving, for processing by the
mobile data processing system, the whereabouts data”. Claim 1 provides “wherein the
matching privilege is configured for relating the originating identity of the whereabouts data
with a destination identity of the whereabouts data to permit trigger of a privileged action for the
receipt of whereabouts data received for processing by the mobile data processing system”.
Claim 1 provides receiving the whereabouts data (i.e. “receiving, for processing by the mobile
data processing system, the whereabouts data’) and then using privileges: “the privilege data
stored local to the mobile data processing system and searched upon receipt of whereabouts data
received for processing by the mobile data processing system”. Claim 1 provides local
privileges and applicable processing, not remotely accessed permission for access to
location/position information: “presenting a user interface to a user of the mobile data
processing system, the user interface for configuring privilege data relating the mobile data
processing system with a remote data processing system, the privilege data stored local to the
mobile data processing system”'.

Claim 1 whereabouts data receipt is the event which causes searching of privileges.
Sheha, Phillips, and Almassy disclose a request to a remote system being the event to search
access permission before any position/location information is subsequently transmitted or
received. Furthermore, Claim 1 privileges are stored local to the receiving mobile data
processing system and the privileges are also searched local to the mobile data processing system
which has already received the whereabouts data. Sheha, Phillips, and Almassy disclose access
permissions being located at a remote system, searched at that remote system, and then
determining if position/location information is to be subsequently transmitted and received at all.
Moreover, Claim 1 local search processing occurs “upon the receiving, for processing by the
mobile data processing system, the whereabouts data”. Sheha, Phillips, and Almassy disclose
making requests for permission to access the position/location information at a remote system,
thereby the request for access to position/location information at the remote system causing a

search at the remote system.
In conclusion, Applicant respectfully submits that neither Sheha, nor Phillips, nor

Almassy, nor any known prior art, alone or in combination, anticipates or render obvious the

above elements of Claim 1. The prior art, alone or in combination, fails to teach or suggest
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Claim 1 and the claims dependent thereon in the present application. For at least the same
reasons as given above with respect to independent Claim 1, Applicant submits that independent
Claim 21 is similarly in condition for allowance. New Claims 24-32 depend from amended
Claim 1 and therefore should be in condition for allowance.

Having now responded to each rejection set forth in the present Office Action, Applicant
believes all pending claims are now in condition for allowance and respectfully request early
notice hereof. Applicant invites the Examiner to contact the undersigned at the below listed

telephone number if a telephone conference would expedite prosecution of this application.

Respectfully submitted,
/Craig J. Yudell/

Craig J. Yudell

Reg. No.39,083

YUDELL ISIDORE NG RUSSELL PLLC
8911 N. Capital of Texas Highway, Suite 2110
Austin, Texas 78759

512.343.6116
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Application/Control Number: 12/287,064 Page 2
Art Unit: 2642

DETAILED ACTION
Information Disclosure Statement
The information disclosure statements submitted on January 11, 2013 have been
considered by the Examiner and made of record in the application file.
Continued Examination Under 37 CFR 1.114
1. A request for continued examination under 37 CFR 1.114, including the fee set forth in
37 CFR 1.17(e), was filed in this application after final rejection. Since this application is eligible
for continued examination under 37 CFR 1.114, and the fee set forth in 37 CFR 1.17(e) has been
timely paid, the finality of the previous Office Action has been withdrawn pursuant to 37 CFR
1.114. Applicant’s submission filed on June 29, 2012 has been entered.
Claim Rejections - 35 USC § 103
2. The following is a quotation of 35 U.S.C. 103(a) which forms the basis for all

obviousness rejections set forth in this Office action:

(a) A patent may not be obtained though the invention is not identically disclosed or described as set forth in
section 102 of this title, if the differences between the subject matter sought to be patented and the prior art are
such that the subject matter as a whole would have been obvious at the time the invention was made to a person
having ordinary skill in the art to which said subject matter pertains. Patentability shall not be negatived by the
manner in which the invention was made.

3. The factual inquiries set forth in Graham v. John Deere Co., 383 U.S. 1, 148 USPQ 459
(1966), that are applied for establishing a background for determining obviousness under 35
U.S.C. 103(a) are summarized as follows:

Determining the scope and contents of the prior art.

Ascertaining the differences between the prior art and the claims at issue.
Resolving the level of ordinary skill in the pertinent art.

Considering objective evidence present in the application indicating obviousness
or nonobviousness.
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4. Claims 1-11 and 13-23 are rejected under 35 U.S.C. 103(a) as being unpatentable over
Sheha et al (US 2008/0170679) in view of Phillips et al (US 2007/0244633) and further in view

of Almassy (US 7,177,651).

For claim 1, Sheha et al discloses a method for automatic location based exchange
processing at a mobile data processing system, the method comprising:
presenting a user interface to a user of the mobile data processing system (fig. 3 [18, mobile
device] and paragraph 53, discloses user interface), the user interface for configuring
privilege data relating the mobile data processing system with other mobile data processing
systems, the privilege data for describing how to distinctly process forthcoming whereabouts
data received at the mobile data processing system (paragraph 49 and 51-52 and fig. 6;
discloses privacy setting, which allows the position transfer permission);
receiving at the mobile data processing system the whereabouts data including an originating
identity (paragraph 47 discloses that the mobile device receiving position and the
identification information);.

Sheha et al specifically does not disclose searching said privilege data at said mobile data
processing system for a matching privilege permitting a user configured action determined for
said whereabouts data, said matching privilege configured for relating said originating identity
with a receiving identity of said mobile data processing system and performing said action at
said mobile data processing system when finding said matching privilege upon receipt, said
action privileged by said permission and a result of said whereabouts data. However, Phillips et

al from the same or similar fields of endeavor teaches searching the privilege data at the mobile
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data processing system for a matching privilege permitting a user configured action determined
for the whereabouts data, the matching privilege configured for relating the originating identity
with a receiving identity of the mobile data processing system (paragraph 84-85; determining
a user's privileges based access level); and performing the action at the mobile data processing
system when finding said matching privilege upon receipt, the action privileged by said
permission and a result of the whereabouts data (paragraph 84; the service would be enable
based location and the PIN). It would have been obvious to one of ordinary skill in the art at
the time of the invention to combine Sheha et al with Phillips et al they both can exchange data
in a peer-to-peer configuration so it would grant different access levels and also improve the
system for using location-based information.

Sheha et al and Phillips et al specifically do not disclose the privilege data stored local to
the mobile data processing system. However, Almassy from the same or similar fields of
endeavor teaches the privilege data stored local to the mobile data processing system (col. 2
[lines 12-15] and col. 4 [lines 9-15] discloses that memory of mobile station 22 stores trust
relationships which is considered as the privilege data). It would have been obvious to one of
ordinary skill in the art at the time of the invention to incorporate above mention feature of the
privilege data stored local to the mobile data processing system as taught by Almassy into the
invention of Sheha et al and Phillips et al for the purpose of exchanging location information in a
telephone network as it would guarantee the privacy of both parties.

For claim 2, Sheha et al further discloses the mobile data processing system is a first
mobile data processing system, and wherein said action is configured by a user of a remote

mobile data processing system (paragraph 22 and 51).
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For claim 3, Sheha et al further discloses the whereabouts data is received from the
remote mobile data processing system by way of an inbound communications transmission
(paragraph 22 and 51).

For claim 4, Sheha et al further discloses the whereabouts data is received for
processing by the first mobile data processing system for an outbound communications
transmission to the remote mobile data processing system (paragraph 22 and 51).

For claim 5, Sheha et al further discloses the mobile data processing system is a first
mobile data processing system, and wherein the action is configured by a user of the first mobile
data processing system (paragraph 51-52).

For claim 6, Sheha et al further discloses the whereabouts data is received from a
remote mobile data processing system by way of an inbound communications transmission
(paragraph 51-52).

For claim 7, Sheha et al further discloses the whereabouts data is received for
processing by the first mobile data processing system for an outbound communications
transmission to a remote mobile data processing system (paragraph 51-52).

For claim 8, Sheha et al further discloses maintaining a user configured charter at said
mobile data processing system, said charter having a conditional expression and an associated
action depending on evaluation of said expression (paragraph 22 and 52);
determining relevance of said charter to said whereabouts data (paragraph 22 and 52); and
performing said associated action at said mobile data processing system when said expression

evaluates to an actionable condition (paragraph 22 and 52).
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For claim 9, Sheha et al further discloses the charter is configured by a user
of a remote mobile data processing system (paragraph 22 and 52).

For claim 10, Sheha et al further discloses the maintaining the user configured charter at
the mobile data processing system comprises maintaining a user specified textual syntax
(paragraph 22 and 52).

For claim 11, Sheha et al further discloses the whereabouts data is carried by way of a
wireless communications transmission through no intervening data processing system between
the mobile data processing system and a remote mobile data processing system (paragraph 51;
peer-to-peer transfer, avoids server in between)

For claim 13, Sheha et al further discloses the performing the action at said mobile data
processing system comprises performing an action in accordance with a time specification
(paragraph 22 and 48).

For claim 14, Sheha et al further discloses the performing the action at said mobile data
processing system comprises initiating an action at a data processing system remote to said
mobile data processing system (paragraph 22 and 48).

For claim 15, Sheha et al specifically does not disclose the performing the action at the
mobile data processing system comprises sending an sms message. However, Phillips et al from
the same or similar fields of endeavor teaches the performing the action at the mobile data
processing system comprises sending an sms message (paragraph 13). It would have been
obvious to one of ordinary skill in the art at the time of the invention to combine Sheha et al with
Phillips et al they both can exchange data in a peer-to-peer configuration so it would grant

different access levels and also improve the system for using location-based information.
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For claim 16, Sheha et al specifically does not disclose performing said action at the
mobile data processing system comprises sending an electronic mail. However, Phillips et al
from the same or similar fields of endeavor teaches the performing the action at said mobile data
processing system comprises sending an electronic mail (paragraph 13). It would have been
obvious to one of ordinary skill in the art at the time of the invention to combine Sheha et al with
Phillips et al they both can exchange data in a peer-to-peer configuration so it would grant
different access levels and also improve the system for using location-based information.

For claim 17, Sheha et al further discloses the performing the action at said mobile data
processing system comprises automatically making a phone call from the mobile data processing
system (paragraph 49).

For claim 18, Sheha et al further discloses the data processing system remote to the
mobile data processing system establishes a phone call with the mobile data processing system
(paragraph 49).

For claim 19, Sheha et al further discloses the performing the action at the mobile data
processing system comprises presenting information to an informative user interface (paragraph
53).

For claim 20, Sheha et al discloses a method for automatic location based exchange
processing at a mobile data processing system, the method comprising:
presenting a user interface to a user of the mobile data processing system (fig. 3 [18, mobile
device] and paragraph 53, discloses user interface), the user interface for configuring
privilege data relating the mobile data processing system with other mobile data processing

systems, the privilege data for describing how to distinctly process forthcoming whereabouts
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data received at the mobile data processing system (paragraph 49 and 51-52 and fig. 6;
discloses privacy setting, which allows the position transfer permission).

Sheha et al specifically does not disclose searching said privilege data at said mobile data
processing system for a matching privilege permitting a user configured action determined for
said whereabouts data, said matching privilege configured for relating said originating identity
with a receiving identity of said mobile data processing system and performing said action at
said mobile data processing system when finding said matching privilege upon receipt, said
action privileged by said permission and a result of said whereabouts data. However, Phillips et
al from the same or similar fields of endeavor teaches searching the privilege data at the mobile
data processing system for matching privileges permitting user configured actions determined for
the whereabouts data, said whereabouts data describing the mobile data processing system or
remote mobile data processing systems in the vicinity of the mobile data processing system
(paragraph 84-85; determining a user's privileges based access level); and performing the
actions at the mobile data processing system when finding said matching privileges upon receipt
of the whereabouts data (paragraph 84; the service would be enable based location and the
PIN). It would have been obvious to one of ordinary skill in the art at the time of the invention
to combine Sheha et al with Phillips et al they both can exchange data in a peer-to-peer
configuration so it would grant different access levels and also improve the system for using
location-based information.

Sheha et al and Phillips et al specifically do not disclose the privilege data stored local to
the mobile data processing system. However, Almassy from the same or similar fields of

endeavor teaches the privilege data stored local to the mobile data processing system (col. 2
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[lines 12-15] and col. 4 [lines 9-15] discloses that memory of mobile station 22 stores trust
relationships which is considered as the privilege data). It would have been obvious to one of
ordinary skill in the art at the time of the invention to incorporate above mention feature of the
privilege data stored local to the mobile data processing system as taught by Almassy into the
invention of Sheha et al and Phillips et al for the purpose of exchanging location information in a
telephone network as it would guarantee the privacy of both parties.

For claim 21, Sheha et al discloses a mobile data processing system comprising:
one or more processors (paragraph 53);
memory coupled to said one or more processors and storing instructions, which when
executed by the one or more processors (paragraph 53), causes the one or more processors to
perform operations comprising:
presenting a user interface to a user of the mobile data processing system (fig. 3 [18, mobile
device] and paragraph 53, discloses user interface), the user interface for configuring
privilege data relating the mobile data processing system with other mobile data processing
systems, the privilege data for describing how to distinctly process forthcoming whereabouts
data received at the mobile data processing system (paragraph 49 and 51-52 and fig. 6;
discloses privacy setting, which allows the position transfer permission); receiving at the
mobile data processing system the whereabouts data including an originating identity
(paragraph 47 discloses that the mobile device receiving position and the identification
information).

Sheha et al specifically does not disclose searching said privilege data at said mobile data

processing system for a matching privilege permitting a user configured action determined for
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said whereabouts data, said matching privilege configured for relating said originating identity
with a receiving identity of said mobile data processing system and performing said action at
said mobile data processing system when finding said matching privilege upon receipt, said
action privileged by said permission and a result of said whereabouts data. However, Phillips et
al from the same or similar fields of endeavor teaches searching the privilege data at the mobile
data processing system for a matching privilege permitting a user configured action determined
for the whereabouts data, said matching privilege configured for relating the originating identity
with a receiving identity of the mobile data processing system (paragraph 84-85; determining
a user's privileges based access level); and performing the action at the mobile data processing
system when finding the matching privilege upon receipt, the action privileged by said
permission and a result of the whereabouts data (paragraph 84; the service would be enable
based location and the PIN). It would have been obvious to one of ordinary skill in the art at
the time of the invention to combine Sheha et al with Phillips et al they both can exchange data
in a peer-to-peer configuration so it would grant different access levels and also improve the
system for using location-based information.

Sheha et al and Phillips et al specifically do not disclose the privilege data stored local to
the mobile data processing system. However, Almassy from the same or similar fields of
endeavor teaches the privilege data stored local to the mobile data processing system (col. 2
[lines 12-15] and col. 4 [lines 9-15] discloses that memory of mobile station 22 stores trust
relationships which is considered as the privilege data). It would have been obvious to one of
ordinary skill in the art at the time of the invention to incorporate above mention feature of the

privilege data stored local to the mobile data processing system as taught by Almassy into the
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invention of Sheha et al and Phillips et al for the purpose of exchanging location information in a
telephone network as it would guarantee the privacy of both parties.

For claims 22-23, Sheha et al further discloses the whereabouts data is an unsolicited
broadcast of data from the remote mobile data processing system (paragraph 22 and 51).

Response to Arguments
5. Applicant's arguments, filed on June 29, 2012, with respect to claims 1, 20 and 21 have
been considered but are moot in view of the new ground(s) of rejection necessitated by the new
limitations added to independent claims 1, 20 and 21. See the above rejection of claims 1-11
and 13-23 for the relevant citations found in Sheha et al, Phillips et al and Almassy disclosing
the newly cited limitations.

Conclusion

6. Any inquiry concerning this communication or earlier communications from the
examiner should be directed to Liton Miah whose telephone number is (571)270-3124. The
examiner can normally be reached on Monday through Friday 7:30am to 5:00pm EST.

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s
supervisor, Rafael Perez-Gutierrez can be reached on (571)272-7915. The fax phone number for
the organization where this application or proceeding is assigned is 571-273-8300.

Information regarding the status of an application may be obtained from the Patent

Application Information Retrieval (PAIR) system. Status information for published applications
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Application/Control Number: 12/287,064 Page 12
Art Unit: 2642

may be obtained from either Private PAIR or Public PAIR. Status information for unpublished
applications is available through Private PAIR only. For more information about the PAIR
system, see http://pair-direct.uspto.gov. Should you have questions on access to the Private PAIR
system, contact the Electronic Business Center (EBC) at §66-217-9197 (toll-free). If you would
like assistance from a USPTO Customer Service Representative or access to the automated
information system, call 800-786-9199 (IN USA OR CANADA) or 571-272-1000.

/Liton Miah/

Examiner, Art Unit 2642
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Privacy Act Statement

The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the
attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be
advised that: (1) the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information
solicited is voluntary; and (3} the principal purpose for which the information is used by the U.S. Patent and Trademark Office
is to process and/or examine your submissicn related to a patent application or patent. If you do not furnish the requested
information, the U.S. Patent and Trademark Office may not be able to process and/or examine your submission, which may
result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1.

The information on this form will be treated confidentially to the extent allowed under the Freedom of Information
Act (5 U.5.C. 552) and the Privacy Act (5 U.5.C. 552a). Records from this system of records may be disclosed to the
Department of Justice to determine whether the Freedom of Information Act requires disclosure of these records.

A record from this system of reccrds may be disclosed, as a routine use, in the course of presenting evidence to a
court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement
negotiaticns.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a
request involving an individual, toc whom the record pertains, when the individual has requested assistance from the
Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need
for the information in order to perform a contract. Recipients of information shall be required to comply with the
requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records
may be disclosed, as a routine use, to the Internaticnal Bureau of the World Intellectual Property Organization,
pursuant to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of
National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services,
ar his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to
recommend improvements in records management practices and programs, under authoerity of 44 U.S5.C. 2904 and
2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this
purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used toc make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of
the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record may
be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in an
application which became abandoned or in which the proceedings were terminated and which application is
referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law
enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Attorney Docket No. JOHNSON.000610US
In re Application of:
WILLIAM J. JOHNSON
Examiner: LITON MIAH

Serial No.:  12/287,064 Confirmation No.: 6272

Filed: OCTOBER 3, 2008 Art Unit: 2617

For: SYSTEM AND METHOD FOR
LOCATION BASED
EXCHANGES OF DATA
FACILITATING DISTRIBUTED
LOCATIONAL APPLICATIONS

L LD LD LT LD L L L L L L L L

AMENDMENT SUBMITTED WITH THE FILING OF A REQUEST
FOR CONTINUED PROSECUTION

Mail Stop Amendment
Commissioner for Patents
P.O. Box 1450
Alexandria, VA 22313-1450
Sir:
In response to the Office Action dated March 2, 2012, please amend the above identified

Application as follows:

Amendments to the Claims are reflected in the listing of the claims, which begins on page 2 of

this paper.

Remarks/Arguments begin on page 6 of this paper.
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Amendments to the Claims
The following listing of the claims will replace all prior versions and listings of claims in the
application.
1. (Currently Amended) A method for automatic location based exchange processing at a
mobile data processing system, said method comprising:

presenting a user interface to a user of said mobile data processing system, said user
interface for configuring leeallystered privilege data relating said mobile data processing system

with other mobile data processing systems, said privilege data stored local to said mobile data

processing system and for describing how to distinctly process forthcoming whereabouts data

received at said mobile data processing system;

receiving at said mobile data processing system said whereabouts data including an
originating identity;

searching said privilege data at said mobile data processing system for a matching
privilege permitting a user configured action determined for said whereabouts data, said
matching privilege configured for relating said originating identity with a receiving identity of
said mobile data processing system; and

performing said action at said mobile data processing system when finding said matching

privilege upon receipt of said whereabouts data.

2. (Previously Presented) The method of claim 1 wherein said mobile data processing
system is a first mobile data processing system, and wherein said action is configured by a user

of a remote mobile data processing system.

3. (Previously Presented) The method of claim 2 wherein said whereabouts data is received
from said remote mobile data processing system by way of an inbound communications

transmission.

4. (Previously Presented) The method of claim 2 wherein said whereabouts data is received
for processing by said first mobile data processing system for an outbound communications

transmission to said remote mobile data processing system.

JOHNSON.000610US 2 12/287,064
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5. (Previously Presented) The method of claim 1 wherein said mobile data processing
system is a first mobile data processing system, and wherein said action is configured by a user

of said first mobile data processing system.

6. (Previously Presented) The method of claim 5 wherein said whereabouts data is received
from a remote mobile data processing system by way of an inbound communications

transmission.

7. (Previously Presented) The method of claim 5 wherein said whereabouts data is received
for processing by said first mobile data processing system for an outbound communications

transmission to a remote mobile data processing system.

8. (Previously Presented) The method of claim 1 further including:

maintaining a user configured charter at said mobile data processing system, said charter
having a conditional expression and an associated action depending on evaluation of said
expression;

determining relevance of said charter to said whereabouts data; and

performing said associated action at said mobile data processing system when said

expression evaluates to an actionable condition.

9. (Previously Presented) The method of claim 8 wherein said charter is configured by a

user of a remote mobile data processing system.

10. (Currently Amended) The method of claim 8 wherein said maintaining & said user
configured charter at said mobile data processing system comprises maintaining a user specified

textual syntax.

11.  (Previously Presented) The method of claim 1 wherein said whereabouts data is carried
by way of a wireless communications transmission through no intervening data processing

system between said mobile data processing system and a remote mobile data processing system.

12.  (Cancelled).

JOHNSON.000610US 3 12/287,064
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13. (Previously Presented) The method of claim 1 wherein said performing said action at said
mobile data processing system comprises performing an action in accordance with a time

specification.

14. (Previously Presented) The method of claim 1 wherein said performing said action at said
mobile data processing system comprises initiating an action at a data processing system remote

to said mobile data processing system.

15. (Previously Presented) The method of claim 1 wherein said performing said action at said

mobile data processing system comprises sending an sms message.

16. (Previously Presented) The method of claim 1 wherein said performing said action at said

mobile data processing system comprises sending an electronic mail.

17. (Previously Presented) The method of claim 1 wherein said performing said action at said
mobile data processing system comprises automatically making a phone call from said mobile

data processing system.

18. (Previously Presented) The method of claim 14 wherein said data processing system
remote to said mobile data processing system establishes a phone call with said mobile data

processing system.

19. (Currently Amended) The method of claim 1 wherein said performing said action at said
mobile data processing system comprises presenting information to & an informative user

interface.

20. (Currently Amended) A method for automatic location based exchange processing at a
mobile data processing system, said method comprising:

presenting a user interface to a user of said mobile data processing system, said user
interface for configuring leeallystered privilege data relating said mobile data processing system

with other mobile data processing systems, said privilege data stored local to said mobile data

processing system and for describing how to distinctly process forthcoming whereabouts data

received at said mobile data processing system;

JOHNSON.000610US 4 12/287,064
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searching said privilege data at said mobile data processing system for matching
privileges permitting user configured actions determined for said whereabouts data, said
whereabouts data describing said mobile data processing system or remote mobile data
processing systems in the vicinity of said mobile data processing system; and

performing said actions at said mobile data processing system when finding said

matching privileges upon receipt of said whereabouts data.

21. (Currently Amended) A mobile data processing system comprising:

ONe Or MOTe Processors;

memory coupled to said one or more processors and storing instructions, which when
executed by said one or more processors, causes said one or more processors to perform
operations comprising:

presenting a user interface to a user of said mobile data processing system, said user
interface for configuring leeallystered privilege data relating said mobile data processing system

with other mobile data processing systems, said privilege data stored local to said mobile data

processing system and for describing how to distinctly process forthcoming whereabouts data

received at said mobile data processing system;

receiving at said mobile data processing system said whereabouts data including an
originating identity;

searching said privilege data at said mobile data processing system for a matching
privilege permitting a user configured action determined for said whereabouts data, said
matching privilege configured for relating said originating identity with a receiving identity of
said mobile data processing system; and

performing said action at said mobile data processing system when finding said matching

privilege upon receipt of said whereabouts data.

22. (New) The method of claim 1 wherein said whereabouts data is an unsolicited broadcast

of data from a remote mobile data processing system.

23. (New) The method of claim 21 wherein said whereabouts data is an unsolicited broadcast

of data from a remote mobile data processing system.
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Remarks/Arguments
This is in response to the Office Action dated March 2, 2012. Reconsideration is
respectfully requested.

Claim Objections
The Examiner has objected to claims 10 and 19 under 37 C.F.R. 1.75. The Applicant has

amended claims 10 and 19 in the manner suggested by the Examiner.

Claim Rejections
Claims 1-11 and 13-21 stand rejected under 35 U.S.C. 103(a) as allegedly being
unpatentable over Sheha et al. U.S. Patent Publication No. 2008/0170679 (Sheha) in view of
Phillips et al. U.S. Patent Publication No. 2007/0244633 (Phillips). The Applicant has amended
claims and respectfully traverses the rejection of claims 1-11 and 13-21. New claims 22 and 23 are

(13

also provided to further highlight Applicant’s “pure peer to peer” architecture as described below.

The Applicant respectfully submits that neither Sheha nor Phillips, individually or in any
combination, teaches or suggests the subject matter of amended claims 1-11 and 13-23. The
Examiner rejects Applicant’s claim 1 by taking the position that Figure 3 and paragraph 53 of
Sheha disclose presenting a user interface to a user of a mobile data processing system, and that
Figure 6 and paragraphs 49 and 51-52 of Sheha disclose privacy settings which allow the
position transfer permission. The Applicant respectfully points out that a Sheha privacy
setting/permission is accessed at the calling/originating device before any location information is
determined to be shared or sent. Whereabouts data is never sent to Sheha’s online database and
application server (ODAS), nor any receiving system if the privacy/permission setting indicates

not to.

Sheha describes its privacy settings at paragraph 46, as follows:

“The mobile device location information can be provided only, due to privacy settings, if
the user configured the mobile device 18a to allow position information to while calls are
received. In another embodiment, the privacy configuration also includes settings such as
the option to never send position information, or to send position information while
receiving and/or sending calls, and whether the transfer of position information should be
allowed only for an instance or for a given period of time. This provides the user the opt-
in capability for position information transfer.”

JOHNSON.000610US 6 12/287,064
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The privacy settings described at paragraph 46 of Sheha determine whether and under
what conditions, if any, a mobile device will allow its own position information to be provided to
another party. All disclosure in Sheha having to do with privacy settings is consistent with
paragraph 46. Paragraph 52 cited by the Examiner states, in pertinent part: “When a mobile
device's position information is requested, the system, based on privacy settings, responds with

the appropriate position information to the requesting user's device.”

What is claimed in claim 1 is distinctly different from what is disclosed in Sheha. In
claim 1, privilege data determines how the mobile device will process whereabouts data it
receives. Upon receipt of whereabouts data from an originating system, privileges are matched
for processing the whereabouts data. In Sheha, privacy settings determine whether or not a
mobile device will send its position information to another party. Referring to claim 1 prior to
being amended, the claimed method presents to the user of the mobile data processing system a

user interface “for configuring locally stored privilege data relating said mobile data processing

system with other mobile data processing systems, said privilege data for describing how to

distinctly process forthcoming whereabouts data received at said mobile data processing

system.” The whereabouts data in Sheha is not sent at all when the privacy setting indicates private.
Applicant’s whereabouts data is received at the mobile data processing system (from the sending
mobile data processing system) before the privilege is accessed and used for processing at the
receiving mobile data processing system. Nevertheless, Applicant has amended claim 1 to clarify

“locally stored privilege data” with “privilege data stored local to said mobile data processing

system” and respectfully submits that Sheha neither discloses nor suggests the subject matter of

claim 1.

Figure 3 of Sheha discloses a mobile data processing system, and Figure 6 and paragraph 53
disclose a user interface; however, there is no disclosure in Sheha of using the disclosed user
interface to configure Applicant’s claimed privileges. Paragraphs 49 and 51-52 of Sheha do not

disclose “privilege data stored local to said mobile data processing system and for describing how

to distinctly process forthcoming whereabouts data received at said mobile data processing

system.”

JOHNSON.000610US 7 12/287,064
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The Examiner admits that Sheha “does not disclose searching said privilege data at said
mobile data processing system for a matching privilege permitting a user configured action
determined for said whereabouts data, said matching privilege configured for relating said
originating identity with a receiving identity of said mobile data processing system and
performing said action at said mobile data processing system when finding said matching
privilege upon receipt ... 7, as claimed in claim 1. However, the Examiner takes the position that
Phillips, at paragraphs 84-85, discloses claim 1 features. The Applicant respectfully traverses the

Examiner’s position.

Paragraph 84 of Phillips discloses that a database server may store, in addition to data
representative of positions and/or velocities, information pertaining to a user’s privacy or
security. The user may be provided with an option of choosing whether or not to store in the
database the location and/or velocity of his or her portable electronic facility. If, according to the
user’s privacy information, the location of his or her device is not stored in the database, location
information cannot be provided to another device. Thus, the system of paragraph 84 is

essentially in the same condition described above as disclosed by Sheha.

Paragraph 85 of Phillips discloses that the database server may also store information
pertaining to a user’s level of access to services. Paragraph 85 discloses an embodiment in
which a plurality of handsets may be configured as peers. In that embodiment, a first peer may
provide position and/or velocity information to a second peer, provided that the first peer has

given the second peer an appropriate level of access to the information.

Phillips does not disclose or suggest what is claimed in claim 1. In claim 1, a mobile data
processing system receives whereabouts data including an originating identity. The mobile data
processing system searches privilege data for a privilege permitting a user configured action
determined for the whereabouts data based upon the originating identity. If the mobile data
processing system finds a matching privilege, the mobile data processing system then performs

the user configured action.

Phillips adds to Sheha the concept of different levels of access based upon the identity of
the requestor of position information. In claim 1, privilege data determines how the mobile

device will process whereabouts data it receives. In Phillips, access levels determine whether or
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not a mobile device will send its position information at all to a particular party. Using a PIN or
a level of access to request whereabouts information is not even similar to already receiving the
whereabouts information at a mobile data processing system from a peer and then searching for
and using identity based privileges to process it. The Applicant respectfully submits that Phillips

neither discloses nor suggests the subject matter of claim 1.

Though additional distinction need not be pointed out, please note further that claim 1
recites “automatic location based exchange processing at a mobile data processing system”
comprising a pure peer to peer architecture, and not a conventional “peer to peer” architecture.
Terminology “peer to peer” is loosely used in the industry by many to describe what may be a
centralized service architecture to accomplish at some point a peer to peer data transfer. Even so
called “peer to peer” Voice over IP architectures (VoIP) such as SIP and H.323 rely on
associated third party centralized services to carry out set up, connectivity, protocol and
processing in an analogous manner that SS7 services accomplish in a telephony environment.
There is a tremendous amount of application level communications and processing involving
centralized services to accomplish many so called “peer to peer” applications. Applicant
discloses a pure peer to peer communication between two mobile systems (a sending system and
receiving system) with claimed processing self contained at the mobile system. Sheha relies on
the ODAS, as well as conventional telephony centralized services to accomplish functionality.
Sheha paragraphs 49 and 51 “peer-to-peer” references involve transferring position information
after centralized service processing to get to that point. Further distortion to the terminology
“peer to peer” occurs when well known or clearly described centralized service architectures
include commentary like ... oh by the way, this supports peer to peer...” with little explanation
of how a peer to peer embodiment could actually operate. While Phillips does disclose Figs. 3
and 26 along with several peer to peer descriptions, there is little to no disclosure of how the
centralized services would actually operate in what is described as a peer to peer embodiment.
Drilling down into Phillips reveals undisclosed processes which must occur to support even a

loosely termed peer to peer architecture.
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Since neither Sheha nor Phillips teach or suggest what is claimed in amended claim 1, the
Applicant respectfully submits that claim 1 is allowable. The Applicant respectfully submits that
independent claims 20 and 21 are allowable for the reasons set forth with respect to claim 1.

Accordingly, the Applicant respectfully submits that all claims are allowable.

For the foregoing reasons, Applicant submits that all claims are in condition for
allowance. Applicant’s decision to amend or cancel any claim should not be understood as
implying that Applicant agrees with Examiner’s comments with respect to that claim or other
claims, and Applicant does not acquiesce with other positions that have not been explicitly
addressed. In addition, Applicant’s arguments for the patentability of a claim should not be

understood as implying that no other reasons exist for patentability of that claim.

Respectfully submitted,

/Jonathan E. Jobe/
Jonathan E. Jobe
Reg. No. 28,429
3058 Chimney Rock Road
Abilene, TX 79606
619-379-1172

ATTORNEY FOR THE APPLICANT
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* See the attached detailed Office action for a list of the certified copies not received.

Attachment(s)
1) IZI Notice of References Cited (PTO-892) 4) D Interview Summary (PTO-413)
2) [] Notice of Draftsperson’s Patent Drawing Review (PTO-948) Paper No(s)/Mail Date. _
3) [] Information Disclosure Statement(s) (PTO/SB/08) 5) ] Notice of Informal Patent Application
Paper No(s)/Mail Date ______. 6) D Other:
U.S. Patent and Trademark Office
PTOL-326 (Rev. 03-11) Office Action Summary Part of Paper No./Mail Date 20120223
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DETAILED ACTION
Response to Amendment
1. This Action is in response to Applicant’s after final filed on December 6, 2011. Claims
1-11 and 13-21 are still pending in the present application. Claim 12 is cancelled. This Action
is made FINAL.
Claim Objections
2. Claims 10 and 19 are objected under 37 C.F.R. 1.75 because of the following
informalities:

In claim 10 line 1, "a user configured charter" seems to refer back to "a user configured
charter” recited at line 2 of claim 8. If this is true, it is suggested to change "a user configured
charter” to "the user configured charter".

In claim 19 line 3, "a user interface" seems to refer back to "a user interface" recited at
line 5 of claim 1. If this is true, it is suggested to change "a user interface" to "the user
interface". Appropriate correction is required.

Claim Rejections - 35 USC § 103
3. The following is a quotation of 35 U.S.C. 103(a) which forms the basis for all

obviousness rejections set forth in this Office action:

(a) A patent may not be obtained though the invention is not identically disclosed or described as set forth in
section 102 of this title, if the differences between the subject matter sought to be patented and the prior art are
such that the subject matter as a whole would have been obvious at the time the invention was made to a person
having ordinary skill in the art to which said subject matter pertains. Patentability shall not be negatived by the
manner in which the invention was made.

4, The factual inquiries set forth in Graham v. John Deere Co., 383 U.S. 1, 148 USPQ 459
(1966), that are applied for establishing a background for determining obviousness under 35

U.S.C. 103(a) are summarized as follows:
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Determining the scope and contents of the prior art.

Ascertaining the differences between the prior art and the claims at issue.
Resolving the level of ordinary skill in the pertinent art.

Considering objective evidence present in the application indicating obviousness
or nonobviousness.

el NS

5. Claims 1-11 and 13-21 are rejected under 35 U.S.C. 103(a) as being unpatentable over

Sheha et al (US 2008/0170679) in view of Phillips et al (US 2007/0244633).

For claim 1, Sheha et al discloses a method for automatic location based exchange
processing at a mobile data processing system, the method comprising:
presenting a user interface to a user of the mobile data processing system (fig. 3 [18, mobile
device] and paragraph 53, discloses user interface), the user interface for configuring locally
stored privilege data relating the mobile data processing system with other mobile data
processing systems, the privilege data for describing how to distinctly process forthcoming
whereabouts data received at the mobile data processing system (paragraph 49 and 51-52 and
fig. 6; discloses privacy setting, which allows the position transfer permission);
receiving at the mobile data processing system the whereabouts data including an originating
identity (paragraph 47 discloses that the mobile device receiving position and the
identification information);.

Sheha et al specifically does not disclose searching said privilege data at said mobile data
processing system for a matching privilege permitting a user configured action determined for
said whereabouts data, said matching privilege configured for relating said originating identity
with a receiving identity of said mobile data processing system and performing said action at

said mobile data processing system when finding said matching privilege upon receipt, said
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action privileged by said permission and a result of said whereabouts data. However, Phillips et
al from the same or similar fields of endeavor teaches searching the privilege data at the mobile
data processing system for a matching privilege permitting a user configured action determined
for the whereabouts data, the matching privilege configured for relating the originating identity
with a receiving identity of the mobile data processing system (paragraph 84-85; determining
a user's privileges based access level); and performing the action at the mobile data processing
system when finding said matching privilege upon receipt, the action privileged by said
permission and a result of the whereabouts data (paragraph 84; the service would be enable
based location and the PIN). It would have been obvious to one of ordinary skill in the art at
the time of the invention to combine Sheha et al with Phillips et al they both can exchange data
in a peer-to-peer configuration so it would grant different access levels and also improve the
system for using location-based information.

For claim 2, Sheha et al further discloses the mobile data processing system
is a first mobile data processing system, and wherein said action is configured by a user of a
remote mobile data processing system (paragraph 22 and 51).

For claim 3, Sheha et al further discloses the whereabouts data is received
from the remote mobile data processing system by way of an inbound communications
transmission (paragraph 22 and 51).

For claim 4, Sheha et al further discloses the whereabouts data is received
for processing by the first mobile data processing system for an outbound communications
transmission to the remote mobile data processing system (paragraph 22 and 51).

For claim 5, Sheha et al further discloses the mobile data processing system
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is a first mobile data processing system, and wherein the action is configured by a user of the
first mobile data processing system (paragraph 51-52).

For claim 6, Sheha et al further discloses the whereabouts data is received
from a remote mobile data processing system by way of an inbound communications
transmission (paragraph 51-52).

For claim 7, Sheha et al further discloses the whereabouts data is received
for processing by the first mobile data processing system for an outbound communications
transmission to a remote mobile data processing system (paragraph 51-52).

For claim 8, Sheha et al further discloses maintaining a user configured charter at said
mobile data processing system, said charter having a conditional expression and an associated
action depending on evaluation of said expression (paragraph 22 and 52);
determining relevance of said charter to said whereabouts data (paragraph 22 and 52); and
performing said associated action at said mobile data processing system when said expression
evaluates to an actionable condition (paragraph 22 and 52).

For claim 9, Sheha et al further discloses the charter is configured by a user
of a remote mobile data processing system (paragraph 22 and 52).

For claim 10, Sheha et al further discloses the maintaining a user configured charter at
the mobile data processing system comprises maintaining a user specified textual syntax
(paragraph 22 and 52).

For claim 11, Sheha et al further discloses the whereabouts data is carried by way of a
wireless communications transmission through no intervening data processing system between

the mobile data processing system and a remote mobile data processing system (paragraph 51;
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peer-to-peer transfer, avoids server in between)

For claim 13, Sheha et al further discloses the performing the action at said mobile data
processing system comprises performing an action in accordance with a time specification
(paragraph 22 and 48).

For claim 14, Sheha et al further discloses the performing the action at said mobile data
processing system comprises initiating an action at a data processing system remote to said
mobile data processing system (paragraph 22 and 48).

For claim 15, Sheha et al specifically does not disclose the performing the action at the
mobile data processing system comprises sending an sms message. However, Phillips et al from
the same or similar fields of endeavor teaches the performing the action at the mobile data
processing system comprises sending an sms message (paragraph 13). It would have been
obvious to one of ordinary skill in the art at the time of the invention to combine Sheha et al with
Phillips et al they both can exchange data in a peer-to-peer configuration so it would grant
different access levels and also improve the system for using location-based information.

For claim 16, Sheha et al specifically does not disclose performing said action at the
mobile data processing system comprises sending an electronic mail. However, Phillips et al
from the same or similar fields of endeavor teaches the performing the action at said mobile data
processing system comprises sending an electronic mail (paragraph 13). It would have been
obvious to one of ordinary skill in the art at the time of the invention to combine Sheha et al with
Phillips et al they both can exchange data in a peer-to-peer configuration so it would grant
different access levels and also improve the system for using location-based information.

For claim 17, Sheha et al further discloses the performing the action at said mobile data
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processing system comprises automatically making a phone call from the mobile data processing
system (paragraph 49).

For claim 18, Sheha et al further discloses the data processing system remote to the
mobile data processing system establishes a phone call with the mobile data processing system
(paragraph 49).

For claim 19, Sheha et al further discloses the performing the action at the mobile data
processing system comprises presenting information to a user interface (paragraph 53).

For claim 20, Sheha et al discloses a method for automatic location based exchange
processing at a mobile data processing system, the method comprising:
presenting a user interface to a user of the mobile data processing system (fig. 3 [18, mobile
device] and paragraph 53, discloses user interface), the user interface for configuring locally
stored privilege data relating the mobile data processing system with other mobile data
processing systems, the privilege data for describing how to distinctly process forthcoming
whereabouts data received at the mobile data processing system (paragraph 49 and 51-52 and
fig. 6; discloses privacy setting, which allows the position transfer permission).

Sheha et al specifically does not disclose searching said privilege data at said mobile data
processing system for a matching privilege permitting a user configured action determined for
said whereabouts data, said matching privilege configured for relating said originating identity
with a receiving identity of said mobile data processing system and performing said action at
said mobile data processing system when finding said matching privilege upon receipt, said
action privileged by said permission and a result of said whereabouts data. However, Phillips et

al from the same or similar fields of endeavor teaches searching the privilege data at the mobile
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data processing system for matching privileges permitting user configured actions determined for
the whereabouts data, said whereabouts data describing the mobile data processing system or
remote mobile data processing systems in the vicinity of the mobile data processing system
(paragraph 84-85; determining a user's privileges based access level); and performing the
actions at the mobile data processing system when finding said matching privileges upon receipt
of the whereabouts data (paragraph 84; the service would be enable based location and the
PIN). It would have been obvious to one of ordinary skill in the art at the time of the invention
to combine Sheha et al with Phillips et al they both can exchange data in a peer-to-peer
configuration so it would grant different access levels and also improve the system for using
location-based information.

For claim 21, Sheha et al discloses a mobile data processing system comprising:
one or more processors (paragraph 53);
memory coupled to said one or more processors and storing instructions, which when
executed by the one or more processors (paragraph 53), causes the one or more processors to
perform operations comprising:
presenting a user interface to a user of the mobile data processing system (fig. 3 [18, mobile
device] and paragraph 53, discloses user interface), the user interface for configuring locally
stored privilege data relating the mobile data processing system with other mobile data
processing systems, the privilege data for describing how to distinctly process forthcoming
whereabouts data received at the mobile data processing system (paragraph 49 and 51-52 and
fig. 6; discloses privacy setting, which allows the position transfer permission); receiving at

the mobile data processing system the whereabouts data including an originating identity
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(paragraph 47 discloses that the mobile device receiving position and the identification
information).

Sheha et al specifically does not disclose searching said privilege data at said mobile data
processing system for a matching privilege permitting a user configured action determined for
said whereabouts data, said matching privilege configured for relating said originating identity
with a receiving identity of said mobile data processing system and performing said action at
said mobile data processing system when finding said matching privilege upon receipt, said
action privileged by said permission and a result of said whereabouts data. However, Phillips et
al from the same or similar fields of endeavor teaches searching the privilege data at the mobile
data processing system for a matching privilege permitting a user configured action determined
for the whereabouts data, said matching privilege configured for relating the originating identity
with a receiving identity of the mobile data processing system (paragraph 84-85; determining
a user's privileges based access level); and performing the action at the mobile data processing
system when finding the matching privilege upon receipt, the action privileged by said
permission and a result of the whereabouts data (paragraph 84; the service would be enable
based location and the PIN). It would have been obvious to one of ordinary skill in the art at
the time of the invention to combine Sheha et al with Phillips et al they both can exchange data
in a peer-to-peer configuration so it would grant different access levels and also improve the
system for using location-based information.

Response to Arguments
6. Applicant's arguments, filed on December 6, 2011, with respect to claims 1, 20 and 21

have been considered but are moot in view of the new ground(s) of rejection necessitated by the
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new limitations added to independent claims 1, 20 and 21. See the above rejection of claims 1-
11 and 13-21 for the relevant citations found in Sheha et al and Phillips et al disclosing the
newly cited limitations.

Conclusion
7. Any inquiry concerning this communication or earlier communications from the
examiner should be directed to LITON MIAH whose telephone number is (571)270-3124. The
examiner can normally be reached on Monday through Friday 7:30am to
5:00pm EST.

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s
supervisor, Rafael Perez--Gutierrez can be reached on (571)272-7915. The fax phone number
for the organization where this application or proceeding is assigned is 571-273-8300.

Information regarding the status of an application may be obtained from the Patent
Application Information Retrieval (PAIR) system. Status information for published applications
may be obtained from either Private PAIR or Public PAIR. Status information for unpublished
applications is available through Private PAIR only. For more information about the PAIR
system, see http://pair-direct.uspto.gov. Should you have questions on access to the Private PAIR
system, contact the Electronic Business Center (EBC) at §66-217-9197 (toll-free). If you would
like assistance from a USPTO Customer Service Representative or access to the automated

information system, call 800-786-9199 (IN USA OR CANADA) or 571-272-1000.

LM

/Rafael Pérez-Gutiérrez/
Supervisory Patent Examiner, Art Unit 2617
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Attorney Docket No. JOHNSON.000610US
In re Application of:
WILLIAM J. JOHNSON
Examiner: LITON MIAH

Serial No.:  12/287,064 Confirmation No.: 6272

Filed: OCTOBER 3, 2008 Art Unit: 2617

For: SYSTEM AND METHOD FOR
LOCATION BASED
EXCHANGES OF DATA
FACILITATING DISTRIBUTED
LOCATIONAL APPLICATIONS

L L LT ST S LA L S ML LA LT L L

CORRECTED AMENDMENT A

Mail Stop Amendment
Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450

Sir:

In response to the Office Action dated August 25, 2011, please amend the above

identified Application as follows:

Amendments to the Claims are reflected in the listing of the claims, which begins on page 2 of

this paper.

Remarks/Arguments begin on page 7 of this paper.
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Amendments to the Claims

The following listing of the claims will replace all prior versions and listings of claims in the
application.

1. (Currently Amended) A method for automatic location based exchange processing at a

mobile data processing system, said method comprising the-steps-of;:

presenting a user interface to a user of said mobile data processing system, said user

interface for configuring locally stored privilege data relating said mobile data processing system

with other mobile data processing systems, said privilege data for describing how to distinctly

process forthcoming whereabouts data received at said mobile data processing system;

receiving recognizing-an-eventfor-processing-whereabouts-data at said mobile data
processing system said whereabouts data including an originating identity;
determining relevance-of said-permissionto searching said privilege data at said mobile

data processing system for a matching privilege permitting a user configured action determined

for said whereabouts data, said matching privilege configured for relating said originating

identity with a receiving identity of said mobile data processing system: and

performing an said action at said mobile data processing system when finding said

matching privilege upon receipt;said-actionprivileged-by-said-permission-and-aresult of said
proeessing whercabouts data.

2. (Currently Amended) The method of claim 1 wherein said mobile data processing system

is a first mobile data processing system, and wherein said action is configured by a user of a

processing system.

3. (Currently Amended) The method of claim 2 wherein said whereabouts data is received

from said remote seeend mobile data processing system by way of an inbound communications

transmission.

JOHNSON.000610US 2 12/287,064
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4. (Currently Amended) The method of claim 2 wherein said whereabouts data is received

for processing by deseribes said first mobile data processing system for an outbound

communications transmission to said remote mobile data processing system.

5. (Currently Amended) The method of claim 1 wherein said mobile data processing system

is a first mobile data processing system, and wherein said action is configured by a user of said

said-granter-identity matches-an-identity-assoeiated-to said first mobile data processing system.

6. (Currently Amended) The method of claim 5 wherein said whereabouts data is received

from a remote said-second mobile data processing system by way of an inbound communications

transmission.

7. (Currently Amended) The method of claim 5 wherein said whereabouts data is received

for processing by deseribes said first mobile data processing system for an outbound

communications transmission to a remote mobile data processing system.

8. (Currently Amended) The method of claim 1 further including the-steps-of:

maintaining a user configured charter at said mobile data processing system, said charter
having a conditional expression and an associated action depending on evaluation of said
expression;

determining relevance of said charter to said whereabouts data; and

performing said associated action at said mobile data processing system when said

expression evaluates to an actionable condition.

9. (Currently Amended) The method of claim 8 wherein said charter is configured by .a user

of a remote an-other mobile data processing system.

10.  (Currently Amended) The method of e claim 8 wherein said step-of maintaining a user
configured charter at said mobile data processing system comprises inelades maintaining a user

specified textual syntax.
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APPLE

EXHIBIT 1003 - PAGE 0079



11. (Currently Amended) The method of claim 1 wherein said mebile-data-processing-system

preeessing whereabouts data is carried by way of a wireless communications transmission

through no intervening data processing system between said mobile data processing system and a

remote mobile data processing system at-said-meobile-data-processingsystem-inecludes

12, (Cancelled).

13. (Currently Amended) The method of claim 1 wherein said step-of performing an said
action at said mobile data processing system comprises inekudes performing an action in

accordance with a time specification.

14.  (Currently Amended) The method of claim 1 wherein said step-of performing an said
action at said mobile data processing system comprises initiating inchades-performing an action

at a data processing system remote to said mobile data processing system.

15. (Currently Amended) The method of claim 1 wherein said step-of performing an said

action at said mobile data processing system comprises ineludes-invoking proecessingfor sending
an sms message.

16. (Currently Amended) The method of claim 1 wherein said step-of performing an said

action at said mobile data processing system comprises ineludesinvoking processing for sending
an electronic mail.

17. (Currently Amended) The method of claim 1 wherein said step-of performing an said
action at said mobile data processing system comprises inelades-invoking processingfor

automatically making a phone call from said mobile data processing system.

18. (Currently Amended) The method of claim 14 wherein said data processing system

remote to said mobile data processing system invekes-processing-for-automatically-establishing

establishes a phone call with said mobile data processing system.
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19.  (Currently Amended) The method of claim 1 wherein said step-ef performing an said
action at said mobile data processing system comprises includes-invoking-processingfor

presenting an-indieator information to a user interface.

20.  (Currently Amended) A method for automatic location based exchange processing at a

mobile data processing system, said method comprising the-steps-of:

presenting a user interface to a user of said mobile data processing system, said user

interface for configuring locally stored privilege data relating said mobile data processing system

with other mobile data processing systems, said privilege data for describing how to distinctly

process forthcoming whereabouts data received at said mobile data processing system:;

determining-which-of said-permissionsare-relevant-to searching said privilege data at said

mobile data processing system for matching privileges permitting user configured actions
determined for said newly-processed whereabouts data, said whereabouts data describing said

first mobile data processing system

whereabouts-data-receivedfrom-other or remote mobile data processing systems in the vicinity of
said mobile data processing system; and

performing atleast-one-aetion said actions at said mobile data processing system when
finding said matching privileges upon receipt of said whereabouts data in-accordance-with-said

ssions.detesmined to be relevant.
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21. (New) A mobile data processing system comprising:

One OT MOre Processors;

memory coupled to said one or more processors and storing instructions, which when
executed by said one or more processors, causes said one or more processors to perform
operations comprising:

presenting a user interface to a user of said mobile data processing system, said user
interface for configuring locally stored privilege data relating said mobile data processing system
with other mobile data processing systems, said privilege data for describing how to distinctly
process forthcoming whereabouts data received at said mobile data processing system;

receiving at said mobile data processing system said whereabouts data including an
originating identity;

searching said privilege data at said mobile data processing system for a matching
privilege permitting a user configured action determined for said whereabouts data, said
matching privilege configured for relating said originating identity with a receiving identity of
said mobile data processing system; and

performing said action at said mobile data processing system when finding said matching

privilege upon receipt of said whereabouts data.
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APPLE

EXHIBIT 1003 - PAGE 0082



Remarks/Arguments

This is a corrected version of the amendment filed November 25, 2011, in response to the
office action dated August 25, 2011, which appears to have been corrupted during transmission.
Claims 1-20 are pending as indicated in the action mailed August 25, 2011. Claims 1-11 and 13-
20 are being amended. Please cancel claim 12. New claim 21 is a system version of amended

claim 1. Reconsideration is respectfully requested.

Applicant acknowledges the Examiner’s request for cooperation in correcting any errors

in the specification of which the Applicant may become aware.

Section 112, Paragraph 2
Claim 20 stands rejected under 35 U.S.C. 112, second paragraph, as being indefinite for
failing to particularly point out and distinctly claim the subject matter which applicant regards as

the invention. Claim 20 is amended.

Section 102

Claims 1-14, 19, and 20 stand rejected under 35 U.S.C. 102(a) as allegedly being anticipated
by Bienas et al (US 20070275730 A1l). Claims are amended to point out in detail distinctions over
Bienes et al (US 20070275730 A1) as well as in view of shared connected services such as Johnson
(US 20060022048 Al). Bienas et al discloses a system “... which receives this request signal,
knows its own local position and is ready to help the inquiring radio communication device, can
communicate to the inquiring radio communication device its readiness to participate in the
positioning determining method ...” (para. 21), “... which knows its own position and is ready to
provide position information...” (para. 24), and “...whether the external radio communication
device UE] is authorized at all to participate in the position determining method and/or is also
disposed to do so. In the case of readiness to participate, ...” (para. 37). Bienes et al (e.g.
language “ready to help”, “ready to provide”, “readiness to participate”, “authorized at all”, and
“disposed to do so”, etc) does not teach or suggest the method of amended claim 1 which recites
“presenting a user interface to a user of said mobile data processing system, said user interface
for configuring locally stored privilege data relating said mobile data processing system with
other mobile data processing systems, said privilege data for describing how to distinctly process

forthcoming whereabouts data received at said mobile data processing system”. The terms

12/287,064
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“presenting”, “display”, “displaying”, “user”, “user interface”, “mobile user”, “user configured”,
“privilege”, “privileges”, “privilege data”, “locally stored privileges”, “locally stored privilege
data”, “user configured privilege”, “distinctly process”, “distinctly process whereabouts data”,
“distinctly process forthcoming whereabouts data”, “granting”, “granting a privilege”, “grantor™,
“grantee” or any theme similarly suggestive is nowhere to be found in the Bienas et al disclosure.
Nor would it be obvious to incorporate such functionality for “how to distinctly process
forthcoming whereabouts data received at said mobile data processing system.” Prior art shared

connected services do all the interoperability processing for location data received from

connected clients.

Bienes et al does not teach or suggest the element of amended claim 1 “searching said
privilege data at said mobile data processing system for a matching privilege permitting a user
configured action determined for said whereabouts data, said matching privilege configured for
relating said originating identity with a receiving identity of said mobile data processing system”.
There is no searching of user configured privilege data, no user configured actions, and nothing
similarly suggestive in Bienas et al. Nor would it be obvious to incorporate such functionality “at
said mobile data processing system.” Prior art shared connected services receive location data at
the centralized service for “middle-manning” processing. Bienes et al does not teach or suggest
the element of amended claim 1 “performing said action at said mobile data processing system
when finding said matching privilege upon receipt of said whereabouts data.” Applicant’s
claimed method completely eliminates the requirement for a shared centralized service. This is a
radical departure from the state of the art of cloud and service industry methods, in particular for
location based services and applications between different users. Applicant claims new location
aware mobile device capabilities that free users from supervisory control of services and companies

striving to maintain such control.

Claim 20 is amended analogously to claim 1. Dependent claims 2-11 and 13-19 depend
from amended claim 1, and antecedent language has been amended accordingly. Applicant

respectfully requests claims 1-11 and 13-21 be allowed.
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Section 103

Claims 15-18 stand rejected under 35 U.S.C. 103(a) as allegedly being unpatentable over
Bienas et al (US 20070275730 Al) in view of Johnson (US 20060022048 A1l). Claims 15-18
depend from amended claim 1. Applicant respectfully points out that claims 15 and 16 recite
“performing said action at said mobile data processing system”. Automatic sending (SMS
messages and electronic mail) in Johnson (US 20060022048 A1) is in server processing at a shared
centralized service that mobile data processing systems communicate locations to for common data
and processing at the service. Applicant’s processing is completely at the mobile data processing
system itself. There is no service, nor would it be obvious to remove it. A combination of Bienas et
al (US 20070275730 A1) and Johnson (US 20060022048 A1) may result in combining an enhanced
location determination for communicating to service processing of Johnson (US 20060022048 A1),
but because neither Bienes et al, nor Johnson, considered alone or in combination, show or suggest

the amended claim features, there is no prima facie case of obviousness under 35 U.S.C. 103(a).

Shared connected services have been the state of the art for multi-user data
synchronization, scalable processing power and storage, and interoperability supporting multiple
users. Location aware mobile data processing systems only very recently demonstrate promise
for Applicant’s storage and processing capabilities enabling removal of a service. Also, services
synchronize access between multiple users to centralized data. It is not obvious to remove the
synchronized access, in particular for Applicant’s amended claim processing between users.
There is nothing obvious in Bienes et al, services such as Johnson, or a combination thereof to
suggest the amended claims. Those reasons are part of the story of why it is not obvious to
remove a shared connected service. Telecommunication service provider practices discourage
peer to peer connectivity between mobile devices. Such practices maintain control over billing,
middle-manning communications, and denying or permitting access to services for the best
interest of the applicable companies. Applicant seeks to distribute processing among location
aware mobile handsets thereby overcoming monopolized service offering architectures of major
telecommunication companies and mobile handset providers, some of which have already

constrained access to certain services.

Hochrainer et al (US 2004/0116131) and Gupta et al (US Patent 7,787,887) are fitting

examples of the services state of the art and industry wide practices discussed above.
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For the foregoing reasons, Applicant submits that all claims are in condition for
allowance. Applicant’s decision to amend or cancel any claim should not be understood as
implying that Applicant agrees with Examiner’s comments with respect to that claim or other
claims, and Applicant does not acquiesce with other positions that have not been explicitly
addressed. In addition, Applicant’s arguments for the patentability of a claim should not be

understood as implying that no other reasons exist for patentability of that claim.

Respectfully submitted,

/Jonathan E. Jobe/
Jonathan E. Jobe

Reg. No. 28,429

1683 Mountain Pass Circle
Vista, CA 92081
619-379-1172

ATTORNEY FOR THE APPLICANT
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Attorney Docket No. JOHNSON.000610US
In re Application of:
WILLIAM J. JOHNSON
Examiner: LITON MIAH

Serial No.:  12/287,064 Confirmation No.: 6272

Filed: OCTOBER 3, 2008 Art Unit: 2617

For: SYSTEM AND METHOD FOR
LOCATION BASED
EXCHANGES OF DATA
FACILITATING DISTRIBUTED §
LOCATIONAL APPLICATIONS §
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AMENDMENT A

Mail Stop Amendment
Commissioner for Patents
P.O. Box 1450
Alexandria, VA 22313-1450
Sir:
In response to the Office Action dated August 25, 2011, please amend the above

identified Application as follows:

Amendments to the Claims are reflected in the listing of the claims, which begins on page 2 of

this paper.

Remarks/Arguments begin on page 7 of this paper.
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Amendments to the Claims

The following listing of the claims will replace all prior versions and listings of claims in the
application.

1. (Currently Amended) A method for automatic location based exchangeprocessing at a

mobile data processing system, said method comprisingthe-steps-of;:

presenting a user interface to a user of said mobile data processing system, said user

interface for configuring locally stored privilege data relating said mobile data processing system

with other mobile data processing systems, said privilege data ér describing how to distinctly

process forthcoming whereabouts data received at said mobile data processing system
receiving recoghizing-an-event-forprocessing-whereabeuts-data at said mobile data

processing system said whereabouts data including an originating identity,

determiningrelevance-of satd-permissiontoscarching said privilege data at said mobile

data processing system for a matching privilege permitting a user configured action determined

for said whereabouts data, said matching privilegeconfigured for relating said originating

identity with a receiving identity of said mobile data processing systemand

performing an said action at said mobile data processing systemwhen finding said

matching privilege upon receipt-said-actionprivilegedbysatd-permissionand-aresultofsatd
proeeessing whereabouts data.

2. (Currently Amended) The method of claim 1 wherein said mobile data processing system

is a first mobile data processing system,and wherein said action is configured by a user of a

remote sa

processing system.

3. (Currently Amended) The method of claim 2 wherein &id whereabouts data is received

from said remote seeerd mobile data processing systemby way of an inbound communications

transmission
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4. (Currently Amended) The method of claim 2 wherein said whereabouts datais received

for processing by deseribes said first mobile data processing systemfor an outbound

communications transmission to said remote mobile data processing system

5. (Currently Amended) The method of claim 1 wherein said mobile data processing system

is a first mobile data processing system,and wherein said action is configured by a user ofsatd

—an
2

satd-erantoridentity- matchesanidentity assoetated-tosaid first mobile data processing system.

6. (Currently Amended) The method of claim 5 wherein said whereabouts data is received
from a remote satd-seeond mobile data processing systemby way of an inbound communications

transmission

7. (Currently Amended) The method of claim 5 wherein said whereaboutsdata is received

for processing by deseribes said first mobile data processing systemfor an outbound

communications transmission to a remote mobile data processing system

8. (Currently Amended) The method of claim 1 further includingthe-steps-ef:

maintaining a user configured charter at said mobile data processing system, said charter
having a conditional expression and an associated action depending on evaluation of said
expression;

determining relevance of said charter to said whereabouts data; and

performing said associated action at said mobile data processing system when said

expression evaluates to an actionable condition.

9. (Currently Amended) The method of claim 8 wherein said charter is configured by a user

of a remote an-ether mobile data processing system.

10.  (Currently Amended) The methodof e claim 8 wherein saidstep-ef maintaining a user
configured charter at said mobile data processing systemcomprises #elades maintaining a user

specified textual syntax.
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11.  (Currently Amended) The method of claim 1 wherein said mebie-dataproecessingsystem

proecessing whereabouts data is carried by way of a wireless communications transmission

through no intervening data processing system between said mobile data processing system and a

remote mobile data processing systemat-satd-mobie-dataprocessingsystemineltudes

12.  (Cancelled).

13.  (Currently Amended) The method of claim 1 wherein saidstep-ef performing an said
action at said mobile data processing systemcomprises #nekades performing an action in

accordance with a time specification.

14.  (Currently Amended) The method of claim 1 wherein saidstep-ef performing an said
action at said mobile data processing systemcomprises initiatingineladesperformingan action

at a data processing system remote to said mobile data processing system.

15.  (Currently Amended) The method of claim 1 wherein saidstep-ef performing an said
action at said mobile data processing systemcomprises ineluades-invekingproeessing-forsending

an sSms message.

16.  (Currently Amended) The method of claim 1 wherein saidstep-ef performing an said
action at said mobile data processing systemcomprises ineluades-invekingprocessingforsending

an electronic mail.

17.  (Currently Amended) The methodof claim 1 wherein saidstep-ef performing an said
action at said mobile data processing systemcomprises inelades-inveokingprocessingfor

automatically making a phone call from said mobile data processing system.

18. (Currently Amended) The method of clam 14 wherein said data processing system

remote to said mobile data processing system invekesprocessingfor-antomatically-establishing

establishesa phone call with said mobile data processing system.
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19.  (Currently Amended) The method of claim 1 whereinsaid step-ef performing an said
action at said mobile data processing systemcomprises inelades-inveokingprocessingfor

presenting an-indieator information to a user interface.

20.  (Currently Amended) A method for automatic location based exchange processng at a

mobile data processing system, said method comprisingthe-steps-of;:

presenting a user interface to a user of said mobile data processing system, said user

interface for configuring locally stored privilege data relating said mobile data processing system

with other mobile data processing systems, said privilege data fordescribing how to distinctly

process forthcoming whereabouts data received at said mobile data processing system
determining-which-of satd-permissions-arerelevanttosearching said privilege data at said

mobile data processing system for matching priviéges permitting user configured actions

determined for said rewhyprocessed whereabouts data, said whereabouts data describing said

first mobile data processing system

whereabouts-datarecetvedfrom-other or remote mobile data processing systems in the vicinity of
said mobile data processing system; and

performing at-least-one-aetion said actions at said mobile data processing systemwhen
finding said matching privileges upon reeipt of said whereabouts data #+-aceordance-with-said

s ssions determined.to.be relovant
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21.  (New) A mobile data processing system comprising:

ONe Or MOTe Processors;

memory coupled to said one or more processors and storing instructions, which when
executed by said one or more processors, causes said one or more processors to perform
operations comprising:

presenting a user interface to a user of said mobile data processing system, said user
interface for configuring locally stored privilege datarelating said mobile data processing system
with other mobile data processing systems, said privilege data for describing how to distinctly
process forthcoming whereabouts data received at said mobile data processing system;

receiving at said mobile dataprocessing system said whereabouts data including an
originating identity;

searching said privilege data at said mobile data processing system for a matching
privilege permitting a user configured action determined for said whereabouts data, said
matching privilege configured for relating said originating identity with a receiving identity of
said mobile data processing system;and

performing said action at said mobile data processing system when finding said matching

privilege upon receipt of said whereabouts data.
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Remarks/Arguments
Claims 1-20 are pending as indicated in the action mailed August 25, 2011. Claims 1-11
and 13-20 are being amended. Please cancel claim 12. New claim 21 is a system version of

amended claim 1. Reconsideration is respectfully requested.

Applicant acknowledges the Examiner’s request for cooperation in correcting any errors

in the specification of which the Applicant may become aware.

Section 112, Paragraph 2
Claim 20 stands rejected under 35 U.S.C. 112, second paragraph, as being indefinite for
failing to particularly point out and distinctly claim the subject matter which applicant regards as

the invention. Claim 20 is amended.

Section 102

Claims 1-14, 19, and 20 stand rejected under 35 U.S.C. 102(a) as allegedly being anticipated
by Bienas et al (US 20070275730 Al). Claims are amended to point out in detail distinctions over
Bienes et al (US 20070275730 A1) as well as in view of shared connected services such as Johnson
(US 20060022048 Al). Bienas et al discloses a system “... which receives this request signal,
knows its own local position and is ready to help the inquiring radio communication device, can
communicate to the inquiring radio communication device its readiness to participate in the
positioning determining method ...” (para. 21), “... which knows its own position and is ready to
provide position information...” (para. 24), and “...whether the external radio communication
device UE] is authorized at all to participate in the position determining method and/or is also
disposed to do so. In the case of readiness to participate, ...” (para. 37). Bienes et al (e.g.
language “ready to help”, “ready to provide”, “readiness to participate”, “authorized at all”, and
“disposed to do so”, etc) does not teach or suggest the method of amended claim 1 which recites
“presenting a user interface to a user of said mobile data processing system, said user interface
for configuring locally stored privilege data relating said mobile data processing system with
other mobile data processing systems, said privilege data for describing how to distinctly process
forthcoming whereabouts data received at said mobile data processing system”. The terms

9% < v 17 YA 14 22 &6

“presenting”, “display”, “displaying”, “user”,

% 46 3% <6

user interface”, “mobile user”, “user configured”,

2 (13 2% s

“privilege”, “privileges”, “privilege data”, “locally stored privileges”, “locally stored privilege
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data”, “user configured privilege”, “distinctly process”, “distinctly process whereabouts data”,
“distinctly process forthcoming whereabouts data”, “granting”, “granting a privilege”, “grantor”,
“grantee” or any theme similarly suggestive is nowhere to be found in the Bienas et al disclosure.
Nor would it be obvious to incorporafe such functionality for “how to distinctly process
forthcoming whereabouts data received at said mobile data processing system.” Prior art shared
connected services do all the interoperability processing for location data received from

connected clients.

Bienes et al does not teach or suggest the element of amended claim 1 “searching said
privilege data at said mobile data processing system for a matching privilege permitting a user
configured action determined for said whereabouts data, said matching privilege configured for
relating said originating identity with a receiving identity of said mobile data processing system”.
There is no searching of user configured privilege data, no user configured actions, and nothing
similarly suggestive in Bienas et al. Nor would it be obvious to incorporate such functionality “at
said mobile data processing system.” Prior art shared connected services receive location data at
the centralized service for “middle-manning” processing. Bienes et al does not teach or suggest
the element of amended claim 1 “performing said action at said mobile data processing system
when finding said matching privilege upon receipt of said whereabouts data.” Applicant’s
claimed method completely eliminates the requirement for a shared centralized service. This is a
radical departure from the state of the art of cloud and service industry methods, in particular for
location based services and applications between different users. Applicant claims new location

aware mobile device capabilities that free users from supervisory control of services and companies

striving to maintain such control.

Claim 20 is amended analogously to claim 1. Dependent claims 2-11 and 13-19 depend
from amended claim 1, and antecedent language has been amended accordingly. Applicant

respectfully requests claims 1-11 and 13-21 be allowed.

Section 103
Claims 15-18 stand rejected under 35 U.S.C. 103(a) as allegedly being unpatentable over
Bienas et al (US 20070275730 Al) in view of Johnson (US 20060022048 Al). Claims 15-18
depend from amended claim 1. Applicant respectfully points out that claims 15 and 16 recite
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“performing said actidn at said mobile data processing system”. Automatic sending (SMS
messages and electronic mail) in Johnson (US 20060022048 A1) is in server processing at a shared
centralized service that mobile data processing systems communicate locations to for common data
and processing at the service. Applicant’s processing is completely at the mobile data processing
system itself. There is no service, nor would it be obvious to remove it. A combination of Bienas et
al (US 20070275730 A1) and Johnson (US 20060022048 A1) may result in combining an enhanced
location determination for communicating to service processing of Johnson (US 20060022048 A1),
but because neither Bienes et al, nor Johnson, considered alone or in combination, show or suggest

the amended claim features, there is no prima facie case of obviousness under 35 U.S.C. 103(a).

Shared connected services have been the state of the art for multi-user data
synchronization, scalable processing power and storage, and interoperability supporting multiple
users. Location aware mobile data processing systems only very recently demonstrate promise
for Applicant’s storage and processing capabilities enabling removal of a service. Also, services
synchronize access between multiple users to centralized data. It is not obvious to remove the
synchronized access, in particular for Applicant’s amended claim processing between users.
There is nothing obvious in Bienes et al, services such as Johnson, or a combination thereof to
suggest the amended claims. Those reasons are part of the story of why it is not obvious to
remove a shared connected service. Telecommunication service provider practices discourage
peer to peer connectivity between mobile devices. Such practices maintain control over billing,
middle-manning communications, and denying or permitting access to services for the best
interest of the applicable companies. Applicant seeks to distribute processing among location
aware mobile handsets thereby overcoming monopolized service offering architectures of major
telecommunication companies and mobile handset providers, some of which have already

constrained access to certain services.

Hochrainer et al (US 2004/0116131) and Gupta et al (US Patent 7,787,887) are fitting

examples of the services state of the art and industry wide practices discussed above.
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For the foregoing reasons, Applicant submits that all claims are in condition for
allowance. Applicant’s decision to amend or cancel any claim should not be understood as
implying that Applicant agrees with Examiner’s comments with respect to that claim or other
claims, and Applicant does not acquiesce with other positions that have not been explicitly
addressed. In addition, Applicant’s arguments for the patentability of a claim should not be

understood as implying that no other reasons exist for patentability of that claim.

Respectfully submitted,

/Jonathan E. Jobe/
Jonathan E. Jobe
Reg. No. 28,429
1683 Mountain Pass Circle
Vista, CA 92081
619-379-1172
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Application No. Applicant(s)

12/287,064 JOHNSON, WILLIAM J.
Office Action Summary Examiner Art Unit

LITON MIAH 2617

-- The MAILING DATE of this communication appears on the cover sheet with the correspondence address --
Period for Reply

A SHORTENED STATUTORY PERIOD FOR REPLY IS SET TO EXPIRE 3MONTH(S) OR THIRTY (30) DAYS,
WHICHEVER IS LONGER, FROM THE MAILING DATE OF THIS COMMUNICATION.

Extensions of time may be available under the provisions of 37 CFR 1.136(a). In no event, however, may a reply be timely filed

after SIX (6) MONTHS from the mailing date of this communication.
- If NO period for reply is specified above, the maximum statutory period will apply and will expire SIX (6) MONTHS from the mailing date of this communication.
- Failure to reply within the set or extended period for reply will, by statute, cause the application to become ABANDONED (35 U.S.C. § 133).

Any reply received by the Office later than three months after the mailing date of this communication, even if timely filed, may reduce any

earned patent term adjustment. See 37 CFR 1.704(b).

Status

1)X] Responsive to communication(s) filed on 03 October 2008.

a)[J This action is FINAL. 2b)[X] This action is non-final.

3)[J Since this application is in condition for allowance except for formal matters, prosecution as to the merits is
closed in accordance with the practice under Ex parte Quayle, 1935 C.D. 11, 453 O.G. 213.

Disposition of Claims

4[] Claim(s) 1-20 is/are pending in the application.

4a) Of the above claim(s) ______ is/are withdrawn from consideration.
5[] Claim(s) is/are allowed.
6)X] Claim(s) 1-20 is/are rejected.
7)[J Claim(s) ____is/are objected to.
8)[] Claim(s) _____ are subject to restriction and/or election requirement.

Application Papers

9)[] The specification is objected to by the Examiner.
10)[X] The drawing(s) filed on 03 October 2008 and 12 December 2008 is/are: a)[X] accepted or b)[] objected to by the
Examiner.
Applicant may not request that any objection to the drawing(s) be held in abeyance. See 37 CFR 1.85(a).
Replacement drawing sheet(s) including the correction is required if the drawing(s) is objected to. See 37 CFR 1.121(d).
11)[] The oath or declaration is objected to by the Examiner. Note the attached Office Action or form PTO-152.

Priority under 35 U.S.C. § 119

12)[] Acknowledgment is made of a claim for foreign priority under 35 U.S.C. § 119(a)-(d) or (f).
a)J Al b)[J Some * ¢)[] None of:
1.[] Certified copies of the priority documents have been received.
2. Certified copies of the priority documents have been received in Application No. ___
3. Copies of the certified copies of the priority documents have been received in this National Stage
application from the International Bureau (PCT Rule 17.2(a)).
* See the attached detailed Office action for a list of the certified copies not received.

Attachment(s)
1) IZI Notice of References Cited (PTO-892) 4) D Interview Summary (PTO-413)
2) [ Notice of Draftsperson’s Patent Drawing Review (PTO-948) Paper No(s)/Mail Date. _
3) [X] Information Disclosure Statement(s) (PTO/SB/08) 5) L] Notice of Informal Patent Application
Paper No(s)/Mail Date 11/18/2008 and 11/24/2008. 6) D Other:
U.S. Patent and Trademark Office
PTOL-326 (Rev. 08-06) Office Action Summary Part of Paper No./Mail Date 20110814
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Application/Control Number: 12/287,064 Page 2
Art Unit: 2617

DETAILED ACTION
Priority
Applicant’s claim for domestic priority under 35 U.S.C. 120 is acknowledged.
Information Disclosure Statement
The information disclosure statements submitted on November 18, 2008 and November
24, 2008 have been considered by the Examiner and made of record in the application file.
Specification
The lengthy specification has not been checked to the extent necessary to determine the
presence of all possible minor errors. Applicant's cooperation is requested in correcting any
errors of which applicant may become aware in the specification.
Claim Rejections - 35 USC § 112

1. The following is a quotation of the second paragraph of 35 U.S.C. 112:

The specification shall conclude with one or more claims particularly pointing out and distinctly claiming the
subject matter which the applicant regards as his invention.

2. Claim 20 is rejected under 35 U.S.C. 112, second paragraph, as being indefinite for
failing to particularly point out and distinctly claim the subject matter which applicant regards as
the invention.
Claim 20 recites the limitation "said first mobile data processing system" in lines 3 and 7.
There is no antecedent basis for this limitation in the claim.
Claim Rejections - 35 USC § 102
3. The following is a quotation of the appropriate paragraphs of 35 U.S.C. 102 that form the

basis for the rejections under this section made in this Office action:

A person shall be entitled to a patent unless —

APPLE
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Application/Control Number: 12/287,064 Page 3
Art Unit: 2617

(a) the invention was known or used by others in this country, or patented or described in a printed publication in this
or a foreign country, before the invention thereof by the applicant for a patent.

4. Claims 1-14, 19, and 20 are rejected under 35 U.S.C. 102(a) as being anticipated by

Bienas et al. (US 20070275730 Al).

For claim 1, Bienas et al discloses a method for automatic location based exchange
processing at a mobile data processing system, the method comprising the steps of:
maintaining a user configured permission at the mobile data processing system,
the permission granting at least one privilege from a grantor identity to a grantee identity (see at
least paragraph 21 and 37; fig. 1);
recognizing an event for processing whereabouts data at the mobile data
processing system (see at least paragraph 24);
determining relevance of the permission to the whereabouts data (see at least paragraph 24 and
37); and
performing an action at the mobile data processing system, the action privileged
by the permission and a result of the processing whereabouts data (see at least paragraph 37).
For claim 2, Bienas et al further discloses the mobile data processing system is a first
mobile data processing system, the grantor identity matches an identity associated to a second
mobile data processing system, and the grantee identity matches an identity associated to the first
mobile data processing system (see at least paragraph 21).
For claim 3, Bienas et al further discloses the whereabouts data is received from the
second mobile data processing system (see at least paragraph 21).

For claim 4, Bienas et al further discloses the whereabouts data describes the first
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Application/Control Number: 12/287,064 Page 4
Art Unit: 2617

mobile data processing system (see at least paragraph 37).

For claim 5, Bienas et al further discloses the mobile data processing system is a first
mobile data processing system, the grantee identity matches an identity associated to a second
mobile data processing system, and the grantor identity matches an identity associated to the first
mobile data processing system (see at least paragraph 21).

For claim 6, Bienas et al further discloses the whereabouts data is received from the
second mobile data processing system (see at least paragraph 21).

For claim 7, Bienas et al further discloses the whereabouts data describes the first
mobile data processing system (see at least paragraph 37).

For claim 8, Bienas et al further discloses the steps of:
maintaining a user configured charter at the mobile data processing system, the
charter having a conditional expression and an associated action depending on evaluation of the
expression (see at least paragraph 20);
determining relevance of the charter to the whereabouts data; and performing the associated
action at the mobile data processing system when the expression evaluates to an actionable
condition (see at least paragraph 20 and 28).

For claim 9, Bienas et al further discloses the charter is configured by a user of another
mobile data processing system.

For claim 10, Bienas et al further discloses the step of maintaining a user configured
charter at the mobile data processing system includes maintaining a user specified textual syntax
(see at least paragraph 37).

For claim 11, Bienas et al further discloses the mobile data processing system is a first
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Application/Control Number: 12/287,064 Page 5
Art Unit: 2617

mobile data processing system, and wherein the step of recognizing an event for processing
whereabouts data at the mobile data processing system includes recognizing an event for
processing whereabouts data upon receiving whereabouts data from a second mobile data
processing system within wireless range of the first mobile data processing system (see at least
paragraph 21 and 24).

For claim 12, Bienas et al further discloses the step of recognizing an event for
processing whereabouts data at the mobile data processing system includes recognizing an event
for processing whereabouts data upon receiving whereabouts data from a second mobile data
processing system by way of at least one physical communications path (see at least paragraph
21 and 37).

For claim 13, Bienas et al further discloses the step of performing an action at the
mobile data processing system includes performing an action in accordance with a time
specification (see at least paragraph 39).

For claim 14, Bienas et al further discloses the step of performing an action at the
mobile data processing system includes performing an action at a data processing system remote
to the mobile data processing system (see at least abstract and paragraph 20).

For claim 19, Bienas et al further discloses the step of performing an action at the
mobile data processing system includes invoking processing for presenting an indicator to a user
interface (see at least paragraph 19 and 24).

For claim 20, Bienas et al discloses a method for automatic location based exchange
processing at a mobile data processing system, the method comprising the steps of:

maintaining user configured permissions at the first mobile data processing
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Application/Control Number: 12/287,064 Page 6
Art Unit: 2617

system, the permissions granting at least one privilege from a grantor identity to a
grantee identity (see at least paragraph 21 and 37; fig. 1);
determining which of the permissions are relevant to newly processed
whereabouts data describing the first mobile data processing system (see at least paragraph 24
and 37);
determining which of the permissions are relevant to newly processed other
whereabouts data received from other mobile data processing systems in the vicinity of
the mobile data processing system (see at least paragraph 24 and 37); and
performing at least one action at the mobile data processing system in accordance
with the permissions determined to be relevant (see at least paragraph 37).

Claim Rejections - 35 USC § 103
5. The following is a quotation of 35 U.S.C. 103(a) which forms the basis for all

obviousness rejections set forth in this Office action:

(a) A patent may not be obtained though the invention is not identically disclosed or described as set forth in
section 102 of this title, if the differences between the subject matter sought to be patented and the prior art are
such that the subject matter as a whole would have been obvious at the time the invention was made to a person
having ordinary skill in the art to which said subject matter pertains. Patentability shall not be negatived by the
manner in which the invention was made.

6. The factual inquiries set forth in Graham v. John Deere Co., 383 U.S. 1, 148 USPQ 459
(1966), that are applied for establishing a background for determining obviousness under 35
U.S.C. 103(a) are summarized as follows:

Determining the scope and contents of the prior art.

Ascertaining the differences between the prior art and the claims at issue.
Resolving the level of ordinary skill in the pertinent art.

Considering objective evidence present in the application indicating obviousness
or nonobviousness.

el NS
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Application/Control Number: 12/287,064 Page 7
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7. Claims 15-18 are rejected under 35 U.S.C. 103(a) as being unpatentable over Bienas et

al. (US 20070275730 A1) in view of Johnson (US 20060022048 A1l).

For claim 15, Bienas et al explicitly does not disclose performing an action at the mobile
data processing system includes invoking processing for sending an sms message. However,
Johnson from the same or similar fields of endeavor teaches step of performing an action at the
mobile data processing system includes invoking processing for sending an sms message
(paragraph 0047). Therefore, it would have been obvious to the person of ordinary skill in the
art at the time of the invention to modify the invention of Bienas and have it include the
teachings of Johnson; therefore it would provide support for multiple network technologies.

For claim 16, Bienas et al explicitly does not disclose performing an action at the mobile
data processing system includes invoking processing for sending an electronic mail. However,
Johnson from the same or similar fields of endeavor teaches the step of performing an action at
the mobile data processing system includes invoking processing for sending an electronic mail
(paragraph 0047). Therefore, it would have been obvious to the person of ordinary skill in the
art at the time of the invention to modify the invention of Bienas and have it include the
teachings of Johnson; therefore it would provide support for multiple network technologies.

For claim 17, Bienas et al explicitly does not disclose performing an action at the mobile
data processing system includes invoking processing for automatically making a phone call from
the mobile data processing system. However, Johnson from the same or similar fields of
endeavor teaches the step of performing an action at the mobile data processing system includes

invoking processing for automatically making a phone call from the mobile data processing
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Application/Control Number: 12/287,064 Page 8
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system (paragraph 0047). Therefore, it would have been obvious to the person of ordinary skill
in the art at the time of the invention to modify the invention of Bienas and have it include the
teachings of Johnson; therefore it would provide support for multiple network technologies.

For claim 18, Bienas et al explicitly does not disclose the data processing system remote
to the mobile data processing system invokes processing for automatically establishing a phone
call with the mobile data processing system. However, Johnson from the same or similar fields
of endeavor teaches the data processing system remote to the mobile data processing system
invokes processing for automatically establishing a phone call with the mobile data processing
system (paragraph 0047). Therefore, it would have been obvious to the person of ordinary skill
in the art at the time of the invention to modify the invention of Bienas and have it include the
teachings of Johnson; therefore it would provide support for multiple network technologies.

Conclusion
8. The prior art made of record and not relied upon is considered pertinent to applicant's
disclosure.

Hochrainer et al (US 2004/0116131) and Gupta et al (US 7,787,887) are cited to show a

method, which is considered pertinent to the claimed invention.

0. Any inquiry concerning this communication or earlier communications from the
examiner should be directed to LITON MIAH whose telephone number is (571)270-3124. The
examiner can normally be reached on Monday through Friday 7:30am to 5:00pm EST.

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s

supervisor, Rafael Perez--Gutierrez can be reached on (571)272-7915. The fax phone number
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for the organization where this application or proceeding is assigned is 571-273-8300.
Information regarding the status of an application may be obtained from the Patent
Application Information Retrieval (PAIR) system. Status information for published applications

may be obtained from either Private PAIR or Public PAIR. Status information for unpublished
applications is available through Private PAIR only. For more information about the PAIR
system, see http://pair-direct.uspto.gov. Should you have questions on access to the Private PAIR
system, contact the Electronic Business Center (EBC) at 866-217-9197 (toll-free). If you would
like assistance from a USPTO Customer Service Representative or access to the automated

information system, call 800-786-9199 (IN USA OR CANADA) or 571-272-1000.

LM

/Rafael Pérez-Gutiérrez/
Supervisory Patent Examiner, Art Unit 2617
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