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I. INTRODUCTION

1. I previously submitted a declaration (EX1003) in this matter on behalf

of Petitioners in support of their petition filed on August 24, 2021. I understand 

that the Board has instituted review, and that Patent Owner has submitted a 

response. I also understand that Patent Owner’s expert witness, Dr. David Martin, 

has submitted a declaration in support of Patent Owner’s response (EX2018). I 

have been asked to provide my technical review, analysis, and insight regarding 

both the Patent Owner’s response and Dr. Martin’s supporting declaration. As 

explained in more detail below, I disagree with many of Dr. Martin’s opinions and 

analysis. 

2. My background and qualifications were provided in paragraphs 6-17 of

my prior declaration, and a copy of my CV was appended thereto as Appendix A. 

3. Since my prior declaration, I have reviewed and considered the

following additional materials: 

Exhibit Description 
-- Patent Owner’s Response (Paper 22) 

1035 Transcript of the Deposition of David Martin, Ph.D., 
July 14, 2022 

1037 Denon DP-35F/DP-45F Instruction Manual, Nippon 
Columbia Co., Ltd.  

1038 Excerpt from Dictionary of Computing, 4th ed., Oxford 
University Press, 1996 

1039 U.S. Patent No. 5,568,552 to Davis 

1040 Guttman, B., et al., Computer Security, National 
Institute of Standards and Technology, 1995) 
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Exhibit Description 

1041 
Kaliski, B., “PKCS #1: RSA Encryption,” RFC 2313, 
The Internet Society, Network Working Group, March 
1998 

1042 U.S. Patent No. 5,724,425 to Chang et al. 
1043 U.S. Patent No. 5,935,246 to Benson 

II. HELLMAN DISCLOSES THE “AGENT” LIMITATION.

A. Patent Owner’s Construction Requiring that the Verification
Structure Be Set Up Solely by “OS-Level Software” Is
Unsupported and Incorrect.

4. Dr. Martin contends that the claimed “agent” is limited to pure

software running “at the OS level.” EX2018, ¶129; EX1035, 140:18-141:12. As an 

initial matter, this construction is vague and unclear. Dr. Martin does not explain 

what “OS-level” means in this context, provide any examples of OS-level 

programs, or offer guidance about how to determine whether a program operates at 

the OS level. In his deposition, Dr. Martin seemed to provide varying criteria for 

making such a determination: 

• OS-level software “relates to programs that are running that use the

running operating system services, as part of their operation,”

EX1035, 100:8-22;

• “OS-level software can be thought of as running through the operating

system,” id., 101:19-102:4;

• OS-level software “rel[ies] on operating system services and is doing

so after the operating system is running,” id., 102:5-9, 105:4-10;
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5. These criteria are themselves ambiguous. Nevertheless, I disagree 

with Dr. Martin’s construction limiting the claimed “agent” to OS-level software 

based on the criteria set forth above. As an initial matter, the term “agent” is not 

limited to a pure software implementation. “Agent” is generally understood in the 

art to encompass both software and hardware. For example, the Oxford Dictionary 

of Computing (4th ed. 1996) defines “agent” as any “autonomous system that 

receives information from its environment, processes it, and performs actions on 

that environment.” EX1038, 11. The dictionary goes on to say that agents “may be 

software, hardware, or both.” Id. (emphasis added). Many patents and articles 

describe agents in various contexts consistent with this definition. For example, 

U.S. Patent No. 5,568,552—an Intel patent filed in 1995—describes a “hardware 

agent” for enforcing software licenses. The hardware agent comprises a processing 

unit and non-volatile memory that stores encryption keys for determining whether 

particular software is licensed. See EX1039, 1:19-25, 3:1-10, 8:55-9:12. Thus, I 

disagree that agents are limited to software. 

6. But even if the claimed agent in the ’941 patent were limited to a 

software-only implementation, it makes little sense to refer to the agent as if it acts 

alone, without the assistance from any hardware, to set up the claimed verification 

structure. All software operates using hardware; software, by itself and in the 

abstract, is not capable of performing any functions, let alone those claimed in the 

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
  Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

  Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
  With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

  Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
  Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

  Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


