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3 
Fundamental Operating 
Principles 

This chapter describes the basic interaction between transponder and reader, in par­
ticular the power supply to the transponder and the data transfer between transponder 
and reader (Figure 3.1). For a more in-depth description of the physical interactions 
and mathematical models relating to inductive coupling or backscatter systems please 
refer to Chapter 4. 

3.1 1-Bit Transponder 

A bit is the smallest unit of information that can be represented and has only two states: 
1 and 0. This means that only two states can be represented by systems based upon a 
I-bit transponder: 'transponder in interrogation zone' and 'no transponder in interro­
gation zone'. Despite this limitation, 1-bit transponders are very widespread - their 
main field of application is in electronic anti-theft devices in shops (EAS, electronic 
article surveillance). 

An EAS system is made up of the following components: the antenna of a 'reader' 
or interrogator, the security element or tag, and an optional deactivation device for 
deactivating the tag after payment. In modern systems deactivation takes place when the 
price code is registered at the till. Some systems also incorporate an activator, which 
is used to reactivate the security element after deactivation (Gillert, 1997). The main 
performance characteristic for all systems is the recognition or detection rate in relation 
to the gate width (maximum distance between transponder and interrogator antenna). 

The procedure for the inspection and testing of installed article surveillance 
systems is specified in the guideline VD! 4470 entitled 'Anti-theft systems for 
goods - detection gates. Inspection guidelines for customers'. This guideline contains 
definitions and testing procedures for the calculation of the detection rate and false 
alarm ratio. It can be used· by the retail trade as the basis for sales contracts or 
for monitoring the performance of installed systems on an ongoing basis. For the 
product manufacturer, the Inspection Guidelines for Customers represents an effective 
benchmark in the development and optimisation of integrated solutions for security 
projects (in accordance with VDI 4470). 

RFID Handbook: Fundamentals and Applications in Contactless Smart Cards and Identification. Klaus Finkenzeller 
© 2003 John Wiley & Sons, Ltd ISBN: 0-470-84402-7 -
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Figure 3.1 The allocation of the different operating principles of RFID systems into the 
sections of the chapter 

3.1.1 Radio frequency 

The radio frequency (RF) procedure is based upon LC resonant circuits adjusted to 
a defined resonant frequency fR- Early versions employed inductive resistors made 
of wound enamelled copper wire with a soldered on capacitor in a plastic hous­
ing (hard tag). Modern systems employ coils etched between foils in the form of 
stick-on labels. To ensure that the damping resistance does not become too high and 
reduce the quality of the resonant circuit to an unacceptable level, the thickness of 
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Figure 3.1) The allocation of the different operating principles of RFID systems into the
sections of the chapter

3.1.1 Radio frequency

The radio frequency (RF) procedure is based upon LC resonant circuits adjusted to
a defined resonant frequency fp. Early versions employed inductive resistors made
of wound enamelled copper wire with a soldered on capacitor in a plastic hous-
ing (hard tag). Modern systems employ coils etched between foils in the form of
stick-on labels. To ensure that the damping resistance does not become too high and
reduce the quality of the resonant circuit to an unacceptable level, the thickness of
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3.1 1-BIT TRANSPONDER 31 

the aluminium conduction tracks on the 25 µ,m thick polyethylene foil must be at least 
50 µ,m (Jorn, 1994). Intermediate foils of 10 µ,m thickness are used to manufacture the 
capacitor plates. 

The reader (detector) generates a magnetic alternating field in the radio frequency 
range (Figure 3.2). If the LC resonant circuit is moved into the vicinity of the magnetic 
alternating field, energy from the alternating field can be induced in the resonant circuit 
via its coils (Faraday's law). If the frequency JG of the alternating field corresponds 
with the resonant frequency JR of the LC resonant circuit the resonant circuit produces 
a sympathetic oscillation. The current that flows in the resonant circuit as a result of 
this acts against its cause, i.e. it acts against the external magnetic alternating field (see 
Section 4.1.10.1). This effect is noticeable as a result of a small change in the voltage 
drop across the transmitter's generator coil and ultimately leads to a weakening of 
the measurable magnetic field strength. A change to the induced voltage can also be 
detected in an optional sensor coil as soon as a resonant oscillating circuit is brought 
into the magnetic field of the generator coil. 

The relative magnitude of this dip is dependent upon the gap between the two coils 
(generator coil - security element, security element - sensor coil) and the quality Q 
of the induced resonant circuit (in the security element). 

The relative magnitude of the changes in voltage at the generator and sensor coils 
is generally very low and thus difficult to detect. However, the signal should be as 
clear as possible so that the security element can be reliably detected. This is achieved 
using a bit of a trick: the frequency of the magnetic field generated is not constant, 
it is 'swept'. This means that the generator frequency continuously crosses the range 
between minimum and maximum. The frequency range available to the swept systems 
is 8.2MHz ±10% (Jorn, 1994). 

Whenever the swept generator frequency exactly corresponds with the resonant fre­
quency of the resonant circuit (in the transponder) , the transponder begins to oscillate, 
producing a clear dip in the voltages at the generator and sensor coils (Figure 3.3). Fre­
quency tolerances of the security element, which depend upon manufacturing tolerances 

Generator coil 

Transmitter 

Magnetic alternating field 

Sensor coil 

Receiver 
(optional) 

Figure 3.2 Operating principle of the EAS radio frequency procedure 
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the aluminium conduction tracks on the 254.m thick polyethylene foil must be al least
50 jum (Jérn, 1994). Intermediate foils of 1Oj1mthickness are used to manufacture the
capacitor plates.

The reader (detector) generates a magnetic alternating field in the radio frequency
range (Figure 3.2). If the LC resonantcircuit is moved into the vicinity of the magnetic
alternating field, energy from the alternating field can be induced in the resonant circuit
via its coils (Faraday’s law), If the frequency fq of the alternating field corresponds
with the resonant frequency /p of the LC resonantcircuit the resonant circuit produces
a sympathetic oscillation. The current that flows in the resonant circuit as a result of
this acts against its cause, i.e. it acts against the external magnetic alternating field (see
Section 4.1.10.1). This effect is noticeable as a result of a small change in the voltage
drop across the transmitter’s generator coil and ultimately leads to a weakening of
the measurable magnetic field strength. A change to the induced voltage can also be
detected in an optional sensor coil as soon as a resonant oscillating circuit is brought
into the magnetic field of the generator coil.

The relative magnitude of this dip is dependent upon the gap between the twocoils
(generator coil — security element, security element — sensor coil) and the quality Q
of the induced resonant circuit (in the security element).

The relative magnitude of the changes in voltage at the generator and sensor coils
is generally very low and thus difficult to detect. However, the signal should be as
clear as possible so that the security element can be reliably detected. This is achieved
using a bit of a trick: the frequency of the magnetic field generated is not constant,
it is ‘swept’. This means that the generator frequency continuously crosses the range
between minimum and maximum. The frequency range available to the swept systems
is 8.2 MHz +10% (Jérn, 1994),

Whenever the swept generator frequency exactly corresponds with the resonant fre-
quency of the resonant circuit (in the transponder), the transponder begins to oscillate,
producing a clear dip in the voltages at the generator and sensorcoils (Figure 3.3), Pre-
quency tolerances ofthe security element, which depend upon manufacturing tolerances

Magnetic alternating field

  
Generator coil

  
i

Receiver

(optional) 
Transmitter

Figure 3,2. Operating principle of the EAS radio frequency procedure
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Figure 3.3 The occurrence of an impedance 'dip' at the generator coil at the resonant frequency 
of the security element (Q = 90, k = 1 %). The generator frequency fa is continuously swept 
between two cut-off frequencies. An RF tag in the generator field generates a clear dip at its 
resonant frequency JR 

and vary in the presence of a metallic environment, no longer play a role as a result 
of the 'scanning' of the entire frequency range. 

Because the tags are not removed at the till, they must be altered so that they do not 
activate the anti-theft system. To achieve this, the cashier places the protected product 
into a device - the deactivator - that generates a sufficiently high magnetic field that 
the induced voltage destroys the foil capacitor of the transponder. The capacitors are 
designed with intentional short-circuit points, so-called dimples. The breakdown of the 
capacitors is irreversible and detunes the resonant circuit to such a degree that this can 
no longer be excited by the sweep signal. 

Large area frame antennas are used to generate the required magnetic alternating 
field in the detection area. The frame antennas are integrated into columns and com­
bined to form gates. The classic design that can be seen in every large department 
store is illustrated in Figure 3.4. Gate widths of up to 2 m can be achieved using the 
RF procedure. The relatively low detection rate of 70% (Gillert, 1997) is dispropor­
tionately influenced by certain product materials. Metals in particular (e.g. food tins) 
affect the resonant frequency of the tags and the coupling to the detector coil and thus 
have a negative effect on the detection rate. Tags of 50 mm x 50 mm must be used to 
achieve the gate width and detection rate mentioned above. 
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Figure 3.3 The occurrence of an impedance ‘dip’ at the generator coil al the resonant frequency
of the security element (OQ = 90, k = 1%). The generator frequency je is continuously swept
between twocut-off frequencies. An RF tag in the generator field generates a clear dip at its
resonant frequency [fr

and vary in the presence of a metallic environment, no longer play a role as a result
of the ‘scanning’ of the entire frequency range.

Because the tags are not removed at the ull, they must be altered so that they do not
activate the anti-theft system. To achieve this, the cashier places the protected product
into a device — the deactivator — that generates a sufficiently high magnetic field that
the induced voltage destroys the foil capacitor of the transponder. The capacitors are
designed with intentional short-circuit points, so-called dimples. The breakdownofthe
capacitors is irreversible and detunes the resonant circuit to such a degree that this can
no longer be excited by the sweep signal.

Large area /rame antennas are used to generate the required magnetic alternating
field in the detection area. The frame antennas are integrated into columns and com-
bined to form gates. The classic design that can be seen in every large department
store is illustrated in Figure 3.4, Gate widths of up to 2m can be achieved using the
RF procedure. The relatively low detection rate of 70% (Gilleri, 1997) is dispropor-
tionately influenced by certain product materials, Metals in particular (e.g. food tins)
affect the resonant frequency ofthe tags and the coupling to the detector coil and thus
have a negative effect on the detection rate. Tags of S0mm »* 50mm must be used to
achieve the gate width and detection rate mentioned above,
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Figure 3.4 Left, typical frame antenna of an RF system (height 1.20-1.60 m); right, tag designs 

Table 3.1 Typical system parameters for RF systems (VDI 4471) 

Quality factor Q of the security element 
Minimum deactivation field strength Ho 
Maximum field strength in the deactivation range 

>60-80 
I.SAim 
0.9A/m 

Table 3.2 Frequency range of different RF security systems (Plotzke et al., 1994) 

Frequency (MHz) 
Sweep frequency (Hz) 

System 1 

1.86-2.18 
141 

System 2 

7.44-8.73 
141 

System 3 

7.30-8.70 
85 

System 4 

7.40-8.60 
85 

The range of products that have their own resonant frequencies (e.g. cable drums) 
presents a great challenge for system manufacturers. If these resonant frequencies lie 
within the sweep frequency 8.2 MHz± 10% they will always trigger false alarms. 

3. 1 .2 Microwaves 

EAS systems in the microwave range exploit the generation of harmonics at compo­
nents with nonlinear characteristic lines (e.g. diodes). The harmonic of a sinusoidal 
voltage A with a defined frequency /A is a sinusoidal voltage B, whose frequency 
/ 8 is an integer multiple of the frequency !A- The subharmonics of the frequency /A 
are thus the frequencies 2/A, 3 /A, 4 /A etc. The Nth multiple of the output frequency 
is termed the Nth harmonic (Nth harmonic wave) in radio-engineering; the output 
frequency itself is termed the carrier wave or first harmonic. 

In principle, every two-terminal network with a nonlinear characteristic generates 
harmonics at the first harmonic. In the case of nonlinear resistances, however, energy 
is consumed, so that only a small part of the first harmonic power is converted into the 
harmonic oscillation. Under favourable conditions, the multiplication of f to n x f 
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Figure 3.4 Left, typical frame antenna of an RF system (height 1.20—1,60m); right, tag designs

Table 3.1 Typical system parameters for RF systems (VDI 4471)

Quality factor Q ofthe security element >60—80
Minimum deactivation field strength Hp 1.5 A/m
Maximum field strength in the deactivation range 0.9 A/m

Table 3.2. Frequency range ofdifferent RF security systems (Plotzke ef al., 1994)

 System 1 System 2 System 3 System 4

Frequency (MHz) 1.86—-2.18 7.44—-8.73 7,30—8.70 7.40-8.60
Sweep frequency (Hz) 14] 141 85 85

The range of products that have their own resonant frequencies (e.g. cable drums)
presents a great challenge for system manufacturers. If these resonant frequencies lie
within the sweep frequency 8.2 MHz + 10% they will always trigger false alarms.

3.1.2 Microwaves

EAS systems in the microwave range exploit the generation of harmonics at compo-
nents with nonlinear characteristic lines (e.g. diodes). The harmonic of a sinusoidal
voltage A with a defined frequency f, is a sinusoidal voltage B, whose frequency
fg ts an integer multiple of the frequency /4. The subharmonics of the frequency /,
are thus the frequencies 2 fa, 3.f,, 4fa etc. The Nth multiple of the output frequency
is termed the Nth harmonic (Nth harmonic wave) in radio-engineering; the output
frequency itself is termed the carrier wave orfirst harmonic,

In principle, every two-terminal network with a nonlinear characteristic generates
harmonics at the first harmonic. In the case of nonlinear resistances, however, energy
is consumed, so that only a small part of the first harmonic poweris converted into the
harmonic oscillation. Under favourable conditions, the multiplication of / to n x f
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Figure 3.4 Left, typical frame antenna of an RF system (height 1.20-1.60 m); right, tag designs 

Table 3.1 Typical system parameters for RF systems (VDI 4471) 

Quality factor Q of the security element 
Minimum deactivation field strength Ho 
Maximum field strength in the deactivation range 

> 60-80 
1.5 Alm 
0.9A/m 

Table 3.2 Frequency range of different RF security systems (Plotzke et al., 1994) 

Frequency (MHz) 
Sweep frequency (Hz) 

System 1 

1.86-2.18 
141 

System 2 

7.44-8.73 
141 

System 3 

7.30-8.70 
85 

System 4 

7.40-8.60 
85 

The range of products that have their own resonant frequencies (e.g. cable drums) 
presents a great challenge for system manufacturers. If these resonant frequencies lie 
within the sweep frequency 8.2 MHz± 10% they will always trigger false alarms. 

3. 1 .2 Microwaves 

EAS systems in the microwave range exploit the generation of harmonics at compo­
nents with nonlinear characteristic lines (e.g. diodes). The harmonic of a sinusoidal 
voltage A with a defined frequency /A is a sinusoidal voltage B, whose frequency 
fB is an integer multiple of the frequency !A- The subharmonics of the frequency /A 
are thus the frequencies 2/A, 3 /A, 4 /A etc. The Nth multiple of the output frequency 
is termed the Nth harmonic (Nth harmonic wave) in radio-engineering; the output 
frequency itself is termed the carrier wave or first harmonic. 

In principle, every two-terminal network with a nonlinear characteristic generates 
harmonics at the first harmonic. In the case of nonlinear resistances, however, energy 
is consumed, so that only a small part of the first harmonic power is converted into the 
harmonic oscillation. Under favourable conditions, the multiplication of f to n x f 
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Figure 3.4 Left, typical frame antenna of an RF system (height |.20—1.60 m); right, tag designs

Table 3.1 Typical system parameters for RF systems (VDI 4471)

Quality factor O of the security element >60—80
Minimum deactivation field strength Mp 1.5 A/m
Maximum field strength in the deactivation range 0.9 A/m

Table 3.2. Frequency range ofdifferent RF security systems (Plotzke ef al., 1994)

 System 1 System 2 System 3 System 4

Frequency (MHz) 1,.86-2.18 7.44-—8.73 7,30-8.70 7.40—8.60
Sweep frequency (Hz) 14] 141 85 85

The range of products that have their own resonant frequencies (e.g. cable drums)
presents a great challenge for system manufacturers, If these resonant frequencies lie
within the sweep frequency 8.2 MHz + 10% they will always trigger false alarms.

3.1.2 Microwaves

EAS systems in the microwave range exploit the generation of harmonics at compo-
nents with nonlinear characteristic lines (e.g. diodes). The harmonic of a sinusoidal
voltage A with a defined frequency /, is a sinusoidal voltage B, whose frequency
fa is an integer multiple of the frequency f4. The subharmonics of the frequency fi
are thus the frequencies 2f,, 3,4, 4/, etc. The Nth multiple of the output frequency
is termed the Nth harmonic (Nth harmonic wave) in radio-engineering; the output
frequency itself is termed the carrier wave or first harmonic.

In principle, every two-terminal network with a nonlinear characteristic generates
harmonics at the first harmonic. In the case of nonlinearresistances, however. energy
is consumed, so that only a small part of the first harmonic poweris converted into the
harmonic oscillation, Under favourable conditions, the multiplication of f to nx [
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occurs with an efficiency of 77 = 1/n2 . However, if nonlinear energy storage is used 
for multiplication, then in the ideal case there are no losses (Fleckner, 1987). 

Capacitance diodes are particularly suitable nonlinear energy stores for frequency 
multiplication. The number and intensity of the harmonics that are generated depend 
upon the capacitance diode's dopant profile and characteristic line gradient. The expo­
nent n ( also y) is a measure for the gradient ( =capacitance-voltage characteristic). 
For simple diffused diodes, this is 0.33 (e.g. BA110), for alloyed diodes it is 0.5 and 
for tuner diodes with a hyper-abrupt P-N junction it is around 0.75 (e.g. BB 141) 
(lntermetal Semiconductors ITT, 1996). 

The capacitance-voltage characteristic of alloyed capacitance diodes has a quadratic 
path and is therefore best suited for the doubling of frequencies. Simple diffused diodes 
can be used to produce higher harmonics (Fleckner, 1987). 

The layout of a I-bit transponder for the generation of harmonics is extremely 
simple: a capacitance diode is connected to the base of a dipole adjusted to the carrier 
wave (Figure 3.5). Given a carrier wave frequency of 2.45 GHz the dipole has a total 
length of 6 cm. The carrier wave frequencies used are 915 MHz (outside Europe) , 
2.45 GHz or 5.6 GHz. If the transponder is located within the transmitter's range, then 
the flow of current within the diode generates and re-emits harmonics of the carrier 
wave. Particularly distinctive signals are obtained at two or three times the carrier 
wave, depending upon the type of diode used. 

Transponders of this type cast in plastic (hard tags) are used mainly to protect 
textiles. The tags are removed at the till when the goods are paid for and they are 
subsequently reused. 

Figure 3.6 shows a transponder being placed within the range of a microwave trans­
mitter operating at 2.45 GHz. The second harmonic of 4.90 GHz generated in the diode 
characteristic of the transponder is re-transmitted and detected by a receiver, which is 
adjusted to this precise frequency . The reception of a signal at the frequency of the 
second harmonic can then trigger an alarm system. 

If the amplitude or frequency of the carrier wave is modulated (ASK, FSK), then all 
harmonics incorporate the same modulation. This can be used to distinguish between 
'interference' and 'useful' signals, preventing false alarms caused by external signals. 

fA c> Dipole 

~ Capacitance diode 

fA < 
2 X fA < 

Basic circu it Mechanical design 

Figure 3.5 Basic circuit and typical construction format of a microwave tag 
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occurs with an efficiency of 7 = 1/n*. However, if nonlinear energy storage is used
for multiplication, then in the ideal case there are no losses (Fleckner, 1987).

Capacitance diodes are particularly suitable nonlinear energy stores for frequency
multiplication. The number and intensity of the harmonics that are generated depend
upon the capacitance diode’s dopant profile and characteristic line gradient. The expo-
nent 7 (also 74) 1s a measure for the gradient (=capacitance-voltage characteristic),
For simple diffused diodes, this is 0.33 (e.g. BAI10), for alloyed diodes it is 0.5 and
for tuner diodes with a hyper-abrupt P-N junction it is around 0.75 (e.g. BB 141)
(Intermetal Semiconductors ITT, 1996).

The capacitance-voltage characteristic of alloyed capacitance diodes has a quadratic
path andis therefore best suited for the doubling of frequencies. Simple diffused diodes
can be used to produce higher harmonics (Fleckner, 1987).

The layout of a 1-bit transponder for the generation of harmonics is extremely
simple: a capacitance diode is connected to the base of a dipole adjusted to the carrier
wave (Figure 3.5). Given a carrier wave frequency of 2.45 GHz the dipole has atotal
length of 6cm. The carrier wave frequencies used are 915 MHz (outside Europe),
2.45 GHz or 5.6 GHz. If the transponderis located within the transmitter’s range, then
the flow of current within the diode generates and re-emits harmonics of the carrier
wave. Particularly distinctive signals are obtained at two or three times the carrier
wave, depending upon the type of diode used.

Transponders of this type cast in plastic (hard tags) are used mainly to protect
textiles. The tags are removed at the till when the goods are paid for and they are
subsequently reused.

Figure 3.6 showsa transponder being placed within the range of a microwave trans-
mitter operating at 2.45 GHz. The second harmonic of 4.90 GHz generated in the diode
characteristic of the transponderis re-transmitted and detected by a receiver, whichis
adjusted to this precise frequency. The reception of a signal at the frequency of the
second harmonic can then trigger an alarm system.

If the amplitude or frequency ofthe carrier wave is modulated (ASK, FSIS), thenall
harmonics incorporate the same modulation. This can be used to distinguish between
‘interference’ and ‘useful’ signals, preventing false alarms caused by external signals.
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Figure 3.5 Basic circuit and typical construction format of a microwave tag
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Figure 3.6 Microwave tag in the interrogation zone of a detector 

In the example above, the amplitude of the carrier wave is modulated with a signal 
of 1 kHz (100% ASK). The second harmonic generated at the transponder is also 
modulated at 1 kHz ASK. The signal received at the receiver is demodulated and 
forwarded to a 1 kHz detector. Interference signals that happen to be at the reception 
frequency of 4.90 GHz cannot trigger false alarms because these are not normally 
modulated and, if they are, they will have a different modulation. 

3. 1 .3 Frequency divider 

This procedure operates in the long wave range at 100-135.5 kHz. The security tags 
contain a semiconductor circuit (microchip) and a resonant circuit coil made of wound 
enamelled copper. The resonant circuit is made to resonate at the operating frequency 
of the EAS system using a soldered capacitor. These transponders can be obtained in 
the form of hard tags (plastic) and are removed when goods are purchased. 

The microchip in the transponder receives its power supply from the magnetic field 
of the security device (see Section 3.2.1.1). The frequency at the self-inductive coil is 
divided by two by the microchip and sent back to the security device. The signal at 
half the original frequency is fed by a tap into the resonant circuit coil (Figure 3.7) . 

R 

f/2 bandpass 
analysis 

electronics 

Security device 

DIV 2 

f 1/2 : 

Security tag 

Figure 3.7 Basic circuit diagram of the EAS frequency division procedure: security tag (trans­
ponder) and detector (evaluation device) 
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Figure 3.6 Microwave tag in the interrogation zone of a detector

In the example above, the amplitude of the carrier wave is modulated with a signal
of LkHz (100% ASK). The second harmonic generated at the transponder is also
modulated at | kHz ASK. The signal received at the receiver is demodulated and
forwarded to a 1 kHz detector, Interference signals that happen to be at the reception
frequency of 4.90GHz cannot trigger false alarms because these are not normally
modulated and, if they are, they will have a different modulation.

3.1.3 Frequency divider

This procedure operates in the long wave range at 100—135.5 kHz. The security tags
contain a semiconductorcircuit (microchip) and a resonantcircuit coil made of wound
enamelled copper. The resonantcircuit is madeto resonate at the operating frequency
of the EAS system using a soldered capacitor. These transponders can be obtained in
the form of hard tags (plastic) and are removed when goodsare purchased.

The microchip in the transponderreceives its power supply from the magnetic field
of the security device (see Section 3.2.1.1). The frequency at the self-inductive coil is
divided by two by the microchip and sent back to the security device. Thesignal at
half the original frequency is fed by a tap into the resonant circuit coil (Figure 3.7).
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Figure 3.7 Basic circuit diagram of the EAS frequency division procedure: security tag (trans-
ponder) and detector (evaluation device)
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Table 3.3 Typical system parameters (Plotzke et al., 1994) 

Frequency 
Modulation type: 
Modulation frequency/modulation signal: 

130kHz 
100% ASK 
12.5 Hz or 25 Hz, rectangle 50% 

The magnetic field of the security device is pulsed at a lower frequency (ASK 
modulated) to improve the detection rate. Similarly to the procedure for the generation 
of harmonics, the modulation of the carrier wave (ASK or FSK) is maintained at half 
the frequency (subhannonic ). This is used to differentiate between 'interference' and 
'useful' signals. This system almost entirely rules out false alarms. 

Frame antennas, described in Section 3.1.1, are used as sensor antennas. 

3. 1 .4 Electromagnetic types 

Electromagnetic types operate using strong magnetic fields in the NF range from 10 Hz 
to around 20 kHz. The security elements contain a soft magnetic amorphous metal strip 
with a steep flanked hysteresis curve (see also Section 4.1.12). The magnetisation of 
these strips is periodically reversed and the strips taken to magnetic saturation by 
a strong magnetic alternating field. The markedly nonlinear relationship between the 
applied field strength H and the magnetic flux density B near saturation (see also 
Figure 4.50), plus the sudden change of flux density B in the vicinity of the zero 
crossover of the applied field strength H, generates harmonics at the basic frequency 
of the security device, and these harmonics can be received and evaluated by the 
security device. 

The electromagnetic type is optimised by superimposing additional signal sections 
with higher frequencies over the main signal. The marked nonlinearity of the strip's 
hysteresis curve generates not only harmonics but also signal sections with summation 
and differential frequencies of the supplied signals. Given a main signal of frequency 
f s = 20 Hz and the additional signals / 1 = 3. 5 and h = 5. 3 kHz, the following signals 
are generated (first order): 

Ji + h = /1+2 = 8.80 kHz 

/1 - h = /1 - 2 = 1.80 kHz 

fs + fr = fs+1 = 3.52kHz and so on 

The security device does not react to the harmonic of the basic frequency in this case, 
but rather to the summation or differential frequency of the extra signals. 

The tags are available in the form of self-adhesive strips with lengths ranging from 
a few centimetres to 20 cm. Due to the extremely low operating frequency, electromag­
netic systems are the only systems suitable for products containing metal. However, 
these systems have the disadvantage that the function of the tags is dependent upon 
position: for reliable detection the magnetic field lines of the security device must run 
vertically through the amorphous metal strip. Figure 3.8 shows a typical design for a 
security system. 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 020



3.1 1-BIT TRANSPONDER 37 

Individual coil 

Column 
11 

11 

Tags: 

Figure 3.8 Left, typical antenna design for a security system (height approximately 1.40 m); 
right, possible tag designs 

For deactivation, the tags are coated with a layer of hard magnetic metal or partially 
covered by hard magnetic plates. At the till the cashier runs a strong permanent magnet 
along the metal strip to deactivate the security elements (Plotzke et al., 1994). This 
magnetises the hard magnetic metal plates. The metal strips are designed such that 
the remanence field strength (see Section 4.1.12) of the plate is sufficient to keep the 
amorphous metal strips at saturation point so that the magnetic alternating field of the 
security system can no longer be activated. 

The tags can be reactivated at any time by demagnetisation. The process of deacti­
vation and reactivation can be performed any number of times. For this reason, elec­
tromagnetic goods protection systems were originally used mainly in lending libraries. 
Because the tags are small (min. 32 mm short strips) and cheap, these systems are now 
being used increasingly in the grocery industry. See Figure 3.9. 

In order to achieve the field strength necessary for demagnetisation of the permalloy 
strips, the field is generated by two coil systems in the columns at either side of a narrow 
passage. Several individual coils, typically 9 to 12, are located in the two pillars, and 
these generate weak magnetic fields in the centre and stronger magnetic fields on the 
outside (Plotzke et al. , 1994). Gate widths of up to 1.50m can now be realised using 
this method, while still achieving detection rates of 70% (Gillert, 1997) (Figure 3.10). 

3. 1 .5 Acoustomagnetic 

Acoustomagnetic systems for security elements consist of extremely small plastic boxes 
around 40 mm long, 8 to 14 mm wide depending upon design, and just a millimetre 

Table 3.4 Typical system parameters (Plotzke et al. , 1997) 

Frequency 
Optional combination frequencies of different systems 
Field strength Reff in the detection zone 
Minimum field strength for deactivation 

70Hz 
12 Hz, 215 Hz, 3.3 kHz, 5 kHz 
25- 120A/m 
16000A/m 
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Figure 3.8 Left, typical antenna design for a security system (height approximately 1.40 m);
right, possible tag designs

For deactivation, the tags are coated with a layer of hard magnetic metal or partially
covered by hard magnetic plates. At the till the cashier runs a strong permanent magnet
along the metal strip to deactivate the security elements (Plotzke er al., 1994). This
magnetises the hard magnetic metal plates. The metal strips are designed such that
the remanence field strength (see Section 4.1.12) of the plate is sufficient to keep the
amorphous metal strips at saturation point so that the magnetic alternating field of the
security system can no longer be activated.

The tags can be reactivated at any time by demagnetisation. The process of deacti-
vation and reactivation can be performed any numberof times. Forthis reason, elec-
tromagnetic goods protection systems were originally used mainly in lending libraries.
Because the tags are small (min. 32 mm short strips) and cheap, these systems are now
being used increasingly in the grocery industry. See Figure 3.9.

In order to achieve the field strength necessary for demagnetisation of the permalloy
strips, the field is generated by two coil systems in the columnsat either side of a narrow
passage. Several individual coils, typically 9 to 12, are located in the two pillars, and
these generate weak magnetic fields in the centre and stronger magnetic fields on the
outside (Plotzke ef al., 1994). Gate widths of up to 1.50m can now be realised using
this method, while still achieving detection rates of 70% (Gillert, 1997) (Figure 3.10).

3.1.5 Acoustomagnetic

Acoustomagnetic systems for security elements consist of extremely small plastic boxes
around 40mmlong, 8 to 14mm wide depending upon design, and just a millimetre

Table 3.4 Typical system parameters (Plotzke et al., 1997)

Frequency TO Hz
Optional combination frequencies ofdifferent systems 12 Hz, 215 Hz, 3.3kHz, S5kHz
Field strength Mey in the detection zone 25-120 A/m
Minimum field strength for deactivation 16 000 A/m
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38 3 FUNDAMENTAL OPERATING PRINCIPLES 

Figure 3.9 Electromagnetic labels in use (reproduced by permission of Schreiner Codedruck, 
Munich) 

Figure 3.10 Practical design of an antenna for an article surveillance system (reproduced by 
permission of METO EAS System 2200, Esselte Meto, Hirschhorn) 

high. The boxes contain two metal strips, a hard magnetic metal strip permanently 
connected to the plastic box, plus a strip made of amorphous metal, positioned such 
that it is free to vibrate mechanically (Zechbauer, 1999). 

Ferromagnetic metals (nickel, iron etc.) change slightly in length in a magnetic field 
under the influence of the field strength H. This effect is called magnetostriction and 
results from a small change in the interatomic distance as a result of magnetisation. In 
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Figure 3.9 Electromagnetic labels in use (reproduced by permission of Schreiner Codedruck,
Munich)

 
Figure 3.10 Practical design of an antenna for an article surveillance system (reproduced by
permission of METO EAS System 2200, Esselte Meto, Hirschborn)

high. The boxes contain two metal strips, a hard magnetic metal strip permanently
connected to the plastic box, plus a strip made of amorphous metal, positioned such
that it is free to vibrate mechanically (Zechbauer, 1999).

Ferromagnetic metals (nickel, iron etc.) change slightly in length in a magnetic field
underthe influence of the field strength H. This effect is called magnetostriction and
results from a small change in the interatomic distance as a result of magnetisation. In
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3.1 1-BIT TRANSPONDER 39 

a magnetic alternating field a magnetostrictive metal strip vibrates in the longitudinal 
direction at the frequency of the field. The amplitude of the vibration is especially 
high if the frequency of the magnetic alternating field corresponds with that of the 
(acoustic) resonant frequency of the metal strip. This effect is particularly marked in 
amorphous materials. 

The decisive factor is that the magnetostrictive effect is also reversible. This means 
that an oscillating magnetostrictive metal strip emits a magnetic alternating field. Acous­
tomagnetic security systems are designed such that the frequency of the magnetic 
alternating field generated precisely coincides with the resonant frequencies of the 
metal strips in the security element. The amorphous metal strip begins to oscillate 
under the influence of the magnetic field. If the magnetic alternating field is switched 
off after some time, the excited magnetic strip continues to oscillate for a while like a 
tuning fork and thereby itself generates a magnetic alternating field that can easily be 
detected by the security system (Figure 3.11). 

The great advantage of this procedure is that the security system is not itself trans­
mitting while the security element is responding and the detection receiver can thus be 
designed with a corresponding degree of sensitivity. 

In their activated state, acoustomagnetic security elements are magnetised, i.e. the 
above-mentioned hard magnetic metal strip has a high remanence field strength and thus 
forms a permanent magnet. To deactivate the security element the hard magnetic metal 
strip must be demagnetised. This detunes the resonant frequency of the amorphous 

Generator coil 

Transmitter 

Magnetic alternating field 
at generator coil 

LI 

Security element 

Receiver 

Magnetic alternating field 
with security element 

Figure 3.11 Acoustomagnetic system comprising transmitter and detection device (receiver) . 
If a security element is within the field of the generator coil this oscillates like a tuning fork in 
time with the pulses of the generator coil. The transient characteristics can be detected by an 
analysing unit 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 023

3.1 1-BIT TRANSPONDER 39

a magnetic alternating field a magnetostrictive metal strip vibrates in the longitudinal
direction at the frequency of the field. The amplitude of the vibration is especially
high if the frequency of the magnetic alternating field corresponds with that of the
(acoustic) resonant frequency of the metal strip. This effect is particularly marked in
amorphous materials.

The decisive factor is that the magnetostrictive effect is also reversible. This means
that an oscillating magnetostrictive metal strip emits a magnetic alternating field, Acous-
fomagnetic security systems are designed such that the frequency of the magnetic
alternating field generated precisely coincides with the resonant frequencies of the
metal strips in the security element. The amorphous metal strip begins to oscillate
under the influence of the magnetic field. If the magnetic alternating field is switched
off after some time, the excited magnetic strip continues to oscillate for a while like a
tuning fork and thereby itself generates a magnetic alternating field that can easily be
detected by the security system (Figure 3,11).

The great advantage of this procedure is that the security systemis notitself trans-
mitting while the security element is responding and the detection receiver can thus be
designed with a corresponding degree of sensitivity.

In their activated state, acoustomagnetic security elements are magnetised, i.e. the
above-mentioned hard magnetic metal strip has a high remanencefield strength and thus
forms a permanent magnet. To deactivate the security element the hard magnetic metal
strip must be demagnetised. This detunes the resonant frequency of the amorphous
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Figure 3.11 Acoustomagnetic system comprising transmitter and detection device (receiver),
If a security element is within the field of the generator coil this oscillates like a tuning fork in
lime with the pulses of the generator coil. The transient characteristics can be detected by an
analysing unit
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Table 3.5 Typical operating parameters of acoustomagnetic 
systems (VDI 4471) 

Parameter 

Resonant frequency Jo 
Frequency tolerance 
Quality factor Q 
Minimum field strength HA for activation 
ON duration of the field 
Field pause (OFF duration) 
Decay process of the security element 

Typical value 

58kHz 
±0.52% 
> 150 
> 16000A/m 
2ms 
20ms 
5ms 

metal strip so it can no longer be excited by the operating frequency of the security 
system. The hard magnetic metal strip can only be demagnetised by a strong magnetic 
alternating field with a slowly decaying field strength. It is thus absolutely impossible 
for the security element to be manipulated by permanent magnets brought into the 
store by customers. 

3.2 Full and Half Duplex Procedure 

In contrast to 1-bit transponders, which normally exploit simple physical effects (oscil­
lation stimulation procedures, stimulation of harmonics by diodes or the nonlinear 
hysteresis cm:ve of metals), the transponders described in this and subsequent sections 
use an electronic microchip as the data-carrying device. This has a data storage capac­
ity of up to a few kilobytes. To read from or write to the data-carrying device it 
must be possible to transfer data between the transponder and a reader. This transfer 
takes place according to one of two main procedures: full and half duplex procedures, 
which are described in this section, and sequential systems, which are described in the 
following section. 

In the half duplex procedure (HDX) the data transfer from the transponder to the 
reader alternates with data transfer from the reader to the transponder. At frequencies 
below 30 MHz this is most often used with the load modulation procedure,. either 
with or without a subcarrier, which involves very simple circuitry. Closely related 
to this is the modulated reflected cross-section procedure that is familiar from radar 
technology and is used at frequencies above 100 MHz. Load modulation and modulated 
reflected cross-section procedures directly influence the magnetic or electromagnetic 
field generated by the reader and are therefore known as harmonic procedures. 

In the full duplex procedure (FDX) the data transfer from the transponder to the 
reader takes place at the same time as the data transfer from the reader to the transpon­
der. This includes procedures in which data is transmitted from the transponder at a 
fraction of the frequency of the reader, i.e. a subharmonic, or at a completely inde­
pendent, i.e. an anharmonic, frequency. 

However, both procedures have in common the fact that the transfer of energy 
from the reader to the transponder is continuous, i.e. it is independent of the direction 
of data flow. In sequential systems (SEQ), on the other hand, the transfer of energy 
from the transponder to the reader takes place for a limited period of time only (pulse 
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Procedure: 

FOX: 
Enerav transfer: 

downlink: I I I 

uplink: 

HDX: 

Enerav transfer: 
downlink: - -

I I I 

uplink: 
I I -

SEQ: 
Enerqy transfer: ■ 

downlink: - -
I I - - I I - -\ 

I - I -uplink: - - - • -
Figure 3.12 Representation of full duplex, half duplex and sequential systems over time. Data 
transfer from the reader to the transponder is termed downlink, while data transfer from the 
transponder to the reader is termed uplink 

operation -+ pulsed system). Data transfer from the transponder to the reader occurs 
in the pauses between the power supply to the transponder. See Figure 3.12 for a 
representation of full duplex, half duplex and sequential systems. 

Unfortunately, the literature relating to RFID has not yet been able to agree a con­
sistent nomenclature for these system variants. Rather, there has been a confusing and 
inconsistent classification of individual systems into full and half duplex procedures. 
Thus pulsed systems are often termed half duplex systems - this is correct from the 
point of view of data transfer - and all unpulsed systems are falsely classified as 
full duplex systems. For this reason, in this book pulsed systems - for differentiation 
from other procedures, and unlike most RFID literature(!) - are termed sequential 
systems (SEQ). 

3.2. 1 Inductive coupling 

3.2. 1. 1 Power supply to passive transponders 

An inductively coupled transponder comprises an electronic data-carrying device, usu­
ally a single microchip, and a large area coil that functions as an antenna. 

Inductively coupled transponders are almost always operated passively. This means 
that all the energy needed for the operation of the microchip has to be provided by 
the reader (Figure 3.13). For this purpose, the reader's antenna coil generates a strong, 
high frequency electromagnetic field, which penetrates the cross-section of the coil 
area and the area around the coil. Because the wavelength of the frequency range used 
( < 135 kHz: 2400 m, 13.56 MHz: 22.1 m) is several times greater than the distance 
between the reader's antenna and the transponder, the electromagnetic field may be 
treated as a simple magnetic alternating field with regard to the distance between 
transponder and antenna (see Section 4.2.1.1 for further details) . 
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Reader 
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Magnetic field H 

-- · ······ · ·· · · · - · ----- -- ----· · ­

·---------------------- --------

.Transponder 

Figure 3.13 Power supply to an inductively coupled transponder from the energy of the mag­
netic alternating field generated by the reader 

A small part of the emitted field penetrates the antenna coil of the transponder, 
which is some distance away from the coil of the reader. A voltage Vi is generated in 
the transponder's antenna coil by inductance. This voltage is rectified and serves as the 
power supply for the data-carrying device (microchip). A capacitor Cr is connected in 
parallel with the reader's antenna coil, the capacitance of this capacitor being selected 
such that it works with the coil inductance of the antenna coil to form a parallel resonant 
circuit with a resonant frequency that corresponds with the transmission frequency of 
the reader. Very high currents are generated in the antenna coil of the reader by 
resonance step-up in the parallel resonant circuit, which can be used to generate the 
required field strengths for the operation of the remote transponder. 

The antenna coil of the transponder and the capacitor C 1 form a resonant circuit 
tuned to the transmission frequency of the reader. The voltage U at the transponder 
coil reaches a maximum due to resonance step-up in the parallel resonant circuit. 

The layout of the two coils can also be interpreted as a transformer (transfonner 
coupling), in which case there is only a very weak coupling between the two wind­
ings (Figure 3. 14). The efficiency of power transfer between the antenna coil of the 
reader and the transponder is proportional to the operating frequency f , the number 
of windings n, the area A enclosed by the transponder coil, the angle of the two coils 
relative to each other and the distance between the two coils. 

As frequency f increases, the required coil inductance of the transponder coil, 
and thus the number of windings n decreases (135 kHz: typical 100-1000 windings, 
13 .56 MHz: typical 3-10 windings). Because the voltage induced in the transponder 
is still proportional to frequency f (see Chapter 4), the reduced number of windings 
barely affects the efficiency of power transfer at higher frequencies . Figure 3.15 shows 
a reader for an inductively coupled transponder. 

3.2. 1.2 Data transfer transponder -+ reader 

Load modulation As described above, inductively coupled systems are based upon 
a transformer-type coupling between the primary coil in the reader and the secondary 
coil in the transponder. This is true when the distance between the coils does not exceed 
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- Magnetic field H

| yp

Transponder

Reader  
Figure 3.13 Power supply to an inductively coupled transponderfrom the energy of the mag-
netic alternating field generated by the reader

A small part of the emitted field penetrates the antenna coil of the transponder,
whichis some distance away trom thecoil of the reader. A voltage U; is generated in
the transponder’s antennacoil by inductance. This voltage is rectified and serves as the
power supply for the data-carrying device (microchip). A capacitor C, is connected in
parallel with the reader’s antenna coil, the capacitance of this capacitor being selected
suchthat it works with the coil inductance ofthe antenna coil to form a parallel resonant
circuit with a resonant frequency that corresponds with the transmission frequency of
the reader. Very high currents are generated in the antenna coil of the reader by
resonance step-up in the parallel resonant circuit, which can be used to generate the
required field strengths for the operation of the remote transponder,

The antenna coil of the transponder and the capacitor C, form a resonant circuit
tuned to the transmission frequency of the reader. The voltage U at the transponder
coil reaches a maximum due to resonance step-up in theparallel resonant circuit.

The layout of the two coils can also be interpreted as a transformer (transformer
coupling), in which case there is only a very weak coupling between the two wind-
ings (Figure 3.14). The efficiency of power transfer between the antenna coil of the
reader and the transponder is proportional to the operating frequency f, the number
of windings n, the area A enclosed by the transpondercoil, the angle of the two coils
relative to each other and the distance between the two coils.

As frequency / increases, the required coil inductance of the transponder coil,
and thus the number of windings m decreases (135 kHz: typical 100-1000 windings,
13,56 MHz: typical 3-10 windings). Because the voltage induced in the transponder
is still proportional to frequency f (see Chapter 4), the reduced number of windings
barely affects the efficiency of power transfer at higher frequencies. Figure 3.15 shows
a reader for an inductively coupled transponder.

3.2.1.2 Data transfer transponder — reader

Load modulation As described above, inductively coupled systems are based upon
a fransformer-type coupling between the primary coil in the reader and the secondary
coil in the transponder, This is true when the distance between the coils does not exceed
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3.2 FULL AND HALF DUPLEX PROCEDURE 43 

Figure 3.14 Different designs of inductively coupled transponders. The photo shows half fin­
ished transponders, i.e. transponders before injection into a plastic housing (reproduced by 
permission of AmaTech GmbH & Co. KG, D-Pfronten) 

Figure 3.15 Reader for inductively coupled transponder in the frequency range < 135 kHz with 
integral antenna (reproduced by permission of easy-key System, micron, Halbergmoos) 

0.16 A, so that the transponder is located in the near field of the transmitter antenna 
(for a more detailed definition of the near and far fields, please refer to Chapter 4). 

If a resonant transponder (i.e. a transponder with a self-resonant frequency corre­
sponding with the transmission frequency of the reader) is placed within the magnetic 
alternating field of the reader's antenna, the transponder draws energy from the mag­
netic field. The resulting feedback of the transponder on the reader's antenna can be 
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Figure 3.14 Different designs of inductively coupled transponders, The photo showshalffin-
ished transponders, i.e. transponders before injection into a plastic housing (reproduced by
permission of AmaTech GmbH & Co. KG, D-Pfronten)

 
Figure 3.15 Reader for inductively coupled transponderin the frequency range <135 kHz with
integral antenna (reproduced by permission of easy-key System, micron, Halbergmoos)

0.16 A, so that the transponder is located in the near field of the transmitter antenna
(for a more detailed definition of the near and far fields, please refer to Chapter 4).

If a resonant transponder(i.e. a transponder with a self-resonant frequency corre-
sponding with the transmission frequency of the reader) is placed within the magnetic
alternating field of the reader’s antenna, the transponder draws energy from the mag-
netic field. The resulting feedback of the transponder on the reader’s antenna can be
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Table 3.6 Overview of the power consumption of various RFID-ASIC building blocks (Atmel , 
1994). The minimum supply voltage required for the operation of the microchip is 1.8 V, the 
maximum permissible voltage is 10 V 

Memory Write/read Power Frequency Application 
(Bytes) distance consumption 

ASIC#l 6 15cm l0µA 120kHz Animal ID 
ASIC#2 32 13cm 600 p,A 120kHz Goods flow, access check 
ASIC#3 256 2cm 6µA 128kHz Public transport 
ASIC#4 256 0.5cm < lmA 4MHz* Goods flow, public transport 
ASIC#5 256 <2cm ~ lmA 4113.56MHz Goods flow 
ASIC#6 256 100cm 500µA 125kHz Access check 
ASIC#7 2048 0.3cm < lOmA 4.91MHz* Contactless chip cards 
ASIC#8 1024 10cm ~lmA 13.56MHz Public transport 
ASIC#9 8 100cm < lmA 125kHz Goods flow 
ASIC#l0 128 100cm < lmA 125kHz Access check 

*Close coupling system. 

represented as transformed impedance ZT in the antenna coil of the reader. Switching 
a load resistor on and off at the transponder's antenna therefore brings about a 
change in the impedance ZT, and thus voltage changes at the reader's antenna (see 
Section 4.1.10.3). This has the effect of an amplitude modulation of the voltage UL at 
the reader's antenna coil by the remote transponder. If the timing with which the load 
resistor is switched on and off is controlled by data, this data can be transferred from 
the transponder to the reader. This type of data transfer is called load modulation. 

To reclaim the data at the reader, the voltage tapped at the reader's antenna is recti­
fied. This represents the demodulation of an amplitude modulated signal. An example 
circuit is shown in Section 11.3. 

Load modulation with subcarrier Due to the weak coupling between the reader 
antenna and the transponder antenna, the voltage fluctuations at the antenna of the 
reader that represent the useful signal are smaller by orders of magnitude than the 
output voltage of the reader. 

In practice, for a 13.56 MHz system, given an antenna voltage of approximately 
100 V ( voltage step-up by resonance) a useful signal of around 10 m V can be expected 
(=80 dB signal/noise ratio). Because detecting this slight voltage change requires highly 
complicated circuitry, the modulation sidebands created by the amplitude modulation 
of the antenna voltage are utilised (Figure 3.16). 

If the additional load resistor in the transponder is switched on and off at a very high 
elementary frequency fs, then two spectral lines are created at a distance of ±fs around 
the transmission frequency of the reader !READER, and these can be easily detected 
(however fs must be less than !READER) - In the terminology of radio technology the 
new elementary frequency is called a subcarrier) . Data transfer is by ASK, FSK or PSK 
modulation of the subcarrier in time with the data flow. This represents an amplitude 
modulation of the subcarrier. 

Load modulation with a subcarrier creates two modulation sidebands at the 
reader's antenna at the distance of the subcarrier frequency around the operating 
frequency !READER (Figure 3.17). These modulation sidebands can be separated from 
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Figure 3.16 Generation of load modulation in the transponder by switching the drain-source 
resistance of an FET on the chip. The reader illustrated is designed for the detection of a 
subcarrier 
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Figure 3.17 Load modulation creates two sidebands at a distance of the subcarrier frequency 
fs around the transmission frequency of the reader. The actual information is carried in the 
sidebands of the two subcarrier sidebands, which are themselves created by the modulation of 
the subcarrier 

the significantly stronger signal of the reader by bandpass (BP) filtering on one of the 
two frequencies !READER ± fs. Once it has been amplified, the subcarrier signal is now 
very simple to demodulate. 

Because of the large bandwidth required for the transmission of a subcarrier, this 
procedure can only be used in the ISM frequency ranges for which this is permitted, 
6.78 MHz, 13.56 MHz and 27.125 MHz (see also Chapter 5). 

Example circuit- load modulation with subcarrier Figure 3.18 shows an example 
circuit for a transponder using load modulation with a subcarrier. The circuit is designed 
for an operating frequency of 13.56 MHz and generates a subcarrier of 212 kHz. 
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Figure 3.16 Generation of load modulation in the transponder by switching the drain-source
resistance of an PFET on the chip. The reader illustrated is designed for the detection of a
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Figure 3.17 Load modulation creates two sidebands at a distance of the subcarrier frequency
js around the transmission frequency of the reader. The actual information is carried in the
sidebands of the two subcarrier sidebands, which are themselves. created by the modulation of
the subcarrier

the significantly stronger signal of the reader by bandpass (BP) filtering on one of the
two frequencies /praper + fs. Once it has been amplified, the subcarrier signal is now
very simple to demodulate.

Because of the large bandwidth required for the transmission of a subcarrier, this
procedure can only be used in the ISM frequency ranges for which this is permitted,
6.78 MHz, 13.56 MHz and 27.125 MHz (see also Chapter5).

Example circuit—load modulation with subcarrier Figure 3.18 shows an example
circuit for a transponder using load modulation with a subcarrier, The circuit is designed
for an operating frequency of 13.56 MHz and generates a subcarrier of 212 kHz.
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Figure 3.18 Example circuit for the generation of load modulation with subcarrier in an induc­
tively coupled transponder 

The voltage induced at the antenna coil L 1 by the magnetic alternating field of the 
reader is rectified using the bridge rectifier (D 1-D4) and after additional smoothing 
(Cl) is available to the circuit as supply voltage. The parallel regulator (ZD 5V6) 
prevents the supply voltage from being subject to an uncontrolled increase when the 
transponder approaches the reader antenna. 

Part of the high frequency antenna voltage (13.56 MHz) travels to the frequency 
divider's timing input (CLK) via the protective resistor (Rl) and provides the transpon­
der with the basis for the generation of an internal clocking signal. After division by 
26 (= 64) a subcanier clocking signal of 212kHz is available at output Q7. The sub­
canier clocking signal, controlled by a serial data flow at the data input (DATA), is 
passed to the switch (Tl). If there is a logical HIGH signal at the data input (DATA), 
then the subcanier clocking signal is passed to the switch (Tl). The load resistor (R2) 
is then switched on and off in time with the subcanier frequency. 

Optionally in the depicted circuit the transponder resonant circuit can be brought into 
resonance with the capacitor Cl at 13.56 MHz. The range of this 'minimal transponder' 
can be significantly increased in this manner. 

Subharmonic procedure The subharmonic of a sinusoidal voltage A with a defined 
frequency /A is a sinusoidal voltage B, whose frequency fB is derived from an integer 
division of the frequency /A- The subharmonics of the frequency /A are therefore the 
frequencies fA/2, fA/3, fA/4 .... 

In the subharmonic transfer procedure, a second frequency /B, which is usually 
lower by a factor of two, is derived by digital division by two of the reader's trans­
mission frequency /A- The output signal fB of a binary divider can now be modulated 
with the data stream from the transponder. The modulated signal is then fed back into 
the transponder's antenna via an output driver. 

One popular operating frequency for subharmonic systems is 128 kHz. This gives 
rise to a transponder response frequency of 64 kHz. 

The transponder's antenna consists of a coil with a central tap, whereby the power 
supply is taken from one end. The transponder's return signal is fed into the coil' s 
second connection (Figure 3.19). 
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Figure 3.18 Example circuit for the generation of load modulation with subcarrier in an induc-
tively coupled transponder

The voltage induced at the antenna coil L.1 by the magnetic alternating field of the
reader is rectified using the bridge rectifier (D1—D4) and after additional smoothing
(C1) is available to the circuit as supply voltage. The parallel regulator (4D 5V6)
prevents the supply voltage from being subject to an uncontrolled increase when the
transponder approaches the reader antenna.

Part of the high frequency antenna voltage (13.56 MHz) travels to the frequency
divider’s timing input (CLK) via the protective resistor (R1) and provides the transpon-
der with the basis for the generation of an internal clocking signal. After division by
2°(= 64) a subcarrier clocking signal of 212 kHz is available at output Q7. The sub-
carrier clocking signal, controlled by a serial data flow at the data input (DATA), is
passedto the switch (T1). If there is a logical HIGHsignal at the data input (DATA),
then the subcarrier clocking signal is passed to the switch (T1). The load resistor (R2)
is then switched on and off in time with the subcarrier frequency.

Optionally in the depicted circuit the transponder resonantcircuit can be brought into
resonance with the capacitor C1 at 13.56 MHz. Therange of this “minimal transponder’
can be significantly increased in this manner,

Subharmonic procedure The subharmonicof a sinusoidal voltage A with a defined
frequency jf is a sinusoidal voltage B, whose frequency fg, is derived from an integer
division of the frequency f,. The subharmonics of the frequency /, are therefore the
frequencies f,/2. fa/3, fa/4....

In the subharmonic transfer procedure, a second frequency fg, which is usually
lower by a factor of two, is derived by digital division by two of the reader’s trans-
mission frequency f,. The output signal fg of a binary divider can now be modulated
with the data stream from the transponder. The modulated signal is then fed back into
the transponder’s antenna via an output driver.

One popular operating frequency for subharmonic systems is 128kHz. This gives
rise to a transponder response frequency of 64 kHz.

The transponder’s antenna consists of a coil with a central tap, whereby the power
supply is taken from one end. The transponder’s return signal is fed into the coil’s
second connection (Figure 3.19).
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Figure 3.19 Basic circuit of a transponder with subharmonic back frequency. The received 
clocking signal is split into two, the data is modulated and fed into the transponder coil via a tap 

3.2.2 Electromagnetic backscatter coupling 

3.2.2. 1 Power supply to the transponder 

RFID systems in which the gap between reader and transponder is greater than 1 m 
are called long-range systems. These systems are operated at the UHF frequencies of 
868 MHz (Europe) and 915 MHz (USA), and at the microwave frequencies 2.5 GHz and 
5.8 GHz. The short wavelengths of these frequency ranges facilitate the construction 
of antennas with far smaller dimensions and greater efficiency than would be possible 
using frequency ranges below 30 MHz. 

In order to be able to assess the energy available for the operation of a transponder 
we first calculate the free space path loss ap in relation to the distance r between the 
transponder and the reader's antenna, the gain GT and GR of the transponder's and 
reader's antenna, plus the transmission frequency f of the reader: 

ap = -147.6 + 20log(r) + 20log(f) - lOlog(GT) - lOlog(GR) (3.1) 

The free space path loss is a measure of the relationship between the HF power 
emitted by a reader into 'free space' and the HF power received by the transponder. 

Using current low power semiconductor technology, transponder chips can be pro­
duced with a power consumption of no more than 5 µ W (Friedrich and Annala, 2001). 
The efficiency of an integrated rectifier can be assumed to be 5-25% in the UHF and 
microwave range (Tanneberger, 1995). Given an efficiency of 10%, we thus require 
received power of Pe = 50 µWat the terminal of the transponder antenna for the oper­
ation of the transponder chip. This means that where the reader's transmission power 
is Ps = 0.5 W EIRP (effective isotropic radiated power) the free space path loss may 
not exceed 40dB (P5 /Pe = 10000/1) if sufficiently high power is to be obtained at the 
transponder antenna for the operation of the transponder. A glance at Table 3.7 shows 
that at a transmission frequency of 868 MHz a range of a little over 3 m would be 
realisable; at 2.45 GHz a little over 1 m could be achieved. If the transponder's chip 
had a greater power consumption the achievable range would fall accordingly. 

In order to achieve long ranges of up to 15 m or to be able to operate transponder 
chips with a greater power consumption at an acceptable range, backscatter transpon­
ders often have a backup battery to supply power to the transponder chip (Figure 3.20). 
To prevent this battery from being loaded unnecessarily, the microchips generally have 
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Figure 3.19 Basic circuit of a transponder with subharmonic back frequency, The received
clocking signal is split into two, the data is modulated and fed into the transponder coil via a tap

3.2.2 Electromagnetic backscatter coupling

3.2.2.1 Power supply to the transponder

RFID systems in which the gap between reader and transponderis greater than | m
are called long-range systems. These systems are operated at the UHFfrequencies of
868 MHz (Europe) and 915 MHz (USA), andat the microwavefrequencies 2.5 GHz and
5.8 GHz. The short wavelengths of these frequency ranges facilitate the construction
of antennas with far smaller dimensions and greater efficiency than would be possible
using frequency ranges below 30 MHz.

In order to be able to assess the energy available for the operation of a transponder
wefirst calculate the free space path loss ag in relation to the distance r between the
transponder and the reader’s antenna, the gain Gy and Ge of the transponder’s and
reader’s antenna, plus the transmission frequency / of the reader:

dp = —147.6 + 20 log(7) + 20 log( f) — 10 log(Gy) — LO log(GR) (3.1)

The free space path loss is a measure of the relationship between the HF power
emitted by a reader into ‘free space’ and the HF powerreceived by the transponder.

Using current low power semiconductor technology, transponder chips can be pro-
duced with a power consumption of no more than 5 42W (Friedrich and Annala, 2001).
The efficiency of an integrated rectifier can be assumed to be 5—25%in the UHF and
microwave range (Tanneberger, 1995). Given an efficiency of 10%, we thus require
received powerof P. = 50 |W at the terminal of the transponder antenna for the oper-
ation of the transponder chip. This means that where the reader’s transmission power
is P, = 0.5 W EIRP (effective isotropic radiated power) the free space path loss may
not exceed 40 dB (P,/P. = 10000/1) if sufficiently high powerts to be obtainedat the
transponder antenna for the operation of the transponder. A glance at Table 3,7 shows
that at a transmission frequency of 868 MHz a range of a litthe over 3m would be
realisable; at 2.45 GHz a litthe over 1m could be achieved. [f the transponder’s chip
had a greater power consumption the achievable range would fall accordingly.

In order to achieve long ranges of up to 15m or to be able to operate transponder
chips with a greater power consumption at an acceptable range, backscatter transpon-
ders often have a backup battery to supply powerto the transponderchip (Figure 3.20).
To prevent this battery from being loaded unnecessarily, the microchips generally have
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Table 3.7 Free space path loss aF at different frequen­
cies and distances. The gain of the transponder's antenna 
was assumed to be 1.64 (dipole), the gain of the reader's 
antenna was assumed to be 1 (isotropic emitter) 

Distance r 868MHz 915MHz 2.45GHz 

0.3m 18.6 dB 19.0 dB 27.6dB 
lm 29.0dB 29.5 dB 38.0dB 
3m 38.6dB 39.0dB 47.6dB 
10m 49.0dB 49.5 dB 58.0dB 

Figure 3.20 Active transponder for the frequency range 2.45 GHz. The data carrier is supplied 
with power by two lithium batteries. The transponder's microwave antenna is visible on the 
printed circuit board in the form of a u-shaped area (reproduced by permission of Pepped & 
Fuchs, Mannheim) 

a power saving 'power down' or 'stand-by' mode. If the transponder moves out of 
range of a reader, then the chip automatically switches over to the power saving 
'power down' mode. In this state the power consumption is a few µA at most. The 
chip is not reactivated until a sufficiently strong signal is received in the read range 
of a reader, whereupon it switches back to normal operation. However, the battery 
of an active transponder never provides power for the transmission of data between 
transponder and reader, but serves exclusively for the supply of the microchip. Data 
transmission between transponder and reader relies exclusively upon the power of the 
electromagnetic field emitted by the reader. 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 032

48 3 FUNDAMENTAL OPERATING PRINCIPLES

Table 3.7 Free space path loss ap at different frequen-
cies and distances, The gain of the transponder’s antenna
was assumed to be 1.64 (dipole), the gain of the reader’s
antenna was assumed to be | (isotropic emitter)

Distance r 868 MHz 915 MHz 2.45 GHz

0.3m 18.6dB 19.0dB 27.6 dB

1m 29.0 dB 29.5 dB 38.0 dB

3m 38.6 dB 39.0 dB 47.6dB
10m 49.0 dB 49.5 dB 58.0 dB

 
Figure 3.20 Active transponderfor the frequency range 2.45 GHz. The data carrier is supplied
with power by two lithium batteries. The transponder’s microwave antenna is visible on the
printed circuit board in the form of a u-shaped area (reproduced by permission of Pepperl &
Fuchs, Mannheim)

a power saving ‘power down’ or ‘stand-by’ mode. If the transponder moves out of
range of a reader, then the chip automatically switches over to the power saving
‘power down’ mode. In this state the power consumption is a few A at most. The
chip is not reactivated until a sufficiently strong signal is received in the read range
of a reader, whereupon it switches back to normal operation. However, the battery
of an active transponder never provides power for the transmission of data between
transponder and reader, but serves exclusively for the supply of the microchip. Data
transmission between transponder and readerrelies exclusively upon the powerof the
electromagnetic field emitted by the reader.
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3.2.2.2 Data transmission -+ reader 

Modulated reflection cross-section We know from the field of radar technology that 
electromagnetic waves are reflected by objects with dimensions greater than around half 
the wavelength of the wave. The efficiency with which an object reflects electromag­
netic waves is described by its reflection cross-section. Objects that are in resonance 
with the wave front that hits them, as is the case for antennas at the appropriate 
frequency, for example, have a particularly large reflection cross-section. 

Power P 1 is emitted from the reader's antenna, a small proportion of which (free 
space attenuation) reaches the transponder's antenna (Figure 3.21). The power P; is 
supplied to the antenna connections as HF voltage and after rectification by the diodes 
D 1 and D2 this can be used as turn-on voltage for the deactivation or activation of 
the power saving 'power down' mode. The diodes used here are low barrier Schottky 
diodes, which have a particularly low threshold voltage. The voltage obtained may 
also be sufficient to serve as a power supply for short ranges. 

A proportion of the incoming power P{ is reflected by the antenna and returned 
as power P2 . The reflection characteristics ( =reflection cross-section) of the antenna 
can be influenced by altering the load connected to the antenna. In order to transmit 
data from the transponder to the reader, a load resistor RL connected in parallel with 
the antenna is switched on and off in time with the data stream to be transmitted. The 
amplitude of the power P2 reflected from the transponder can thus be modulated (-+ 
modulated backscatter). 

The power P2 reflected from the transponder is radiated into free space. A small 
proportion of this (free space attenuation) is picked up by the reader's antenna. The 
reflected signal therefore travels into the antenna connection of the reader in the back­
wards direction and can be decoupled using a directional coupler and transferred to 
the receiver input of a reader. The forward signal of the transmitter, which is stronger 
by powers of ten, is to a large degree suppressed by the directional coupler. 

The ratio of power transmitted by the reader and power returning from the transpon­
der (Pi/ P2 ) can be estimated using the radar equation (for an explanation, refer to 
Chapter 4). 

3.2.3 Close coupling 

3.2.3. 1 Power supply to the transponder 

Close coupling systems are designed for ranges between 0.1 cm and a maximum of 
1 cm. The transponder is therefore inserted into the reader or placed onto a marked 
surface (' touch & go') for operation. 

Inserting the transponder into the reader, or placing it on the reader, allows the 
transponder coil to be precisely positioned in the air gap of a ring-shaped or U-shaped 
core. The functional layout of the transponder coil and reader coil corresponds with 
that of a transformer (Figure 3.22). The reader represents the primary winding and the 
transponder coil represents the secondary winding of a transformer. A high frequency 
alternating current in the primary winding generates a high frequency magnetic field 
in the ,core and air gap of the arrangement, which also flows through the transponder 
coil. This power is rectified to provide a power supply to the chip. 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 033

3.2 FULLAND HALF DUPLEX PROCEDURE 49

3.2.2.2 Data transmission — reader

Modulated reflection cross-section We know from the field of radar technology that
electromagnetic waves are reflected by objects with dimensionsgreater than around half
the wavelength of the wave. Theeffictency with which an object reflects electromag-
netic waves is described by its reflection cross-section. Objects that are in resonance
with the wave front that hits them, as is the case for antennas at the appropriate
frequency, for example, have a particularly large reflection cross-section.

Power P; is emitted from the reader’s antenna, a small proportion of which (free
space attenuation) reaches the transponder’s antenna (Figure 3.21). The power P, is
supplied to the antenna connections as HF voltage and after rectification by the diodes
DPD, and Dz this can be used as turn-on voltage for the deactivation or activation of
the powersaving ‘power down’ mode. The diodes used here are low barrier Schottky
diodes, which have a particularly low threshold voltage. The voltage obtained may
also be sufficient to serve as a power supply for short ranges.

A proportion of the incoming power P; is reflected by the antenna and returned
as power P;. The reflection characteristics (=reflection cross-section) of the antenna
can be influenced by altering the load connected to the antenna. In order to transmit
data from the transponder to the reader, a load resistor R,, connected in parallel with
the antenna is switched on and off in time with the data stream to be transmitted. The

amplitude of the power P2 reflected from the transponder can thus be modulated (—
modulated backscatter).

The power P2 reflected from the transponderis radiated into free space. A small
proportion of this (free space attenuation) is picked up by the reader’s antenna, The
reflected signal therefore travels into the antenna connection of the reader in the back-
wards direction and can be decoupled using a directional coupler and transferred to
the receiver input of a reader. The forward signal of the transmitter, which is stronger
by powers often, is to a large degree suppressed by the directional coupler.

The ratio of powertransmitted by the reader and powerreturning from the transpon-
der (P| /P2) can be estimated using the radar equation (for an explanation, refer to
Chapter 4).

3.2.3 Close coupling

3.2.3.1 Power supply to the transponder

Close coupling systems are designed for ranges between O,l cm and a maximum of
lem. The transponder is therefore inserted into the reader or placed onto a marked
surface (‘touch & go’) for operation.

Inserting the transponder into the reader, or placing it on the reader, allows the
transponder coil to be precisely positionedin the air gap ofa ring-shaped or U-shaped
core. The functional layout of the transponder coil and reader coil corresponds with
that of a transformer(Figure 3.22). The reader represents the primary winding and the
transponder coil represents the secondary winding ofa transformer. A high frequency
alternating current in the primary winding generates a high frequency magneticfield
in the core and air gap of the arrangement, which also flows through the transponder
coil. This poweris rectified to provide a power supply to the chip.
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Figure 3.21 Operating principle of a backscatter transponder. The impedance of the chip is 
'modulated' by switching the chip's PET (Integrated Silicon Design, 1996) 

Reader 

Transponder 

Ferrite core 

Figure 3.22 Close coupling transponder in an insertion reader with magnetic coupling coils 

Because the voltage U induced in the transponder coil is proportional to the fre­
quency f of the exciting current, the frequency selected for power transfer should be 
as high as possible. In practice, frequencies in the range 1-10 MHz are used. In order 
to keep the losses in the transformer core low, a fen-ite material that is suitable for this 
frequency must be selected as the core material. 

Because, in contrast to inductively coupled or microwave systems, the efficiency 
of power transfer from reader to transponder is very good, close coupling systems 
are excellently suited for the operation of chips with a high power consumption. This 
includes microprocessors, which still require some 10 mW power for operation (Sickert, 
1994 ). For this reason, the close coupling chip card systems on the market all contain 
microprocessors. 

The mechanical and electrical parameters of contactless close coupling chip cards are 
defined in their own standard, ISO 10536. For other designs the operating parameters 
can be freely defined. 

3.2.3.2 Data transfer transponder -+ reader 

Magnetic coupling Load modulation with subcarrier is also used for magnetically 
coupled data transfer from the transponder to the reader in close coupling systems. 
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Figure 3.21 Operating principle of a backscatter transponder. The impedance ofthe chip is
‘modulated’ by switching the chip's FET (Integrated Silicon Design, 1996)
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Figure 3.22 Close coupling transponderin an insertion reader with magnetic coupling coils

Because the voltage U induced in the transponder coil is proportional to the fre-
quency f of the exciting current, the frequency selected for powertransfer should be
as high as possible. In practice, frequencies in the range 1-10 MHz are used. In order
to keep the losses in the transformer core low,a ferrite material that is suitable for this
frequency must be selected as the core material.

Because, in contrast to inductively coupled or microwave systems, the efficiency
of power transfer from reader to transponder is very good, close coupling systems
are excellently suited for the operation of chips with a high power consumption. This
includes microprocessors, whichstill require some LO mW powerfor operation (Sickert,
1994), For this reason, the close coupling chip card systems on the market all contain
microprocessors.

The mechanical and electrical parameters of contactless close coupling chip cards are
defined in their own standard, ISO 10536. For other designs the operating parameters
can be freely defined.

3.2.3.2 Data transfer transponder — reader

Magnetic coupling Load modulation with subcarrier is also used for magnetically
coupled data transfer from the transponder to the reader in close coupling systems.
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Figure 3.23 Capacitive coupling in close coupling systems occurs between two parallel metal 
surfaces positioned a short distance apart from each other 

Subcarrier frequency and modulation is specified in ISO 10536 for close coupling 
chip cards. 

Capacitive coupling Due to the short distance between the reader and transponder, 
close coupling systems may also employ capacitive coupling for data transmission. 
Plate capacitors are constructed from coupling surfaces isolated from one another, 
and these are arranged in the transponder and reader such that when a transponder is 
inserted they are exactly parallel to one another (Figure 3.23). 

This procedure is also used in close coupling smart cards. The mechanical and 
electrical characteristics of these cards are defined in ISO 10536. 

3.2.4 Electrical coupling 

3.2.4. 1 Power supply of passive transponders 

In electrically (i.e. capacitively) coupled systems the reader generates a strong, high­
frequency electrical field. The reader's antenna consists of a large, electrically conduc­
tive area (electrode), generally a metal foil or a metal plate. If a high-frequency voltage 
is applied to the electrode a high-frequency electric field forms between the electrode 
and the earth potential (ground). The voltages required for this, ranging between a few 
hundred volts and a few thousand volts, are generated in the reader by voltage rise in 
a resonant circuit made up of a coil L 1 in the reader, plus the parallel connection of 
an internal capacitor C1 and the capacitance active between the electrode and the earth 
potential CR-GND• The resonant frequency of the resonant circuit corresponds with the 
transmission frequency of the reader. 

The antenna of the transponder is made up of two conductive surfaces lying in a 
plane (electrodes). If the transponder is placed within the electrical field of the reader, 
then an electric voltage arises between the two transponder electrodes, which is used 
to supply power to the transponder chips (Figure 3.24). 

Since a capacitor is active both between the transponder and the transmission antenna 
(CR-T) and between the transponder antenna and the earth potential (CT-GND) the equiv­
alent circuit diagram for an electrical coupling can be considered in a simplified form 
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Figure 3.23 Capacitive coupling in close coupling systems occurs between two parallel metal
surfaces positioned a short distance apart from each other

Subcarrier frequency and modulation is specified in ISO 10536 for close coupling
chip cards.

Capacitive coupling Dueto the short distance between the reader and transponder,
close coupling systems may also employ capacitive coupling for data transmission.
Plate capacitors are constructed from coupling surfaces isolated from one another,
and these are arranged in the transponder and reader such that when a transponderis
inserted they are exactly parallel to one another (Figure 3.23).

This procedure is also used in close coupling smart cards. The mechanical and
electrical characteristics of these cards are defined in ISO 10536.

3.2.4 Electrical coupling

3.2.4.1 Power supply of passive transponders

In electrically (G.e. capacitively) coupled systems the reader generates a strong, high-
frequency electrical field. The reader's antenna consists ofa large, electrically conduc-
tive area(electrode), generally a metal foil or a metal plate. If a high-frequency voltage
is applied to the electrode a high-frequency electric field forms between the electrode
and the earth potential (ground). The voltages required for this, ranging between a few
hundred volts and a few thousand volts, are generated in the reader by vollage rise in
a resonant circuit made up of a coil 4; in the reader, plus the parallel connection of
an internal capacitor C; and the capacitance active between the electrode and the earth
potential Ce.Gno. The resonant frequency of the resonant circuit corresponds with the
transmission frequency of the reader.

The antenna of the transponder is made up of two conductive surfaces lying in a
plane (electrodes). If the transponder is placed within the electrical field of the reader,
then an electric voltage arises between the two transponderelectrodes, which is used
to supply powerto the transponderchips (Figure 3,24).

Since a capacitoris active both betweenthe transponderand the transmission antenna
(C-y) and between the transponder antenna and the earth potential (CyGnp) the equiv-
alent circuit diagram for an electrical coupling can be considered in a simplified form
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Figure 3.24 An electrically coupled system uses electrical (electrostatic) fields for the trans­
mission of energy and data 
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Reader Transponder 

Figure 3.26 Equivalent circuit diagram of an electrically coupled RFID system 

· as a voltage divider with the elements CR-T, RL (input resistance of the transponder) 
and CT-GND (see Figure 3.26). Touching one of the transponder's electrodes results in 
the capacitance CT-GND, and thus also the read range, becoming significantly greater. 

The currents that flow in the electrode surfaces of the transponder are very small. 
Therefore, no particular requirements are imposed upon the conductivity of the elec­
trode material. In addition to the normal metal surfaces (metal foil) the electrodes can 
thus also be made of oonductive colours (e.g. a silver conductive paste) or a graphite 
coating (Motorola, Inc., 1999). 

3.2.4.2 Data transfer transponder -+ reader 

If an electrically coupled transponder is placed within the interrogation zone of a reader, 
the input resistance RL of the transponder acts upon the resonant circuit of the reader via 
the coupling capacitance CR-T active between the reader and transponder electrodes, 
damping the resonant circuit slightly. This damping can be switched between two 
values by switching a modulation resistor Rmod in the transponder on and off. Switching 
the modulation resistor Rmod on and off thereby generates an amplitude modulation 
of the voltage present at L 1 and C1 by the remote transponder. By switching the 
modulation resistor Rmod on and off in time with data, this data can be transmitted to 
the reader. This procedure is called load modulation. 

3.2.5 Data transfer reader--+ transponder 

All known digital modulation procedures are used in data transfer from the reader to 
the transponder in full and half duplex systems, irrespective of the operating frequency 
or the coupling procedure. There are three basic procedures: 

• ASK: amplitude shift keying 

• FSK: frequency shift keying 

• PSK: phase shift keying 

Because of the simplicity of demodulation, the majority of systems use ASK modulation. 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 037

3.2 FULL AND HALF DUPLEX PROCEDURE 53

Reader Transponder
 

AL Rod

i Cr-enp
Figure 3.26 Equivalent circuit diagram ofan electrically coupled RFID system

  
as a voltage divider with the elements Cp, Ry (input resistance of the transponder)
and Cy.gnp (see Figure 3.26). Touching one of the transponder’s electrodes results in
the capacitance CyGnp, and thus also the read range, becoming significantly greater,

The currents that flow in the electrode surfaces of the transponder are very small.
Therefore, no particular requirements are imposed upon the conductivity of the elec-
trode material. In addition to the normal metal surfaces (metal foil) the electrodes can

thus also be made of conductive colours (e.g. a silver conductive paste) or a graphite
coating (Motorola, Inc., 1999).

3.2.4.2 Data transfer transponder — reader

If an electrically coupled transponderis placed within theinterrogation zone of a reader,
the input resistance KR, of the transponderacts upon the resonantcircuit of the reader via
the coupling capacitance Cp; active between the reader and transponder electrodes,
damping the resonant circuit slightly. This damping can be switched between two
values by switching a modulation resistor Ayiog in the transponder on and off. Switching
the modulation resistor Ryoq on and off thereby generates an amplitude modulation
of the voltage present at L, and C, by the remote transponder. By switching the
modulation resistor Ryoy on and off in time with data, this data can be transmitted to

the reader. This procedure is called load modulation.

3.2.5 Data transfer reader — transponder

All known digital modulation procedures are used in data transfer from the readerto
the transponderin full and half duplex systems, irrespective of the operating frequency
or the coupling procedure. There are three basic procedures:

e ASK: amplitude shift keying

e FSI: frequency shift keying

e PSK: phase shift keying

Becauseofthe simplicity of demodulation, the majority of systems use ASK modulation.
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3.3 Sequential Procedures 

If the transmission of data and power from the reader to the data carrier alternates 
with data transfer from the transponder to the reader, then we speak of a sequential 
procedure (SEQ). 

The characteristics used to differentiate between SEQ and other systems have already 
been described in Section 3.2. 

3.3. 1 Inductive coupling 

3.3. 1. 1 Power supply to the transponder 

Sequential systems using inductive coupling are operated exclusively at frequencies 
below 135 kHz. A transformer type coupling is created between the reader's coil and the 
transponder's coil. The induced voltage generated in the transponder coil by the effect 
of an alternating field from the reader is rectified and can be used as a power supply. 

In order to achieve higher efficiency of data transfer, the transponder frequency 
must be precisely matched to that of the reader, and the quality of the transponder 
coil must be carefully specified. For this reason the transponder contains an on-chip 
trinuning capacitor to compensate for resonant frequency manufacturing tolerances. 

However, unlike full and half duplex systems, in sequential systems the reader's 
transmitter does not operate on a continuous basis. The energy transferred to the trans­
mitter during the transmission operation charges up a charging capacitor to provide 
an energy store. The transponder chip is switched over to stand-by or power saving 
mode during the charging operation, so that almost all of the energy received is used to 
charge up the charging capacitor. After a fixed charging period the reader's transmitter 
is switched off again. 

The energy stored in the transponder is used to send a reply to the reader. The 
minimum capacitance of the charging capacitor can be calculated from the necessary 
operating voltage and the chip's power consumption: 

Q It 
C=-=-----

U [v;nax - v;nin J 
(3 .2) 

where Vmax, Vmin are limit values for operating voltage that may not be exceeded, I is 
the power consumption of the chip during operation and t is the time required for the 
transmission of data from transponder to reader. 

For example, the parameters I = 5 µ,A, t = 20 ms, v;11ax = 4.5 V and V1nin = 3.5 V 
yield a charging capacitor of C = 100 nF (Schiirmann, 1993). 

3.3. 1.2 A comparison between FDX/HDX and SEQ systems 

Figure 3.27 illustrates the different conditions arising from full/half duplex (FDX/HDX) 
and sequential (SEQ) systems. 

i 
I 
I 
I 
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3.3 Sequential Procedures

If the transmission of data and power from the reader to the data carrier alternates
with data transfer from the transponderto the reader. then we speak of a sequential
procedure (SEQ).

The characteristics used to differentiate between SEQ and othersystems have already
been described in Section 3.2.

3.3.1 Inductive coupling

3.3.1.1 Power supply to the transponder

Sequential systems using inductive coupling are operated exclusively at frequencies
below 135 kHz. A transformertype coupling is created between the reader’s coil and the
transponder’s coil. The induced voltage generated in the transpondercoil by the effect
of an alternating field from the readeris rectified and can be used as a powersupply.

In order to achieve higher efficiency of data transfer, the transponder frequency
must be precisely matched to that of the reader, and the quality of the transponder
coil must be carefully specified. For this reason the transponder contains an on-chip
winuming capacitor to compensate for resonant frequency manufacturing tolerances.

However, unlike full and half duplex systems, in sequential systems the reader’s
transmitter does not operate on a continuous basis. The energy transferred to the trans-
mitter during the transmission operation charges up a charging capacitor to provide
an energy store. The transponder chip is switched over to stand-by or powersaving
mode during the charging operation, so that almostall of the energy received is used to
charge up the charging capacitor, After a fixed charging period the reader's transmitter
is switched off again.

The energy stored in the transponder is used to send a reply to the reader. The
minimum capacitance of the charging capacitor can be calculated from the necessary
operating voltage and the chip’s power consumption:

Ip= See (3.2)
U [ Vinax = min |

where Vyyax, Vin are limit values for operating voltage that may not be exceeded, / is
the power consumption of the chip during operation and ¢ is the time required for the
transmission of data from transponderto reader.

For example, the parameters / = SjrA, f= 20ms, Vinx = 4.5 V and Vinin = 3.5 V
yield a charging capacitor of C = 100nF (Schiirmann, 1993).

3.3.1.2 A comparison between FDX/HDX and SEQ systems

Figure 3.27 illustrates the different conditions arising from full/half duplex (FDX/HDX)
and sequential (SEQ) systems.
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Figure 3.27 Comparison of induced transponder voltage in FDX/HDX and SEQ systems 
(Schtirmann, 1993) 

Because the power supply from the reader to the transponder in full duplex systems 
occurs at the same time as data transfer in both directions, the chip is permanently 
in operating mode. Power matching between the transponder antenna (current source) 
and the chip (current consumer) is desirable to utilise the transmitted energy optimally. 
However, if precise power matching is used only half of the source voltage ( =open 
circuit voltage of the coil) is available. The only option for increasing the available 
operating voltage is to increase the impedance ( =load resistance) of the chip. However, 
this is the same as decreasing the power consumption. 

Therefore the design of full duplex systems is always a compromise between power 
matching (maximum power consumption Pchip at Uchip = 1/2U0 ) and voltage matching 
(minimum power consumption Pchip at maximum voltage Uchip = U0 ). 

The situation is completely different in sequential systems: during the charging 
process the chip is in stand-by or power saving mode, which means that almost no 

• power is drawn through the chip. 
The charging capacitor is fully discharged at the beginning of the charging process 

and therefore represents a very low ohmic load for the voltage source (Figure 3.27: 
start loading). In this state, the maximum amount of current flows into the charging 
capacitor, whereas the voltage approaches zero ( =current matching). As the charging 
capacitor is charged, the charging current starts to decrease according to an exponential 
function, and reaches zero when the capacitor is fully charged. The state of the charged 
capacitor corresponds with voltage matching at the transponder coil. 

This achieves the following advantages for the chip power supply compared to a 
full/half duplex system: 

• The full source voltage of the transponder coil is available for the operation of 
the chip. Thus the available operating voltage is up to twice that of a comparable 
full/half duplex system. 

• The energy available to the chip is determined only by the capacitance of the charg­
ing capacitor and the charging period. Both values can in theory (!) be given any 
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Because the power supply from the readerto the transponderin full duplex systems
occurs at the same time as data transfer in both directions, the chip is permanently
in operating mode. Pewer matching between the transponder antenna (current source)
and the chip (current consumer) is desirable to utilise the transmitted energy optimally.
However, if precise power matching is used only half of the source voltage (=open
circuit voltage of the coil) is available. The only option for increasing the available
operating voltage is to increase the impedance (=load resistance) of the chip, However,
this is the same as decreasing the power consumption.

Therefore the design offull duplex systems is always a compromise between power
matching (maximum power consumption Pepijp at Ucnip = 1/2Uo) and voltage matching
(minimum power consumption P.yj,) at maximum voltage Ucpip = Uo).

The situation is completely different in sequential systems: during the charging
process the chip is in stand-by or power saving mode, which means that almost no
power is drawn through the chip.

The charging capacitor is fully discharged at the beginning of the charging process
and therefore represents a very low ohmic load for the voltage source (Figure 3.27:
start loading). In this state, the maximum amount of current flows into the charging
capacitor, whereas the voltage approaches zero (=current matching). As the charging
capacitoris charged, the charging current starts to decrease according to an exponential
function, and reaches zero when the capacitoris fully charged. Thestate of the charged
capacitor corresponds with voltage matching at the transpondercoil.

This achieves the following advantages for the chip power supply compared to a
full/half duplex system:

e The full source voltage of the transponder coil is available for the operation of
the chip. Thus the available operating voltage is up to twice that of a comparable
full/half duplex system.

e The energy available to the chip is determined only by the capacitanceof the charg-
ing capacitor and the charging period. Both values can in theory (!) be given any
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56 3 FUNDAMENTAL OPERA TING PRINCIPLES 

required magnitude. In full/half duplex systems the maximum power consumption 
of the chip is fixed by the power matching point (i.e. by the coil geometry and 
field strength H). 

3.3. 1.3 Data transmission transponder ~ reader 

In sequential systems (Figure 3.28) a full read cycle consists of two phases, the charging 
phase and the reading phase (Figure 3.29). 

The end of the charging phase is detected by an end of burst detector , which mon­
itors the path of voltage at the transponder coil and thus recognises the moment when 
the reader field is switched off. At the end of the charging phase an on-chip oscillator, 
which uses the resonant circuit formed by the transponder coil as a frequency deter­
mining component, is activated. A weak magnetic alternating field is generated by the 
transponder coil, and this can be received by the reader. This gives an improved signal­
interference distance of typically 20 dB compared to full/half duplex systems, which 
has a positive effect upon the ranges that can be achieved using sequential systems . 
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Figure 3.28 Block diagram of a sequential transponder by Texas Instruments TIRIS® Systems, 
using inductive coupling 
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Figure 3.29 Voltage path of the charging capacitor of an inductively coupled SEQ transponder 
during operation 
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required magnitude. In full/half duplex systems the maximum power consumption
of the chip is fixed by the power matching point (i.e. by the coil geometry and
field strength #7).

3.3.1.3. Data transmission transponder — reader

In sequential systems (Figure 3.28) a full read cycle consists of two phases, the charging
phase and the reading phase (Figure 3.29).

The end ofthe charging phase is detected by an end of burst detector, which mon-
itors the path of voltage at the transpondercoil and thus recognises the moment when
the readerfield is switched off. At the end of the charging phase an on-chip oscillator,
which uses the resonant circuit formed by the transponder coil as a frequency deter-
mining component, is activated. A weak magnetic alternating field is generated by the
transpondercoil, and this can be received by the reader. This gives an improved signal-
interference distance of typically 20dB compared to full/half duplex systems, which
has a positive effect upon the ranges that can be achieved using sequential systems.
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3.3 SEQUENTIAL PROCEDURES 57 

The transmission frequency of the transponder corresponds with the resonant fre­
quency of the transponder coil, which was adjusted to the transmission frequency of 
the reader when it was generated. 

In order to be able to modulate the HF signal generated in the absence of a power 
supply, an additional modulation capacitor is connected in parallel with the resonant 
·circuit in time with the data flow. The resulting frequency shift keying provides a 2 
FSK modulation. 

After all the data has been transmitted, the discharge mode is activated to fully 
discharge the charging capacitor. This guarantees a safe Power-On-Reset at the start 
of the next charging cycle. 

3.3.2 Surface acoustic wave transponder 

Surface acoustic wave (SAW) devices are based upon the piezoelectric effect and on 
the surface-related dispersion of elastic (=acoustic) waves at low speed. If an (ionic) 
crystal is elastically deformed in a certain direction, surface charges occur, giving rise to 
electric voltages in the crystal (application: piezo lighter). Conversely, the application 
of a surface charge to a crystal leads to an elastic deformation in the crystal grid 
(application: piezo buzzer). Surface acoustic wave devices are operated at microwave 
frequencies, normally in the ISM range 2.45 GHz. 

Electroacoustic transducers (interdigital transducers) and reflectors can be created 
using planar electrode structures on piezoelectric substrates. The normal substrate used 
for this application is lithium niobate or lithium tantalate . The electrode structure is cre­
ated by a photolithographic procedure, similar to the procedure used in microelectronics 
for the manufacture of integrated circuits . 

Figure 3.30 illustrates the basic layout of a surface wave transponder. A finger­
shaped electrode structure - the interdigital transducer - is positioned at the end of a 
long piezoelectrical substrate, and a suitable dipole antenna for the operating frequency 
is attached to its busbar. The interdigital transducer is used to convert between electrical 
signals and acoustic surface waves. 

An electrical impulse applied to the busbar causes a mechanical deformation to 
the surface of the substrate due to the piezoelectrical effect between the electrodes 
(fingers), which disperses in both directions in the form of a surface wave (rayleigh 
wave). For a normal substrate the dispersion speed lies between 3000 and 4000 mis. 
Similarly, a surface wave entering the converter creates an electrical impulse at the 
busbar of the interdigital transducer due to the piezoelectric effect. 

Individual electrodes are positioned along the remaining length of the surface wave 
transponder. The edges of the electrodes form a reflective strip and reflect a small 
proportion of the incoming surface waves. Reflector strips are normally made of 
aluminium; however some reflector strips are also in the form of etched grooves 
(Meinke, 1992). 

A high frequency scanning pulse generated by a reader is supplied from the dipole 
antenna of the transponder into the interdigital transducer and is thus converted into 
an acoustic surface wave, which flows through the substrate in the longitudinal direc­
tion. The frequency of the surface wave corresponds with the carrier frequency of the 
sampling pulse (e.g. 2.45 GHz) (Figure 3.31). The carrier frequency of the reflected 
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The transmission frequency of the transponder corresponds with the resonantfre-
quency of the transponder coil, which was adjusted to the transmission frequency of
the reader when it was generated.

In order to be able to modulate the HF signal generated in the absence of a power
supply, an additional modulation capacitor is connected in parallel with the resonant
circuit in time with the data flow, The resulting frequency shift keying provides a 2
FSK modulation,

After all the data has been transmitted, the discharge mode is activated to fully
discharge the charging capacitor. This guarantees a safe Power-On-Reset at the start
of the next charging cycle,

3.3.2 Surface acoustic wave transponder

Surface acoustic wave (SAW) devices are based upon the piezoelectric effect and on
the surface-related dispersion of elastic (acoustic) waves at low speed, If an (ionic)
crystal is elastically deformed in a certain direction, surface charges occur, giving rise to
electric voltages in the crystal (application: piezo lighter). Conversely, the application
of a surface charge to a crystal leads to an elastic deformation in the crystal grid
(application: piezo buzzer). Surface acoustic wave devices are operated at microwave
frequencies, normally in the ISM range 2.45 GHz.

Electroacoustic transducers (interdigital transducers) and reflectors can be created
using planar electrode structures on piezoelectric substrates, The normal substrate used
for this applicationis lithium niobate orlithium tantalate, The electrode structure is cre-
ated by a photolithographic procedure, similar to the procedure used in microelectronics
for the manufacture of integrated circuits.

Figure 3.30 illustrates the basic layout of a surface wave transponder. A finger-
shaped electrode structure — the interdigital transducer — is positionedat the end ofa
long piezoelectrical substrate, and a suitable dipole antenna forthe operating frequency
is attached to its busbar. The interdigital transduceris used to convert between electrical
signals and acoustic surface waves.

An electrical impulse applied to the busbar causes a mechanical deformation to
the surface of the substrate due to the piezoelectrical effect between the electrodes
(fingers), which disperses in both directions in the form of a surface wave (rayleigh
wave). For a normal substrate the dispersion speed lies between 3000 and 4000 m/s.
Similarly, a surface wave entering the converter creates an electrical impulse at the
busbar of the interdigital transducer due to the piezoelectric effect.

Individual electrodes are positioned along the remaining length of the surface wave
transponder. The edges ofthe electrodes form a reflective strip and reflect a small
proportion of the incoming surface waves. Reflector strips are normally made of
aluminium; however some reflector strips are also in the form of etched grooves
(Meinke, 1992),

A high frequency scanning pulse generated by a reader is supplied from the dipole
antenna of the transponder into the interdigital transducer and ts thus converted into
an acoustic surface wave, which flows through the substrate in the longitudinal direc-
tion. The frequency of the surface wave corresponds with the carrier frequency ofthe
sampling pulse (e.g. 2.45 GHz) (Figure 3,31). The carrier frequency of the reflected
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Reflector 

11111111111 
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Figure 3.30 Basic layout of an SAW transponder. Interdigital transducers and reflectors are 
positioned on the piezoelectric crystal 

Figure 3.31 Surface acoustic wave transponder for the frequency range 2.45 GHz with antenna 
in the form of microstrip line. The piezocrystal itself is located in an additional metal housing 
to protect it against environmental influences (reproduced by permission of Siemens AG, ZT 
KM, Munich) 

and returned pulse sequence thus corresponds with the transmission frequency of the 
sampling pulse. 

Part of the surface wave is reflected off each of the reflective strips that are dis­
tributed across the substrate, while the remaining part of the surface wave continues 
to travel to the end of the substrate and is absorbed there. 
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Figure 3.31 Surface acoustic wave transponderfor the frequency range 2.45 GHz with antenna
in the form of microstrip line. The piezocrystal itself is located in an additional metal housing
to protect it against environmental influences (reproduced by permission of Siemens AG, ZT
KM, Munich)

and returned pulse sequence thus corresponds with the transmission frequency of the
sampling pulse.

Part of the surface waveis reflected off each of the reflective strips that are dis-
tributed across the substrate, while the remaining part of the surface wave continues
to travel to the end of the substrate and is absorbed there.
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3.3 SEQUENTIAL PROCEDURES 59 

The reflected parts of the wave travel back to the interdigital transducer, where 
they are converted into a high frequency pulse sequence and are emitted by the dipole 
antenna. This pulse sequence can be received by the reader. The number of pulses 
received corresponds with the number of reflective strips on the substrate. Likewise, 
the delay between the individual pulses is proportional to the spatial distance between 
the reflector strips on the substrate, and so the spatial layout of the reflector strips can 
represent a binary sequence of digits. 

Due to the slow dispersion speed of the surface waves on the substrate the first 
response pulse is only received by the reader after a dead time of around 1.5 ms after 
the transmission of the scanning pulse. This gives decisive advantages for the reception 
of the pulse. 

Reflections of the scanning pulse on the metal surfaces of the environment travel 
back to the antenna of the reader at the speed of light. A reflection over a distance of 
100 m to the reader would arrive at the reader 0.6 ms after emission from the reader's 
antenna (travel time there and back, the signal is damped by > 160 dB) . Therefore, 
when the transponder signal returns after 1.5 ms all reflections from the environment 
of the reader have long since died away, so they cannot lead to errors in the pulse 
sequence (Dziggel, 1997). 

The data storage capacity and data transfer speed of a surface wave transponder 
depend upon the size of the substrate and the realisable minimum distance between 
the reflector strips on the substrate. In practice, around 16-32 bits are transferred at a 
data transfer rate of 500 kbit/s (Siemens, n.d.). 

The range of a surface wave system depends mainly upon the transmission power 
of the scanning pulse and can be estimated using the radar equation (Chapter 4). At 
the permissible transmission power in the 2.45 GHz ISM frequency range a range of 
1-2 m can be expected. 
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The reflected parts of the wave travel back to the interdigital transducer, where
they are converted into a high frequency pulse sequence and are emitted by the dipole
antenna. This pulse sequence can be received by the reader. The number of pulses
received corresponds with the number ofreflective strips on the substrate. Likewise,
the delay between the individual pulses is proportional to the spatial distance between
the reflector strips on the substrate, and so the spatial layout of the reflector strips can
represent a binary sequence of digits.

Due to the slow dispersion speed of the surface waves on the substrate the first
response pulse is only received by the reader after a dead time of around 1.5 ms after
the transmission of the scanning pulse. This gives decisive advantages for the reception
of the pulse.

Reflections of the scanning pulse on the metal surfaces of the environment travel
back to the antenna ofthe reader at the speed of light. A reflection over a distance of
100 m to the reader would arrive at the reader 0.6 ms after emission from the reader's

antenna (travel time there and back, the signal is damped by >160dB). Therefore,
when the transponder signal returns after 1.5 ms all reflections from the environment
of the reader have long since died away, so they cannot lead to errors in the pulse
sequence (Dziggel, 1997).

The data storage capacity and data transfer speed of a surface wave transponder
depend upon the size of the substrate and the realisable minimumdistance between
the reflector strips on the substrate. In practice, around 16—32 bits are transferred at a
data transfer rate of 500 kbit/s (Siemens, n.d.).

The range of a surface wave system depends mainly upon the transmission power
of the scanning pulse and can be estimated using the radar equation (Chapter 4). At
the permissible transmission powerin the 2.45 GHz ISM frequency range a range of
1—2m can be expected.
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4 
Physical Principles 
of RFID Systems 

The vast majority of RFID systems operate according to the principle of inductive cou­
pling. Therefore, understanding of the procedures of power and data transfer requires 
a thorough grounding in the physical principles of magnetic phenomena. This chapter 
therefore contains a particularly intensive study of the theory of magnetic fields from 
the point of view of RFID. 

Electromagnetic fields - radio waves in the classic sense - are used in RFID 
systems that operate at above 30 MHz. To aid understanding of these systems we 
will investigate the propagation of waves in the far field and the principles of radar 
technology. 

Electric fields play a secondary role and are only exploited for capacitive data 
transmission in close coupling systems. Therefore, this type of field will not be dis­
cussed further. 

4. 1 Magnetic Field 

4.1.1 Magnetic field strength H 

Every moving charge (electrons in wires or in a vacuum), i.e. flow of current, is 
associated with a magnetic field (Figure 4.1). The intensity of the magnetic field can 
be demonstrated experimentally by the forces acting on a magnetic needle (compass) 
or a second electric current. The magnitude of the magnetic field is described by the 
magnetic field strength H regardless of the material properties of the space. 

In the general form we can say that: 'the contour integral of magnetic field strength 
along a closed curve is equal to the sum of the current strengths of the currents within 
it' (Kuchling, 1985). 

(4.1) 

We can use this formula to calculate the field strength H for different types of 
conductor. See Figure 4.2. 

RFID Handbook: Fundamentals and Applications in Contactless Smart Cards and Identification. Klaus Finkenzeller 
© 2003 John Wiley & Sons, Ltd ISBN: 0-470-84402-7 
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Physical Principles
of RFID Systems

The vast majority of RFID systems operate according to the principle of inductive cou-
pling. Therefore, understanding of the procedures of power and data transfer requires
a thorough grounding in the physical principles of magnetic phenomena. This chapter
therefore contains a particularly intensive study of the theory of magnetic fields from
the point of view of RFID.

Electromagnetic fields — radio waves in the classic sense — are used in RFID
systems that operate at above 30MHz. To aid understanding of these systems we
will investigate the propagation of waves in the far field and the principles of radar
technology.

Electric fields play a secondary role and are only exploited for capacitive data
transmission in close coupling systems. Therefore, this type of field will not be dis-
cussed further.

4.1 Magnetic Field

4.1.1 Magnetic field strength H

Every moving charge (electrons in wires or in a vacuum), i.e. flow of current, is
associated with a magnetic field (Figure 4.1). The intensity of the magnetic field can
be demonstrated experimentally by the forces acting on a magnetic needle (compass)
or a second electric current. The magnitude of the magnetic field is described by the
magnetic field strength H regardless of the material properties of the space.

In the general form we can say that: ‘the contour integral of magnetic field strength
along a closed curve is equal to the sum of the current strengths of the currents within

it (Kuchling, 1985). :

r= fads (4.1
We can use this formula to calculate the field strength A for different types of

conductor. See Figure 4.2.
 

RFID Handbook: Fundamentals and Applications in Contactless Smart Cards and ldentificarion, Klaus Finkenzeller
© 2003 John Wiley & Sons, Lid [SBN: 0-470-84402-7
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62 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS 

+ 
' ' ' ' Magnetic flux 

lines 

Figure 4.1 Lines of magnetic flux are generated around every current-carrying conductor 

+ 

+ 

H 

Figure 4.2 Lines of magnetic flux around a current-carrying conductor and a current-can-ying 
cylindrical coil 

Table 4.1 Constants used 

Constant Symbol Value and unit 

Electric field constant Eo 8.85 x 10- 12 As/Vm 
Magnetic field constant µo 1.257 x 10- 6 Vs/Am 
Speed of light C 299792km/s 
Boltzmann constant k 1.380 662 X 10- 23 J/K 

In a straight conductor the field strength H along a circular flux line at a distance 
r is constant. The following is true (Kuchling, 1985): 

1 
H=-

2nr 

4.1.1.1 Path of field strength H(x) in conductor loops 

(4.2) 

So-called 'short cylindrical coils' or conductor loops are used as magnetic antennas to 
generate the ,nagnetic alternating field in the write/read devices of inductively coupled 
RFID systems (Figure 4.3). 
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™~ ~

™~ Magnetic flux
lines

Figure 4.1 Lines of magnetic flux are generated around every current-carrying conductor

 
Figure 4.2 Lines of magnetic flux around a current-carrying conductor and a current-carrying
cylindrical coil

Table 4.1 Constants used

Constant Symbol Value andunit 

Electric field constant E9 8.85 « 107!? As/Vm
Magnetic field constant JLo 1.257 x 10°° Vs/Am
Speed oflight € 299 792 kin/s
Boltzmann constant k 1.380 662 * 10°73 J/K

In a straight conductor the field strength H along a circular flux line at a distance
r is constant. The following is true (Kuchling, 1985):

4.1.1.1 Path of field strength H(x) in conductor loops

So-called ‘short cylindrical coils’ or conductor loops are used as magnetic antennas to
generate the magnetic alternating field in the write/read devices of inductively coupled
RFID systems (Figure 4.3).

_—
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4.1 MAGNETIC FIELD 

Table 4.2 Units and abbreviations used 

Variable 

Magnetic field strength 
Magnetic flux (n = number 

of windings) 

Magnetic inductance 

Inductance 
Mutual inductance 
Electric field strength 
Electric current 
Electric voltage 
Capacitance 
Frequency 
Angular frequency 
Length 
Area 
Speed 
Impedance 
Wavelength 
Power 
Power density 

Symbol 

H 
<t> 

\Jf = n<t> 
B 

L 
M 
E 
I 
u 
C 
f 

w = 2rrf 
l 
A 
V 

z 
A 
p 

s 

Unit 

Ampere per meter 
Volt seconds 

Volt seconds per meter 
squared 

Henry 
Henry 
Volts per metre 
Ampere 
Volt 
Farad 
Hertz 
I/seconds 
Metre 
Metre squared 
Metres per second 
Ohm 
Metre 
Watt 
Watts per metre squared 

63 

Abbreviation 

Alm 
Vs 

Vs/m2 

H 
H 

V/m 
A 
V 
F 

Hz 
1/s 
m 
m2 

mis 
Q 

m 
w 

W/m2 

Figure 4.3 The path of the lines of magnetic flux around a short cylindrical coil, or conductor 
loop, similar to those employed in the transmitter antennas of inductively coupled RFID systems 

If the measuring point is moved away from the centre of the coil along the coil axis 
(x axis), then the strength of the field H will decrease as the distance x is increased. 
A more in-depth investigation shows that the field strength in relation to the radius 
(or area) of the coil remains constant up to a certain distance and then falls rapidly 
(see Figure 4.4) . In free space, the decay of field strength is approximately 60 dB per 
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Variable 

Mapnetic field strength
Magnetic Hux (7 = number

of windings)

Magnetic inductance

Inductance

Mutual inductance

Electric field strength
Electric current

Electric voltage
Capacitance
Frequency
Angular frequency
Length
Area

Speed
Impedance
Wavelength
Power

Power density

SyNca
a

‘Table 4.2 Units and abbreviations used

Unit

Ampere per meter
Volt seconds

Volt seconds per meter
squared

Henry
Henry
Volts per metre
Ampere
Volt
Farad

Hertz

1/seconds
Metre

Metre squared
Metres per second
Ohm
Metre

Watt

Watts per metre squared

63

Abbreviation

Aim

Vs

Vs/im-

Win

Figure 4.3 The path of the lines of magnetic flux around a short cylindrical coil, or conductor
loop, similar to those employedin the transmitter antennas of inductively coupled RFID systems

If the measuring point is moved away from the centre of the coil along the coil axis
(x axis), then the strength of the field H will decrease as the distance x is increased.
A more in-depth investigation shows that the field strength in relation to the radius
(or area) of the coil remains constant up to a certain distance and then falls rapidly
(see Figure 4.4). In free space, the decay offield strength is approximately 60dB per
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64 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS 

100 ------- .......... ,, 
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1 x10- 3 0.01 0.1 

Distance x (m) 

10 

Figure 4.4 Path of magnetic field strength H in the near field of short cylinder coils, or 
conductor coils, as the distance in the x direction is increased 

decade in the near field of the coil, and flattens out to 20 dB per decade in the far field 
of the electromagnetic wave that is generated (a more precise explanation of these 
effects can be found in Section 4.2.1). 

The following equation can be used to calculate the path of field strength along the 
x axis of a round coil ( = conductor loop) similar to those employed in the transmitter 
antennas of inductively coupled RFID systems (Paul, 1993): 

(4.3) 

where N is the number of windings, R is the circle radius r and x is the distance from 
the centre of the coil in the x direction. The following boundary condition applies to 
this equation: d << R and x < ).,j2n (the transition into the electromagnetic far field 
begins at a distance >2n; see Section 4.2.1). 

At distance O or, in other words, at the centre of the antenna, the formula can be 
simplified to (Kuchling, 1985): 

l •N 
H=--

2R 
(4.4) 

We can calculate the fi eld strength path of a rectangular conductor loop with edge 
length a x b at a distance of x using the following equation. This format is often used 
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Figure 4.4 Path of magnetic field strength H in the near field of short cylinder coils. or
conductorcoils, as the distance in the x direction is increased

decade in the nearfield of the coil, and flattens out to 20dB per decade in the far field
of the electromagnetic wave that is generated (a more precise explanation of these
effects can be found in Section 4.2.1).

The following equation can be used to calculate the path of field strength along the
x axis of a round coil (= conductor loop) similar to those employed in the transmitter
antennas of inductively coupled RFID systems (Paul, 1993):

I-N- R* i
CO —— (4.3)

2,/(R2 + x2)3

where N is the number of windings, FR is the circle radius r and .xis the distance from
the centre of the coil in the x direction, The following boundary condition applies to
this equation: d < R and x < A4/2m (the transition into the electromagnetic far field
begins at a distance >27: see Section 4.2.1).

At distance 0 or, in other words, at the centre of the antenna, the formula can be

simplified to (Kuchling, 1985):
1-N

IR (4.4)fl
 

We can calculate the field strength path of a rectangular conductor loop with edge
length a x b at a distance of x using the following equation. This format is offen used
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4.1 MAGNETIC FIELD 65 

as a transmitter antenna. 

N · I-ab 1 1 
H=------;::======= 

2 (b) 2 

4n (~) + 2 + x 2 

2 + 2 

(~) + x 2 (i) + x2 

(4.5) 

Figure 4.4 shows the calculated field strength path H (x) for three different antennas 
at a distance 0-20 m. The number of windings and the antenna current are constant 
in each case; the antennas differ only in radius R. The calculation is based upon the 
following values : Hl: R = 55 cm, H2: R = 7.5 cm, H3: R = 1 cm. 

The calculation results confirm that the increase in field strength flattens out at short 
distances (x < R) from the antenna coil. Interestingly, the smallest antenna exhibits 
a significantly higher field strength at the centre of the antenna (distance = 0), but 
at greater distances (x > R) the largest antenna generates a significantly higher field 
strength. It is vital that this effect is taken into account in the design of antennas for 
inductively coupled RFID systems. 

4. 1. 1.2 Optimal antenna diameter 

If the radius R of the transmitter antenna is varied at a constant distance x from the 
transmitter antenna under the simplifying assumption of constant coil current I in the 
transmitter antenna, then field strength H is found to be at its highest at a certain ratio 
of distance x to antenna radius R. This means that for every read range of an RFID 
system there is an optimal antenna radius R. This is quickly illustrated by a glance at 
Figure 4.4: if the selected antenna radius is too great, the field strength is too low even 
at a distance x = 0 from the transmission antenna. If, on the other hand, the selected 
antenna radius is too small, then we find ourselves within the range in which the field 
strength falls in proportion to x 3 . · 

Figure 4.5 shows the graph of field strength H as the coil radius R is varied. 
The optimal coil radius for different read ranges is always the maximum point of 
the graph H ( R). To find the mathematical relationship between the maximum field 
strength H and the coil radius R we must first find the inflection point of the function 
H(R) (see equation 4.3) (Lee, 1999). To do this we find the first derivative H'(R) by 
differentiating H (R) with respect to R: 

d 2 · I · N · R 3 · I · N · R 3 

H'(R) = -H(R) = ---;:::=== - -----==== 
dR ✓ (R2 + x2)3 (R2 + x2) . ✓ (R2 + x2 )3 

(4.6) 

The inflection point, and thus the maximum value of the function H(R), is found 
from the following zero points of the derivative H' (R) : 

Ri = X . ✓2; (4.7) 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 048

4.1. MAGNETIC FIELD 65

as a transmitter antenna.

 
(4.5)ae yeoz 2

(5) +e (5) +38
Figure 4,4 shows thecalculated field strength path H (+) for three different antennas

at a distance O—20m. The number of windings and the antenna current are constant
in each case; the antennas differ only in radius RK. The calculation is based upon the
following values: H1: R= 55cm, H2: R=7.5cm, H3: R= 1|1cm.

The calculation results confirm that the increase in field strength flattens out at short
distances (x < &) from the antenna coil, Interestingly, the smallest antenna exhibits
a significantly higher field strength at the centre of the antenna (distance = 0), but
al greater distances (x > RA) the largest antenna generates a significantly higher field
strength. It is vital that this effect is taken into account in the design of antennas for
inductively coupled RFID systems.

 

4.1.1.2 Optimal antenna diameter

If the radius R of the transmitter antenna is varied at a constant distance x from the

transmitter antenna under the simplifying assumption of constant coil current / in the
transmitter antenna, then field strength AH is found to be at its highest at a certain ratio
of distance x to antenna radius R. This means that for every read range of an RFID
system there is an optimal antenna radius R. This is quickly illustrated by a glance at
Figure 4.4: if the selected antenna radius is too great, the field strength is too low even
al a distance x = 0 from the transmission antenna. [f, on the other hand, the selected

antenna radius is too small, then we find ourselves within the range in which the field
strength falls in proportion to x.

Figure 4.5 shows the graph of field strength H as the coil radius R is yaried,
The optimal coil radius for different read ranges is always the maximum point of
the graph A(R). To find the mathematical relationship between the maximumfield
strength A and the coil radius R we must first find the inflection point of the function
H(R) (see equation 4.3) (Lee, 1999), To do this we find thefirst derivative H’‘(R) by
differentiating H(R) with respect to R:

; d 2-1-N-R 3-1-N-R?
HR) = = A(R) = (4.6)

J (R2+x2)° CR? + x2) + \/(R? $22)?

The inflection point, and thus the maximum value of the function A(R), is found
from the following zero points ofthe derivative H’(R):

 

Sor /2: Ri = —x - /2 (4.7)
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Figure 4.5 Field strength H of a transmission antenna given a constant distance x and variable 
radius R, where I = I A and N = I 

The optimal radius of a transmission antenna is thus twice the maximum desired 
read range. The second zero point is negative merely because the magnetic field H of 
a conductor loop propagates in both directions of the x axis (see also Figure 4.3). 

However, an accurate assessment of a system's maximum read range requires 
knowledge of the interrogation field strength Hmin of the transponder in question (see 
Section 4.1.9). If the selected antenna radius is too great, then there is the danger that 
the field strength H may be too low to supply the transponder with sufficient operating 
energy, even at a distance x = 0. 

4. 1 .2 Magnetic flux and magnetic flux density 

The magnetic field of a (cylindrical) coil will exert a force on a magnetic needle. 
If a soft iron core is inserted into a (cylindrical) coil - all other things remaining 
equal - then the force acting on the magnetic needle will increase. The quotient 
I x N (Section 4.1.1) remains constant and therefore so does field strength. However, 
the flux density - the total number of flux lines - which is decisive for the force 
generated (cf. Pauls, 1993), has increased. 

The total number of lines of magnetic flux that pass through the inside of a cylin­
drical coil, for example, is denoted by magnetic flux <f:> . Magnetic flux density B is 
a further variable related to area A (this variable is often referred to as 'magnetic 
inductance B in the literature') (Reichel, 1980). Magnetic flux is expressed as: 

(4.8) 
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x=10cm
ateecees x=20cm
aex= BR 6m

1.5 A/m (ISO 14443) 

  
 MagneticfieldstrengthH(A/m)     

0 0.2 0.4 0.6 0.8 1

Radius A (m)

Figure 4.5 Field strength 4 ofa transmission antenna given a constant distance x and variable
radius R, where / = 1A and N= 1]

The optimal radius of a transmission antenna is thus twice the maximum desired
read range. The second zero point is negative merely because the magnetic field H of
a conductor loop propagates in both directions of the x axis (see also Figure 4.3).

However, an accurate assessment of a system’s maximum read range requires
knowledge of the interrogationfield strength H,, of the transponder in question (see
Section 4.1.9). If the selected antenna radius is too great, then there is the dangerthat
the field strength H may be too low to supply the transponder with sufficient operating
energy, even at a distance x = (),

4.1.2 Magnetic flux and magnetic flux density

The magnetic field of a (cylindrical) coil will exert a force on a magnetic needle.
If a soft iron core is inserted into a (cylindrical) coil — all other things remaining
equal — then the force acting on the magnetic needle will increase. The quotient
Z x N (Section 4.1.1) remains constant and therefore so does field strength. However,
the flux density — the total number of flux lines — which is decisive for the force
generated (cf. Pauls, 1993), has increased.

The total numberof lines of magnetic flux that pass through the inside of a cylin-
drical coil, for example, is denoted by magnetic flux ©. Magnetic flux density B is
a further variable related to area A (this variable is often referred to as ‘magnetic
inductance B in the literature’) (Reichel, 1980). Magnetic flux is expressed as:

p=B-A (4.8)
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Area A 
Magnetic flux <I> 

B line 

Figure 4.6 Relationship between magnetic flux cp and flux density B 

The material relationship between flux density B and field strength H (Figure 4.6) 
is expressed by the material equation: 

(4.9) 

The constant µ 0 is the magnetic field constant (µ0 = 4rr x 10- 6 Vs/Am) and 
describes the permeability ( = magnetic conductivity) of a vacuum. The variable µr 
is called relative permeability and indicates how much greater than or less than µ 0 the 
permeability of a material is. 

4. 1.3 Inductance L 

A magnetic field, and thus a magnetic flux <t>, will be generated around a conductor 
of any shape. This will be particularly intense if the conductor is in the form of a loop 
(coil). Normally, there is not one conduction loop, but N loops of the same area A, 
through which the same current I flows. Each of the conduction loops contributes the 
same proportion <t> to the total flux VJ' (Paul, 1993). 

\II= L <t>N = N. <t> = N. µ . H. A 
N 

(4.10) 

The ratio of the interlinked flux VJ' that arises in an area enclosed by current I , to 
the current in the conductor that encloses it ( conductor loop) is denoted by inductance 
L (Figure 4.7): 

L = \II = _N_· _<t> = _N_•_µ_-_H_· A_ 

Enclosing 
current 

I I I 

A 

Figure 4.7 Definition of inductance L 

(4.11) 
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Magnetic flux

 
Area A

Bline

Figure 4.6 Relationship between magnetic flux ® and flux density B

The material relationship between flux density B and field strength H (Figure 4.6)
is expressed by the material equation:

B= pony = wt (4.9)

The constant jo is the magnetic field constant (jug = 42 x 10~° Vs/Am) and
describes the permeability (= magnetic conductivity) of a vacuum, The variable |1,
is called relative permeability and indicates how much greater than orless than j1o the
permeability of a material is.

4.1.3 Inductance L

A magnetic field, and thus a magnetic flux ®, will be generated around a conductor
of any shape. This will be particularly intense if the conductoris in the form of a loop
(coil). Normally, there is not one conduction loop, but AN’ loops of the same area A,
through which the same current / flows. Each of the conduction loops contributes the
same proportion ® to the total flux yw (Paul, 1993),

Y= by=N-D=N-p-H-A (4.10)
N

The ratio of the interlinked flux yw that arises in an area enclosed by current /, to
the current in the conductor that encloses it (conductor loop) is denoted by inductance
“L (Figure 4.7):

tae eeees (4.11)
~£— oe / —-

 

 
 Pej Ky

  
 

ooa

Enclosing ~
current

Figure 4.7 Definition of inductance /,
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Inductance is one of the characteristic variables of conductor loops (coils). The 
inductance of a conductor loop ( coil) depends totally upon the material properties 
(permeability) of the space that the flux flows through and the geometry of the layout. 

4. 1.3. 1 Inductance of a conductor loop 

If we assume that the diameter d of the wire used is very small compared to the 
diameter D of the conductor coil (d/ D < 0.0001) a very simple approximation can 
be used: 

2 (2R) L = N µoR •ln d (4.12) 

where R is the radius of the conductor loop and d is the diameter of the wire used. 

4. 1.4 Mutual inductance M 

If a second conductor loop 2 (area A 2 ) is located in the vicinity of conductor loop 1 
(area A 1), through which a current is flowing, then this will be subject to a proportion of 
the total magnetic flux <P flowing through A 1 . The two circuits are connected together 
by this partial flux or coupling flux. The magnitude of the coupling flux t 21 depends 
upon the geometric dimensions of both conductor loops, the position of the conductor 
loops in relation to one another, and the magnetic properties of the medium (e.g. 
permeability) in the layout. 

Similarly to the definition of the (self) inductance L of a conductor loop, the mutual 
inductance M21 of conductor loop 2 in relation to conductor loop 1 is defined as the 
ratio of the partial flux t 21 enclosed by conductor loop 2, to the current Ii in conductor 
loop 1 (Paul, 1993): 

(4.13) 

Similarly, there is also a mutual inductance M 12 • Here, current h flows through the 
conductor loop 2, thereby determining the coupling flux t 12 in loop 1. The following 
relationship applies: 

(4.14) 

Mutual inductance describes the coupling of two circuits via the medium of a mag­
netic field (Figure 4.8) . Mutual inductance is always present between two electric 
circuits. Its dimension and unit are the same as for inductance. 

The coupling of two electric circuits via the magnetic field is the physical prin­
ciple upon which inductively coupled RFID systems are based. Figure 4.9 shows a 
calculation of the mutual inductance between a transponder antenna and three dif­
ferent reader antennas, which differ only in diameter. The calculation is based upon 
the following values: M 1 : R = 55 cm, M2 : R = 7.5 cm, M3 : R = 1 cm, transponder: 
R = 3.5 cm. N = 1 for all reader antennas. 

The graph of mutual inductance shows a strong similarity to the graph of magnetic 
field strength H along the x axis . Assuming a homogeneous magnetic field, the mutual 
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Inductance is one of the characteristic variables of conductor loops (coils). The
inductance of a conductor loop (coil) depends totally upon the material properties
(permeability) of the space that the flux flows through and the geometry ofthe layout.

4.1.3.1 Inductance of a conductor loop

If we assume that the diameter d of the wire used is very small compared to the
diameter D of the conductor coil (¢d/D < 0.0001) a very simple approximation can
be used:

3 “ORL=N*poR-In (=) (4.12)
where RF is the radius of the conductor loop and d is the diameter of the wire used.

4.1.4 Mutual inductance M

If a second conductor loop 2 (area Az) is located in the vicinity of conductor loop |
(area A;), through which a current is Mowing, then this will be subject to a proportion of
the total magnetic flux ® flowing through A;. The two circuits are connected together
by this partial flux or coupling flux, The magnitude of the coupling flux y2,; depends
upon the geometric dimensions of both conductor loops, the position of the conductor
loops in relation to one another, and the magnetic properties of the medium (e.g.
permeability) in the layout.

Similarly to the definition of the (self) inductance L of a conductor loop, the mutual
inductance M3, of conductor loop 2 in relation to conductor loop | is defined as the
ratio of the partial flux yz, enclosed by conductor loop 2, to the current /; in conductor
loop | (Paul, 1993):

Woi(1)) ff Boy

Ma== g Pat) tA, (4.13)qi az fi

Similarly, there is also a mutual inductance Mj). Here, current /; flows through the
conductor loop 2, thereby determining the coupling flux yj)2 in loop 1. The following
relationship applies:

M= Myo => Ms, (4.14)

Mutual inductance describes the coupling of two circuits via the medium of a mag-
netic field (Figure 4.8). Mutual inductance is always present between two electric
circuits. [ts dimension and unit are the same as for inductance.

The coupling of two electric circuits via the magnetic field is the physical prin-
ciple upon which inductively coupled RFID systems are based. Figure 4.9 shows a
calculation of the mutual Inductance between a transponder antenna and three dif-
ferent reader antennas, which differ only in diameter. The calculation is based upon
the following values; Mj: R = 55cm, M2: R =7.5cm, Mz: KR = 1cm, transponder:
R=3.5cm. N = | for all reader antennas.

The graph of mutual inductance shows a strong similarity to the graph of magnetic
field strength H along the x axis, Assuming a homogeneous magnetic field, the mutual
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Figure 4.8 The definition of mutual inductance M2 1 by the coupling of two coils via a partial 
magnetic flow 
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Figure 4.9 Graph of mutual inductance between reader and transponder antenna as the distance 
in the x direction increases 

inductance M12 between two coils can be calculated using equation ( 4.13) . It is found 
to be: 

B2(/1) · N2 · A 2 µo · H(/i) · N 2 · A 2 
M12 = ------- = - - ----- -

11 /i 
(4.15) 

We first replace H(/1) with the expression in equation (4.4) , and substitute R 2n for 
A, thus obtaining: 

µo · Ni · Rf · N2 · Ri · n 

2J(Rf + x 2 )
3 

(4.16) 
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Figure 4.8 The definition of mutual inductance M2, by the coupling of two coils via a partial
magnetic flow
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Figure 4.9 Graph of mutual inductance between reader and transponder antennaas the distance
in the x direction increases

inductance M)> between twocoils can be calculated using equation (4.13). It is found
to be:

SR -Hth)-No-A

Mi = em Ag _ Ho ( : 2° Ag (4,15)
Wefirst replace H(/;) with the expression in equation (4.4), and substitute R22 for

A, thus obtaining:
= bLo « Ny -R} + Na+ R35 +7

2,/(R? + x2)"
Mio (4.16)
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In order to guarantee the homogeneity of the magnetic field in the area A2 the 
condition A 2 _::s A1 should be fulfilled. Furthermore, this equation only applies to the 
case where the x axes of the two coils lie on the same plane. Due to the relationship 
M = M 12 = M 21 the mutual inductance can be calculated as follows for the case 
A2 2:: A1: 

µ,o · N1 · Rf · N2 · Ri · n 

2J(Ri + x 2
)

3 

4. 1.5 Coupling coefficient k 

(4.17) 

Mutual inductance is a quantitative description of the flux coupling of two conductor 
loops. The coupling coefficient k is introduced so that we can make a qualitative 
prediction about the coupling of the conductor loops independent of their geometric 
dimensions. The following applies: 

(4.18) 

The coupling coefficient always varies between the two extreme cases O _::s k _::s 1. 

• k = 0: Full decoupling due to great distance or magnetic shielding. 

• k = l: Total coupling. Both coils are subject to the same magnetic flux <P. The 
transformer is a technical application of total coupling, whereby two or more coils 
are wound onto a highly permeable iron core. 

An analytic calculation is only possible for very simple antenna configurations. 
For two parallel conductor loops centred on a single x axis the coupling coefficient 
according to Roz and Fuentes (n.d.) can be approximated from the following equation. 
However, this only applies if the radii of the conductor loops fulfil the condition 
rTransp :S rReader· The distance between the conductor loops on the x axis is denoted 
by X. 

2 2 
r Transp · r Reader 

k(x) ~ -----------

✓rT..,,,,, · YR~d" · ( ✓ x2 + r~'"'") 
3 

(4.19) 

Due to the fixed link between the coupling coefficient and mutual inductance M, 
and because of the relationship M = M 12 = M21, the formula is also applicable to 
transmitter antennas that are smaller than the transponder antenna. Where rTransp 2:: 
rReader, we write: 

2 2 
r Transp · r Reader 

k(x) ~ -------"--------

✓rTransp · rReader · ( ✓ x 2 + rfransp) 

3 
(4.20) 

The coupling coefficient k(x) = 1 (= 100%) is achieved where the distance between 
the conductor loops is zero (x = 0) and the antenna radii are identical (rTransp = rReader), 
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In order to guarantee the homogeneity of the magnetic field in the area A» the
condition Ay < A, should be fulfilled. Furthermore, this equation only applies to the
case where the x axes of the two coils lie on the same plane. Due to the relationship
M = Mj). = M2, the mutual inductance can be calculated as follows for the case
Ad > Ay:

Ny» R2 «No» R2-
Ma =eee (4.17)

2,/(R2 +22)°

4.1.5 Coupling coefficient k

Mutual inductance is a quantitative description of the flux coupling of two conductor
loops. The coupling coefficient k is introduced so that we can make a qualitative
prediction about the coupling of the conductor loops independent of their geometric
dimensions. The following applies:

M
————— (4.18)

whl Le

The coupling coefficient always varies between the two extreme cases 0 < k < 1.

e k =O: Full decoupling due to great distance or magnetic shielding.

e k=1: Total coupling, Both coils are subject to the same magnetic flux @. The
transformeris a technical application of total coupling, whereby two or morecoils
are wound onto a highly permeable iron core.

An analytic calculation is only possible for very simple antenna configurations.
For two parallel conductor loops centred on a single x axis the coupling coefficient
according to Roz and Fuentes (n.d.) can be approximated from the following equation.
However, this only applies if the radii of the conductor loops fulfil the condition
Transp = MReader» The distance between the conductor loops on the x axis is denoted
by x. + 9

! Transp * Reader
3

-2 2fiTransp ° Reader * (y xe + Faas)
Due to the fixed link between the coupling coefficient and mutual inductance M,

and because of the relationship M = Myo = Mo,, the formula is also applicable to
transmitter antennas that are smaller than the transponder antenna. Where rtyansp >
rReaders WE Write:

 
k(x) & (4.19)

ae 2
Transp * Reader

k(x) = (4.20)

The coupling coefficient k(x) = 1 (= 100%) is achieved where the distance between
the conductorloops is zero (x = 0) and the antenna radii are identical (rtyansp = Reader):

 ./Transp * VReader ° (
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Figure 4.10 Graph of the coupling coefficient for different sized conductor loops. Transponder 
antenna: rTransp = 2 cm, reader antenna: r1 = 10 cm, r2 = 7 .5 cm, r3 = 1 cm 

because in this case the conductor loops are in the same place and are exposed to exactly 
the same magnetic flux 1/f. 

In practice, however, inductively coupled transponder systems operate with coupling 
coefficients that may be as low as 0.01 (< 1%) (Figure 4.10). 

4.1.6 Faraday's law 

Any change to the magnetic flux <D generates an electric field strength Ei. This char­
acteristic of the magnetic field is described by Faraday's law. 

The effect of the electric field generated in this manner depends upon the material 
properties of the surrounding area. Figure 4.11 shows some of the possible effects 
(Paul, 1993): 

• Vacuum: in this case, the field strength E gives rise to an electric rotational field. 
Periodic changes in magnetic flux (high frequency current in an antenna coil) 
generate an electromagnetic field that propagates itself into the distance. 

• Open conductor loop: an open circuit voltage builds up across the ends of an almost 
closed conductor loop, which is normally called induced voltage. This voltage 
corresponds with the line integral (path integral) of the field strength E that is 
generated along the path of the conductor loop in space. 
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Coupling coefficient k = Fux) 

Couplingcoefficient&(x)   
 

1~10°9 0,04 04 1

Distance x (m)

Figure 4.10 Graph ofthe coupling coefficient for different sized conductor loops. Transponder

antenna: Mtaysp = 2m, reader antenna: r) = LOem, ry = 7.5em, ry = lem

because in this case the conductor loops are in the same place and are exposed to exactly
the same magnetic flux w.

In practice, however, inductively coupled transponder systems operate with coupling
coefficients that may be as low as 0.01 (<1%) (Figure 4.10).

4.1.6 Faraday’s law

Any change to the magnetic flux ® generates an electric field strength &;. This char-
acteristic of the magnetic field is described by Faraday’s law.

The effect of the electric field generated in this manner depends upon the material
properties of the surrounding area. Figure 4.11 shows some of the possible effects
(Paul, 1993):

e Vacuum: in this case, the field strength & gives rise to an electric rotational field.
Periodic changes in magnetic flux (high frequency current in an antenna coil)
generate an electromagnetic field that propagates itself into the distance.

e Open conductor loop: an open circuit voltage builds up across the ends of an almost
closed conductor loop, which is normally called imduced voltage. This voltage
corresponds with the line integral (path integral) of the field strength £ that is
generated along the path of the conductor loop in space.
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----Flux change d<P/dt 
~---+-H-i-+-----~ 

Conductor (e.g. metal surface) 

:> ------ Open conductor loop 
- -,-..;.,-,--r--~---q 

Nonconductor (vacuum), 
Induced field strength 9 
=> Electromagnetic wave 

Figure 4.11 Induced electric field strength E in different materials. From top to bottom: metal 
surface, conductor loop and vacuum 

• Metal surface: an electric field strength E is also induced in the metal surface. This 
causes free charge carriers to flow in the direction of the electric field strength. 
Currents flowing in circles are created, so-called eddy currents. This works against 
the exciting magnetic flux (Lenz's law), which may significantly damp the mag­
netic flux in the vicinity of metal surfaces. However, this effect is undesirable in 
inductively coupled RFID systems (installation of a transponder or reader antenna 
on a metal surface) and must therefore be prevented by suitable countermeasures 
(see Section 4.1.12.3) . 

In its general form Faraday's law is written as follows: 

ui = J Ei · ds = - d \JI (t) 
j dt 

(4.21) 

For a conductor loop configuration with N windings, we can also say that ui = N • 
d\11 /dt. (The value of the contour integral J Ei • ds can be increased N times if the 
closed integration path is carried out N times; Paul, 1993). 

To improve our understanding of inductively coupled RFID systems we will now 
consider the effect of inductance on magnetically coupled conduction loops. 

A time variant current i1 (t) in conduction loop L 1 generates a time variant magnetic 
flux d <t> (i 1) / dt. In accordance with the inductance law, a voltage is induced in the 
conductor loops L 1 and L 2 through which some degree of magnetic flux is flowing. 
We can differentiate between two cases: 

• Self-inductance: the flux change generated by the current change din/dt induces a 
voltage Un in the same conductor circuit. 

• Mutual inductance: the flux change generated by the current change di11 / dt induces 
a voltage in the adjacent conductor circuit Lm. Both circuits are coupled by 
mutual inductance. 

Figure 4.12 shows the equivalent circuit diagram for coupled conductor loops. In an 
inductively coupled RFID system L 1 would be the transmitter antenna of the reader. 

i 
1· 

l 
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Figure 4,11 [nduced electric field strength F in different materials. From (op to bottom: metal
surface, conductor loop and vacuum

e Metal surface: an electric field strength F is also induced in the metal surface. This
causes free charge carriers to flow in the direction of the electric field strength.
Currents flowing in circles are created, so-called eddy currents. This works against
the exciting magnetic flux (Lenz’s law), which may significantly damp the mag-
netic Mux in the vicinity of metal surfaces. However, this effect is undesirable in
inductively coupled RFID systems (installation of a transponder or reader antenna
on a metal surface) and must therefore be prevented by suitable countermeasures
(see Section 4.1.12.3).

In its general form Faraday’s law is written as follows:

dW (¢uy = f Ey-ds = - (4.21)
 

For a conductor loop configuration with N windings, we can also say that uw; = N -
dW/drt. (The value of the contour integral / &j) -ds can be increased N times if the
closed integration path is carried out N times; Paul, 1993).

To improve our understanding of inductively coupled RFID systems we will now
considerthe effect of inductance on magnetically coupled conduction loops.

A time variant current /; (¢) in conduction loop L; generates a time variant magnetic
flux d@(i,)/dr. In accordance with the inductance law, a voltage is induced in the
conductor loops L; and £2 through which some degree of magnetic flux is flowing.
We can differentiate between two cases:

e Self-inductance: the flux change generated by the current change di,/dt induces a
voltage uv, in the same conductor circuit.

e Mutual inductance: the flux change generated by the current change di,/df induces
a voltage in the adjacent conductor circuit L,,. Both circuits are coupled by
mutual inductance.

Figure 4.12 showsthe equivalent circuit diagram for coupled conductor loops. In an
inductively coupled RFID system £, would be the transmitter antenna of the reader.
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------- B2U1) 
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M 

\ 

Figure 4.12 Left, magnetically coupled conductor loops; right, equivalent circuit diagram for 
magnetically coupled conductor loops 

L 2 represents the antenna of the transponder, where R2 is the coil resistance of the 
transponder antenna. The current consumption of the data memory is symbolised by 
the load resistor RL. 

A time varying flux in the conductor loop L 1 induces voltage u2i in the conductor 
loop L 2 due to mutual inductance M. The flow of current creates an additional voltage 
drop across the coil resistance R2 , meaning that the voltage u2 can be measured at the 
terminals. The current through the load resistor RL is calculated from the expression 
u2 / RL. The current through L 2 also generates an additional magnetic flux, which 
opposes the magnetic flux 'll1 (i 1) . The above is summed up in the following equation: 

(4.22) 

Because, in practice, i 1 and i2 are sinusoidal (HF) alternating currents, we write 
equation (4.22) in the more appropriate complex notation (where cv = 2nf) : 

(4.23) 

If i2 is replaced by u2 /RL in equation (4.23), then we can solve the equation for u2 : 

(4 .24) 

4.1.7 Resonance 

The voltage u2 induced in the transponder coil is used to provide the power supply to 
the data memory (microchip) of a passive transponder (see Section 4.1.8.1). In order to 
significantly improve the efficiency of the equivalent circuit illustrated in Figure 4.12, 
an additional capacitor C2 is connected in parallel with the transponder coil L 2 to 
form a parallel resonant circuit with a resonant frequency that corresponds with the 
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 A
  

Figure 4.12 Left, magnetically coupled conductor loops; right, equivalent circuit diagram for
magnetically coupled conductor loops

Lo represents the antenna of the transponder, where Ro is the coil resistance of the
transponder antenna. The current consumption of the data memory is symbolised by
the load resistor Ry.

A time varying flux in the conductor loop £; induces voltage 2; in the conductor
loop Lo due to mutual inductance WM. The flow ofcurrent creates an additional voltage
drop across the coil resistance Rj, meaning that the voltage uw. can be measured at the
terminals. The current through the load resistor Ry, is calculated from the expression
uo/R,, The current through £5 also generates an additional magnetic flux, which
opposes the magnetic flux \(i,). The above is summed up in the following equation:

dW» di, dis
= +—= M— — L2— —-i2R> 22Ma ¥ di dr ~ dt sada C620)

Because, in practice, i; and iy are sinusoidal (HF) alternating currents, we write
equation (4.22) in the more appropriate complex notation (where a@ = 2zrf):

uy = joM -i, — jwols-+ iy —irR (4.23)

If iz is replaced by u2/R,, in equation (4.23), then we can solve the equation for wo:

joM - i, Ry, > 2! lg = JOM-i,

14 Jwl+ Ro (4.24)
Ry

HW =

Ry, — 0: uz + 0

4.1.7 Resonance

The voltage m2 induced in the transpondercoil is used to provide the power supply to
the data memory (microchip) of a passive transponder (see Section 4.1.8.1). In order to
significantly improve the efficiency of the equivalent circuit illustrated in Figure 4.12,
an additional capacitor Cz is connected in parallel with the transponder coil Lo to
form a parallel resonant circuit with a resonant frequency that corresponds with the
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operating frequency of the RFID system in question. 1 The resonant frequency of the 
parallel resonant circuit can be calculated using the Thomson equation: 

(4.25) 

In .practice, C2 is made up of a parallel capacitor C~ and a parasitic capacitance 
Cp from the real circuit. C2 = (C~ + Cp). The required capacitance for the parallel 
capacitor C~ is found using the Thomson equation, taking into account the parasitic 
capacitance Cp: 

(4.26) 

Figure 4.13 shows the equivalent circuit diagram of a real transponder. R2 is the 
natural resistance of the transponder coil L 2 and the current consumption of the data 
carrier (chip) is represented by the load resistor RL. 

If a voltage uQ2 = ui is induced in the coil L 2, the following voltage u 2 can be 
measured at the data carrier load resistor RL in the equivalent circuit diagram shown 
in Figure 4.13 : 

UQ2 
U2 = ---------------

1 + (jwL2 + R2) · (;L + jwC2) 

(4.27) 

We now replace the induced voltage uQ2 = ui by the factor responsible for its 
generation, UQ2 = ui = jwM · i1 = w · k · ✓L 1 • L 2 · i1, thus obtaining the relationship 

C2 = CP + C2 ,- - - - -- - - - --, 
I 
I 
I 
I 
I 

C '2 I RL I . 
I 
I 

_ _ ___ _ __ I 

Parallel C ('tuning C') 

Parasitic capacitor 

Figure 4.13 Equivalent circuit diagram for magnetically coupled conductor loops. Transponder 
coil L 2 and parallel capacitor C2 form a parallel resonant circuit to improve the efficiency of 
voltage transfer. The transponder's data carrier is represented by the grey box 

1 However, in 13.56 MHz systems with anticollision procedures, the resonant frequency selected for the 
transponder is often 1- 5 MHz higher to minimise the effect of the interaction between transponders on 
overall performance. This is because the overall resonant frequency of two transponders directly adjacent 
to one another is always lower than the resonant frequency of a single transponder. 
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operating frequency of the RFID system in question.'! The resonant frequency ofthe
parallel resonant circuit can be calculated using the Thomson equation;

|
eS (4.25)

2 s/ Lo . Co

In practice, Cy is made up of a parallel capacitor C, and a parasitic capacitance
Cy from the real circuit. Cp = (C, + Cy). The required capacitance for the parallel
capacitor C4 is found using the Thomson equation, taking into accountthe parasitic
capacitance C,:

|if i ?

5 (4.26)
“ (27f)°Lo :

Figure 4.13 shows the equivalent circuil diagram of a real transponder. R> is the
natural resistance of the transponder coil £3 and the current consumption of the data
carrier (chip) is represented by the load resistor RK).

If a voltage ug: = uj is induced in the coil Ly, the following voltage wz can be
measured at the data carrier load resistor A, in the equivalent circuit diagram shown
in Figure 4.13:

ul 7

us =SS (4.27)
1+ (jwls+ R2)- (+ a jwCs)AL

We now replace the induced voltage 492 =u; by the factor responsible for its
generation, Ugo = uj = joM -i; =w-k-/L, - Lo- i, thus obtaining the relationship

 
M Ro Cz=C,+ Cs4 lb =a a ae ee 4

; it 7 I|

 
Parallel C (‘tuning ©’)

Parasitic capacitor

Figure 4.13 Equivalent circuit diagram for magnetically coupled conductor loops. Transponder
coil £3 and parallel capacitor C) form a parallel resonant circuit to improve the efficiency of
voltage transfer. The transponder’s data carrier is represented by the grey box

 

' However, in 13.56 MHz systems with anticollision procedures, the resonant frequency selected for the
transponder is often 1-5 MHz higher to minimise the effect of the interaction between transponders on
overall performance. This is because the overall resonant frequency of two transponders directly adjacent
1o one another is always lower than the resonant frequency of a single transponder.
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between voltage u2 and the magnetic coupling of transmitter coil and transponder coil: 

jwM · i1 
U2 = --------------

1 + (j wL2 + R2) · ( ;L + j wC2) 

(4.28) 

and: 
j w · k · ✓ L 1 · L2 · i 1 

u2 = --------------
1 + (j wL2 + R2) · ( ;L + j wC2) 

(4.29) 

or in the non-complex form (Jurisch, 1994): 

U2 = ---;:================== 
w · k · ✓ L 1 L2 · i 1 

(4.30) 

where C2 = C~ + Cp. 
Figure 4.14 shows the simulated graph of u2 with and without resonance over a large 

frequency range for a possible transponder system. The current i 1 in the transmitter 
antenna (and thus also CD(i 1)), inductance L 2 , mutual inductance M, R2 and RL are 
held constant over the entire frequ~ncy range. 

We see that the graph of voltage u2 for the circuit with the coil alone ( circuit from 
Figure 4.12) is almost identical to that of the parallel resonant circuit ( circuit from 
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Figure 4.14 Plot of voltage at a transponder coil in the frequency range 1 to 100 MHz, 
given a constant magnetic field strength H or constant current i 1• A transponder coil with 
a parallel capacitor shows a clear voltage step-up when excited at its resonant frequency 
URES = 13.56 MHz) 
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between voltage u2 and the magnetic coupling of transmitter coil and transpondercoil:

JOM - i,
(4.28)

 
WD =

|1+ (jms + Ra) - (= + joCs)L

and:
iyo EAE > Boo ok= < ! u (4.29)

L + (joka + Ry)- (= + jor)L

or in the non-complex form (Jurisch, 1994):

wek+/Ly Lo - ty (4.30)

(42+ Rc2) +(1 “at + BYR, MNO? @M* Lol) R.

where Cy = C) + Cy.
Figure 4.14 showsthe simulated graph of #2 with and without resonance overa large

frequency range for a possible transponder system. The current (, in the transmitter
antenna (and thus also ®(i;)), inductance L2, mutual inductance M, R»2 and Rj, are
held constant over the entire frequency range.

We see that the graph of voltage uw» for the circuit with the coil alone (circuit from
Figure 4.12) is almost identical to that of the parallel resonant circuit (circuit from
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Figure 4,14 Plot of voltage at a transponder coil in the frequency range | to 100MH<z,
given a constant magnetic field strength A or constant current i;. A transponder coil with
a parallel capacitor shows a clear vollage step-up when excited at its resonant frequency
(fres = 13.56MHaz)
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Figure 4.13) at frequencies well below the resonant frequencies of both circuits, but 
that when the resonant frequency is reached, voltage u2 increases by more than a 
power of ten in the parallel resonant circuit compared to the voltage u2 for the coil 
alone. Above the resonant frequency, however, voltage u 2 falls rapidly in the parallel 
resonant circuit, even falling below the value for the coil alone. 

For transponders in the frequency range below 135 kHz, the transponder coil L 2 is 
generally connected in parallel with a chip capacitor ( C~ = 20-220 pF) to achieve the 
desired resonant frequency. At the higher frequencies of 13 .56 MHz and 27 .125 MHz, 
the required capacitance C2 is usually so low that it is provided by the input capacitance 
of the data carrier together with the parasitic capacitance of the transponder coil. 

Let us now investigate the influence of the circuit elements R2 , RL and L 2 on 
voltage u2 . To gain a better understanding of the interactions between the individual 
parameters we will now introduce the Q factor (the Q factor crops up again when we 
investigate the connection of transmitter antennas in Section 11.4.1.3). We will refrain 
from deriving formulas because the electric resonant circuit is dealt with in detail in 
the background reading. 

The Q factor is a measure of the voltage and current step-up in the resonant circuit 
at its resonant frequency. Its reciprocal 1/Q denotes the expressively named circuit 
damping d. The Q factor is very simple to calculate for the equivalent circuit in 
Figure 4.13. In this case w is the angular frequency (cv = 2nf) of the transponder 
resonant circuit: 

(4.31) 

A glance at equation (4.31) shows that when R2 ➔ oo and RL ➔ 0, the Q factor 
also tends towards zero. On the other hand, when the transponder coil has a very low 
coil resistance R2 ➔ 0 and there is a high load resistor RL >> 0 (corresponding with 
very low transponder chip power consumption), very high Q factors can be achieved. 
The voltage u2 is now proportional to the quality of the resonant circuit, which means 
that the dependency of voltage u2 upon R2 and RL is clearly defined. 

Voltage u2 thus tends towards zero where R2 ➔ oo and RL ➔ 0. At a very low 
transponder coil resistance R2 ➔ 0 and a high value load resistor RL >> 0, on the other 
hand, a very high voltage u2 can be achieved (compare equation (4.30)) . 

It is interesting to note the path taken by the graph of voltage u2 when the inductance 
of the transponder coil L 2 is changed, thus maintaining the resonance condition (i.e. 
C2 = 1/w2 L 2 for all values of L 2). We see that for certain values of L2 , voltage u2 
reaches a clear peak (Figure 4.15). 

If we now consider the graph of the Q factor as a function of L 2 (Figure 4.16), then 
we observe a maximum at the same value of transponder inductance L 2. The maximum 
voltage u2 = f (L2) is therefore derived from the maximum Q factor, Q = f (L2), at 
this point. 

This indicates that for every pair of parameters (R2 , RL) , there is an inductance 
value L 2 at which the Q factor, and thus also the supply voltage u2 to the data carrier, 
is at a maximum. This should always be taken into consideration when designing 
a transponder, because this effect can be exploited to optimise the energy range of 
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Figure 4.13) at frequencies well below the resonant frequencies of both circuits, but
that when the resonant frequency is reached, vollage wo increases by more than a
powerof ten in the parallel resonant circuit compared to the voltage m2 for the coil
alone. Above the resonant frequency, however, voltage w2 falls rapidly in the parallel
resonant circuit, even falling below the value for the coil alone,

For transponders in the frequency range below 135 kHz, the transponder coil Lo Is
generally connected in parallel with a chip capacitor (C,; = 20-220 pF) to achieve the
desired resonant frequency. At the higher frequencies of 13.56 MHz and 27.125 MIlz,
the required capacitance C> is usually so low thatit is provided by the input capacitance
of the data carrier together with the parasitic capacitance of the transpondercoil,

Let us now investigate the influence of the circuit elements Rs. R_ and L» on
voltage #. To gain a better understanding of the interactions between the individual
parameters we will now introduce the Q factor (the Q factor crops up again when we
investigate the connection of transmitter antennas in Section 11.4.1.3). We will refrain
from deriving formulas because the electric resonant circuit is dealt with in detail in
the background reading.

The QO factor is a measure of the voltage and current step-up in the resonant circuit
at its resonant frequency. Its reciprocal 1/Q denotes the expressively named circuit
damping d. The Q factor is very simple to calculate for the equivalent circuit in
Figure 4.13. In this case w is the angular frequency (@ = 27/) of the transponder
resonantcircuit:

o=

i Fe [GC c L
; La Ry ;

A glance at equation (4.31) shows that when R; — oo and Rk; — 0, the Q factor
also tends towards zero. On the other hand, when the transpondercoil has a very low
coil resistance KR» — O and there is a high load resistor Ay >> O (corresponding with
very low transponder chip power consumption), very high Q factors can be achieved.
The voltage u2 is now proportional to the quality of the resonant circuit, which means
that the dependency of voltage w#. upon Ry and Ry, is clearly defined.

Voltage uw thus tends towards zero where Ry — oo and R, — 0. At a very low
transpondercoil resistance Ra — 0 and a high value load resistor Ry, >> O, on the other
hand, a very high voltage wz can be achieved (compare equation (4,30)).

It is interesting to note the path taken by the graph of voltage wu when the inductance
of the transponder coil Lo is changed, thus maintaining the resonance condition (i.e.
C2 = 1/@*L> for all values of L), We see that for certain values of Lo, voltage u2
reaches a clear peak (Figure 4.15).

If we now considerthe graph of the Q factor as a function of Lo (Figure 4.16), then
we observe a maximum at the same value of transponderinductance L». The maximum
voltage u2 = f(L2) is therefore derived from the maximum Q factor, OQ = f(L2), at
this point.

This indicates that for every pair of parameters (Ro, R,_), there is an inductance
value ZLat which the Q factor, and thus also the supply voltage w#2 to the data carrier,
is at a maximum, This should always be taken into consideration when designing
a transponder, because this effect can be exploited to optimise the energy range of

= ‘4,3R> why (t.- 1)
wly ; Ry
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Figure 4.15 Plot of voltage u2 for different values of transponder inductance L 2 . The resonant 
frequency of the transponder is equal to the transmission frequency of the reader for all values 
of L 2 (i 1 = 0.5A, f = 13.56MHz, R2 = 1 Q) 
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Figure 4.16 Graph of the Q factor as a function of transponder inductance L 2 , where the 
resonant frequency of the transponder is constant (f = 13.56 MHz, R2 = 1 Q) 
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an inductively coupled RFID system. However, we must also bear in mind that the 
influence of component tolerances in the system also reaches a maximum in the Qmax 

range. This is particularly important in systems designed for mass production. Such 
systems should be designed so that reliable operation is still possible in the range 
Q « Qmax at the maximum distance between transponder and reader. 

RL should be set at the same value as the input resistance of the data carrier after 
setting the 'power on' reset, i.e. before the activation of the voltage regulator, as is the 
case for the maximum energy range of the system. 

4.1.8 Practical operation of the transponder 

4. 1.8. 1 Power supply to the transponder 

Transponders are classified as active or passive depending upon the type of power 
supply they use. 

Active transponders incorporate their own battery to provide the power supply to the 
data carrier. In these transponders, the voltage u2 is generally only required to generate 
a 'wake up' signal. As soon as the voltage u 2 exceeds a certain limit this signal is 
activated and puts the data carrier into operating mode. The transponder returns to the 
power saving 'sleep' or 'stand-by mode' after the completion of a transaction with the 
reader, or when the voltage u2 falls below a minimum value. 

In passive transponders the data carrier has to obtain its power supply from the 
voltage u2 . To achieve this, the voltage u 2 is converted into direct cmTent using a low 
loss bridge rectifier and then smoothed. A simple basic circuit for this application is 
shown in Figure 3.18. 

4. 1.8.2 Voltage regulation 

The induced voltage u 2 in the transponder coil very rapidly reaches high values due to 
resonance step-up in the resonant circuit. Considering the example in Figure 4.14, if 
we increase the coupling coefficient k - possibly by reducing the gap between reader 
and transponder - or the value of the load resistor RL, then voltage u2 will reach 
a level much greater than 100V. However, the operation of a data carrier requires a 
constant operating voltage of 3-5 V (after rectification). 

In order to regulate voltage u 2 independently of the coupling coefficient k or other 
parameters, and to hold it constant in practice, a voltage-dependent shunt resistor Rs 
is connected in parallel with the load resistor RL. The equivalent circuit diagram for 
this is shown in Figure 4.17. 

Figure 4.17 Operating principle for voltage regulation in the transponder using a shunt 
regulator 
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an inductively coupled RFID system. However, we must also bear in mind that the
influence of component tolerances tn the system also reaches a maximumin the Qyyyy
range. This is particularly important in systems designed for mass production. Such
systems should be designed so that reliable operation is still possible in the range
O < Oynay at the maximum distance between transponder and reader.

Ry, should be set at the same value as the input resistance of the data carrier after
setting the “power on’ reset, i.e. before the activation ofthe voltage regulator, as is the
case for the maximum energy range of the system.

4.1.8 Practical operation of the transponder

4.1.8.1 Power supply to the transponder

Transponders are classified as active or passive depending upon the type of power
supply they use.

Active transponders incorporate their own battery to provide the powersupply to the
data carrier. In these transponders, the voltage m2 is generally only required to generate
a ‘wake up’ signal. As soon as the voltage m2 exceeds a certain limit this signal is
activated and puts the data carrier into operating mode. The transponder returns to the
power saving ‘sleep’ or ‘stand-by mode’ after the completion ofa transaction with the
reader, or when the voltage i falls below a minimum value.

In passive transponders the data carrier has to obtain its power supply from the
voltage ua. To achieve this, the voltage wz is converted into direct current using a low
loss bridge rectifier and then smoothed. A simple basic circuit for this application is
shown in Figure 3.18.

4.1.8.2 Voltage regulation

The induced voltage w2 in the transponder coil very rapidly reaches high values due to
resonance step-up in the resonant circuil. Considering the example in Figure 4.14, if
we increase the coupling coefficient k — possibly by reducing the gap between reader
and transponder — or the value of the load resistor R,, then voltage uw. will reach
a level much greater than 100 V. However, the operation of a data carrier requires a
constant operating voltage of 3—S V (after rectification).

In order to regulate voltage w2 independently of the coupling coefficient & or other
parameters, and to hold it constant in practice, a voltage-dependent shunt resistor Rs
is connected in parallel with the load resistor Ry. The equivalent circuit diagram for
this is shown in Figure 4.17.

  
Figure 4.17 Operating principle for voltage regulation in the transponder using a shunt
regulator
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4.1 MAGNETIC FIELD 79 

As induced voltage uQ2 = ui increases, the value of the shunt resistor Rs falls , 
thus reducing the quality of the transponder resonant circuit to such a degree that the 
voltage u2 remains constant. To calculate the value of the shunt resistor for differ­
ent variables, we refer back to equation ( 4.29) and introduce the parallel connection 
of RL and Rs in place of the constant load resistor RL. The equation can now be 
solved with respect to Rs . The variable voltage u2 is replaced by the constant voltage 
UTransp - the desired input voltage of the data ca1Tier - giving the following equation 
for Rs: 

1 

Rs= (4.32) 

Figure 4.18 shows the graph of voltage u2 when such an 'ideal' shunt regulator is 
used. Voltage u2 initially increases in proportion with the coupling coefficient k. When 
u2 reaches its desired value, the value of the shunt resistor begins to fall in inverse 
proportion to k, thus maintaining an almost constant value for voltage u2 • 

Figure 4.19 shows the variable value of the shunt resistor Rs as a function of the 
coupling coefficient. In this example the value range for the shunt resistor covers several 
powers of ten. This can only be achieved using a semiconductor circuit, therefore 
so-called shunt or parallel regulators are used in inductively coupled transponders . 
These terms describe an electronic regulator circuit, the internal resistance of which 

-- u2 regulated 

15 
·· ·· ··· u2 unregulated 

5 

0 <--------'--------'--------'---------'------'---___J 

0 0.05 0.1 0.15 

k 

0.2 0.25 0.3 

Figure 4.18 Example of the path of voltage u2 with and without shunt regulation in the 
transponder, where the coupling coefficient k is varied by altering the distance between transpon­
der and reader antenna. (The calculation is based upon the following parameters: i 1 = 0 .5 A, 
L1 = 1 µ,H, L2 = 3.5 µ,H, RL = 2kQ, C2 = l/w2L2 ) 
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As induced voltage wg2 = mu, increases, the value of the shunt resistor Rs falls,
thus reducing the quality of the transponder resonant circuit to such a degree that the
voltage uw remains constant. To calculate the value of the shunt resistor for differ-
ent variables, we refer back to equation (4.29) and introduce the parallel connection
of Ry and As in place of the constant load resistor Ay. The equation can now be
solved with respect to Rs. The variable voltage wz is replaced by the constant voltage
Utransp — the desired input voltage of the data carrier — giving the following equation
for Rs:

 
1

jo-k- JL) Ls - i |a= (ee —1 |@2-unceg > WTransp (4.32)“Transp . ]
= eta ==

Joly + Ro Ri.

Figure 4.18 shows the graph of voltage w2 when such an ‘ideal’ shunt regulatoris
used. Voltage tw initially increases in proportion with the coupling coefficient k. When
ita reaches its desired value, the value of the shunt resistor begins to fall in inverse
proportion to &, thus maintaining an almost constant value for voltage mo.

Figure 4.19 shows the variable value of the shunt resistor Rs as a function of the
coupling coefficient. In this example the value range for the shunt resistor covers several
powers of ten. This can only be achieved using a semiconductor circuit, therefore
so-called shunt or parallel regulators are used in inductively coupled transponders.
These terms describe an electronic regulator circuit, the internal resistance of which

 20 Ty I

— Us regulated
ethts Us unregulated15   

0 0.05 0.1 0.15 0.2 0.25 0.3

k

Figure 4.18 Example of the path of voltage m2 with and without shunt regulation in the
transponder, where the coupling coefficient & is varied by altering the distance between transpon-
der and reader antenna. (The calculation is based upon the following parameters: i; = 0.5 A,
Ly = 1H, Lg = 3.5 WH, Ry = 2kQ, Cr = 1/H2Lh2)
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I 
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Figure 4.19 The value of the shunt resistor Rs must be adjustable over a wide range to keep 
voltage u2 constant regardless of the coupling coefficient k (parameters as Figure 4.18) 

Rectifier 
Chip 

ZD4.2 

Figure 4.20 Example circuit for a simple shunt regulator 

falls disproportionately sharply when a threshold voltage is exceeded. A simple shunt 
regulator based upon a zener diode (Ntihrmann, 1994) is shown in Figure 4.20. 

4. 1 • 9 Interrogation field strength Hmin 

We can now use the results obtained in Section 4.1.7 to calculate the interrogation 
field strength of a transponder. This is the minimum field strength Hrrun (at a maximum 
distance x between transponder and reader) at which the supply voltage u2 is just high 
enough for the operation of the data carrier. 

However, u2 is not the internal operating voltage of the data carrier (3V or 5V) 
here; it is the HF input voltage at the terminal of the transponder coil L 2 on the 
data carrier, i.e. prior to rectification. The voltage regulator (shunt regulator) should 
not yet be active at this supply voltage. RL corresponds with the input resistance of 
the data carrier after the 'power on reset' , C2 is made up of the input capacitance 
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Figure 4.19 The value of the shunt resistor Rg must be adjustable over a wide range to keep
vollage w2 constant regardless of the coupling coefficient k (parameters as Figure 4.18)
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Figure 4.20 Example circuit for a simple shunt regulator

falls disproportionately sharply when a threshold voltage is exceeded. A simple shunt
regulator based upon a zener diode (Niihrmann, 1994) is shown in Figure 4.20.

4.1.9 Interrogationfield strength H,in

We can now use the results obtained in Section 4.1.7 to calculate the interrogation
field strength of a transponder. This is the minimumfield strength Amin (al a maximum
distance x between transponder and reader) at which the supply voltage uw is just high
enough for the operation of the data carrier.

However, uwis not the internal operating voltage of the data carrier (3V or 5V)
here; it is the AF input voltage at the terminal of the transponder coil Lo on the
data carrier, le. prior to rectification. The voltage regulator (shunt regulator) should
not yet be active at this supply voltage. Ry, corresponds with the input resistance of
the data carrier after the ‘power on reset’, Cy is made up of the input capacitance
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Cp of the data carrier (chip) and the parasitic capacitance of the transponder layout 
c~ : C2 = cc~ + Cp). 

The inductive voltage (source voltage UQ2 = ui) of a transponder coil can be cal­
culated using equation (4.21) for the general case. If we assume a homogeneous, 
sinusoidal magnetic field in air (permeability constant = µo) we can derive the fol­
lowing, more appropriate, formula: 

(4.33) 

where Heff is the effective field strength of a sinusoidal magnetic field, cv is the angular 
frequency of the magnetic field, N is the number of windings of the transponder coil 
L 2 , and A is the cross-sectional area of the transponder coil. 

We now replace uQ2 = ui = jwM • i 1 from equation (4.29) with equation (4.33) and 
thus obtain the following equation for the circuit in Figure 4.13 : 

j w · µo · Heff · A · N 
U2 = -------- -----

1 + (jwL2 + R2) (;L + jcvC2) 

(4.34) 

Multiplying out the denominator: 

(4.35) 

We now solve this equation for Heff and obtain the value of the complex form. This 
yields the following relationship for the interrogation field Hmin in the general case: 

( wt
2 + wR2c,y + (1 -w2 L2 C,+ ::r 

Hmin = ---------------- ----­
CV· µ 0 · A· N 

(4.36) 

A more detailed analysis of equation ( 4.36) shows that the interrogation field strength 
is dependent upon the frequency cv = 2n f in addition to the antenna area A, the num­
ber of windings N ( of the transponder coil), the minimum voltage u2 and the input 
resistance R2 . This is not surprising, because we have determined a resonance step-up 
of u2 at the resonant frequency of the transponder resonant circuit. Therefore, when 
the transmission frequency of the reader corresponds with the resonant frequency of 
the transponder, the interrogation field strength Hmin is at its minimum value. 

To optimise the interrogation sensitivity of an inductively coupled RFID system, the 
resonant frequency of the transponder should be matched precisely to the transmission 
frequency of the reader. Unfortunately, this is not always possible in practice. First, 
tolerances occur during the manufacture of a transponder, which lead to a deviation 
in the transponder resonant frequency . Second, there are also technical reasons for 
setting the resonant frequency of the transponder a few percentage points higher than 
the transmission frequency of the reader (for example in systems using anticollision 
procedures to keep the interaction of nearby transponders low). 
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C, of the data carrier (chip) and the parasitic capacitance of the transponder layout
res Cs = (Cy + Cy).

The inductive voltage (source voltage waz = uj) of a transpondercoil can be cal-
culated using equation (4.21) for the general case. If we assume a homogeneous,
sinusoidal magnetic field in air (permeability constant = jg) we can derive the fol-
lowing, more appropriate, formula:

Hi = Wo-A+N-@- Ape (4.33)

where Aeris the effective field strength of a sinusoidal magnetic field, w is the angular
frequency of the magnetic field, N is the number of windings of the transpondercoil
L>, and A is the cross-sectional area of the transpondercoil.

We now replace ug2 = uj = jwM - i; from equation (4.29) with equation (4.33) and
thus obtain the following equation for the circuit in Figure 4.13:

jm: » Ay A+ Nuy = J@-wo ft (4.34)

1 + (jwLs + Rs) (= + jus)Ry

 

Multiplying out the denominator:

Jom: o> Herp AN
Lo Ro?Je ( R. + RCs) + (1 = who + |
 

(4.35)Ce
  

We now solve this equation for Aur and obtain the value of the complex form. This
yields the following relationship for the interrogation field Hyi, in the general case:
 

3
owls 2 R |la: /( R. + oRaC>) + (1 —w*LhzCo+ zn)

wW-jlg:A-N

 

(4.36)
 

A more detailed analysis of equation (4.36) shows that the interrogation field strength
is dependent upon the frequency w = 27fin addition to the antenna area A, the num-
ber of windings N (of the transponder coil), the minimum voltage uz and the input
resistance KR). This is not surprising, because we have determined a resonance step-up
of u at the resonant frequency of the transponder resonant circuit. Therefore, when
the transmission frequency of the reader corresponds with the resonant frequency of
the transponder, the interrogation field strength Ajj, is at its minimum value.

To optimise the interrogation sensitivity of an inductively coupled RFID system, the
resonant frequency of the transponder should be matched precisely to the transmission
frequency of the reader, Unfortunately, this is not always possible in practice. First,
tolerances occur during the manufacture of a transponder, which lead to a deviation
in the transponder resonant frequency. Second, there are also technical reasons for
setting the resonant frequency of the transponder a few percentage points higher than
the transmission frequency of the reader (for example in systems using anticollision
procedures to keep the interaction of nearby transponders low).
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Some semiconductor manufacturers incorporate additional smoothing capacitors into 
the transponder chip to smooth out frequency deviations in the transponder caused 
by manufacturing tolerances (see Figure 3.28, 'tuning C'). During manufacture the 
transponder is adjusted to the desired frequency by switching individual smoothing 
capacitors on and off (Schtirmann, 1993). 

In equation ( 4.36) the resonant frequency of the transponder is expressed as the 
product L 2 C2 . This is not recognisable at first glance. In order to make a direct pre­
diction regarding the frequency dependency of intenogation sensitivity, we rearrange 
equation ( 4.25) to obtain: 

(4.37) 

By substituting this expression into the right-hand term under the root of 
equation (4.36) we obtain a function in which the dependence of the intenogation field 
strength Hmin on the relationship between the transmission frequency of the reader ( cv) 
and the resonant frequency of the transponder (w0) is clearly expressed. This is based 
upon the assumption that the change in the resonant frequency of the transponder is 
caused by a change in the capacitance of C2 (e.g. due to temperature dependence or 
manufacturing tolerances of this capacitance), whereas the inductance L 2 of the coil 
remains constant. To express this , the capacitor C2 in the left-hand term under the root 
of equation (4.36) is replaced by C2 = (cv5 · L2) - 1: 

(4.38) 

Therefore a deviation of the transponder resonant frequency from the transmission 
frequency of the reader will lead to a higher transponder intenogation field strength 
and thus to a lower read range (Figure 4.21). 

4. 1. 9. 1 Energy range of transponder systems 

If the interrogation field strength of a transponder is known, then we can also assess 
the energy range associated with a certain reader. The energy range of a transponder is 
the distance from the reader antenna at which there is just enough energy to operate the 
transponder (defined by u2 min and RL). However, the question of whether the energy 
range obtained corresponds with the maximum functional range of the system also 
depends upon whether the data transmitted from the transponder can be detected by 
the reader at the distance in question. 

Given a known antenna cunent2 /, radius R, and number of windings of the trans­
mitter antenna N1, the path of the field strength in the x direction can be calculated 
using equation (4.3) (see Section 4.1.1.1) . If we solve the equation with respect to x 

2 If the antenna cun-ent of the transmitter antenna is not known it can be calculated from the measured field 
strength H(x) at a distance x , where the antenna radius R and the number of windings N 1 are known (see 
Section 4.1.1.1) . 

.._ 
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Some semiconductor manufacturers incorporate additional smoothing capacitors into
the transponder chip to smooth out frequency deviations in the transponder caused
by manufacturing tolerances (see Figure 3.28, ‘tuning C’). During manufacture the
transponder is adjusted to the desired frequency by switching individual smoothing
capacitors on and off (Schiirmann, 1993).

In equation (4.36) the resonant frequency of the transponder is expressed as the
product L5C>, This is not recognisableat first glance. In order to make a direct pre-
diction regarding the frequency dependency ofinterrogation sensitivity, we rearrange

equation (4.25) to obtain: |
Lol;=eae (4.37)
"(27 fo)? a

By substituting this expression into the right-hand term under the root of
equation (4.36) we obtain a function in which the dependence of the interrogationfield
strength Ajj, on the relationship between the transmission frequency of the reader (a)
and the resonant frequency of the transponder (w)) is clearly expressed. This is based
upon the assumption that the change in the resonant frequency of the transponderis
caused by a change in the capacitance of C» (e.g. due to temperature dependence or
manufacturing tolerances of this capacitance), whereas the inductance L»> of the coil
remains constant. To express this, the capacitor Cy in the left-hand term under the root
of equation (4.36) is replaced by Cs = (we fa):

9 <2

Lo Ro ) (2 — aw Roww +— +{—-— +& ala, ao Ry.
Fg 5ee ‘4.38min Cho * AN ( )

 

   
ug:  

Therefore a deviation of the transponder resonant frequency from the transmission
frequency of the reader will lead to a higher transponderinterrogation field strength
and thus to a lower read range (Figure 4.21).

4.1.9.1 Energy range of transponder systems

If the interrogation field strength of a transponder is known, then we can also assess
the energy range associated with a certain reader. The energy rangeof a transponderis
the distance from the reader antenna at which there is just enough energy to operate the
transponder(defined by opin and Ry). However, the question of whether the energy
range obtained corresponds with the maximum functional range of the system also
depends upon whether the data transmitted from the transponder can be detected by
the reader at the distance in question.

Given a known antenna current? /, radius R, and number of windings ofthe trans-
mitter antenna Nj, the path of the field strength in the x direction can be calculated
using equation (4.3) (see Section 4.1.1.1). [If we solve the equation with respect to x
 

> Tf the antenna current of the transmilter antenna is not known it can be calculated from the measured field

strength A(x) at a distance +, where the antenna radius & and the number of windings Ny, are known (see
Section 4.1.1.1).
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Figure 4.21 Interrogation sensitivity of a contactless smart card where the transponder res­
onant frequency is detuned in the range 10-20MHz (N = 4, A= 0.05 x 0.08 m2 , u2 = 5V, 
L 2 = 3 .5 µH , R2 = 5 Q , RL = 1.5 kQ). If the transponder resonant frequency deviates from the 
transmission frequency (13.56 MHz) of the reader an increasingly high field strength is required 
to address the transponder. In practical operation this results in a reduction of the read range 

we obtain the following relationship between the energy range and interrogation field 
Hmin of a transponder for a given reader: 

X= 
3 (l•N1 ,R2) 2 -R2 

2 · Hmin 
(4.39) 

As an example (see Figure 4.22), let us now consider the energy range of a transpon­
der as a function of the power consumption of the data carrier (RL = u2 / i2 ). The reader 
in this example generates a field strength of 0.115 A lm at a distance of 80 cm from the 
transmitter antenna (radius R of transmitter antenna: 40 cm). This is a typical value 
for RFID systems in accordance with ISO 15693. 

As the current consumption of the transponder (lower RL) increases, the interroga­
tion sensitivity of the transponder also increases and the energy range falls. 

The maximum energy range of the transponder is determined by the distance 
between transponder and reader antenna at which the minimum power supply u2 min 

required for the operation of the data carrier exists even with an unloaded transponder 
resonant circuit (i .e. i2 ➔ 0, RL ➔ oo). Where distance x = 0 the maximum current 
i2 represents a limit, above which the supply voltage for the data carrier falls below 
u2 min, which means that the reliable operation of the data carrier can no longer be 
guaranteed in this operating state. 
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Interrogation field strength H,,,\,, 
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Resonant frequency (MHz)

— A, =1500 Ohm

Figure 4,21 [nterrogalion sensitivity of a contactless smart card where the transponder res-
onant frequency is detuned in the range 10O—-20MHz (N = 4, A = 0.05 x 0.08 m?, to =5V,
Lo = 3.5 pH, Rp = 5Q, Ry, = 1.5k82). If the transponder resonant frequency deviates from the
transmission frequency (13.56 MHz) of the reader an increasingly high field strength is required
to address the transponder. [n practical operation this results in a reduction of the read range

we obtain the following relationship between the energy range and interrogation field
Amin Of a transponder for a given reader:

(4.39) 
As an example (see Figure 4.22), lel us now considerthe energy range ofa transpon-

der as a function of the power consumption ofthe data carrier (RL, = uw3/i2). The reader
in this example generates a field strength of 0.115 A/m at a distance of 80cm from the
transmitter antenna (radius R of transmitter antenna: 40cm). This is a typical value
for RFID systems in accordance with ISO 15693.

As the current consumption of the transponder (lower R,) increases, the interroga-
tion sensitivity of the transponderalso increases and the energy range falls.

The maximum energy range of the transponder is determined by the distance
between transponder and reader antenna at which the minimum powersupply 2 iin
required for the operation of the data carrier exists even with an unloaded transponder
resonant circuit (i.e. f2 > O, Ry, — co). Where distance x = 0 the maximum current
io represents a limit, above which the supply voltage for the data carrier falls below
“min. Which means that the reliable operation of the data carrier can no longer be
guaranteed in this operating state.
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Figure 4.22 The energy range of a transponder also depends upon the power consumption of 
the data carrier (RL). The transmitter antenna of the simulated system generates a field strength 
of 0.115 Alm at a distance of 80 cm, a value typical for RFID systems in accordance with ISO 
15693 (transmitter: I = lA, N 1 = 1, R = 0.4 m. Transponder: A = 0.048 x 0.076 m2 (smart 
card), N = 4, L2 = 3.6 µH, u2min = 5V /3V) 

4. 1. 9.2 Interrogation zone of readers 

In the calculations above the implicit assumption was made of a homogeneous magnetic 
field H parallel to the coil axis x. A glance at Figure 4.23 shows that this only applies 
for an arrangement of reader coil and transponder coil with a common central axis x. 
If the transponder is tilted away from this central axis or displaced in the direction of 
the y or z axis this condition is no longer fulfilled. 

If a coil is magnetised by a magnetic field H, which is tilted by the angle {} in 
relation to the central axis of the coil, then in very general terms the following applies: 

uofJ = uo • cos(fJ) (4.40) 

where u0 is the voltage that is induced when the coil is perpendicular to the magnetic 
field. At an angle {} = 90°, in which case the field lines run in the plane of the coil 
radius R, no voltage is induced in the coil. 

As a result of the bending of the magnetic field lines in the entire area around the 
reader coil, here too there are different angles fJ of the magnetic field H in relation 
to the transponder coil. This leads to a characteristic interrogation zone (Figure 4.24, 
grey area) around the reader antenna. Areas with an angle fJ = 0° in relation to the 
transponder antenna - for example along the coil axis x, but also to the side of the 
antenna windings (returning field lines) - give rise to an optimal read range. Areas in 
which the magnetic field lines run parallel to the plane of the transponder coil radius 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 067

84 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS

 

Energyrange(m)
| |

1x 10% 1x 107° 1x 10% 1x 10-7 0.01

Power consumption of data carrier (A)

 
Figure 4,22 The energy range of a ansponder also depends upon the power consumption of
the data carrier (R,,). The transmitter antenna ofthe simulated system generates a field strength
of 0.115 A/m at a distance of 30cm, a value typical for RFID systems in accordance with ISO
15693 (transmitter: / = 1A, Nj; = 1, R=0.4m. Transponder: A = 0.048 x 0.076m* (smart
card), N = 4, Lo = 3.6|LH, damin = 5V/3V)

4.1.9.2 Interrogation zone of readers

In the calculations above the implicit assumption was made of a homogeneous magnetic
field H parallel to the coil axis x, A glance at Figure 4.23 showsthat this only applies
for an arrangement of reader coil and transponder coil with a commoncentral axis x.
If the transponderis tilted away from this central axis or displaced in the direction of
the y or z axis this condition is no longer fulfilled.

If a coil is magnetised by a magnetic field H, which is tilted by the angle # in
relation to the central axis of the coil, then in very general terms the following applies:

Hoy = Up - Cos(?)) (4.40)

where wg is the voltage that is induced when the coil is perpendicular to the magnetic
field. At an angle 9 = 90°, in which case the field lines run in the plane ofthe coil
radius R, no voltage is induced in the coil.

As a result of the bending of the magnetic field lines in the entire area around the
reader coil, here too there are different angles 2 of the magnetic field H in relation
to the transpondercoil. This leads to a characteristic interrogation zone (Figure 4.24,
grey area) around the reader antenna. Areas with an angle 1} = 0° inrelation to the
transponder antenna — for example along the coil axis x, but also to the side ofthe
antenna windings (returning field lines) — give rise to an optimal read range. Areas in
which the magnetic field lines run parallel to the plane of the transpondercoil radius
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Figure 4.23 Cross-section through reader and transponder antennas. The transponder antenna 
is tilted at an angle iJ in relation to the reader antenna 

Reading range with Reading range with 
parallel transponder coil \ / vertical transponder coil 
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---- -- • \!./ ::-/ -- _ _ • L, !,cross-section 
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Magnetic field line H 

·q 
Transponder coil 

Reader antenna 
(cross-section) 

Figure 4.24 Interrogation zone of a reader at different alignments of the transponder coil 

R - for example, exactly above and below the coil windings - exhibit a significantly 
reduced read range. If the transponder itself is tilted through 90° a completely different 
picture of the interrogation zone emerges (Figure 4.24, dotted line). Field lines that 
run parallel to the R-plane of the reader coil now penetrate the transponder coil at an 
angle fJ = 0° and thus lead to an optimal range in this area. 
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Reader antenna

2R  
Transponder antenna

Figure 4.23 Cross-section through reader and transponder antennas, The transponder antenna
is tilted at an angle ? in relation to the reader antenna
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Figure 4.24 Interrogation zone ofa reader at different alignments of the transpondercoil

R — for example, exactly above and below the coil windings — exhibit a significantly
reduced read range. If the transponderitselfis tilted through 90° a completely different
picture of the interrogation zone emerges (Figure 4.24, dotted line). Field lines that
run parallel to the R-plane of the reader coil now penetrate the transponder coil at an
angle 2 = 0° and thus lead to an optimal range in this area.
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4. 1. 10 Total transponder - reader system 

Up to this point we have considered the characteristics of inductively coupled systems 
primarily from the point of view of the transponder. In order to analyse in more detail 
the interaction between transponder and reader in the system, we need to take a slightly 
different view and first examine the electrical properties of the reader so that we can 
then go on to study the system as a whole. 

Figure 4.25 shows the equivalent circuit diagram for a reader (the practical reali­
sation of this circuit configuration can be found in Section 11.4). The conductor loop 
necessary to generate the magnetic alternating field is represented by the coil L 1 • The 
series resistor R1 corresponds with the ohmic losses of the wire resistance in the con­
ductor loop L 1. In order to obtain maximum current in the conductor coil L 1 at the 
reader operating frequency fTx, a series resonant circuit with the resonant frequency 
!RES = fTx is created by the serial connection of the capacitor C 1• The resonant fre­
quency of the series resonant circuit can be calculated very easily using the Thomson 
equation ( 4.25). The operating state of the reader can be described by: 

(4.41) 

Because of the series configuration, the total impedance Z 1 of the series resonant 
circuit is the sum of individual impedances, i.e.: 

HF signal 

Received 
data 

(4.42) 

Receiver 

Figure 4.25 Equivalent circuit diagram of a reader with antenna L 1• The transmitter output 
branch of the reader generates the HF voltage u0 . The receiver of the reader is directly connected 
to the antenna coil L 1 
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4.1.10 Total transponder - reader system

Up to this point we have considered the characteristics of inductively coupled systems
primarily from the point of view of the transponder. In order to analyse in more detail
the interaction beiween transponder and reader in the system, we need to take a slightly
different view and first examine the electrical properties of the reader so thal we can
then go on to study the system as a whole.

Figure 4.25 shows the equivalent circuit diagram for a reader (the practical reali-
sation ofthis circuil configuration can be found in Section 11.4). The conductor loop
necessary to generate the magnetic alternating field is represented by the coil L,. The
series resistor R; corresponds with the ohmic losses ofthe wire resistance in the con-
ductor loop 4,. In order to obtain maximumcurrent in the conductor coil L; at the
reader operating frequency fx, a series resonant circuit with the resonant frequency
tres = frx is created by the serial connection of the capacitor C,. The resonant fre-
quency ofthe series resonant circuit can becalculated very easily using the Thomson
equation (4.25). The operating state of the reader can be described by:

|
ir = fess ==SS (4.41)

Irra/ Ly < Cc}

Because of the series configuration, the total impedance 7, of the series resonant
circuit is the sum of individual impedances, i.e.:

1

fac,

Cy

HF signal

Ug

Receiver

(4.42)
 

Z) = Ri + /a Ly +

Uy Received
data  

 
Figure 4.25 Equivalent circuit diagram of a reader with antenna L,. The transmitter output
branch of the reader generates the HF voltage wo. The receiverof the reader is directly connected
to the antenna coil L,
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4.1 MAGNETIC FIELD 87 

At the resonant frequency /RES, however, the impedances of L l and C 1 cancel each 
other out. In this case the total impedance Z 1 is determined by R 1 only and thus reaches 
a rrummum. 

(4.43) 

The antenna current i 1 reaches a maximum at the resonant frequency and is calculated 
(based upon the assumption of an ideal voltage source where Ri = 0) from the source 

· voltage u0 of the transmitter high level stage, and the ohmic coil resistance R 1. 

(4.44) 

The two voltages, u I at the conductor loop L 1, and u c 1 at the capacitor C 1, are 
in antiphase and cancel each other out at the resonant frequency because current i 1 is 
the same. However, the individual values may be very high. Despite the low source 
voltage uo , which is usually just a few volts, figures of a few hundred volts can 
easily be reached at L 1 and C 1. Designs for conductor loop antennas for high currents 
must therefore incorporate sufficient voltage resistance in the components used, in 
particular the capacitors, because otherwise these would easily be destroyed by arcing. 
Figure 4.26 shows an example of voltage step-up at resonance. 

Despite the fact that the voltage may reach very high levels, it is completely safe to 
touch the voltage-carrying components of the reader antenna. Because of the additional 

Voltage step-up at series resonance 
800r------.-------.-------.------,-----,,-----,-------, 

600 
:::,. 

--<5 
::i 
-..s 400 ::i 

(1) 
0) 

1!l 
0 - U1(f) > 

200 - - - - UC1 (f) 

0 E--=-=-=-r-::::_::::_ -~[__ _ _.1_ __ _1_ __ L=--~-:r:-:::::-:::::-:::::-~-
1 x107 1.1 x 107 1.2 x 107 1 .3x107 1.4 x 107 1.5x 107 1.6x 107 1.7 x 107 

Frequency f (Hz) 

Figure 4.26 Voltage step-up at the coil and capacitor in a series resonant circuit in 
the frequency range 10-17 MHz URES = 13.56MHz, uo = lOV(!), R1 = 2.5 Q , L 1 = 2 µH, 
C1 = 68.8 pF) . The voltage at the conductor coil and series capacitor reaches a maximum of 
above 700 V at the resonant frequency. Because the resonant frequency of the reader antenna 
of an inductively coupled system always co1Tesponds with the transmission frequency of the 
reader, components should be sufficiently voltage resistant 
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At the resonant frequency /frps, however, the impedances of L, and C, cancel each
other out. In this case the total impedance Z, is determined by R, only and thus reaches
a minimum,

l

Fa = 0 = Z1(frrs) = Ri (4.43)w=2i-furs
jm, a
 

The antenna current i; reaches a maximumat the resonant frequency and is calculated
(based upon the assumption of an ideal voltage source where R, = 0) from the source
voltage uo of the transmitter high level stage, and the ohmic coil resistance Rj.

Uy) _ Ho= = (4.44)
Zi(fres) R

(hres) =

The two voltages, uw; at the conductor loop £,, and we; at the capacitor C), are
in antiphase and cancel each other out at the resonant frequency because current /; is
the same. However, the individual values may be very high. Despite the low source
voltage wo, which is usually just a few volts, figures of a few hundred volts can
easily be reached at L; and C,. Designs for conductor loop antennas tor high currents
must therefore incorporate sufficient voltage resistance in the components used, in
particular the capacitors, because otherwise these would easily be destroyed by arcing.
Figure 4.26 shows an example of voltage step-up at resonance.

Despite the fact that the voltage may reach very high levels, it is completely safe to
touch the voltage-carrying components of the reader antenna. Because ofthe additional

Voltage step-up at series resonance

800 | T T I T
 

600

400VoltageuL,,uC,/V
200   
 

0
1x10? 1.14«107 1.2%107 1.8*107 14x10" 1.5107 1.6107 1.7107

FrequencyF (Hz)

Figure 4.26 Voltage step-up at the coil and capacilor in a series resonant circuit in
the frequency range LO—17 MHz ( fres = 13.56MHz, ug = 1OV(D), Ry = 2.52, Ly = 24H,
C; = 68.8 pF). The voltage at the conductor coil and series capacitor reaches a maximum of
above 700 V at the resonant frequency. Because the resonant frequency of the reader antenna
of an inductively coupled system always corresponds with the transmission frequency ofthe
reader, components should be sufficiently voltage resistant

Momentum Dynamics Corporation
Exhibit 1016

Page 070



88 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS 

capacitance of the hand, the series resonant circuit is rapidly detuned, thus reducing 
the resonance step-up of voltage. 

4. 1. 1 O. 1 Transformed transponder impedance Z '1 

If a transponder enters the magnetic alternating field of the conductor coil L 1 a change 
can be detected in the current i 1 . The current i2 induced in the transponder coil thus acts 
upon current i1 responsible for its generation via the magnetic mutual inductance M .3 

In order to simplify the mathematical description of the mutual inductance on the 
current i 1 , let us now introduce an imaginary impedance, the complex transformed 
transponder impedance Z~. The electrical behaviour of the reader's ser-ies resonant 
circuit in the presence of mutual inductance is as if the imaginary impedance Z~ were 
actually present as a discrete component: Z~ takes on a finite value I Z~ I > 0. If the 
mutual inductance is removed, e.g. by withdrawing the transponder from the field of the 
conductor loop, then I Z~ I = 0. We will now derive the calculation of this transformed 
impedance step by step. 

The source voltage u0 of the reader can be divided into the individual voltages uc1, 

uR1, uu and UzT in the series resonant circuit, as illustrated in Figure 4.27. Figure 4.28 
shows the vector diagram for the individual voltages in this circuit at resonance. 

,-- -- - -- ------- 1 

' ' : R1 : 
' ' ' ' ' ' ' ' ' ' ' ' ' ' ' ' ' ' ' ' ' ' ' ' 
: ZT' l 
' : 
' ' ' ' ' : 
: 
' ' ' ' ' I L1 
' ' ' ' ' ' ' ~--------------~ 

l Uc1 a ;, X 1/(iwC,) 

1 UR1 a i1 X R1 

uo l Uzr = i2 x jwM 

~ Real coil 

Figure 4.27 Equivalent circuit diagram of the series resonant circuit - th_e change in current 
i I in the conductor loop of the transmitter due to the influence of a magnetically coupled 
transponder is represented by the impedance Z~ 

3 This is in accordance with Lenz's law, which states that 'the induced voltage always attempts to set up a 
current in the conductor circuit, the direction of which opposes that of the voltage that induced it' (Paul, 
1993). 
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capacitance of the hand, the series resonant circuit is rapidly detuned, thus reducing
the resonance step-up of voltage.

4,1.10.1 Transformed transponder impedance Z‘;

If a transponderenters the magnetic alternating field of the conductor coil L; a change
can be detected in the current i}. The current 7) induced in the transpondercoil thus acts
upon current i; responsible for its generation via the magnetic mutual inductance M3

In order to simplify the mathematical description of the mutual inductance on the
current 7), let us nowintroduce an imaginary impedance, the complex transformed
transponder impedance Z‘,. The electrical behaviour of the reader’s series resonant
circuit in the presence of mutual inductanceis as if the imaginary impedance Z7 were
actually present as a discrete component: Z} takes on a finite value |Z4| > 0. If the
mutual inductance is removed, e.g. by withdrawing the transponderfrom thefield of the
conductor loop, then | Z| = 0. We will now derive the calculation ofthis transformed
impedance step by step.

The source voltage ug of the reader can be divided into the individual voltages uc),
Wei, 4p, and wy in the series resonant circuit, as illustrated in Figure 4.27. Figure 4.28
shows the vector diagram for the individual voltages in this circuit at resonance.

 
i

Cc; Ucoy = iy x VW/(jooCy)

| Ry Uqy= ty *« Ay

Lg

zy Us = Io » jwoM

| | Uy

i |
Loy Us = hy x fool

S Real coil
Figure 4.27 Equivalent circuit diagram oftheseries resonant circuit — the change in current
i, in the conductor loop of the transmitter due to the influence of a magnetically coupled
transponderis represented by the impedance 24

+ This is in accordance with Lenz's law, which states that ‘the induced voltage always attempts to set up a
current in the conductor circuit, the direction of which opposes that of the voltage that induced it’ (Paul,
1993).
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Figure 4.28 The vector diagram for voltages in the series resonance circuit of the reader 
antenna at resonant frequency. The figures for individual voltages uu and uc 1 can reach much 
higher levels than the total voltage uo 

Due to the constant current ii in the series circuit, the source voltage u 0 can be 
represented as the sum of the products of the individual impedances and the current 
ii - The transformed impedance Z~ is expressed by the product j cvM • i2 : 

(4.45) 

Since the series resonant circuit is operated at its resonant frequency, the individual 
impedances (jcvCi)-i and jwLi cancel each other out. The voltage u 0 is therefore 
only divided between the resistance R1 and the transformed transponder impedance 
Z~, as we can see from the vector diagram (Figure 4.28). Equation 4.45 can therefore 
be further simplified to: 

(4.46) 

We now require an expression for the current i2 in the coil of the transponder, so 
that we can calculate the value of the transformed transponder impedance. Figure 4.29 
gives an overview of the currents and voltages in the transponder in the form of an 
equivalent circuit diagram: 

The source voltage uo2 is induced in the transponder coil L 2 by mutual inductance 
M. The current i2 in the transponder is calculated from the quotient of the voltage u2 

divided by the sum of the individual impedances jwL2, R 2 and Z2 (here Z2 represents 
the total input impedance of the data carrier and the parallel capacitor C2). In the 
next step, we replace the voltage u02 by the voltage responsible for its generation 
u02 = jwM · ii, yielding the following expression for u0 : 

uo2 R . . M jwM · ii ( 4 uo = Ri · i1 - jcvM · ------- = i · i1 - JCtJ · ------- 4. 7) 
R 2 + j wL2 + Z 2 R 2 + j wL2 + Z2 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 072

4.1 MAGNETIC FIELD &9 

  
Figure 4.28 The vector diagram for voltages in the series resonance circuit of the reader
antenna at resonant frequency. The figures for individual voltages mw, , and we, can reach much
higher levels than the total voltage uo

Due to the constant current i; in the series circuit, the source voltage ug can be
represented as the sum of the products of the individual impedances and the current
ij. The transformed impedance Z} is expressed by the product jaiM-in:

I
ug = —— - i + j@by +t) + Ri - i) — jam «is (4.45)

pac,

Since the series resonantcircuit is operated at its resonant frequency, the individual
impedances (jwC,)~' and jwZ, cancel each other out. The voltage uo is therefore
only divided between the resistance R, and the transformed transponder impedance

‘, aS We can see fromthe vector diagram (Figure 4.28). Equation 4.45 can therefore
be further simplified to:

uy = R, ‘ iy = joM ‘Ta (4.46)

We now require an expression for the current /2 in the coil of the transponder, sa
that we can calculate the value of the transformed transponder impedance. Figure 4.29
gives an overview of the currents and voltages in the transponder in the form of an
equivalent circuit diagram:

The source voltage wg is induced in the transponder coil Lo by mutual inductance
M. The current i, in the transponderis calculated from the quotient of the voltage w
divided by the sumofthe individual impedances jwL2, R2 and Z2 (here Zz represents
the total input impedance of the data carrier and the parallel capacitor C3). In the
next step, we replace the voltage ug: by the voltage responsible for its generation
go = /wM - i;, yielding the following expression for uo:

HQ? JoM «i
$$$—_§<_— = 2) i, = jaoM s ——__—\_——— (4.47)BhioS? Ro + jw, + Zaug = Ry “Ty — joM -
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M 

Figure 4.29 Simple equivalent circuit diagram of a transponder in the vicinity of a reader. 
The impedance 2 2 of the transponder is made up of the load resistor RL (data carrier) and the 
capacitor C2 

As it is generally impractical to work with the mutual inductance M, in a final step 
we replace M with M = k✓Li • L 2 because the values k , Li and L2 of a transponder 
are generally known. We write: 

. u.>2k2 · Li · L2 
uo = R1 · Z1 + ------- · ii 

R2 + jcvL2 + Z2 
(4.48) 

Dividing both sides of equation ( 4.48) by i 1 yields the total impedance Zo = uo/ ii 
of the series resonant circuit in the reader as the sum of R i and the transformed 
transponder impedance Z~. Thus Z~ is found to be: 

cv2k 2 · Li · L2 
Z~=------­

R2 + jcvL2 + Z2 
(4.49) 

Impedance Z2 represents the parallel connection of C2 and RL in the transponder. 
We replace Z2 with the full expression containing C2 and RL and thus finally obtain 
an expression for Z~ that incorporates all components of the transponder and is thus 
applicable in practice: 

cv2k2 · Li · L2 z~ = -----------
R . L RL 

2 + ]CV 2 + 1 . R C + ]CV L 2 

(4.50) 

4. 1. 10.2 Influencing variables of Z'r 

Let us now investigate the influence of individual parameters on the transformed 
transponder impedance Z~. In addition to line diagrams, locus curves are also suitable 
for this investigation: there is precisely one vector in the complex Z plane for every 
parameter value x in the function Z~ = f (x) and thus exactly one point on the curve. 
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Figure 4.29 Simple equivalent circuit diagram of a transponderin the vicinity of a reader.
The impedance Z> of the transponder is made up of the load resistor A, (data carrier) and the
capacitor C)

As it is generally impractical to work with the mutual inductance M, in a final step
we replace M with M = k./L, + Lo because the values k, Ly and Ly ofa transponder
are generally known. We write:

wk? r Ly : Lo
i} (4.48)
Ro + Jwloa + 23

up = Ry “ty +

Dividing both sides of equation (4.48) by i, yields the total impedance Zp = uo/ ty
of the series resonant circuit in the reader as the sum of A, and the transformed

transponder impedance Z). Thus Z> is found to be:

= ark?» L1+L5
* Ro + Jools + 7)

/

zt (4.49)

Impedance 7» represents the parallel connection of Cy and Ain the transponder.
We replace Z) with the full expression containing Cz and R, and thus finally obtain
an expression for Z}. that incorporates all components of the transponderand is thus
applicable in practice:

 ak? -Ly,+ Lo
Zi = : e (4.50)

864-fale+—_——_—ah Jobe TeRiCe

4.1.10.2 Influencing variables of Z‘y

Let us now investigate the influence of individual parameters on the transformed
transponder impedance Z-. In addition to line diagrams, locus curves are also suitable
for this investigation: there is precisely one vector in the complex Z plane for every
parameter value x in the function Z, = f(x) and thus exactly one point on the curve.
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4. l MAGNETIC FIELD 

Table 4.3 Parameters for line diagrams and locus curves, 
if not stated otherwise 

L1 = l µ,H 
C1 = l /(wTx)2 

· L 1 (resonance) 
C2 = 1/(wRx)2 · L2 (resonance) 
!REs = hx = 13.56MHz 

L 2 = 3.5 µ,H 
R2 = SQ 
RL = 5 kQ 
k = 15% 

91 

All line diagrams and locus curves from Section 4.1.10 are - unless stated other­
wise - calculated using the constant parameter values listed in Table 4.3. 

Transmission frequency !Tx Let us first change the transmission frequency hx of 
the reader, while the transponder resonant frequency !RES is kept constant. Although 
this case does not occur in practice it is very useful as a theoretical experiment to help 
us to understand the principles behind the transformed transponder impedance Z~. 

Figure 4.30 shows the locus curve Z~ = f (!Tx) for this case. The impedance vector 
Z~ traces a circle in the clockwise direction in the complex Z plane as transmission 
frequency fTx increases. 

In the frequency range below the transponder resonant frequency (!Tx < !RES) the 
impedance vector Z~ is initially found in quadrant I of the complex Z plane. The 
transformed transponder impedance Z~ is inductive in this frequency range. 

If the transmission frequency precisely corresponds with the transponder resonant 
frequency (!Tx = !RES) then the reactive impedances for L 2 and C2 in the transponder 

90 

120 Im in .Q 60 

150 30 

fRES 
180 1----1------+---+---+--+sc---t+----+---+--+--<l>--l 0 

210 

240 

k = 10% 
k = 20% 

2 0 

20 30 40 50 
Re in .Q 

330 

300 

Figure 4.30 The impedance locus curve of the complex transformed transponder impedance 
Z~ as a function of transmission frequency (hx = 1-30 MHz) of the reader corresponds with 
the impedance locus curve of a parallel resonant circuit 
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Table 4.3 Parameters for line diagrams and locus curves,
if not stated otherwise

L; =1pH La =3.5),H
C) = 1/(@px)* - Ly (resonance) Ro = 52
Cy = 1/(wex)* - La (resonance) R, =5k2
fees = frx = 13.56 MHz k = 15%

All line diagrams and locus curves from Section 4.1.10 are — unless stated other-
wise — calculated using the constant parameter values listed in Table 4.3.

Transmission frequency fix Let us first change the transmission frequency frx of
the reader, while the transponder resonant frequency fps is kept constant. Although
this case does nol occur in practice it is very useful as a theoretical experiment to help
us to understand the principles behind the transformed transponder impedance 2+.

Figure 4.30 showsthe locus curve 24. = f(frx) for this case. The impedance vector
Z, traces a circle in the clockwise direction in the complex Z plane as transmission
frequency fx increases.

In the frequency range below the transponder resonant frequency ( frx < fres) the
impedance vector Z} is initially found in quadrant I of the complex 7 plane. The
transformed transponder impedance Z+} is inductive in this frequency range.

If the transmission frequency precisely corresponds with the transponder resonant
frequency (frx = fires) then the reactive impedances for Ly and C2 in the transponder

120 Iming 60

750 30

   fres
180 | ' +—__—__++4 |

50

Rein 22

210 330

240 300

270
— k= 10%
— k=20%

Figure 4,30 The impedance locus curve of the complex transformed transponder impedance
Z* as a function of transmission frequency (frx = 1-30 MHz) of the reader corresponds with
the impedance locus curve ofa parallel resonant circuit
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cancel each other out. Z~ acts as an ohmic (real) resistor - the locus curve thus 
intersects the real x axis of the complex Z plane at this point. 

In the frequency range above the transponder resonant frequency (fTx > !RES), the 
locus curve finally passes through quadrant IV of the complex Z plane - Z~ has a 
capacitive effect in this range. 

The impedance locus curve of the complex transformed transponder impedance Z~ 
corresponds with the impedance locus curve of a damped parallel resonant circuit 
with a parallel resonant frequency equal to the resonant frequency of the transponder. 
Figure 4.31 shows an equivalent circuit diagram for this. The complex current i2 in 
the coil L 2 of the transponder resonant circuit is transformed by the magnetic mutual 
inductance M in the antenna coil L I of the reader and acts there as a parallel resonant 
circuit with the (frequency dependent) impedance Z~. The value of the real resistor 
R' in the equivalent circuit diagram corresponds with the point of intersection of the 
locus curve Z~ with the real axis in the Z plane. 

Coupling coefficient k Given constant geometry of the transponder and reader 
antenna, the coupling coefficient is defined by the distance and angle of the two coils 
in relation to each other (see Section 4.1.5). The influence of metals in the vicinity 
of the transmitter or transponder coil on the coupling coefficient should not be disre­
garded (e.g. shielding effect caused by eddy current losses). In practice, therefore, the 
coupling coefficient is the parameter that varies the most. Figure 4.32 shows the locus 
curve of the complex transformed transponder impedance for the range O :S k :s 1. We 
differentiate between three ranges: 

• k = 0: If the transponder coil L 2 is removed from the field of the reader antenna 
L 1 entirely, then no mutual inductance occurs. For this limit case, the transformed 
transponder impedance is no longer effective, that is Z~(k = 0) = 0. 

• 0 < k < 1: If the transponder coil L 2 is slowly moved towards the reader antenna 
L 1 , then the coupling coefficient, and thus also the mutual inductance M between 
the two coils, increases continuously. The value of complex transformed transpon­
der impedance increases proportionately, whereby Z~ ~ k2. When ftx exactly 

Z' 

L' R' C' 

Figure 4.31 The equivalent circuit diagram of complex 
transformed transponder impedance Z~ is a damped parallel 
resonant circuit 

...... 
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cancel each other out. Z{ acts as an ohmic (real) resistor — the locus curve thus
intersects the real x axis of the complex 4 plane atthis point.

In the frequency range above the transponder resonant frequency (f/x > /rees). the
locus curve finally passes through quadrant LV of the complex Z plane — Z) has a
capacitive effect in this range.

The impedance locus curve of the complex transformed transponder impedance Z+,
corresponds with the impedance locus curve of a damped parallel resonant circuit
with a parallel resonant frequency equal to the resonant frequency ofthe transponder.
Figure 4.31 shows an equivalent circuit diagram for this. The complex current fj 1n
the coil Lo of the transponderresonantcircuit is transformed by the magnetic mutual
inductance M in the antennacoil L; ofthe reader and acts there as a paralle] resonant
circuit with the (frequency dependent) impedance Z;. The value of the real resistor
R’ in the equivalent circuit diagram corresponds with the point of intersection of the
locus curve Z; with the real axis in the Z plane.

Coupling coefficient k Given constant geometry of the transponder and reader
antenna, the coupling coefficient is defined by the distance and angle of the two coils
in relation to each other (see Section 4.1.5). The influence of metals in the vicinity
of the transmitter or transponder coil on the coupling coefficient should not be disre-
garded (e.g. shielding effect caused by eddy current losses). In practice, therefore, the
coupling coefficient is the parameter that varies the most. Figure 4.32 shows the locus
curve of the complex transformed transponder impedance for the range 0 < k < 1. We
differentiate between three ranges:

e k =O:If the transpondercoil Lz is removed from the field of the reader antenna
i, entirely, then no mutual inductance occurs. For this limit case, the transformed
transponder impedanceis no longereffective, that is Z.(k = 0) = 0.

e OQ <& <1: If the transponder coil Lo is slowly moved towards the reader antenna
L,, then the coupling coefficient, and thus also the mutual inductance M between
the two coils, increases continuously. The value of complex transformed transpon-
der impedance increases proportionately, whereby Z~ ko. When fx exactly

L’

Figure 4.31 The equivalent circuit diagram of complex
transformed transponder impedance Z4. is a damped parallel
resonant circuil
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93 

Figure 4.32 The locus curve of Z~ (k = 0-1) in the complex impedance plane as a function 
of the coupling coefficient k is a straight line 

corresponds with /RES, Z~(k) remains real for all values of k.4 Given a detun­
ing of the transponder resonant frequency (!RES I- fTx), on the other hand, Z~ 
also has an inductive or capacitive component. 

• k = l: This case only occurs if both coils are identical in format, so that the 
windings of the two coils L 1 and L 2 lie directly on top of each other at distance 
d = 0. Z~(k) reaches a maximum in this case. In general the following applies: 
IZ~(k)max l = IZ~(Kmax) 1. 

Transponder capacitance C 2 We will now change the value of transponder capac­
itance C2 , while keeping all other parameters constant. This naturally detunes the 
resonant frequency !RES of the transponder in relation to the transmission frequency 
!Tx of the reader. In practice, different factors may be responsible for a change in C2 : 

• manufacturing tolerances, leading to a static deviation from the target value; 

• a dependence of the data carrier's input capacitance on the input voltage u2 due to 
effects in the semiconductor: C2 = f (u2); 

4 The low angular deviation in the locus curve in Figure 4.32 where /RES = hx is therefore due to the 
fact that the resonant frequency calculated according to equation (4.34) is only valid without limitations for 
the undamped parallel resonant circuit. Given damping by RL and R2 , on the other hand, there is a slight 
detuning of the resonant frequency. However, this effect can be largely disregarded in practice and thus 
will not be considered further here. 
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Figure 4.32 The locus curve of Zy(k = 0-1) in the complex impedance plane as a function
of the coupling coefficient k is a straight line

corresponds with fxs, Z4(k) remains real for all values of &.* Given a detun-
ing of the transponder resonant frequency (fres # frx). on the other hand, 2;
also has an inductive or capacitive component.

e k=1: This case only occurs if both coils are identical in format, so that the
windings of the two coils ZL; and Llie directly on top of each other at distance
d =0. Z,(k) reaches a maximum in this case. In general the following applies:
IZ7 (kK) max — [ZC Kraan) |

Transponder capacitance C2 We will now change the value of transponder capac-
itance Cz, while keeping all other parameters constant. This naturally detunes the
resonant frequency /grs ot the transponder in relation to the transmission frequency
frx of the reader. In practice, different factors may be responsible for a change in C3:

e manufacturing tolerances, leading to a static deviation from the target value;

e a dependence of the data carrier's input capacitance on the input voltage w2 due to
effects in the semiconductor: Cy = /f(to);

‘The low angular deviation in the locus curve in Figure 4.32 where figs = fry is therefore due to the
fact thal the resonant frequency calculated according lo equation (4.34) is only valid without limitations for
the undamped parallel resonant circuit. Given damping by Ry and Ao, on the other hand, there is a slight
detuning of the resonant frequency, However, this effect can be largely disregarded in practice and thus
will not be considered further here,
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94 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS 

• intentional variation of the capacitance of C2 for the purpose of data transmis­
sion (we will deal with so-called 'capacitive load modulation' in more detail in 
Section 4.1.10.3). 

• detuning due to environmental influences such as metal, temperature, moisture, and 
'hand capacitance' when the smart card is touched. 

Figure 4.33 shows the locus curve for Z~(C2) in the complex impedance plane. As 
expected, the locus curve obtained is the circle in the complex Z plane that is typical 
of a parallel resonant circuit. Let us now consider the extreme values for C2 : 

• C2 = l/w}xL2 : The resonant frequency of the transponder in this case precisely 
corresponds with the transmission frequency of the reader (see equation ( 4.25)). 
The current i2 in . the transponder coil reaches a maximum at this value due to 
resonance step-up and is real. Because Z~ ~ j wM • i2 the value for impedance Z~ 
also reaches a maximum - the locus curve intersects the real axis in the complex 
Z plane. The following applies: IZ~(C2)lmax = IZ~(C2 = 1/wTx)2 · L2) I. 

• C2 i= l / w2 L 2: If the capacitance C2 is less than or greater than C2 = 1 / cv}x L2 then 
the resonant frequency of the transponder will be detuned and will vary significantly 
from the transmission frequency of the reader. The polarity of the cmTent i2 in the 
resonant circuit of the transponder varies when the resonant frequency is exceeded, 

120 

150 

90 
lmin Q 

60 

fRES > fTx: inductive 30 

180 f------+-----t-------if--+-+-+-----+---+-i 0 

210 

240 

270 
-- k = 6% 
---- k = 10% 
-- k = 20% 

40 60 
Re in Q 

330 

fRES < fTx: capacitive 

300 

Figure 4.33 The locus curve of Z~ ( C2 = 10-110 pF) in the complex impedance plane as 
a function of the capacitance C2 in the transponder is a circle in the complex Z plane. The 
diameter of the circle is proportional to k? 
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e® intentional variation of the capacitance of Cy for the purpose of data tansmis-
sion (we will deal with so-called ‘capacitive load modulation’ in more detail in
Section 4.1.10.3).

e detuning due to environmental influences such as metal, temperature, moisture, and
‘hand capacitance’ when the smart card is touched.

Figure 4.33 shows the locus curve for Z.(C2) in the complex impedance plane. As
expected, the locus curve obtained is the circle in the complex Z plane that is typical
of a parallel resonant circuit. Let us now consider the extreme values for C2:

e Cz; =1/wt,L2: The resonant frequency of the transponderin this case precisely
corresponds with the transmission frequency of the reader (see equation (4.25)).
The current i> in the transponder coil reaches a maximum at this value due to
resonance step-up andis real. Because 7, ~ jwM - iz the value for impedance 7}.
also reaches a maximum — the locus curve intersects the real axis in the complex
Z plane. The following applies: |Z4(C2)|max = | Zy( Cz = | /wrx)? -L5)|.

© Co #1/w* Lo: Ifthe capacitance C2 is less thanor greater than C) = 1 /wzy Ls then
the resonant frequencyof the transponder will be detuned and will vary significantly
from the transmission frequency of the reader, The polarity of the current f2 in the
resonant circuit of the transponder varies when the resonant frequency is exceeded,

OG:
Im in Q

120 60

150 Ires > Ire: inductive 30

180 
fags < fry: capacitive

240 300

270
—— k=6%
---- k= 10%
—— k=20%

Figure 4.33) The locus curve of Z). (C; = 10-110 pF) in the complex impedance plane as
a funcuion of the capacitance Cz in the transponder is a circle in the complex 7 plane. The
diameter ofthe circle is proportional to ko
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Figure 4.34 Value and phase of the transformed transponder impedance Z~ as a function of 
C2 . The maximum value of Z~ is reached when the transponder resonant frequency matches the 
transmission frequency of the reader. The polarity of the phase angle of Z~ varies 

as we can see from Figure 4.34. Similarly, the locus curve of Z~ describes the 
familiar circular path in the complex Z plane. For both extreme values: 

( 4.5 1) 

(no resonance step-up) 

(4.52) 

('short-circuited' transponder coil). 

Load resistance RL The load resistance RL is an expression for the power con­
sumption of the data carrier (microchip) in the transponder. Unfortunately, the load 
resistance is generally not constant, but falls as the coupling coefficient increases due to 
the influence of the shunt regulator (voltage regulator). The power consumption of the 
data carrier also varies, for example during the read or write operation. Furthermore, 
the value of the load resistance is often intentionally altered in order to transmit data 
to the reader (see Section 4.1.10.3). 
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2/Ohm,phi
  

|Z (FA = 5k)| C2/F

arg (27 (A, = 5k))

———-|Z7 (A, = 2k)|

——--arg (27 (A, = 2k)

 

 

Figure 4.34 Value and phase of the transformed transponder impedance Z} as a function of
C,. The maximumvalueof Z4is reached when the transponderresonant frequency matches the
transmission frequency of the reader. The polarity of the phase angle of 2} varies

as we can see from Figure 4.34. Similarly, the locus curve of 2 describes the
familiar circular path in the complex Z plane. For both extreme values:

wk* + Ly - Lo
A =OD 4.51ee Tala + Ra eae

(no resonance step-up)

Zz! C ) ar k* - Ly - Ls (4.52)fir 47> Co) => 4 i
rs Jwl, + Rp

(‘short-circuited’ transponder coil).

load resistance Ri The load resistance R,, is an expression for the power coen-
sumption of the data carrier (microchip) in the transponder, Unfortunately, the load
resistance is generally not constant, but falls as the coupling coefficient increases due to
the influenceof the shunt regulator (voltage regulator). The power consumption ofthe
data carrier also varies, for example during the read or write operation. Furthermore,
the value of the load resistance is often intentionally altered in order to transmit data
to the reader (see Section 4.1.10.3).
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4 PHYSICAL PRINCIPLES OF RFID SYSTEMS 
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Figure 4.35 Locus curve of Z~ (RL = 0.3-3 kQ) in the impedance plane as a function of the 
load resistance RL in the transponder at different transponder resonant frequencies 

Figure 4.35 shows the conesponding locus curve for Z~ = f (RL). This shows that 
the transformed transponder impedance is proportional to RL. Increasing load resistance 
RL, which corresponds with a lower(!) current in the data carrier, thus also leads to a 
greater value for the transformed transponder impedance Z~. This can be explained by 
the influence of the load resistance RL on the Q factor: a high-ohmic load resistance 
RL leads to a high Q factor in the resonant circuit and thus to a greater current 
step-up in the transponder resonant circuit. Due to the proportionality Z~ ~ j wM • 
i2 - and not to iRL - we obtain a correspondingly high value for the transformed 
transponder impedance. 

If the transponder resonant frequency is detuned we obtain a curved locus curve 
for the transformed transponder impedance Z~. This can also be traced back to the 
influence of the Q factor, because the phase angle of a detuned parallel resonant 
circuit also increases as the Q factor increases (RL t ), as we can see from a glance at 
Figure 4.34. 

Let us reconsider the two extreme values of RL: 

(4.53) 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 079

96 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS

90

120 60Im in ©

150 30

fres > frx © Bimax?

a

 
res < fx

210 330

240 q 300

270 
fres = Ax

aaaee fRes = hx + 3%

Se tres = x - 1%

Figure 4.35 Locus curve of Z4 (Ry, = 0.3—3k®)in the impedance plane as a function ofthe
load resistance A), in the transponderat different transponder resonant frequencies

Figure 4.35 shows the corresponding locus curve for Z;,= /(R_). This showsthat
the transformed transponder impedanceis proportional to R.. Increasing load resistance
R,,, which corresponds with a lower(!) current in the data carrier, thus also leads to a
greater value for the transformed transponder impedance 2}. This can be explained by
the influence of the load resistance Ry on the Q factor: a high-ohmic load resistance
R,, leads to a high Q factor in the resonant circuit and thus to a greater current
step-up in the transponder resonant circuit. Due to the proportionality Z, ~ jwM -
i2 — and not to ip, — we obtain a correspondingly high value for the transformed
transponder impedance.

If the transponder resonant frequency is detuned we obtain a curved locus curve
for the transformed transponder impedance Z. This can also be traced back to the
influence of the Q factor, because the phase angle of a detuned parallel resonant
circuit also increases as the Q factor increases (RK, ), as we can see from a glanceat
Figure 4.34.

Let us reconsider the two extreme values of Ri:

wk? - Ly bo
Z7(R,, + 0) = —————— 4.53(Re ) Ra jele ( )

Momentum Dynamics Corporation
Exhibit 1016

Page 079



4.1 MAGNETIC FIELD 

('short-circuited ' transponder coil) 

, u}k2 · L1 · L2 
ZT(RL -+ oo) = 1 

(unloaded transponder resonant circuit). 

jwL2 + R2 + -.-­
;wC2 

97 

(4.54) 

Transponder inductance L2 Let us now investigate the influence of inductance L 2 

on the transformed transponder impedance, whereby the resonant frequency of the 
transponder is again held constant, so that C2 = 1/wfxLz. 

Transformed transponder impedance reaches a clear peak at a given inductance 
value, as a glance at the line diagram shows (Figure 4.36). This behaviour is remi­
niscent of the graph of voltage u2 = f(L2) (see also Figure 4.15). Here too the peak 
transformed transponder impedance occurs where the Q factor, and thus the current 
i2 in the transponder, is at a maximum (Z~ ~ jwM · i2). Please refer to Section 4.1.7 
for an explanation of the mathematical relationship between load resistance and the 
Q factor. 

4. 1. 10.3 Load modulation 

Apart from a few other methods (see Chapter 3), so-called load modulation is the most 
common procedure for data transmission from transponder to reader by some margin. 
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Figure 4.36 The value of Z~ as a function of the transponder inductance L 2 at a constant 
resonant frequency h.Es of the transponder. The maximum value of Z~ coincides with the 
maximum value of the Q factor in the transponder 
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By varying the circuit parameters of the transponder resonant circuit in time with the 
data stream, the magnitude and phase of the transformed transponder impedance can 
be influenced (modulation) such that the data from the transponder can be reconstructed 
by an appropriate evaluation procedure in the reader (demodulation). 

However, of all the circuit parameters in the transponder resonant circuit, only two 
can be altered by the data caITier: the load resistance RL and the parallel capacitance 
C2 . Therefore RFID literature distinguishes between ohmic (or real) and capacitive 
load modulation. 

Ohmic load modulation In this type of load modulation a parallel resistor Rmoct is 
switched on and off within the data carrier of the transponder in time with the data 
stream (or in time with a modulated subca1Tier) (Figure 4.37). We already know from 
the previous section that the parallel connection of Rmoct (-+ reduced total resistance) 
will reduce the Q factor and thus also the transformed transponder impedance Z~. 
This is also evident from the locus curve for the ohmic load modulator: Z~ is switched 
between the values Z~ (RL) and Z~ (RLI I R1110ct) by the load modulator in the transponder 
(Figure 4.38). The phase of Z~ remains almost constant during this process (assuming 
!Tx = !REs). 

In order to be able to reconstruct (i.e. demodulate) the transmitted data, the falling 
voltage uzT at Z~ must be sent to the receiver (RX) of the reader. Unfortunately, Z~ 
is not accessible in the reader as a discrete component because the voltage UzT is 
induced in the real antenna coil L 1. However, the voltages uu and URJ also occur at 
the antenna coil L 1, and they can only be measured at the terminals of the antenna 
coil as the total voltage uRx- This total voltage is available to the receiver branch of 
the reader (see also Figure 4.25). 

The vector diagram in Figure 4.39 shows the magnitude and phase of the voltage 
components UzT, uu and URI which make up the total voltage uRx- The magnitude and 
phase of uRx is varied by the modulation of the voltage component uzT by the load 
modulator in the transponder. Load modulation in the transponder thus brings about 
the amplitude modulation of the reader antenna voltage uRx- The transmitted data 
is therefore not available in the baseband at L 1 ; instead it is found in the modulation 
products(= modulation sidebands) of the (load) modulated voltage u 1 (see Chapter 6). 

Capacitive load modulation In capacitive load modulation it is an additional capac­
itor C1110ct, rather than a modulation resistance, that is switched on and off in time with 
the data stream (or in time with a modulated subcarrier) (Figure 4.40). This causes 
the resonant frequency of the transponder to be switched between two frequencies. 

Figure 4.37 Equivalent circuit diagram for a transponder with load modulator. Switch S is 
closed in time with the data stream - or a modulated subcmrier signal - for the transmission 
of data 
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By varying the circuit parameters of the transponder resonant circuit in time with the
data stream, the magnitude and phase of the transformed transponder impedance can
be influenced (modulation) such that the data from the transponder can be reconstructed
by an appropriate evaluation procedure in the reader (demodulation).

However, of all the circuit parameters in the transponder resonant circuit, only two
can be altered by the data carrier: the load resistance Ry and the parallel capacitance
Cy. Therefore RFID literature distinguishes between ohmic (or real) and capacitive
load modulation,

Ohmic load modulation In this type of load modulation a parallel resistor Ryoa is
switched on and off within the data carrier of the transponder in time with the data
stream (or in time with a modulated subcarrier) (Pigure 4.37), We already know from
the previous section that the parallel connection of Ryjoq (— reduced total resistance)
will reduce the Q factor and thus also the transformed transponder impedance Z}.
This is also evident from the locus curve for the ohmic load modulator: Z4. is switched
between the values Z4 (Ry) and Z4 (Ri,|| Riou) by the load modulatorin the transponder
(Figure 4.38). The phase of Z, remains almost constant during this process (assuming
frx = fres).

In order to be able to reconstruct (i.e. demodulate) the transmitted data, the falling
voltage uzyp at Z must be sent to the receiver (RX) of the reader, Unfortunately, 24.
is not accessible in the reader as a discrete component because the voltage uy 1s
induced in the real antenna coil £;. However, the voltages m; and we; also occurat
the antenna coil L,, and they can only be measured at the terminals of the antenna
coil as the total voltage upx. This total voltage is available to the receiver branch of
the reader (see also Figure 4.25).

The vector diagram in Figure 4.39 shows the magnitude and phase of the voltage
components uz, uy) and “py; Which make up the total voltage wpx. The magnitude and
phase of wx is varied by the modulation of the voltage component uyzy by the load
modulator in the transponder. Load modulation in the transponder thus brings about
the amplitude modulation of the reader antenna voltage wyx. The transmitted data
is therefore not available in the baseband at £;; instead it is found in the modulation

products (= modulation sidebands) of the (load) modulated voltage u, (see Chapter6).

Capacitive load modulation In capacitive load modulation it is an additional capac-
itor Cyog. rather than a modulation resistance, that is switched on and off in time with

the data stream (or in time with a modulated subcarrier) (Figure 4.40), This causes
the resonant frequency of the transponder to be switched between two frequencies.

  
 

iy Met Pe Finod

eS f ra |5. Us | Ay \ s
Figure 4.37 Equivalent circuit diagram for a transponder with load modulator. Switch § is
closed in time with the data stream — or a modulated subcarrier signal — for the transmission
of data
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Figure 4.38 Locus curve of the transformed transponder impedance with ohmic load modula­
tion (RLIIRmoct = 1.5-5 ks-2) of an inductively coupled transponder. The parallel connection of 
the modulation resistor Rmod results in a lower value of Z~ 

Im 

URX-=d// 

, 

. 
. . . . 

. . . . 

Re 

Figure 4.39 Vector diagram for the total voltage uRx that is available to the receiver of a 
reader. The magnitude and phase of uRx are modulated at the antenna coil of the reader (L 1) 

by an ohmic load modulator 

We know from the previous section that the detuning of the transponder resonant fre­
quency markedly influences the magnitude and phase of the transformed transponder 
impedance Z~. This is also clearly visible from the locus curve for the capacitive load 
modulator (Figure 4.41) : Z~ is switched between the values Z~(WREs1) and Z~(cvREs2) 
by the load modulator in the transponder. The locus curve for Z~ thereby passes 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 082

4.1 MAGNETIC FIELD 99 

 
 

Imin

Re in 22
f } 0

0 lo 20——®)
Z+ (Ri)

Z4(AU|| riod) u

330

300

270

Figure 4.38 Locus curve of the transformed transponder impedance with ohmic load modula-
tion (Rp||Rmoa = 1.5-5kQ) of an inductively coupled transponder. The parallel connection of
the modiation resistor Ryo results in a lower value of 2

  
Figure 4.39 Vector diagram for the total vollage wpyx that is available to the receiver of a
reader. The magnitude and phase of i#px are modulated at the antenna coil of the reader (L,)
by an ohmic load modulator

We know from the previous section that the detuning of the transponder resonant fre-
quency markedly influences the magnitude and phase of the transformed transponder
impedance Z}.. This is also clearly visible from the locus curve for the capacitive load
modulator (Figure 4.41): Z is switched betweenthe values Z)(@ggs)) and Z}-(@pres2)7

by the load modulator in the transponder. The locus curve for 2} thereby passes
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Figure 4.40 Equivalent circuit diagram for a transponder with capacitive load modulator. To 
transmit data the switch S is closed in time with the data stream - or a modulated subcar­
rier signal 

Re in Q 

0 10 

Im inQ 

300 

270 

Figure 4.41 Locus curve of transformed transponder impedance for the capacitive load mod­
ulation ( C2 II C1110a = 40- 60 pF) of an inductively coupled transponder. The parallel connection 
of a modulation capacitor Cnoct results in a modulation of the magnitude and phase of the 
transformed transponder impedance Z~ 

through a segment of the circle in the complex Z plane that is typical of the parallel 
resonant circuit. 

Demodulation of the data signal is similar to the procedure used with ohmic load 
modulation. Capacitive load modulation generates a combination of amplitude and 
phase modulation of the reader antenna voltage uRX and should therefore be processed 
in an appropriate manner in the receiver branch of the reader. The relevant vector 
diagram is shown in Figure 4.42. 

Demodulation in the reader For transponders in the frequency range < 135 kHz the 
load modulator is generally controlled directly by a serial data stream encoded in the 
baseband, e.g. a Manchester encoded bit sequence. The modulation signal from the 
transponder can be recreated by the rectification of the amplitude modulated voltage 
at the antenna coil of the reader (see Section 11.3). 

In higher frequency systems operating at 6.78 MHz or 13.56 MHz, on the other 
hand, the transponder's load modulator is controlled by a modulated subcarrier signal 
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Figure 4,40 Equivalent circuit diagram for a transponder with capacitive load modulator. To
transmit data the switch 8 is closed in time with the data stream — or a modulated subcar-

rier signal
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Figure 4.41 Locus curve of transformed transponder impedance for the capacitive load mod-
ulation (C>||Cyoq = 40-60 pF) of an inductively coupled transponder. The parallel connection
of a modulation capacitor Cyoq results in a modulation of the magnitude and phase of the
transformed transponder impedance 24

through a segment of the circle in the complex Z plane that is typical of the parallel
resonant circuit.

Demodulation of the data signal is similar to the procedure used with ohmic load
modulation. Capacitive load modulation generates a combination of amplitude and
phase modulation of the reader antenna voltage wpx and should therefore be processed
in an appropriate manner in the receiver branch ofthe reader, The relevant vector
diagram is shown in Figure 4.42.

Demodulation in the reader For transponders in the frequency range <135 kHz the
load modulator is generally controlled directly by a serial data stream encoded in the
baseband, e.g. a Manchester encoded bit sequence. The modulation signal from the
transponder can berecreated by the rectification of the amplitude modulated voltage
at the antenna coil of the reader (see Section 11.3),

In higher frequency systems operating at 6.78 MHz or 13,56MHz, on the other
hand, the transponder’s load modulator is controlled by a modulated subcarrier signal
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Figure 4.42 Vector diagram of the total voltage uRx available to the receiver of the reader. 
The magnitude and phase of this voltage are modulated at the antenna coil of the reader (L 1) 

by a capacitive load modulator 

(see Section 6.2.4). The subcarrier frequency fH is normally 847 kHz (ISO 14443-2), 
423 kHz (ISO 15693) or 212 kHz. 

Load modulation with a subcarrier generates two sidebands at a distance of ±fH 
to either side of the transmission frequency (see Section 6.2.4). The information to 
be transmitted is held in the two sidebands, with each sideband containing the same 
information. One of the two sidebands is filtered in the reader and finally demodulated 
to reclaim the baseband signal of the modulated data stream. 

The influence of the Q factor As we know from the preceding section, we attempt 
to maximise the Q factor in order to maximise the energy range and the retroactive 
transformed transponder impedance. From the point of view of the energy range, a high 
Q factor in the transponder resonant circuit is definitely desirable. If we want to transmit 
data from or to the transponder a certain minimum bandwidth of the transmission path 
from the data carrier in the transponder to the receiver in the reader will be required. 
However, the bandwidth B of the transponder resonant circuit is inversely proportional 
to the Q factor. 

(4.55) 

Each load modulation operation in the transponder causes a c01Tesponding amplitude 
modulation of the current i2 in the transponder coil. The modulation sidebands of the 
current i2 that this generates are damped to some degree by the bandwidth of the 
transponder resonant circuit, which is limited in practice. The bandwidth B determines 
a frequency range around the resonant frequency !RES, at the limits of which the 
modulation sidebands of the current i2 in the transponder reach a damping of 3 dB 
relative to the resonant frequency (Figure 4.43). If the Q factor of the transponder is 
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Figure 4.42 Vector diagram of the total voltage px available to the receiver of the reader.
The magnitude and phase of this vollage are modulated at the antenna coil of the reader (L,)
by a capacitive load modulator

(see Section 6.2.4), The subcarrier frequency fy is normally 847 kHz (ISO 14443-2),
423 kHz (ISO 15693) or 212 kHz.

Load modulation with a subcarrier generates two sidebands at a distance of +fy
to either side of the transmission frequency (see Section 6.2.4). The information to
be transmitted is held in the two sidebands, with each sideband containing the same
information. One of the two sidebandsis filtered in the reader and finally demodulated
to reclaim the baseband signal of the modulated data stream.

The influence of the Q factor As we know from the preceding section, we attempt
to maximise the Q factor in order to maximise the energy range and the retroactive
transformed transponder impedance. From the point of view of the energy range, a high
Q factor in the transponderresonantcircuit is definitely desirable. If we want to transmit
data from or to the transponder a certain minimum bandwidth of the transmission path
from the data carrier in the transponder to the receiver in the reader will be required.
However, the bandwidth B ofthe transponder resonant circuit is inversely proportional
to the Q factor.

p= oe (4.55)
Q

Each load modulation operation in the transpondercauses a corresponding amplitude
modulation of the current /> in the transpondercoil. The modulation sidebands ofthe
current i2 that this generates are damped to some degree by the bandwidth of the
transponderresonantcircuit, which is limited in practice. The bandwidth B determines
a frequency range around the resonant frequency fps, at the limits of which the
modulation sidebands of the current 79 in the transponder reach a damping of 3dB
relative to the resonant frequency (Figure 4.43). If the Q factor of the transponderis
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Figure 4.43 The transformed transponder impedance reaches a peak at the resonant frequency 
of the transponder. The amplitude of the modulation sidebands of the current i2 is damped due 
to the influence of the bandwidth B of the transponder resonant circuit (where J8 = 440 kHz, 
Q = 30) 

too high, then the modulation sidebands of the current i2 are damped to such a degree 
due to the low bandwidth that the range is reduced (transponder signal range). 

Transponders used in 13.56 MHz systems that support an anticollision algorithm are 
adjusted to a resonant frequency of 15- 18 MHz to minimise the mutual influence of 
several transponders. Due to the marked detuning of the transponder resonant frequency 
relative to the transmission frequency of the reader the two modulation sidebands of 
a load modulation system with subcarrier are transmitted at a different level (see 
Figure 4.44 ). 

The term bandwidth is problematic here (the frequencies of the reader and the 
modulation sidebands may even lie outside the bandwidth of the transponder resonant 
circuit). However, the selection of the correct Q factor for the transponder resonant 
circuit is still important, because the Q factor can influence the transient effects during 
load modulation. 

Ideally, the 'mean Q factor' of the transponder will be selected such that the energy 
range and transponder signal range of the system are identical. However, the calculation 
of an ideal Q factor is non-trivial and should not be underestimated because the Q factor 
is also strongly influenced by the shunt regulator (in connection with the distance d 
between transponder and reader antenna) and by the load modulator itself. Furthermore, 
the influence of the bandwidth of the transmitter antenna (series resonant circuit) on 
the level of the load modulation sidebands should not be underestimated. 

Therefore, the development of an inductively coupled RFID system is always 
a compromise between the system's range and its data transmission speed (baud 
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Figure 4.43) The transformed transponder impedance reaches a peak at the resonant frequency
of the transponder. The amplitude of the modulation sidebands of the current /; is damped due
to the influence of the bandwidth B of the transponder resonant cireuit (where fy = 440 kHz,
Q = 30)

too high, then the modulation sidebands of the current /2 are damped to such a degree
due to the low bandwidth that the range is reduced (transponder signal range).

Transponders used in 13.56 MHz systems that support an anticollision algorithm are
adjusted to a resonant frequency of 15S—18 MHz to minimise the mutual influence of
several transponders. Due to the marked detuning of the transponderresonant frequency
relative to the transmission frequency of the reader the two modulation sidebands of
a load modulation system with subcarrier are transmitted at a different level (see
Figure 4.44),

The term bandwidth is problematic here (the frequencies of the reader and the
modulation sidebands may even lie outside the bandwidth of the transponder resonant
circuit). However, the selection of the correct Q factor for the transponder resonant
circuit is still important, because the Q factor can influence the transient effects during
load modulation.

Ideally, the "mean Q factor’ of the transponderwill be selected such that the energy
range and transpondersignal range of the system are identical. However, the calculation
of an ideal QO factoris non-trivial and should not be underestimated because the OQ factor
is also strongly influenced by the shunt regulator (in connection with the distance d
betweentransponderand readerantenna) and by the /oad modulatoritself. Furthermore,
the influence of the bandwidth of the transmitter antenna (series resonant circuit) on
the level of the load modulation sidebands should not be underestimated.

Therefore, the development of an inductively coupled RFID system is always
a compromise between the system’s range and its data transmission speed (baud
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Figure 4.44 If the transponder resonant frequency is markedly detuned compared to the trans­
mission frequency of the reader the two modulation sidebands will be transmitted at different 
levels. (Example based upon subcan-ier frequency / 8 = 847 kHz) 

rate/subcarrier frequency). Systems that require a short transaction time (that is, rapid 
· data transmission and large bandwidth) often only have a range of a few centimetres, 

whereas systems with relatively long transaction times (that is, slow data transmission 
and low bandwidth) can be designed to achieve a greater range. A good example of 
the former case is provided by contactless smart cards for local public transport appli­
cations, which carry out authentication with the reader within a few 100 ms and must 
also transmit booking data. Contactless smart cards for 'hands free' access systems that 
transmit just a few bytes - usually the serial number of the data carrier - within 1-2 
seconds are an example of the latter case. A further consideration is that in systems 
with a 'large' transmission antenna the data rate of the reader is restricted by the 
fact that only small sidebands may be generated because of the need to comply with 
the radio licensing regulations (ETS, FCC) . Table 4.4 gives a brief overview of the 
relationship between range and bandwidth in inductively coupled RFID systems. 

4. 1. 11 Measurement of system parameters 

4. 1. 11. 1 Measuring the coupling coefficient k 

The coupling coefficient k and the associated mutual inductance M are the most 
important parameters for the design of an inductively coupled RFID system. It is pre­
cisely these parameters that are most difficult to determine analytically as a result of 
the - often complicated - field pattern. Mathematics may be fun, but has its limits. 
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Figure 4.44 If the transponder resonant frequency is markedly detuned compared to the trans-
mission frequeney of the reader the two modulation sidebands will be transmitted at differen|
levels. (Example based upon subcarrier frequency fj; = 847 kHz)

rate/subcarrier frequency). Systems that require a short transaction time (that is, rapid
data transmission and large bandwidth) often only have a range of a few centimetres,
whereas systems with relatively long transaction times (that is, slow data transmission
and low bandwidth) can be designed to achieve a greater range. A good example of
the former case is provided by contactless smart cards for local public transport appli-
cations, which carry out authentication with the reader within a few 100 ms and must
also transmit booking data, Contactless smart cards for “hands free’ access systemsthat
transmit just a few bytes — usually the serial numberof the data carrier — within 1—2
seconds are an example ofthe latter case. A further consideration is that in systems
with a ‘large’ transmission antenna the data rate of the reader is restricted by the
fact that only small sidebands may be generated because of the need to comply with
the radio licensing regulations (ETS, FCC). Table 4.4 gives a brief overview of the
relationship between range and bandwidth in inductively coupled RFID systems.

4.1.11 Measurement of system parameters

4.1.11.1 Measuring the coupling coefficient k

The coupling coefficient k and the associated mutual inductance M are the most
important parameters for the design of an inductively coupled RFID system.It is pre-
cisely these parameters that are most difficult to determine analytically as a result of
the — often complicated — field pattern. Mathematics may be fun, but has its limits,
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Table 4.4 Typical relationship between range and bandwidth in 13.56 MHz systems. An in­
creasing Q factor in the transponder permits a greater range in the transponder system. However, 
this is at the expense of the bandwidth and thus also the data transmission speed (baud rate) 
between transponder and reader 

System Baud rate 

ISO 14443 106kBd 
ISO 15693 short 26.48 kBd 
ISO 15693 long 6.62kBd 
Long-range system 9.0kBd 
LF system -0-lOkBd 

Reader coil 

Wave-form generator 

d 

f0 = 125 kHz 

f subcarrier hx 

847kHz 13.56MHz 
484kHz 13.56MHz 
484kHz 13.56MHz 
212kHz 13.56MHz 

No subcarrier < 125kHz 

~----v+ 

I 
~ - --- -------<+ 

Test transponder 
coil 

I 

Range 

0-lOcm 
0-30cm 
0-70cm 
0-lm 
0-1.5m 

Figure 4.45 Measurement circuit for the measurement of the magnetic coupling coefficient k. 
Nl: TL081 or LF 356N, Rl: 100-500 Q (reproduced by permission of TEMIC Semiconductor 
GmbH, Heilbronn) 

Furthermore, the software necessary to calculate a numeric simulation is often unavail­
able - or it may simply be that the time or patience is lacking. 

However, the coupling coefficient k for an existing system can be quickly determined 
by means of a simple measurement. This requires a test transponder coil with electrical 
and mechanical parameters that correspond with those of the 'real' transponder. The 
coupling coefficient can be simply calculated from the measured voltages UR at the 
reader coil and UT at the transponder coil (in Figure 4.45 these are denoted as VR 
and VT): 

(4.56) 
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Table 4.4 Typical relationship between range and bandwidth in 13.56 MHz systems. An in-
creasing Q factor in the transponder permits a greater range in the transponder system, However,
this is at the expense of the bandwidth and thus also the data transmission speed (baud rate)
between transponder and reader

 System Baud rate JSubearrier Six Range

ISO 14443 106kBd 847 kHz 13.56 MHz 0-—10em

ISO 15693 short 26.48 kBd 484 kHz 13.56 MHz. 0-30em

ISO 15693 long 6.62 kBd 484 kHz 13.56 MHz 0-—70cm
Long-range system 9.0 kBd 212 kHz 13.56 MHz O-—Im
LF system —0—10kBd Nosubcarrier <125kHz O-1.5m

 
 
Readercoil

Wave-form generator

fy = 125 kHz

 

Test transponder
coil  
 
 

 
Figure 4.45 Measurement circuit for the measurement of the magnetic coupling coefficient k.
Ni: TLO&I or LF 356N, R1: 100-500 Q (reproduced by permission of TEMIC Semiconductor
GmbH, Heilbronn)

Furthermore, the software necessary to calculate a numeric simulation is often unavail-
able — or it may simply be that the time or patience is lacking.

However, the coupling coefficient k for an existing system can be quickly determined
by means of a simple measurement. This requires a test transponder coil with electrical
and mechanical parameters that correspond with those ofthe ‘real’ transponder. The
coupling coefficient can be simply calculated from the measured voltages Up at the
reader coil and Uy at the transponder coil (in Figure 4.45 these are denoted as Vp
and Vr):

baa. Ut. [te (4.56)
Up Ly
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Figure 4.46 Equivalent circuit diagram of the test transponder coil with the parasitic capaci­
tances of the measuring circuit 

where UT is the voltage at the transponder coil, UR is the voltage at the reader coil, 
LT and LR are the inductance of the coils and AK is the correction factor ( < 1). 

The parallel, parasitic capacitances of the measuring circuit and the test transponder 
coil itself influence the result of the measurement because of the undesired current i2 • 

To compensate for this effect, equation (4.56) includes a correction factor AK. Where 
CToT = Cpara + Ccable + Cprobe (see Figure 4.46) the correction factor is defined as: 

1 
Ak=2-------­

l - (c.v2 · CToT ·LT) 
(4.57) 

In practice, the correction factor in the low capacitance layout of the measuring circuit 
is AK ,___, 0.99 - 0.8 (TEMIC, 1977). 

4. 1. 11.2 Measuring the transponder resonant frequency 

The precise measurement of the transponder resonant frequency so that deviations 
from the desired value can be detected is particularly important in the manufacture of 
inductively coupled transponders . However, since transponders are usually packed in 
a glass or plastic housing, which renders them inaccessible, the measurement of the 
resonant frequency can only be realised by means of an inductive coupling. 

The measurement circuit for this is shown in Figure 4.4 7. A coupling coil ( con­
ductor loop with several windings) is used to achieve the inductive coupling between 
transponder and measuring device. The self-resonant frequency of this coupling coil 
should be significantly higher (by a factor of at least 2) than the self-resonant frequency 
of the transponder in order to minimise measuring errors. 

A phase and impedance analyser (or a network analyser) is now used to measure 
the impedance Z 1 of the coupling coil as a function of frequency. If Z 1 is represented 

M 

• 
? 

Figure 4.47 The circuit for the measurement of the transponder resonant frequency consists 
of a coupling coil L I and a measuring device that can precisely measure the complex impedance 
of Z I over a certain frequency range 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 088

4.1) MAGNETIC FIELD 105 

 | G.para |Ses |Comeo F

Figure 4.46 Equivalent circuit diagram of the lest transponder coil with the parasitic capaci-
tances of the measuring circuit

 

where Uy is the voltage at the transpondercoil, Up is the voltage at the reader coil,
Ly and Lp, are the inductance of the coils and A, ts the correction factor (<1).

The parallel, parasitic capacitances of the measuring circuit and the test transponder
coil itself influence the result of the measurement because of the undesired current i>.

To compensate for this effect, equation (4.56) includes a correction factor Ag. Where
Cror = Chara + Ceable + Cprobe (see Figure 4.46) the correction factor is defined as:

|
A, = 2 — ———.—_—___—_—_- 4.57)Z 1 = (w* + Cpor + Ly) eo

In practice, the correction factor in the low capacitance layout of the measuring circuit
is Ax ~ 0,99 — 0.8 (TEMIC, 1977).

4,1.11.2 Measuring the transponder resonant frequency

The precise measurement of the transponder resonant frequency so that deviations
from the desired value can be detected is particularly important in the manufacture of
inductively coupled transponders. However, since transponders are usually packed in
a glass or plastic housing, which renders them inaccessible, the measurement of the
resonant frequency can only be realised by means ofan inductive coupling.

The measurement circuit for this is shown in Figure 4.47. A coupling coil (con-
ductor loop with several windings) is used to achieve the inductive coupling between
transponder and measuring device. The self-resonant frequency of this coupling coil
should be significantly higher (by a factor of at least 2) than the self-resonant frequency
of the transponderin order to minimise measuring errors.

A phase and impedance analyser (or a network analyser) is now used to measure
the impedance Z, of the coupling coil as a function of frequency, If Z; is represented

hy _M

  
Figure 4.47) The circuit for the measurement of the transponder resonant frequency consists
ofa coupling coil L) and a measuring device that can precisely measure the complex impedance
of 4) over a certain frequency range
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Figure 4.48 The measurement of impedance and phase at the measuring coil permits no con­
clusion to be drawn regarding the frequency of the transponder 

in the form of a line diagram it has a curved path, as shown in Figure 4.48. As the 
measuring frequency rises the line diagram passes through various local maxima and 
minima for the magnitude and phase of Z 1• The sequence of the individual maxima 
and minima is always the same. 

In the event of mutual inductance with a transponder the impedance Z 1 of the 
coupling coil L I is made up of several individual impedances: 

(4.58) 

Apart from at the transponder resonant frequency !RES, Z~ tends towards zero, so 
Z 1 = RL + j wL 1 . The locus curve in this range is a line parallel to the imaginary y 
axis of the complex Z plane at a distance of R1 from it. If the measuring frequency 
approaches the transponder resonant frequency this straight line becomes a circle as 
a result of the influence of Z~. The locus curve for this is shown in Figure 4.49. 
The transponder resonant frequency corresponds with the maximum value of the real 
component of Z 1 (however this is not visible in the line diagram shown in Figure 4.48). 
The appearance of the individual maxima and minima of the line diagram can also be 
seen in the locus curve. A precise measurement of the transponder resonant frequency 
is therefore only possible using measuring devices that permit a separate measurement 
of R and X or can display a locus curve or line diagram. 

4. 1 . 12 Magnetic materials 

Materials with a relative penneability > l are termed ferromagnetic materials. These 
materials are iron, cobalt, nickel, various alloys and ferrite. 
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Figure 4.48 The measurement of impedance and phase at the measuring coil permits no con-
clusion to be drawn regarding the frequency ofthe transponder

in the form of a line diagram it has a curved path, as shown in Figure 4.48. As the
measuring frequency rises the line diagram passes through various local maxima and
minima for the magnitude and phase of Z,. The sequence of the individual maxima
and minima is always the same.

In the event of mutual inductance with a transponder the impedance 2, of the
coupling coil Lj; is made up of several individual impedances:

Z, =R\ + fol; + Zh (4.58)

Apart from at the transponder resonant frequency /fges. Zp tends towards zero, so
Z,; = RL + jw). The locus curve in this range is a line parallel to the imaginary y
axis of the complex Z plane at a distance of R, from it. If the measuring frequency
approaches the transponder resonant frequency this straight line becomes a circle as
a result of the influence of Z). The locus curve for this is shown in Figure 4.49.
The transponder resonant frequency corresponds with the maximum value ofthe real
component of Z,; (howeverthis is not visible in the line diagram shownin Figure 4.48).
The appearance of the individual maxima and minima ofthe line diagram can also be
seen in the locus curve, A precise measurement of the transponder resonant frequency
is therefore only possible using measuring devices that permit a separate measurement
of R and X or can display a locus curve orline diagram.

4.1.12 Magnetic materials

Materials with a relative permeability >1 are termed ferromagnetic materials. These
materials are iron, cobalt, nickel, various alloys and ferrite.
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Figure 4.49 The locus curve of impedance Z 1 in the frequency range 1-30 MHz 

4. 1. 12. 1 Properties of magnetic materials and ferrite 

One important characteristic of a magnetic material is the magnetisation characteristic 
or hysteresis curve. This describes B = f (H), which displays a typical path for all 
ferromagnetic materials. 

Starting from the unmagnetized state of the ferromagnetic material, the virgin curve 
A --+ B is obtained as the magnetic field strength H increases. During this process, 
the molecular magnets in the material align themselves in the B direction. (Ferro­
magnetism is based upon the presence of molecular magnetic dipoles. In these, the 
electron circling the atomic core represents a current and generates a magnetic field. 
In addition to the movement of the electron along its path, the rotation of the electron 
around itself, the spin, also generates a magnetic moment, which is of even greater 
importance for the material's magnetic behaviour.) Because there is a finite number 
of these molecular magnets, the number that remain to be aligned falls as the mag­
netic field increases, thus the gradient of the hysteresis curve falls. When all molecular 
magnets have been aligned, B rises in proportion to H only to the same degree as in 
a vacuum (Figure 4.50). 

When the field strength H falls to H = 0, the flux density B falls to the positive 
residual value BR, the remanence. Only after the application of an opposing field 
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Figure 4.49 The locus curve of impedance Z, in the frequency range |—30 MHz

4.1.12.1 Properties of magnetic materials and ferrite

One important characteristic of a magnetic material is the magnetivation characteristic
or hysteresis curve. This describes B = f(H), which displays a typical path for all
ferromagnetic materials.

Starting from the unmagnetized state of the ferromagnetic material, the virgin curve
A —Bis obtained as the magnetic field strength H increases. During this process,
the molecular magnets in the material align themselves in the B direction. (Ferro-
magnetism is based upon the presence of molecular magnetic dipoles. In these, the
electron circling the atomic core represents a current and generates a magnetic field.
In addition to the movement of the electron along its path, the rotation of the electron
around itself, the spin, also generates a magnetic moment, which is of even greater
importance for the material’s magnetic behaviour.) Because there is a finite number
of these molecular magnets, the number that remain to be aligned falls as the mag-
netic field increases, thus the gradient of the hysteresis curve falls. When all molecular
magnets have been aligned, & rises in proportion to H only to the same degree as in
a vacuum (Figure 4.50).

When the field strength #7 falls to H =O, the flux density # falls to the positive
residual value Br, the remanence. Only after the application of an opposing field
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B 
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Figure 4.50 Typical magnetisation or hysteresis curve for a fenomagnetic material 

( - H) does the flux density B fall further and finally return to zero. The field strength 
necessary for this is termed the coercive field strength He. 

Ferrite is the main material used in high frequency technology. This is used in the 
form of soft magnetic ceramic materials (low Br), composed mainly of mixed crystals 
or compounds of iron oxide (Fe2O3) with one or more oxides of bivalent metals (NiO, 
ZnO, MnO etc.) (Vogt. Elektronik, 1990). The manufacturing process is similar to that 
for ceramic technologies (sintering). 

The main characteristic of ferrite is its high specific electrical resistance, which 
varies between 1 and 106 Qm depending upon the material type, compared to the range 
for metals, which vary between 10- 5 and 10- 4 SJm. Because of this, eddy current losses 
are low and can be disregarded over a wide frequency range. 

The relative permeability of ferrites can reach the order of magnitude of µ,r = 2000. 
An important characteristic of ferrite materials is their material-dependent limit 

frequency, which is listed in the datasheets provided by the ferrite manufacturer. Above 
the limit frequency increased losses occur in the ferrite material, and therefore ferrite 
should not be used outside the specified frequency range. 

4. 1. 12.2 Ferrite antennas in LF transponders 

Some applications require extremely small transponder coils (Figure 4.51). In transpon­
ders for animal identification, typical dimensions for cylinder coils are d x l = 5 mm x 
0.75 mm. The mutual inductance that is decisive for the power supply of the transpon­
der falls sharply due to its proportionality with the cross-sectional area of the coil 
(M ~ A; equation (4.13)). By inserting a ferrite material with a high permeability 
µ, into the coil (M ~\JI~ M ~ µ., • H • A; equation (4.13)), the mutual inductance 
can be significantly increased, thus compensating for the small cross-sectional area of 
the coil. 

The inductance of a ferrite antenna can be calculated according to the following 
equation (Philips Components, 1994): 

(4.59) 
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Figure 4.50 Typical magnetisation or hysteresis curve for a ferromagnetic material

(—f7) does the flux density & fall further and finally return to zero. The field strength
necessary for this is termed the coercive field strength Hc.

Ferrite is the main material used in high frequency technology. This is used in the
form of soft magnetic ceramic materials (low B,), composed mainly of mixed crystals
or compounds of iron oxide (Fe,O3) with one or more oxides of bivalent metals (NiO,
ZnO, MnO etc.) (Vogt. Elektronik, 1990), The manufacturing process is similar to that
for ceramic technologies (sintering).

The main characteristic of ferrite is its high specific electrical resistance, which
varies between | and 10° Qm depending upon the material type, compared to the range
for metals, which vary between 10~° and 10~* Qm. Becauseofthis, eddy current losses
are low and can be disregarded over a wide frequency range.

The relative permeability of ferrites can reach the order of magnitude of j1, = 2000.
An important characteristic of ferrite materials is their material-dependent limit

frequency, whichis listed in the datasheets provided by the ferrite manufacturer. Above
the limit frequency increased losses occurin the ferrite material, and therefore ferrite
should not be used outside the specified frequency range.

4,1.12.2 Ferrite antennas in LF transponders

Some applications require extremely small transpondercoils (Figure 4,51). In transpon-
ders for animal identification, typical dimensions for cylindercoils are d x / = 5mm x
0.75mm. The mutual inductance that is decisive for the power supply ofthe transpon-
der falls sharply due to its proportionality with the cross-sectional area of the coil
(M ~ A; equation (4.13)). By inserting a ferrite material with a high permeability
jL into the coil (WM ~ YW + M~ - H.-A; equation (4.13)), the mutual inductance
can be significantly increased, thus compensating for the small cross-sectional area of
the coil.

The inductance of a ferrite antenna can be calculated according to the following
equation (Philips Components, 1994);

__ BOL Perrite * nA
_ /

L
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Area A 

Figure 4.51 Configuration of a ferrite antenna in a 135 kHz glass transponder 

4. 1. 12.3 Ferrite shielding in a metallic environment 

The use of (inductively coupled) RFID systems often requires that the reader or 
transponder antenna be mounted directly upon a metallic surface. This might be the 
reader antenna of an automatic ticket dispenser or a transponder for mounting on gas 
bottles (see Figure 4.52). 

However, it is not possible to fit a magnetic antenna directly onto a metallic surface. 
The magnetic flux through the metal surface induces eddy currents within the metal, 
which oppose the field responsible for their creation, i.e. the reader's field (Lenz's 
law), thus damping the magnetic field in the surface of the metal to such a degree 
that communication between reader and transponder is no longer possible. It makes no 
difference here whether the magnetic field is generated by the coil mounted upon the 
metal surface (reader antenna) or the field approaches the metal surface from 'outside' 
(transponder on metal surface). 

By inserting highly permeable ferrite between the coil and metal surface it is possible 
to largely prevent the occurrence of eddy currents. This makes it possible to mount the 
antenna on metal surfaces. 

When fitting antennas onto ferrite surfaces it is necessary to take into account the 
fact that the inductance of the conductor loop or coils may be significantly increased by 

Metal / 

Lines of 
magnetic flux 

Conductor loop / coil 

Ferrite 

~ Metal 

Figure 4.52 Reader antenna (left) and gas bottle transponder in a u-shaped core with read 
head (right) can be mounted directly upon or within metal surfaces using ferrite shielding 
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Figure 4.51 Configuration of a ferrite antenna in a 135 kHz glass transponder

4.1.12.3 Ferrite shielding in a metallic environment

The use of (inductively coupled) RFID systems often requires that the reader or
transponder antenna be mounted directly upon a metallic surface. This might be the
reader antenna of an automatic ticket dispenser or a transponder for mounting on gas
bottles (see Figure 4.52).

However, it is not possible to fit a magnetic antenna directly onto a metallic surface.
The magnetic flux through the metal surface induces eddy currents within the metal,
which oppose the field responsible for their creation, i.e. the reader’s field (Lenz's
law), thus damping the magnetic field in the surface of the metal to such a degree
that communication between reader and transponderis no longer possible. It makes no
difference here whether the magnetic field is generated by the coil mounted upon the
metal surface (reader antenna) or the field approaches the metal surface from ‘outside’
(transponder on metal surface).

Byinserting highly permeable ferrite between the coil and metal surface it is possible
to largely prevent the occurrence of eddy currents. This makes it possible to mount the
antenna on metal surfaces.

Whenfitting antennas onto ferrite surfaces it is necessary to take into account the
fact that the inductance of the conductor loop or coils may be significantly increased by

  
Lines of

Ferrite magnetic flux

MetalMetal Conductor loop/ coil

Figure 4.52 Reader antenna (left) and gas bottle transponder in a u-shaped core with read
head (right) can be mounted directly upon or within metal surfaces using ferrite shielding
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the permeability of the ferrite material, and it may therefore be necessary to readjust the 
resonant frequency or even redimension the matching network (in readers) altogether 
(see Section 11.4). 

4. 1. 12.4 Fitting transponders in metal 

Under certain circumstances it is possible to fit transponders directly into a metallic 
environment (Figure 4.53). Glass transponders are used for this because they contain 
a coil on a highly permeable ferrite rod. If such a transponder is inserted horizontally 
into a long groove on the metal surface somewhat larger than the transponder itself, 
then the transponder can be read without any problems. When the transponder is fitted 
horizontally the field lines through the transponder's ferrite rod run in parallel to the 
,netal su,face and therefore the eddy current losses remain low. The insertion of the 
transponder into a vertical bore would be unsuccessful in this situation, since the field 
lines through the transponder's ferrite rod in this arrangement would end at the top of 
the bore at right angles to the metal surface. The eddy current losses that occur in this 
case hinder the interrogation of a transponder. 

It is even possible to cover such an arrangement with a ,netal lid. However, a 
narrow gap of dielectric material (e.g. paint, plastic, air) is required between the two 
metal surfaces in order to interrogate the transponder. The field lines running parallel 

Figure 4.53 Right, fitting a glass transponder into a metal surface; left, the use of a thin 
dielectric gap allows the transponders to be read even through a metal casing (Photo: HANEX 
HXID system with Sokymat glass transponder in metal, reproduced by permission of HANEX 
Co. Ltd, Japan) 
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the permeability of the ferrite material, and it may therefore be necessary to readjust the
resonant frequency or even redimension the matching network (in readers) altogether
(see Section 11.4),

4.1.12.4 Fitting transponders in metal

Under certain circumstances it is possible to fit transponders directly into a metallic
environment (Figure 4.53). Glass transponders are used for this because they contain
a coil on a highly permeable ferrite rod. If such a transponderis inserted horizontally
into a long groove on the metal surface somewhat larger than the transponderitself,
then the transponder can be read without any problems. When the transponderis fitted
horizontally the field lines through the transponder’s ferrite rod run in parallel to the
metal surface and therefore the eddy current losses remain low. The insertion of the
transponder into a vertical bore would be unsuccessful in this situation, since the field
lines through the transponder’s ferrite rod in this arrangement would end at the top of
the bore at right angles to the metal surface. The eddy current losses that occurin this
case hinder the interrogation of a transponder.

It is even possible to cover such an arrangement with a metal lid. However, a
narrow gap of dielectric material (e.g. paint, plastic, air) is required between the two
metal surfaces in order to interrogate the transponder. The field lines running parallel

 
Figure 4.53 Right, fitting a glass transponder into a metal surface; left, the use of a thin
dielectric gap allows the transponders to be read even through a metal casing (Photo: HANEX
HXID system with Sokymat glass transponder in metal, reproduced by permission of HANEX
Co. Ltd, Japan)
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Figure 4.54 Path of field lines around a transponder encapsulated in metal. As a result of the 
dielectric gap the field lines run in parallel to the metal surface, so that eddy current losses are 
kept low (reproduced by permission of HANEX Co. Ltd, Japan) 

to the metal surface enter the cavity through the dielectric gap (see Figure 4.54), so 
. that the transponder can be read. Fitting transponders in metal allows them to be used 
in particularly hostile environments. They can even be run over by vehicles weighing 
several tonnes without suffering any damage. 

Disk tags and contactless smart cards can also be embedded between metal plates. 
In order to prevent the magnetic field lines from penetrating into the metal cover, metal 
foils made of a highly permeable amorphous metal are placed above and below the 
tag (Hanex, n.d.). It is of crucial importance for the functionality of the system that 
the amorphous foils each cover only one half of the tag. 

The magnetic field lines enter the amorphous material in parallel to the surface of 
the metal plates and are carried through it as in a conductor (Figure 4.55). At the gap 
between the two part foils a magnetic flux is generated through the transponder coil, 
so that this can be read. 

4.2 Electromagnetic Waves 

4.2. 1 The generation of electromagnetic waves 

Earlier in the book we described how a time varying magnetic field in space induces an 
electric field with closed field lines (rotational field) (see also Figure 4.11). The electric 
field surrm,mds the magnetic field and itself varies over time. Due to the variation of 
the electric rotational field over time, a magnetic field with closed field lines occurs in 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 094

4.2 ELECTROMAGNETIC WAVES 111

 

0.00002
0.000019
O 000014

\ , 4 PA Oe de we we wi! He 4ite Pd =~ sss wa eWd 6

  
 wr 0.000007

“}_0,000006:
~ 0.000005

0.000004
0.000003
0.000002
0.000001

Metal top (steel)
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dielectric gap the field lines run in parallel to the metal surface, so that eddy current losses are
kept low (reproduced by permission of HANEX Co. Ltd, Japan)
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to the metal surface enter the cavity through the dielectric gap (see Figure 4.54), so
that the transponder can be read. Fitting transponders in metal allows them to be used
in particularly hostile environments, They can even be run over by vehicles weighing
several tonnes without suffering any damage.

Disk tags and contactless smart cards can also be embedded between metal plates.
In order to prevent the magnetic field lines from penetrating into the metal cover, metal
foils made of a highly permeable amorphous metal are placed above and below the
tag (Hanex, n.d.), It is of crucial importance for the functionality of the system that
the amorphousfoils each cover only one half of the tag.

The magnetic field lines enter the amorphous material in parallel to the surface of
the metal plates and are carried through it as in a conductor (Figure 4.55). At the gap
between the two part foils a magnetic flux is generated through the transpondercoil,
so that this can be read.

4.2 Electromagnetic Waves

4.2.1 The generation of electromagnetic waves

Earlier in the book we described how a time varying magneticfield in space induces an
electric field with closed field lines (rotational field) (see also Figure 4.11). The electric
field surrounds the magnetic field and itself varies over time. Due to the variation of
the electric rotational field over time, a magnetic field with closed field lines occurs in
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Magnetic field lines 

Metal cover 
Magnetic field lines 

Coil of the disk tag 
Amorphous metal 

Figure 4.55 Cross-section through a sandwich made of disk transponder and metal plates. 
Foils made of amorphous metal cause the magnetic field lines to be directed outwards 

space (rotational field) . It surrounds the electric field and itself varies over time, thus 
generating another electric field. Due to the mutual dependence of the time varying 
fields there is a chain effect of electric and magnetic fields in space (Fricke et al., 
1979). 

Radiation can only occur given a finite propagation speed (c ~ 300 000 km/s; speed 
of light) for the electromagnetic field, which prevents a change in the voltage at the 
antenna from being followed immediately by the field in the vicinity of the change. 
Figure 4.56 shows the creation of an electromagnetic wave at a dipole antenna. Even 
at the alternating voltage's zero crossover (Figure 4.56c), the field lines remaining in 
space from the previous half wave cannot end at the antenna, but close into themselves, 
forming eddies. The eddies in the opposite direction that occur in the next half wave 
propel the existing eddies, and thus the energy stored in this field, away from the emitter 
at the speed of light c. The magnetic field is interlinked with the varying electrical 
field that propagates at the same time. When a certain distance is reached, the fields are 
released from the emitter, and this point represents the beginning of electromagnetic 
radiation ( ~ far field) . At high frequencies, that is small wavelengths, the radiation 
generated is particularly effective, because in this case the separation takes place in the 
direct vicinity of the emitter, where high field strengths still exist (Fricke et al., 1979). 

The distance between two field eddies rotating in the same direction is called the 
wavelength A of the electromagnetic wave, and is calculated from the quotient of the 
speed of light c and the frequency of the radiation: 

C 
A=-

f 

4.2. 1. 1 Transition from near field to far field 
in conductor loops 

(4.60) 

The primary magnetic field generated by a conductor loop begins at the antenna (see 
also Section 4.1.1.1). As the magnetic field propagates an electric field increasingly also 
develops by induction (compare Figure 4.11). The field, which was originally purely 
magnetic, is thus continuously transformed into an electromagnetic field . Moreover, 
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Figure 4.55 Cross-section through a sandwich made of disk transponder and metal plates.
Foils made of amorphous metal cause the magnetic field lines to be directed outwards

space (rotational field). lt surrounds the electric field and itself varies over time, thus
generating another electric field. Due to the mutual dependence of the time varying
fields there is a chain effect of electric and magnetic fields in space (Fricke ef al.,
1979),

Radiation can only occur given a finite propagation speed (c = 300000 km/s; speed
of light) for the electromagnetic field, which prevents a change in the voltage at the
antenna from being followed immediately by the field in the vicinity of the change.
Figure 4.56 shows the creation of an electromagnetic wave at a dipole antenna. Even
at the alternating voltage’s zero crossover (Figure 4.56c), the field lines remaining in
space from the previous half wave cannot end at the antenna, but close into themselves,
forming eddies. The eddies in the opposite direction that occur in the next half wave
propel the existing eddies, and thus the energy stored in this field, away from the emitter
at the speed of light c. The magnetic field is interlinked with the varying electrical
field that propagates at the same time. When a certain distance is reached, the fields are
released from the emitter, and this point represents the beginning of electromagnetic
radiation (— far field). At high frequencies, that is small wavelengths, the radiation
generated is particularly effective, because in this case the separation takes place in the
direct vicinity of the emitter, where high field strengths still exist (Fricke ef al., 1979).

_ The distance between twofield eddies rotating in the same direction is called the
wavelength A of the electromagnetic wave, and is calculated from the quotient of the
speed of light ¢ and the frequency of the radiation:

c

A= (4.60)

4.2.1.1 Transition from nearfield to far field

in conductor loops

The primary magnetic field generated by a conductor loop begins al the antenna (see
also Section 4.1.1.1). As the magnetic field propagates an electric field increasingly also
develops by induction (compare Figure 4.11). The field, which was originally purely
magnetic, is thus continuously transformed into an electromagnetic field. Moreover,
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Figure 4.56 The creation of an electromagnetic wave at a dipole antenna. The electric field E 
is shown: The magnetic field H forms as a ring around the antenna and thus lies at right angles 
to the electric field 

at a distance of A /2n the electromagnetic field begins to separate from the antenna 
and wanders into space in the form of an electromagnetic wave. The area from the 
antenna to the point where the electromagnetic field forms is called the near field of the 
antenna. The area after the point at which the electromagnetic wave has fully formed 
and separated from the antenna is called the far field . 

A separated electromagnetic wave can no longer retroact upon the antenna that 
generated it by inductive or capacitive coupling. For inductively coupled RFID systems 
this means that once the far field has begun a transformer (inductive) coupling is no 

Table 4.5 Frequency and wavelengths of 
different VHF-UHF frequencies 

Frequency Wavelength (cm) 

433MHz 69 (70 cm band) 
868MHz 34 
915MHz 33 
2.45 GHz 12 
5.8GHz 5.2 
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Figure 4.56 The creation of an electromagnetic wave at a dipole antenna. The electric field &
is shown. The magnetic field H forms as a ring around the antenna and thus lies at right angles
to the electric field

at a distance of A/2m the electromagnetic field begins to separate from the antenna
and wanders into space in the form of an electromagnetic wave. The area from the
antenna to the point where the electromagnetic field forms is called the nearfield of the
antenna. The area after the point at which the electromagnetic wave has fully formed
and separated from the antenna is called the farfield.

A separated electromagnetic wave can no longer retroact upon the antenna that
generated it by inductive or capacitive coupling. Por inductively coupled RFID systems
this means that once the far field has begun a transformer(inductive) coupling is no

Table 4.5 Frequency and wavelengths of
different VHP—UHFfrequencies

 Frequency Wavelength (cm)

433 MHz 69 (70cm band)
868 MHz 34

915 MHz 33

2.45 GHz [2

5.8 GHz 5.2
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Table 4.6 r p and )._ for different frequency ranges 

Frequency Wavelength l (m) 

< 135kHz > 2222 
6.78MHz 44.7 
13.56MHz 22.1 
27.125MHz 11.0 
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Figure 4.57 Graph of the magnetic field strength H in the transition from near to far field at 
a frequency of 13 .56 MHz 

longer possible. The beginning of the far field (the radius rp = ).j2n can be used as a 
rule of thumb) around the antenna thus represents an insurmountable range limit for 
inductively coupled systems. 

The field strength path of a magnetic antenna along the coil x axis follows the 
relationship 1 / d 3 in the near field, as demonstrated above. This corresponds with a 
damping of 60 dB per decade (of distance) . Upon the transition to the far field, on the 
other hand, the damping path flattens out, because after the separation of the field from 
the antenna only the free space attenuation of the electromagnetic waves is relevant to 
the field strength path (Figure 4.57). The field strength then decreases only according 
to the relationship 1/d as distance increases (see equation (4.65)) . This con-esponds 
with a damping of just 20 dB per decade (of distance) . 

4.2.2 Radiation density 5 

An electromagnetic wave propagates into space spherically from the point of its cre­
ation. At the same time, the electromagnetic wave transports energy in the surrounding 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 097

114 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS

Table 4.6 rp and A for different frequency ranges

 Frequency Wavelength 4 (m) \./2a (m)

<135 kHz > 2222 >353

6.78 MHz 44.7 7A

13.56 MHz 22.1 3.5

27.125 MHz 11.0 1.7
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Figure 4.57 Graph of the magnetic field strength H in the transition from near to far field at
a frequency of 13.56 MHz

longer possible. The beginning ofthe far field (the radius rp = A/27 can be used as a
rule of thumb) around the antenna thus represents an insurmountable range limit for
inductively coupled systems.

The field strength path of a magnetic antenna along the coil x axis follows the
relationship 1/d* in the near field, as demonstrated above. This corresponds with a
damping of 60 dB per decade (of distance). Upon the transition to the far field, on the
other hand, the damping path flattens out, because after the separation ofthe field from
the antenna only the free space attenuation of the electromagnetic waves is relevant to
the field strength path (Figure 4.57). The field strength then decreases only according
to the relationship 1/d as distance increases (see equation (4.65)). This corresponds
with a damping of just 20dB per decade (of distance).

4.2.2 Radiation density $

An electromagnetic wave propagates into space spherically from the point of its cre-
ation. At the same time, the electromagnetic wave transports energy in the surrounding
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space. As the distance from the radiation source increases, this energy is divided over 
an increasing sphere surface area. In this connection we talk of the radiation power 
per unit area, also called radiation density S. 

In a spherical emitter, the so-called isotropic emitter, the energy is radiated uniformly 
in all directions. At distance r the radiation density S can be calculated very easily as 
the quotient of the energy supplied by the emitter (thus the transmission power PEIRP) 
and the surface area of the sphere. 

4.2.3 Characteristic wave impedance and field 
strength E 

(4.61) 

The energy transported by the electromagnetic wave is stored in the electric and mag­
netic field of the wave. There is therefore a fixed relationship between the radiation 
density S and the field strengths E and H of the interconnected electric and magnetic 
fields. The electric field with electric field strength E is at right angles to the mag­
netic field H. The area between the vectors E and H forms the wave front and is at 
right angles to the direction of propagation. The radiation density S is found from the 
Poynting radiation vector S as a vector product of E and H (Figure 4.58). 

S=ExH (4.62) 

The relationship between the field strengths E and H is defined by the permittivity 
and the dielectric constant of the propagation medium of the electromagnetic wave. In 
a vacuum and also in air as an approximation: 

E = H-~= H · Zp (4.63) 

Zp is termed the characteristic wave impedance (Zp = 120nS1 = 377S1). Furthermore, 
the following relationship holds: 

(4.64) 

E 

Radiation source 

R 

► 

Figure 4.58 The Poynting radiation vector S as the vector product of E and H 
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space. As the distance from the radiation source increases, this energy is divided over
an increasing sphere surface area. In this connection we talk of the radiation power
per unit area, also called radiation density S.

In a spherical emitter, the so-called isotropic emitter, the energy is radiated uniformly
in all directions, At distance r the radiation density S§ can be calculated very easily as
the quotient of the energy supplied by the emitter (thus the transmission power Pprep)
and the surface area of the sphere.

Peirp ,
= 4.61Amr? ee
 

4.2.3 Characteristic wave impedance andfield
strength E

The energy transported bythe electromagnetic wave is stored in the electric and mag-
netic field of the wave. There is therefore a fixed relationship between the radiation
density S and the field strengths & and #7 of theinterconnected electric and magnetic
fields. The electric field with electric field strength £is at right angles to the mag-
netic field H. The area between the vectors EF and H forms the wave front and is at

right angles to the direction of propagation. The radiation density § is found from the
Poynting radiation vector S as a vector product of & and H (Figure 4.58),

Sa Ex A (4.62)

The relationship between thefield strengths E and #is defined by the permittivity
and the dielectric constant of the propagation mediumofthe electromagnetic wave. In
a vacuum and also in air as an approximation:

E=H- /lLLofo = A: Zi (4.63)

Zp is termed the characteristic wave impedance (4p = 120m Q = 377 Q). Furthermore,
the following relationship holds:

E=J/S-Zr (4.64)

  
 

Radiation source

Figure 4.58 ‘The Poynting radiation vector S as the vector product of E and H
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Therefore, the field strength E at a certain distance r from the radiation source can 
be calculated using equation (4.61). PEIRP is the transmission power emitted from the 
isotropic emitter: 

E= 
PEIRP. Zp 

4nr2 

4.2.4 Polarisation of electromagnetic waves 

(4.65) 

The polarisation of an electromagnetic wave is determined by the direction of the 
electric field of the wave. We differentiate between linear polarisation and circular 
polarisation. In linear polarisation the direction of the field lines of the electric field E 
in relation to the surface of the earth provide the distinction between horizantal (the 
electric field lines run parallel to the surface of the earth) and vertical (the electric 
field lines run at right angles to the surface of the earth) polarisation. 

So, for example, the dipole antenna is a linear polarised antenna in which the electric 
field lines run parallel to the dipole axis. A dipole antenna mounted at right angles to 
the earth's surface thus generates a vertically polarised electromagnetic field. 

The transmission of energy between two linear polarised antennas is optimal if 
the two antennas have the same polarisation direction. Energy transmission is at its 
lowest point, on the other hand, when the polarisation directions of transmission and 
receiving antennas are arranged at exactly 90° or 270° in relation to one another (e.g. 
a horizontal antenna and a vertical antenna) . In this situation an additional damping 
of 20 dB has to be taken into account in the power transmission due to polarisation 
losses (Rothammel, 1981), i.e. the receiving antenna draws just 1/100 of the maximum 
possible power from the emitted electromagnetic field . 

In RFID systems, there is generally no fixed relationship between the position of 
the portable transponder antenna and the reader antenna. This can lead to fluctuations 
in the read range that are both high and unpredictable. This problem is aided by the 
use of circular polarisation in the reader antenna. The principle generation of circular 
polarisation is shown in Figure 4.59: two dipoles are fitted in the form of a cross. 
One of the two dipoles is fed via a 90° ()../4) delay line. The polarisation direction of 

E 

E 

H 

(a) Vertical polarisation (b) Horizontal polarisation (c) Circular polarisation 

Figure 4.59 Definition of the polarisation of electromagnetic waves 
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Therefore. the field strength & at a certain distance y from the radiation source can
be calculated using equation (4.61). Pryp is the transmission power emitted from the
isotropic emitter:

Prine - Zr

4.2.4 Polarisation of electromagnetic waves

The polarisation of an electromagnetic wave is determined by the direction of the
electric field of the wave. We differentiate between /inear polarisation and circular
polarisation. In linear polarisation the direction of the field lines ofthe electric field E
in relation to the surface of the earth provide the distinction between herizontal (the
electric field lines run parallel to the surface of the earth) and vertical (the electric
field lines run at right angles to the surface of the earth) polarisation.

So, for example, the dipole antennais a linear polarised antenna in which the electric
field lines run parallel to the dipole axis. A dipole antenna mounted at right angles to
the earth’s surface thus generates a vertically polarised electromagnetic field.

The transmission of energy between twolinear polarised antennas is optimal if
the two antennas have the same polarisation direction. Energy transmission is at its
lowest point, on the other hand, when the polarisation directions of transmission and
receiving antennas are arranged at exactly 90° or 270° in relation to one another(e.g.
a horizontal antenna and a vertical antenna). In this situation an additional damping
of 20dB has to be taken into account in the powertransmission due to polarisation
losses (Rothammel, 1981), i.e. the receiving antenna drawsjust 1/100 of the maximum
possible powerfrom the emitted electromagnetic field,

In RFID systems, there is generally no fixed relationship between the position of
the portable transponder antenna and the reader antenna. This can lead to fluctuations
in the read range that are both high and unpredictable. This problem is aided by the
use of circular polarisation in the reader antenna. The principle generation of circular
polarisation is shown in Figure 4.59: two dipoles are fitted in the form of a cross.
One of the two dipoles is fed via a 90° (A/4) delay line. Thepolarisation direction of

 
(a) Vertical polarisation (b) Horizontal polarisation (c) Circular polarisation

Figure 4.59 Definition of the polarisation of electromagnetic waves

Momentum Dynamics Corporation
Exhibit 1016

Page 099



4.2 ELECTROMAGNETIC WAVES 117 

the electromagnetic field generated in this manner rotates through 360° every time the 
wave front moves forward by a wavelength. The rotation direction of the field can be 
determined by the arrangement of the delay line. We differentiate between left-handed 
and right-handed circular polarisation. 

A polarisation loss of 3 dB should be taken into account between a linear and a 
circular polarised antenna; however, this is independent of the polarisation direction 
of the receiving antenna (e.g. the transponder) . 

4.2.4. 1 Reflection of electromagnetic waves 

An electromagnetic wave emitted into the surrounding space by an antenna encounters 
various objects. Part of the high frequency energy that reaches the object is absorbed 
by the object and converted into heat; the rest is scattered in many directions with 
varying intensity. 

A small part of the reflected energy finds its way back to the transmitter antenna. 
Radar technology uses this reflection to measure the distance and position of distant 
objects (Figure 4.60). 

In RFID systems the reflection of electromagnetic waves (backscatter system, mod­
ulated radar cross-section) is used for the transmission of data from a transponder to 
a reader. Because the reflective properties of objects generally increase with increas­
ing frequency, these systems are used mainly in the frequency ranges of 868 MHz 
(Europe), 915 MHz (USA), 2.45 GHz and above. 

Let us now consider the relationships in an RFID system. The antenna of a reader 
emits an electromagnetic wave in all directions of space at the transmission power 
PEIRP· The radiation density S that reaches the location of the transponder can easily 
be calculated using equation (4.61). The transponder's antenna reflects a power Ps that 
is proportional to the power density S and the so-called radar cross-section CY is: 

Ps =CY· S (4.66) 

The reflected electromagnetic wave also propagates into space spherically from 
the point of reflection. Thus the radiation power of the reflected wave also decreases 
in proportion to the square of the distance (r 2

) from the radiation source (i.e. the 
reflection) . The following power density finally returns to the reader's antenna: 

Ps CY PEIRP CY PmRP · CY 
SBack = - - = S · -- = -- · -- = ----

4nr2 4nr2 4nr2 4nr2 (4n) 2 . r 4 
(4.67) 

Figure 4.60 Reflection off a distant object is also used in radar technology 
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the electromagnetic field generated in this manner rotates through 360° every time the
wave front moves forward by a wavelength. The rotation direction of the field can be
determined by the arrangementofthe delay line. We differentiate between left-handed
and right-handed circular polarisation.

A polarisation loss of 3dB should be taken into account between a linear and a
circular polarised antenna; however, this is independent of the polarisation direction
of the receiving antenna(e.g. the transponder).

4.2.4.1 Reflection of electromagnetic waves

An electromagnetic wave emitted into the surrounding space by an antenna encounters
various objects. Part of the high frequency energy that reaches the object is absorbed
by the object and converted into heat; the rest is scattered in many directions with
varying intensity.

A small part of the reflected energy finds its way back to the transmitter antenna.
Radartechnology uses this reflecuon to measure the distance and position of distant
objects (Figure 4.60).

In RFID systems the reflection of electromagnetic waves (backscatter system, mad-
ulated radar cross-section) is used for the transmission of data from a transponder to
a reader. Because the reflective properties of objects generally increase with increas-
ing frequency, these systems are used mainly in the frequency ranges of 868 MHz
(Europe), 915 MHz (USA), 2.45 GHz and above.

Let us now consider the relationships in an RFID system. The antenna of a reader
emits an electromagnetic wave in all directions of space at the transmission power
Prirp. The radiation density S that reaches the location of the transponder can easily
be calculated using equation (4.61). The transponder’s antenna reflects a power Ps that
is proportional to the powerdensity S and the so-called radar cross-section o is:

Ps =a-S (4.66)

The reflected electromagnetic wave also propagates intO space spherically from
the point of reflection. Thus the radiation power of the reflected wave also decreases
in proportion to the square of the distance (r?) from the radiation source (i.e. the
reflection). The following power density finally returns to the reader’s antenna:

Ps o  Perp Oo —_ Prirp-o
Siecuie = = is a OE es |Back Arr? 4cr2 Arr? Arr? (4r)?-- 4

48
~

Figure 4.60 Reflection off a distant object is also used in radar technology

 
(4.67)
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The radar cross-section a (RCS, scatter aperture) is a measure of how well an 
object reflects electromagnetic waves. The radar cross-section depends upon a range of 
parameters, such as object size, shape, material, surface structure, but also wavelength 
and polarisation. 

The radar cross-section can only be calculated precisely for simple surfaces such 
as spheres, flat surfaces and the like (for example see Baur, 1985). The material also 
has a significant influence. For example, metal surfaces reflect much better than plas­
tic or composite materials. Because the dependence of the radar cross-section a on 
wavelength plays such an important role, objects are divided into three categories: 

• Rayleigh range: the wavelength is large compared with the object dimensions. For 
objects smaller than around half the wavelength, a exhibits a ).. - 4 dependency 
and so the reflective properties of objects smaller than 0.1 A can be completely 
disregarded in practice. 

• Resonance range: the wavelength is comparable with the object dimensions. Vary­
ing the wavelength causes a to fluctuate by a few decibels around the geometric 
value. Objects with sharp resonance, such as sharp edges, slits and points may, at 
certain wavelengths, exhibit resonance step-up of a. Under certain circumstances 
this is particularly true for antennas that are being irradiated at their resonant 
wavelengths (resonant frequency). 

• Optical range: the wavelength is small compared to the object dimensions. In this 
case, only the geometry and position (angle of incidence of the electromagnetic 
wave) of the object influence the radar cross-section. 

Backscatter RFID systems employ antennas with different construction formats as 
reflection areas. Reflections at transponders therefore occur exclusively in the resonance 
range. In order to understand and make calculations about these systems we need to 
know the radar cross-section a of a resonant antenna. A detailed introduction to the 
calculation of the radar cross-section can therefore be found in the following sections. 

It also follows from equation ( 4.67) that the power reflected back from the 
transponder is proportional to the fourth root of the power transmitted by the reader 
(Figure 4.61). In other words: if we wish to double the power density S of the reflected 

Reader Transponder 

Reflected 
wave 

Figure 4.61 Propagation of waves emitted and reflected at the transponder 
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The radar cross-section a@ (RCS, scatter aperture) is a measure of how well an
object reflects electromagnetic waves. The radar cross-section depends upon a range of
parameters, such as object size, shape, material, surface structure, but also wavelength
and polarisation.

The radar cross-section can only be calculated precisely for simple surfaces such
as spheres, flat surfaces and the like (for example see Baur, 1985). The material also
has a significant influence. For example, metal surfaces reflect much better than plas-
tic or composite materials. Because the dependence of the radar cross-section o on
wavelength plays such an important role, objects are divided into three categories:

e Rayleigh range: the wavelength is large compared with the object dimensions. For
objects smaller than around half the wavelength, o exhibits a A~* dependency
and so the reflective properties of objects smaller than 0.1 A can be completely
disregarded in practice.

e Resonance range: the wavelength is comparable with the object dimensions. Vary-
ing the wavelength causes a to fluctuate by a few decibels around the geometric
value. Objects with sharp resonance, such as sharp edges, slits and points may, at
certain wavelengths, exhibit resonance step-up of ao. Undercertain circumstances
this is particularly true for antennas that are being irradiated at their resonant
wavelengths (resonant frequency).

e Optical range: the wavelength is small compared to the object dimensions. In this
case, only the geometry and position (angle of incidence of the electromagnetic
wave) of the object influence the radar cross-section.

Backscatter RFID systems employ antennas with different construction formats as
reflection areas, Reflections at transponders therefore occur exclusively in the resonance
range. In order to understand and make calculations about these systems we need to
know the radar cross-section o of a resonant antenna. A detailed introduction to the

calculation of the radar cross-section can therefore be found in the following sections.
It also follows from equation (4.67) that the power reflected back from the

transponderis proportional to the fourth root of the powertransmitted by the reader
(Figure 4.61). In other words: if we wish to double the powerdensity S ofthe reflected

Reflected
wave 

Reader Transponder

Figure 4.61 Propagation of waves emitted and reflected at the transponder
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signal from the transponder that arrives at the reader, then, all other things being equal, 
the transmission power must be multiplied by sixteen! 

4.2.5 Antennas 

The creation of electromagnetic waves has already been described in detail in the 
previous section (see also Sections 4.1.6 and 4.2.1). The laws of physics tell us that 
the radiation of electromagnetic waves can be observed in all conductors that carry 
voltage and/or current. In contrast to these effects, which tend to be parasitic, an 
antenna is a component in which the radiation or reception of electromagnetic waves 
has been to a large degree optimised for certain frequency ranges by the fine-tuning 
of design properties. In this connection, the behaviour of an antenna can be precisely 
predicted and is exactly defined mathematically. 

4.2.5. 1 Gain and directional effect 

Section 4.2.2 demonstrated how the power PEIRP emitted from an isotropic emitter at 
a distance r is distributed in a fully uniform manner over a spherical surface area. If 
we integrate the power density S of the electromagnetic wave over the entire surface 
area of the sphere the result we obtain is, once again, the power PEIRP emitted by the 
isotropic emitter. 

PEIRP = 1 s . dA 
A spherc 

(4.68) 

However, a real antenna, for example a dipole, does not radiate the supplied power 
uniformly in all directions. For example, no power at all is radiated by a dipole antenna 
in the axial direction in relation to the antenna. 

Equation ( 4.68) applies for all types of antennas. If the antenna emits the supplied 
power with varying intensity in different directions, then equation (4.68) can only be 
fulfilled if the radiation density S is greater in the preferred direction of the antenna 
than would be the case for an isotropic emitter. Figure 4.62 shows the radiation pattern 
of a dipole antenna in comparison to that of an isotropic emitter. The length of the 
vector G(8) indicates the relative radiation density in the direction of the vector. In 
the main radiation direction ( Gi) the radiation density can be calculated as follows : 

( 4.69) 
P1 -G S= I 

4n • r2 

P 1 is the power supplied to the antenna. Gi is termed the gain of the antenna and 
indicates the factor by which the radiation density S is greater than that of an isotropic 
emitter at the same transmission power. 

An important radio technology term in this connection is the EIRP (effective 
isotropic radiated power). 

(4.70) 

This figure can often be found in radio licensing regulations (e.g. Section 5.2.4) 
and indicates the transmission power at which an isotropic emitter (i .e. Gi = 1) would 
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signal from the transponderthat arrives at the reader, then, all other things being equal,
the transmission power must be multiplied by sixteen!

4.2.5 Antennas

The creation of electromagnetic waves has already been described in detail in the
previous section (see also Sections 4.1.6 and 4.2.1). The laws of physics tell us that
the radiation of electromagnetic waves can be observed in all conductors that carry
voltage and/or current. In contrast to these effects, which tend to be parasitic, an
antenna is a component in which the radiation or reception of electromagnetic waves
has been to a large degree optimised for certain frequency ranges by the fine-tuning
of design properties. In this connection, the behaviour of an antenna can be precisely
predicted and is exactly defined mathematically,

4.2.5.1 Gain and directional effect

Section 4.2.2 demonstrated how the power Ppirp emitted from an isofrepic emitter at
a distance r is distributed in a fully uniform manner over a spherical surface area, If
we integrate the power density S of the electromagnetic wave over the entire surface
area of the sphere the result we obtain is, once again, the power Pryyp emitted by the
isotropic eniitter.

Pripp = / § $ dA (4.68)
Aspiere

However, a real antenna, for example a dipole, does not radiate the supplied power
uniformly in all directions. For example, no powerat all is radiated by a dipole antenna
in the axial direction in relation to the antenna.

Equation (4.68) applies for all types of antennas. If the antenna emits the supplied
power with varying intensity in different directions, then equation (4.68) can only be
fulfilled if the radiation density S is greater in the preferred direction of the antenna
than would be the case for an isotropic emitter. Figure 4.62 shows the radiation pattern
of a dipole antenna in comparison to that of an isotropic emitter. The length of the
vector G(@) indicates the relative radiation density in the direction of the vector. In
the main radiation direction (Gj) the radiation density can be calculated as follows:

Pi - Gi
sS=

An -r?
(4.69)

 

P; is the power supplied to the antenna. G; is termed the gain of the antenna and
indicates the factor by which the radiation density S is greater than that of an isotropic
emitter at the same transmission power.

An important radio technology term in this connection is the E/RP (effective
isotropic radiated power).

Pere = Pi + Gi (4.70)

This figure can often be found in radio licensing regulations (e.g. Section 5.2.4)
and indicates the transmission powerat which an isotropic emitter (i.e. G; = 1) would
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Radiation pattern of an isotropic emitter ~ _ 
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Figure 4.62 Radiation pattern of a dipole antenna in comparison to the radiation pattern of an 
isotropic emitter 

have to be supplied in order to generate a defined radiation power at . distance r. An 
antenna with a gain Gi may therefore only be supplied with a transmission power P1 

that is lower by this factor so that the specified limit value is not exceeded: 

(4.71) 

4.2.5.2 EIRP and ERP 

In addition to power figures in EIRP we frequently come across the power figure ERP 
(equivalent radiated power) in radio regulations and technical literature. The ERP is 
also a reference power figure. However, in contrast to the EIRP, ERP relates to a 
dipole antenna rather than a spherical emitter. An ERP power figure thus expresses the 
transmission power at which a dipole antenna must be supplied in order to generate 
a defined emitted power at a distance of r. Since the gain of the dipole antenna 

Table 4.7 In order to emit a constant EIRP in 
the main radiation direction less transmission 
power must be supplied to the antenna as the 
antenna gain G increases 

EIRP=4W 

Isotropic emitter Gi = 1 
Dipole antenna 
Antenna Gi = 3 

Power P1 fed to 
the antenna 

4W 
2.44W 
1.33W 
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Radiation pattern of an isotropic emitter oe—_ —~

Radiation pattern of a dipole \ saa

  
Figure 4.62 Radiation pattern of a dipole antenna in comparisonto the radiation pattern of an
isotropic emitter

have to be supplied in order to generate a defined radiation powerat distance r. An
antenna with a gain G; may therefore only be supplied with a transmission power P;
that is lower by this factor so that the specified limit value is not exceeded:

Pr

P= x (4.71)
 

4.2.5.2 EIRP and ERP

In addition to powerfigures in EIRP we frequently come across the powerfigure ERP
(equivalent radiated power) in radio regulations and technical literature. The ERP is
also a reference power figure. However, in contrast to the EIRP, ERP relates to a
dipole antenna rather than a spherical emitter. An ERP powerfigure thus expresses the
transmission power at which a dipole antenna must be supplied in order to generate
a defined emitted power at a distance of r. Since the gain of the dipole antenna

Table 4.7 In order to emit a constant EIRP in
the main radiation direction less transmission

power must be supplied to the antenna as the
antenna gain G increases

EIRP = 4W Power P; fed to
the antenna 

Isotropic emitter Gj = | 4W
Dipole antenna 2.44W
Antenna G; = 3 1.33 W

Momentum Dynamics Corporation
Exhibit 1016

Page 103



4.2 ELECTROMAGNETIC WAVES 121 

(Gi = 1.64) in relation to an isotropic emitter is known, it is easy to convert between 
the two figures: 

PEIRP = PERP · 1. 64 (4.72) 

4.2.5.3 Input impedance 

A particularly important property of the antenna is the complex input impedance ZA. 
This is made up of a complex resistance XA, a loss resistance Rv and the so-called 
radiation resistance Rr: 

(4.73) 

The loss resistance Rv is an effective resistance and describes all losses result­
ing from the ohmic resistance of all current-carrying line sections of the antenna 
(Figure 4.63). The power converted by this resistance is converted into heat. 

The radiation resistance Rr also takes the units of an effective resistance but the 
power converted within it corresponds with the power emitted from the antenna into 
space in the form of electromagnetic waves. 

At the operating frequency (i.e. the resonant frequency of the antenna) the complex 
resistance XA of the antenna tends towards zero. For a loss-free antenna (i.e. Rv = 0): 

(4.74) 

The input impedance of an ideal antenna in the resonant case is thus a real resistance 
with the value of the radiation resistance Rr. For a A/2 dipole the radiation resistance 
Rr = 73 Q. 

4.2.5.4 Effective aperture and scatter aperture 

The maximum received power that can be drawn from an antenna, given optimal align­
ment and correct polarisation, is proportional to the power density S of an incoming 

Dipole 

Xa 
XT ~----u------------~ 

Transponder Antenna 

Figure 4.63 Equivalent circuit of an antenna with a connected transponder 
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(G; = 1.64) in relation to an isotropic emitter is known,it is easy to convert between
the two figures:

Peirp = Perp - 1.64 (4.72)

4.2.5.3 Input impedance

A particularly important property of the antenna is the complex input impedance Z,.
This is made up of a complex resistance X,q, a loss resistance Ry and the so-called
radiation resistance R,:

Za = R+ Ry + jXa (4.73)

The loss resistance Ry is an effective resistance and describes all losses result-

ing from the ohmicresistance of all current-carrying line sections of the antenna
(Figure 4.63). The power conyerted by this resistance is converted into heat.

The radiation resistance AR, also takes the unils of an effective resistance but the

power converted within it corresponds with the power emitted from the antenna into
space in the form of electromagnetic waves.

At the operating frequency (i.e. the resonant frequency ofthe antenna) the complex
resistance X, of the antenna tends towards zero. Por a loss-free antenna (i.e. Ry = 0):

Za(fres) = Re (4.74)

The input impedance ofan ideal antenna in the resonant case is thus a real resistance
with the value of the radiation resistance R,. For a 4/2 dipole the radiation resistance
R, =73Q.

4.2.5.4 Effective aperture and scatter aperture

The maximumreceived power that can be drawn from an antenna, given optimal align-
ment and correct polarisation, is proportional to the power density S of an incoming

Dipole

 
Transponder ! Antenna

Figure 4.63 Equivalent circuit of an antenna with a connected transponder
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122 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS 

plane wave and a proportionality factor. The proportionality factor has the dimension 
of an area and is thus called the effective aperture Ae. The following applies: 

(4.75) 

We can envisage Ae as an area at right angles to the direction of propagation, through 
which, at a given radiation density S, the power Pe passes (Meinke and Gundlach, 
1992). The power that passes through the effective aperture is absorbed and transferred 
to the connected terminating impedance ZT (Figure 4.64). 

In addition to the effective aperture Ae, an antenna also possesses a scatter aperture 
a- = As at which the electromagnetic waves are reflected. 

In order to improve our understanding of this, let us once again consider Figure 4.63. 
When an electromagnetic field with radiation density S is received a voltage Vo is 
induced in the antenna, which represents the cause of a current I through the antenna 
impedance ZA and the terminating impedance ZT. The current/ is found from the quo­
tient of the induced voltage Vo and the series connection of the individual impedances 
(Kraus, 1988): 

Uo 
l=---

ZT+ZA 

Uo 

Furthermore for the received power Pe transferred to ZT: 

Pe= / 2 
· RT 

(4.76) 

(4.77) 

Let us now substitute / 2 in equation (4.77) for the expression in equation (4.76), 
obtaining: 

U5 · RT 
Pe=------------­

(Rr + Rv + RT) 2 + (XA + XT) 2 
(4.78) 

According to equation (4.75) the effective aperture Ae is the quotient of the received 
power Pe and the radiation density S. This finally yields: 

Pe V5 · RT 
Ae = - = ---------------

S S · [(Rr + Rv + RT) 2 + (XA + XT)2] 
(4.79) 

>-./2-Dipole 

s s 

Effective aperture A 

Figure 4.64 Relationship between the radiation density S and the received power P of 
an antenna 

-
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plane wave and a proportionality factor. The proportionality factor has the dimension
of an area and is thus called the effective aperture A¢. The following applies:

Po = Ae: S (4.75)

We can envisage A, as an area at right angles to the direction of propagation, through
which, at a given radiation density S$, the power P. passes (Meinke and Gundlach,
1992). The powerthat passes through the effective aperture is absorbed and transferred
to the connected terminating impedance Zy (Figure 4.64).

In addition to the effective aperture A,., an antenna also possesses a scatter aperture
a = A, at which the electromagnetic waves are reflected.

In order to improve our understanding ofthis, let us once again consider Figure 4.63.
When an electromagnetic field with radiation density S is received a voltage Uy is
induced in the antenna, which represents the cause of a current J through the antenna
impedance Z, and the terminating impedance Z;. Thecurrent / is found from the quo-
tient of the induced voltage Up and the series connection ofthe individual impedances
(Kraus, 1988):

U U
ee (4.76)
Dr Ey VJ(Ry + Ry + Ry)? + (Xa + Xp)?

Furthermore for the received power FP. transferred to Zy:
2

Pe = I? Ry (4.77)

Let us now substitute 7* in equation (4.77) for the expression in equation (4.76),
obtaining:

Ug: Rr
ReS- : 4.78© (Re Ry + Rr)? + (X,4 + Xz)? '
 

According to equation (4.75) the effective aperture A, is the quotient of the received
power P. and the radiation density S. This finally yields:

 A= tt = Uj Re (4.79)
eS S: (CR, + Ry + Rr)? + (Xa, + X7)2I as

A/2-Dipole 3

== a)

s P, Ss P,

"Se
Effective aperture A

Figure 4.64 Relationship between the radiation density S and the received power P of
an antenna
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4.2 ELECTROMAGNETIC WAVES 123 

If the antenna is operated using power matching, i.e. RT= Rv and XT = -XA, then 
the following simplification can be used: 

(4.80) 

As can be seen from Figure 4.63 the current I also flows through the radiation 
resistance Rr of the antenna. The converted power Ps is emitted from the antenna and it 
makes no difference whether the current / was caused by an incoming electromagnetic 
field or by supply from a transmitter. The power Ps emitted from the antenna, i.e. the 
reflected power in the received case, can be calculated from: 

(4.81) 

Like the derivation for equation ( 4.79), for the scatter aperture As we find: 

Ps 12 
· Rr 

CJ = As = - = ---
S S 

(4.82) 

If the antenna is again operated using power matching and is also loss-free, 1.e. 
Rv = 0, RT= Rr and XT = -XA, then as a simplification: 

u2 
CJ= As= __ o_ 

4S Rr 
(4.83) 

Therefore, in the case of the power matched antenna CJ = As = Ae. This means that 
only half of the total power drawn from the electromagnetic field is supplied to the 
terminating resistor RT; the other half is reflected back into space by the antenna. 

The behaviour of the scatter aperture As at different values of the terminating 
impedance ZT is interesting. Of particular significance for RFID technology is the 
limit case ZT = 0. This represents a short-circuit at the terminals of the antennas. 
From equation ( 4.82) this is found to be: 

(4.84) 

The opposite limit case consists of the connection of an infinitely high-ohmic ter­
minating resistor to the antenna, i.e. ZT ---+ oo. From equation (4.82) it is easy to see 
that the scatter aperture A s, just like the current I, tends towards zero. 

CJmin = As-min = 0 lzr-+ OO (4.85) 

The scatter aperture can thus take on any desired value in the range 0-4 Ae at var­
ious values of the terminating impedance ZT (Figure 4.65). This property of antennas 
is utilised for the data transmission from transponder to reader in backscatter RFID 
systems (see Section 4.2.6.6). 

Equation (4.82) shows only the relationship between the scatter aperture As and 
the individual resistors of the equivalent circuit from Figure 4.63. However, if we are 
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If the antennais operated using power matching, i.e. Ry = Ry and X; = —X,q, then
the following simplification can be used:

, Uy
“" ASR,

 

(4.80)

As can be seen from Figure 4.63 the current / also flows through theradiation
resistance R, of the antenna. The converted power Ps is emitted from the antenna and it
makes no difference whether the current / was caused by an incoming electromagnetic
field or by supply from a transmitter. The power Ps emitted from the antenna, i.e. the
reflected power in the received case, can be calculated from:

Ps =I? « R, (4.81)

Like the derivation for equation (4.79), for the scatter aperture A, we find:

 Py IFeR Uy? + R;
o=As=—= = a = (4.82)

S S S-((Re+ Ry + Rr)é + (Xa + X7)?]

If the antenna is again operated using power matching and is also loss-free, ie.
Ry = 0, Ry = R, and X; = —X,q, then as a simplification:

Uy?
Ag = — 4.83Fe ES ASR, a

Therefore, in the case of the power matched antenna ao = A, = A,. This meansthat
only half of the total power drawn from the electromagnetic field is supplied to the
terminating resistor Ry; the other half is reflected back into space by the antenna.

The behaviour of the scatter aperture A, at different values of the terminating
impedance Z+yis interesting. Of particular significance for RFID technology is the
limit case Zy; = 0. This represents a short-circuit at the terminals of the antennas.
From equation (4.82) this is found to be:

2
Upo*

Omax = As.max = SR = 4Ae|z,—0 (4.84)r

The opposite limit case consists of the connection of an infinitely high-ohmic ter-
minating resistor to the antenna, Le. Zp — oo, From equation (4.82) it is easy to see
that the scatter aperture Ag, just like the current /, tends towards zero.

Onin = Asvnin = Olz~—+90 (4.85)

The scatter aperture can thus take on any desired value in the range 0—4 A,at var-
ious values of the terminating impedance “> (Figure 4.65). This property of antennas
is utilised for the data transmission from transponder to reader in backscatter RFID
systems (see Section 4.2.6.6).

Equation (4.82) shows only the relationship between the scatter aperture Ag and
the individual resistors of the equivalent circuit from Figure 4.63. However, if we are
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Figure 4.65 Graph of the relative effective aperture Ae and the relative scatter aperture a in 
relation to the ratio of the resistances RA and Rr . Where Ry/ RA = 1 the antenna is operated 
using power matching (Ry= Rr)- The case Ry/ RA= 0 represents a short-circuit at the terminals 
of the antenna 

to calculate the reflected power Ps of an antenna (see Section 4.2.4.1) we need the 
absolute value for As. The effective aperture Ae of an antenna is proportional to its 
gain G (Kraus, 1988; Meinke and Gundlach, 1992). Since the gain is known for most 
antenna designs, the effective aperture Ae, and thus also the scatter aperture As, is 
simple to calculate for the case of matching ( Z A = ZT). The following is true5

: 

A 2 
CY = Ae = __Q_ • G 

4:ir 

From equation (4.75) it thus follows that: 

A 2 

Pe = Ae · S = __Q_ • G · S 
4:ir 

4.2.5.5 Effective length 

(4.86) 

(4.87) 

As we have seen, a voltage Vo is induced in the antenna by an electromagnetic field. 
The voltage Vo is proportional to the electric field strength E of the incoming wave. 

5 The derivation of this relationship is not important for the understanding of RFID systems , but can be 
found in Kraus (1988, chapter 2-22) if required . 
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4.2 ELECTROMAGNETIC WAVES 125 

The proportionality factor has the dimension of a length and is therefore called the 
effective length lo (also effective height h) (Meinke and Gundlach, 1992). The following 
is true: 

Uo = lo . E = lo . ✓ s . ZF (4.88) 

For the case of the matched antenna (i.e. Rr = RT) the effective length can be 
calculated from the effective aperture Ae (Kraus, 1988): 

(4.89) 

If we substitute the expression in equation ( 4.86) for Ae, then the effective length 
of a matched antenna can be calculated from the gain G, which is normally known ( or 
easy to find by measuring) : 

(4.90) 

4.2.5.6 Dipole antennas 

In its simplest form the dipole antenna consists solely of a straight piece of line (e.g. 
a copper wire) of a defined length (Figure 4.66) . By suitable shaping the characteristic 
properties, in particular the radiation resistance and bandwidth, can be influenced. 

A simple, extended half-wave dipole (A/2 dipole) consists of a piece of line of 
length l = A/2, which is inten-upted half way along. The dipole is supplied at this 
break-point (Figure 4.67) . 

The parallel connection of two A/2 pieces of line a small distance apart (d < 0.05)..) 
creates the 2-wire folded dipole . This has around four times the radiation resistance of 

Figure 4.66 915 MHz transponder with a simple, extended dipole antenna. The transponder 
can be seen half way along (reproduced by permission of Trolleyscan, South Africa) 
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The proportionality factor has the dimension of a length and is therefore called the
effective length ly (also effective height h) (Meinke and Gundlach, 1992). The following
is true:

Up =lo- E=lo+VS-+ Zp (4.88)

For the case of the matched antenna (i.e. R, = Ry) the effective length can be
calculated from the effective aperture A, (Kraus, 1988):

 
b= (4.89)

If we substitute the expression in equation (4.86) for A., then the effective length
of a matched antenna can be calculated from the gain G, which is normally known (or
easy to find by measuring):

G-R,
lb=A
0 0 a - Zp (4.90)
 

4.2.5.6 Dipole antennas

In its simplest form the dipole antenna consists solely of a straight piece of line (e.g.
a copper wire) of a defined length (Figure 4.66). By suitable shaping the characteristic
properties, in particular the radiation resistance and bandwidth, can be influenced.

A simple, extended half-wave dipole (4/2 dipole) consists of a piece of line of
length / = A/2, which is interrupted half way along. The dipole is supplied at this
break-point (Figure 4.67).

The parallel connection of two 4/2 pieces of line a small distance apart (d < 0.05A)
creates the 2-wire folded dipole. This has around four times the radiation resistance of

 
Figure 4.66 915 MHz transponder with a simple, extended dipole antenna. The transponder
can be seen half way along (reproduced by permission of Trolleyscan, South Africa)
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126 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS 

Figure 4.67 Different dipole antenna designs - from top to bottom: simple extended dipole, 
2-wire folded dipole, 3-wire folded dipole 

the single J..,/2 dipole (Rr = 240-280 Q). According to Rothammel (1981) the follow­
ing relationship applies: 

2 

Rr = 73.2 Q · (4.91) 

A special variant of the loop dipole is the 3-wire folded dipole. The radiation 
resistance of the 3-wire folded dipole is greatly dependent upon the conductor diameter 
and the distance between the J..,/2 line sections. In practice, the radiation resistance of 
the 3-wire folded dipole takes on values of 540-2000 Q . According to Rothammel 
(1981) the following relationship applies: 

Rr = 73.2 Q · (4.92) 

The bandwidth of a dipole can be influenced by the ratio of the diameter of the J.., / 2 
line section to its length, increasing as the diameter increases. However, the dipole must 
then .be shortened somewhat in order to allow it to resonate at the desired frequency. 
In practice, the shortening factor is around 0.90-0.99. For a more precise calculation 
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4 l=aA/2
 

R,=73.Q

 Se eeaes

-———a= ayied
A,= 240... 2802

 

 
R= 540... 2000 2

Figure 4.67 Different dipole antenna designs — from top to bottom: simple extended dipole,
2-wire folded dipole, 3-wire folded dipole

the single A/2 dipole (R, = 240—280 2). According to Rothamme! (1981) the follow-
ing relationship applies:

 

(4.91)

A special variant of the loop dipole is the 3-wire folded dipole. The radiation
resistance of the 3-wire folded dipole is greatly dependent upon the conductordiameter
and the distance between the 4/2 line sections. In practice, the radiation resistance of
the 3-wire folded dipole takes on values of 540—2000 Q. According to Rothammel
(1981) the following relationship applies:

; ( Ap} 2d? dy.

(7)‘

R, =73.2Q: (4.92)

The bandwidth of a dipole can be influenced by the ratio of the diameter of the 4/2
line section to its length, increasing as the diameter increases. However, the dipole must
then be shortened somewhat in order to allow it to resonate at the desired frequency.
In practice, the shortening factor is around 0.90—0.99. For a more precise calculation
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Table 4.8 Electrical properties of the dipole and 2-wire folded dipole 

Parameter Gain G Effective aperture 

J.../2 dipole 1.64 
J.../2 2-wire folded dipole 1.64 

Effective length 

0.32)... 
0.64J... 

127 

Apex angle 

780 
780 

of this topic, the reader is referred to the antenna literature, e.g. Rothammel (1981), 
Kraus (1988). 

4.2.5.7 Yagi-Uda antenna 

The Yagi-Uda antenna, named after its inventors, could well be the most important 
variant of a directional antenna in radio technology. 

The antenna is an alignment array, made up of a driven emitter and a series of par­
asitic elements. A typical Yagi-Uda antenna is shown in Figure 4.68. Parasitic dipoles 
are arranged in front of the driven emitter (usually a dipole or 2-wire folded dipole) in 
the desired direction of maximum radiation. These parasitic dipoles function as direc­
tors, while a rod, usually a single rod, behind the exciter acts as a reflector. To create 
the directional transmission, the rods acting as directors must be shorter, and the rod 
acting as a reflector must be longer, than the exciter operating at resonance (Meinke and 
Gundlach, 1992). Compared to an isotropic emitter, gains of 9 dBi (based upon three 
elements) to 12dB (based upon seven elements) can be achieved with a Yagi-Uda 
antenna. So-called 'long' Yagi antennas (10, 15 or more elements) can even achieve 
gains of up to 15 dBi in the main radiation direction. 

Due to their size, Yagi-Uda antennas are used exclusively as antennas for readers. 
Like a torch, the Yagi-Uda antenna transmits in only one direction of maximum 
radiation, at a precisely known apex angle. Interference from adjacent devices or readers 
to the side can thus be suppressed and tuned out. 

Figure 4.68 Typical design of a Yagi-Uda directional antenna (six elements), comprising a 
driven emitter (second transverse rod from left), a reflector (first transverse rod from left) and 
four directors (third to sixth transverse rods from left) (reproduced by permission of Trolleyscan, 
South Africa) 
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Table 4.8 Electrical properties of the dipole and 2-wire folded dipole 

 Parameter Gain G_ Effective aperture Effective length Apex angle

4/2 dipole 1.64 0.1312 0.324 78°
4/2 2-wire folded dipole 1.64 0.13.47 0.644 78°

of this topic, the reader is referred to the antennaliterature, e.g. Rothammel (1981),
Kraus (1988).

4.2.5.7 Yagi-Uda antenna

The Yagi-Uda antenna, named after its inventors, could well be the most important
variant of a directional antenna in radio technology.

The antenna is an alignment array, made up of a driven emitter and a series of par-
asitic elements. A typical Yagi-Uda antenna is shownin Figure 4.68. Parasitic dipoles
are arranged in front of the driven emitter (usually a dipole or 2-wire folded dipole) in
the desired direction of maximum radiation. These parasitic dipoles function as direc-
tors, while a rod, usually a single rod, behind the exciter acts as a reflector. To create
the directional transmission, the rods acting as directors must be shorter, and the rod
acting as a reflector must be longer, than the exciter operating at resonance (Meinke and
Gundlach, 1992). Compared to an isotropic emitter, gains of 9 dBi (based upon three
elements) to 12dB (based upon seven elements) can be achieved with a Yagi—Uda
antenna. So-called ‘long’ Yagi antennas (10, 15 or more elements) can even achieve
gains of up to 15 dBi in the main radiation direction.

Due to their size, Yagi-Uda antennas are used exclusively as antennas for readers.
Like a torch, the Yagi-Uda antenna transmits in only one direction of maximum
radiation, at a precisely known apex angle. Interference from adjacent devices or readers
to the side can thus be suppressed and tuned out.

 
Figure 4.68 Typical design of a Yagi-Uda directional antenna (six elements), comprising a
driven emitter (second transverse rod fromleft), a reflector (first transverse rod from left) and
four directors (third to sixth transverse rods from left) (reproduced by permission of Trolleyscan,
South Africa)
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Due to the popularity of the Yagi-Uda antenna both as an antenna for radio and 
television reception and also in commercial radio technology, there is a huge amount 
of literature on the operation and construction of this antenna design. Therefore, we 
will not deal with this antenna in more detail at this point. 

4.2.5.8 Patch or microstrip antenna 

Patch antennas (also known as microstrip or planar antennas) can be found in many 
modern communication devices. For example, they are used in the latest generations 
of GPS · receivers and mobile telephones, which are becoming smaller all the time. 
Thanks to their special construction format, patch antennas also off er some advantages 
for RFID systems. 

In its simplest form, a patch antenna comprises a printed circuit board ( e.g. Teflon 
or PTFE for higher frequencies) coated (i.e. metallised) on both sides, the underside of 
which forms a continuous ground (Kraus, 2000). On the top there is a small rectangle, 
which is supplied via a microstrip feed on one side, feeders through the base plate 
(see Figure 4.71) or capacitive coupling via an intermediate layer (aperture coupled 
patch antenna; see Kossel (n.d.), Fries and Kossel (n.d.)). Planar antennas can therefore 
be manufactured cheaply and with high levels of reproducibility using PCB etching 
technology (see Figures 4.69 and 4.70). 

The length Lp of the patch determines the resonant frequency of the antenna. Under 
the condition hn :S A: 

A 
Lp = - -hn 

2 

Normally the substrate thickness hn is 1-2% of the wavelength. 

(4.93) 

The width wp influences the resonant frequency of the antenna only slightly, but · 
determines the radiation resistance Rr of the antenna (Krug, 1985). Where Wp < A/2: 

a 

Sr+ 1 
2 

b 

ai 

1· 

(4.94) 

LP 
b 

► 

Figure 4.69 Fundamental layout of a patch antenna. The ratio of Lp to ho is not shown to 
scale 
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Due to the popularity of the Yagi-Uda antenna both as an antenna for radio and
television reception and also in commercial radio technology, there is a huge amount
of literature on the operation and construction of this antenna design. Therefore, we
will not deal with this antenna in more detail at this point.

4.2.5.8 Patch or microstrip antenna

Patch antennas (also known as microstrip or planar antennas) can be found in many
modern communication devices. For example, they are used in the latest generations
of GPS receivers and mobile telephones, which are becoming smaller all the time.
Thanks to their special construction format, patch antennas also offer some advantages
for RFID systems.

In its simplest form, a patch antenna comprises a printed circuit board (e.g. Teflon
or PTFE for higher frequencies) coated (i.e. metallised) on both sides, the underside of
which forms a continuous ground (Kraus, 2000). On the top there is a small rectangle,
which is supplied via a microstrip feed on one side, feeders through the base plate
(see Figure 4.71) or capacitive coupling via an intermediate layer (aperture coupled
patch antenna; see Kossel (n.d.), Fries and Kossel (n.d.)). Planar antennas can therefore
be manufactured cheaply and with high levels of reproducibility using PCB etching
technology (see Figures 4.69 and 4.70).

The length L, of the patch determines the resonant frequency of the antenna. Under

the condition ip =< A: ;
Lp = —=—hp (4.93)

2

Normally the substrate thickness Ap is 1—2% of the wavelength.
The width w, influences the resonant frequency of the antenna only slightly, but

determines the radiation resistance R, of the antenna (Krug, 1985). Where wp, < 2/2:
4

ie(=) (4.94)rt [ 48-ha + (é — 1), /4+—+
“ Wr

Wy | 

  
Figure 4.69 Fundamental layout of a patch antenna. The ratio of L, to hp is not shown to
scale
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4.2 ELECTROMAGNETIC WAVES 129 

Figure 4.70 Practical layout of a patch antenna for 915 MHz on a printed circuit board made 
of epoxy resin (reproduced by permission of Trolleyscan, South Africa) 

where wp > 3)../2: 

(4.95) 

If the patch antenna is operated at its resonant frequency the phase difference 
between the patch edges a and b is precisely 180°. Figure 4.69 shows the path of 
the electrical field lines. At the entry and exit edges of the patch the field lines run 
in phase. The patch edges a and b thus behave like two in-phase fed slot antennas. 
The polarisation of the antenna is linear and parallel to the longitudinal edge Lp. See 
Figure 4.71. 

Due to the type of power supply, patch antennas can also be used with circular 
polarisation. To generate circular polarisation, an emitter element must be supplied 
with signals with a phase angle of 90° at only two edges that are geometrically offset 
by 90°. 

It is a relatively simple matter to amalgamate patch antennas to form group anten­
nas (Figure 4.72). As a result, the gain increases in relation to that of an individual 
element. The layout shown in the figure comprises in-phase fed emitter elements. The 
approximately )../2 long patch elements are fed via almost non-radiative line sections 
of around )../2 in length connected in series, so that the transverse edges a-a or b-b 
of the patch element lie precisely wavelength A apart. Thus the in-phase feed to the 
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Figure 4.70 Practical layout of a patch antenna for 915 MHz on a printed circuit board made
of epoxy resin (reproduced by permission of Trolleyscan, South Africa)

where wp > 3A/2:

120 re

1 [  48-hy wBS idee
2 Wp

If the patch antenna is operated at its resonant frequency the phase difference
between the patch edges a and b is precisely 180°. Figure 4.69 shows the path of
the electrical field lines. At the entry and exit edges of the patch the field lines run
in phase. The patch edges a and } thus behave like two in-phase fed slot antennas.

The polarisation of the antenna is linear and parallel to the longitudinal edge Ly. See
Figure 4.71.

Due to the type of power supply, patch antennas can also be used with circular
polarisation. To generate circular polarisation, an emitter element must be supplied
with signals with a phase angle of 90° at only two edges that are geometrically offset
by 90°.

It is a relatively simple matter to amalgamate patch antennas to form group anten-
nas (Figure 4.72). As a result, the gain increases in relation to that of an individual
element. The layout shownin the figure comprises in-phase fed emitter elements. The
approximately 4/2 long patch elements are fed via almost non-radiative line sections
of around 4/2 in length connected in series, so that the transverse edges a—a or b—b
of the patch element lie precisely wavelength A apart. Thus the in-phase feed to the

R,= (4.95)
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Emitter element 

Metallisation 

Substrate 

Power supply 

Figure 4.71 Supply of a )i,/2 emitter quad of a patch antenna via the supply line on the reverse 

X y 

X= )../2 - ho 
y= )../2 + h0 

Figure 4.72 The interconnection of patch elements to form a group increases the directional 
effect and gain of the antenna 

individual elements is guaranteed. The arrangement is polarised in the direction of the 
line sections. 

4.2.5. 9 Slot antennas 

If we cut a strip of length >--/2 out of the centre of a large metal surface the slot can be 
used as an emitter (Rothammel, 1981). The width of the slot must be small in relation 
to its length. The base point of the emitter is located at the mid-point of its longitudinal 
side (Figure 4.73). 
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Emitter element

Metallisation

Substrate 
Power supply

Figure 4.71 Supply of a 4/2 emitter quad of a patch antennavia the supply line on the reverse

 
Figure 4.72 The interconnection of patch elements to form a group increases the directional
effect and gain of the antenna

individual elements is guaranteed. The arrangementis polarised in the direction of the
line sections.

4.2.5.9 Slot antennas

If we cut a strip of length 4/2 out of the centre of a large metal surface the slot can be
used as an emitter (Rothammel, 1981). The width of the slot must be small in relation
to its length. The base point of the emitter is located at the mid-point of its longitudinal
side (Figure 4.73).
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Coaxial cable 

Metal surface 

Figure 4.73 Layout of a slot antenna for the UHF and microwave range 

4.2.6 Practical operation of microwave transponders 

Let us now turn our attention to practical operation when a transponder is located in 
the interrogation zone of a reader. Figure 4.74 shows the simplified model of such 
a backscatter system. The reader emits an electromagnetic wave with the effective 
radiated power P1 • G 1 into the surrounding space. Of this, a transponder receives 
power P2 = Pe, proportional to the field strength E, at distance r. 

Power Ps is also reflected by the transponder's antenna, of which power P3 is again 
received by the reader at distance r. 

4.2.6. 1 Equivalent circuits of the transponder 

In the previous sections we have quoted the simplified equation for the impedance of 
the transformer ZT = RT+ j XT (simplified equivalent circuit). In practice, however, 
the input impedance of a transponder can be represented more clearly in the form of the 
parallel circuit consisting of a load resistor RL, an input capacitor C2 , and possibly a 
modulation impedance Zmoct (see also Section 4.2.6.6) (functional equivalent circuit). 
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Supply UO

Coaxial cable

Metal surface

Figure 4.73 Layout of a slot antenna for the UHF and microwave range

4.2.6 Practical operation of microwave transponders

Let us now turn ourattention to practical operation when a transponderis located in
the interrogation zone of a reader. Figure 4.74 shows the simplified model of such
a backscatter system. The reader emits an electromagnetic wave with the effective
radiated power P; -G, into the surrounding space. Of this, a transponder receives
power P; = P., proportional to the field strength F, at distance r.

PowerPs is also reflected by the transponder’s antenna, of which power P3 is again
received by the reader at distance r.

4.2.6.1 Equivalentcircuits of the transponder

In the previous sections we have quoted the simplified equation for the impedance of
the transformer Z; = Ry + j Xv (simplified equivalent circuit). In practice, however,
the input impedance of a transponder can be represented more clearly in the form of the
parallel circuit consisting of a load resistor R,, an input capacitor Cz, and possibly a
modulation impedance Zoq (see also Section 4.2.6.6) (functional equivalent circuit).
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G1 r, E(r) 

P1 
__. 

P3 ..__ 

Reader Transponder 

Figure 4.74 Model of a microwave RFID system when a transponder is located in the inter­
rogation zone of a reader. The figure shows the flow of HF power throughout the entire system 

It is relatively simple to make the conversion between the components of the two 
equivalent circuits. For example, the transponder impedance ZT can be determined 
from the functional or the simplified equivalent circuit, as desired (Figure 4.75). 

1 
ZT = }XT +RT= ____ 1 ___ 1_ (4.96) 

jwC2+-+--
RL Zmod 

The individual components RT and XT of the simplified equivalent circuit can also 
be simply determined from the components of the functional equivalent circuit. The 
following is true: 

(4.97) 

Dipole 

Transponder chip Equivalent circuit 

Figure 4.75 Functional equivalent circuit of the main circuit components of a microwave 
transponder (left) and the simplified equivalent circuit (right) 
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Reader Transponder

Figure 4,74 Model of a microwave RFID system when a transponderis located in the inter-
rogation zone of a reader. The figure shows the Now of HF powerthroughout the entire system

It is relatively simple to make the conversion between the components of the two
equivalent circuits. For example, the transponder impedance Zy can be determined
from the functional or the simplified equivalent circuit, as desired (Figure 4.75).

Zp = jJXr + Rr = (4.96)]
jC, + —— +

Ry Zmod

 

The individual components Ay and Xy of the simplified equivalent circuit can also
be simply determined from the components of the functional equivalent circuit. The
following is true:

|
Ry = Re (4.97)

jwC, +— +=—
Ri Zmod

Dipole

  
Transponder chip Equivalent circuit

Figure 4.75 Functional equivalent circuit of the main circuit components of a microwave
transponder(left) and the simplified equivalent circuit (right)
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( 
1 ) XT = Im 1 1 

jwC2+-+-­
RL Zmod 

4.2.6.2 Power supply of passive transponders 

133 

(4.98) 

A passive transponder does not have its own power supply from an internal voltage 
source, such as a battery or solar cell. If the transponder is within range of the reader 
a voltage U0 is induced in the transponder antenna by the field strength E that occurs 
at distance r. Part of this voltage is available at the terminals of the antenna as voltage 
UT. Only this voltage UT is rectified and is available to the transponder as supply 
voltage (rectenna) (Jurianto and Chia, n.d. a, b). 

In the case of power matching between the radiation resistor Rr and the input 
impedance ZT of the transponder, power P2 = Pe can be derived from equation (4.87). 
Figure 4.76 shows the power available in RFID systems at different distances at the 
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Figure 4.76 The maximum power Pe(OdBm = 1 mW) available for the operation of the 
transponder, in the case of power matching at the distance r, using a dipole antenna at the 
transponder 
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ay = ln|——_ (4,98)1
j@C; + —+

\ Ry, Zod

 

4.2.6.2 Power supply of passive transponders

A passive transponder does not have its own power supply from an internal voltage
source, such as a battery or solar cell. [f the transponder is within range of the reader
a voltage Up is induced in the transponder antenna by the field strength & that occurs
at distance r. Part of this voltage is available at the terminals of the antenna as voltage
Uy. Only this voltage Uy is rectified and is available to the transponder as supply
voltage (rectenna) (Jurianto and Chia, n.d. a, b).

In the case of power matching between the radiation resistor R, and the input
impedance Zr ofthe transponder, power P; = P. can be derived from equation (4.87).
Figure 4.76 shows the power available in RFID systems at different distances at the
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Figure 4.76 The maximum power P.(0dBm = 1 mW)available for the operation of the
transponder, in the case of power matching at the distance r, using a dipole antenna at the
transponder
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reader's normal transmission power. In order to use this low power as effectively as 
possible a Schottky detector with impedance matching is typically used as a rectifier. 

A Schottky diode consists of a metal-semiconductor sequence of layers. At the 
boundary layer there is, as in the p-n junction, a charge-free space-charge zone and 
a potential barrier that hinders charge transport. The current-voltage characteristic of 
the metal-semiconductor transition has a diode characteristic. Schottky diodes function 
as a rectifier at wavelengths below the microwave range since, unlike the pn diode, 
there are no inertia effects caused by minority carrier injection. Further advantages in 
comparison to pn diodes are the low voltage drop in the direction of flow and the 
low noise. A possible layout of a Schottky diode is shown in Figure 4.77 (Agilent 
Technologies, n.d.). 

A Schottky diode can be represented by a linear equivalent circuit (Figure 4.77b). 
q represents the parasitic jwiction capacitance of the chip and Rs is the loss resistance 
in the terminals of the diode. Rj is the junction resistor of the diode, which can be 
calculated as follows (Agilent Technologies, n.d.): 

8.33 • 10- 5 • n • T 

ls+ lb 
(4.99) 

where n is the ideality factor, T the temperature in Kelvin, ls the saturation current 
and h the bias current through the Schottky diode. 

By a suitable combination of the p- or n-doped semiconductor with the various 
meta1s the properties of the Schottky diode can be varied across a wide range. In RFID 
transponders primarily p-doped Schottky diodes are used, since these are particularly 
suitable for detectors with no zero bias in small signal operation, i.e. for the conditions 
that occur in every transponder (Hewlett Packard, 988). 

The circuit of a Schottky detector for voltage rectification is shown in Figure 4.78 . 
Such a Schottky detector has different operating ranges. If it is driven at power above 
-10 dBm (0.1 mW) the Schottky detector lies in the range of linear detection (Hewlett 
Packard, 986) . Here there is peak value rectification, as is familiar from the field of 
power electronics. The following holds: 

Uchip "-' Ujn ==> Uchip "-' ~ 

Metal 

Passivation 
n- or p-type EPI layer 

Schottky junction 

n- or p-type silicon substrate 

(4.100) 

Figure 4.77 A Schottky diode is created by a metal-semiconductor junction. In small signal 
operation a Schottky diode can be represented by a linear equivalent circuit 
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reader’s normal transmission power. In order to use this low poweras effectively as
possible a Schottky detector with impedance matching is typically used as a rectifier.

A Schottky diode consists of a metal—semiconductor sequence of layers. At the
boundary layer there is, as in the p-n junction, a charge-free space-charge zone and
a potential barrier that hinders charge transport. The current—voltage characteristic of
the metal—semiconductortransition has a diode characteristic. Schottky diodes function
as a rectifier at wavelengths below the microwave range since, unlike the pn diode,
there are no inertia effects caused by minority carrier injection. Further advantages in
comparison to pn diodes are the low voltage drop in the direction of flow and the
low noise. A possible layout of a Schottky diode is shown in Figure 4.77 (Agilent
Technologies, n.d.).

A Schottky diode can be represented by a linear equivalent circuit (Figure 4.77b).
Cj represents the parasitic junction capacitance of the chip and Rg is the loss resistance
in the terminals of the diode. Rj is the junction resistor of the diode, which can be
calculated as follows (Agilent Technologies, n.d.):

= 8.33-10%-n-T
= 4.99; rik (4.99)

where 7 is the ideality factor, 7 the temperature in Kelvin, /, the saturation current
and /, the bias current through the Schottky diode.

By a suitable combination of the p- or n-doped semiconductor with the various
metals the properties of the Schottky diode can be varied across a wide range. In RFID
transponders primarily p-doped Schottky diodes are used, since these are particularly
suitable for detectors with no zero bias in small signal operation, i.e. for the conditions
that occur in every transponder (Hewlett Packard, 988).

The circuit of a Schottky detector for voltage rectification is shown in Figure 4,78.
Such a Schottky detector has different operating ranges. If it is driven at power above
—10dBm (0.1 mW) the Schottky detector lies in the range of /inear detection (Hewlett
Packard, 986). Here there is peak value rectification, as is familiar from the field of
power electronics. The following holds:

Wehip re tin = Mechip eA Pin (4.100)

Metal

Passivation 

n- or p-type EPI layer 
Schottky junction  

n- or p-type silicon substrate   
Ri

Figure 4.77 A Schottky diode is created by a metal—semiconductor junction. In small signal
operation a Schottky diode can be represented by a linear equivalent circuit

Momentum Dynamics Corporation
Exhibit 1016

Page 117



4.2 ELECTROMAGNETIC WAVES 

Impedance 
matching 

(a) Practical circuit: voltage doubler with impedance matching 

Impedance 
matching 

(b) AC equivalent circuit 

13S 

Figure 4.78 (a) Circuit of a Schottky detector with impedance transformation for power match­
ing at the voltage source and (b) the HF equivalent circuit of the Schottky detector 

In the case of operation at powers below -20 dBm ( 10 µ W) the detector is in the 
range of square law detection. The following holds (Hewlett Packard, 986): 

A 

Uchip ~ ufn :::::} Uchip ~ Pin (4.101) 

Schottky detectors in RFID transponders operate in the range of square law detection 
at greater distances from the reader, but also in the transition range to linear detection 
at smaller distances (Figure 4.79). 

The relationship between the input power and output voltage of a Schottky detector 
can be expressed using a Bessel function of the zeroth order (Hewlett Packard, 1088): 

) 
[( R.+R,) A·Ll chip A ·R, -/b] A ,---- / u · 1+-0

-- .--+--
IO (-J8Rg · Pin) = (1 + ~ + chip , e RL n n 

n l s RL · l s 
(4.102) 

Where A = q / (k • T), q is the elementary charge, k is the Boltzmann constant, T 
is the temperature of the diode in Kelvin, Rg is the internal resistance of the voltage 
source (in transponders this is the radiation resistance Rr of the antenna), Pin is the 
supplied power, RL is the connected load resistor (transponder chip) and Uchip is the 
output voltage (supply voltage of the transponder chip). 

By numerical iteration using a program such as Mathcad (n.d.) this equation can 
easily be solved, yielding a diagram Uchip(Pin) (see Figure 4.81) . The transition from 
square law detection to linear law detection at around - 20 (10 µ W) to -10 dBM 
(0.1 mW) input power is clearly visible in this figure. 

Evaluating equation ( 4.102), we see that a higher saturation current l s leads to good 
sensitivity in the square law detection range. However, in the range that is of interest for 
RFID transponders , with output voltages Uchip of 0.8-3 V, this effect is unfortunately 
no longer marked. 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 118

4.2. ELECTROMAGNETIC WAVES 135 

 

 
 

Impedance
matching

 

Impedance
matching 

Za Zn" Zrect™ Zant
(b) AC equivalentcircuit

Figure 4,78 (a) Circuit of a Schottky detector with impedance transformation for power match-
ing al the vollage source and (b) the HF equivalent circuit of the Schottky detector

In the case of operation at powers below —20dBm (10\:W) the detector is in the
range of square law detection. The following holds (Hewlett Packard, 986):

~

chip ™~ ue =? Uchip ~ Fin (4.101)

Schottky detectors in RFID transponders operate in the range of square law detection
at greater distances from the reader, but also in the transition range to linear detection
at smaller distances (Figure 4.79),

The relationship between the input powerand output voltage of a Schottky detector
can be expressed using a Bessel function of the zeroth order (Hewlett Packard, 1088):

RytRy\ Avttcnin|Ae RydnN ] sca | 1pne)eaeAt|10 (> JSR, : Pi = ( + 2 + a) € ( * (4.102)4 8 L.” 4s,

Where A = q/(k-T), q is the elementary charge, k is the Boltzmann constant, T
is the temperature of the diode in Kelvin, R, is the internal resistance of the voltage
source (in transponders this is the radiation resistance R, of the antenna), Pj, 1s the
supplied power, KR,is the connected load resistor (transponder chip) and wenip is the
output voltage (supply voltage of the transponder chip).

By numerical iteration using a program such as Mathcad (n.d.) this equation can
easily be solved, yielding a diagram uchip( Pin) (see Figure 4.81), Thetransition from
square law detection to linear law detection at around —20 (10\.W) ta —10dBM
(0.1 mW) input poweris clearly visible in this figure.

Evaluating equation (4.102), we see that a higher saturation current /, leads to good
sensilivily in the square law detection range. However, in the range that is of interest for
RFID transponders, with output voltages uehip Of O.8—3 V, this effect is unfortunately
no longer marked.
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Figure 4. 79 When operated at powers below -20 dBm (10 µ W) the Schottky diode is in the 
square law range 

Impedance 
matching 

Figure 4.80 Circuit of a Schottky detector in a voltage doubler circuit (villard-rectifier) 

In order to further increase the output voltage, voltage doublers (Hewlett Packard, 
956-4) are used. The circuit of a voltage doubler is shown in Figure 4.80. The output 
voltage Uchip at constant input power Pin is almost doubled in comparison to the single 
Schottky detector (Figure 4.81). The Bessel function ( equation ( 4.102)) can also be 
used for the calculation of the relationship of Pin to Uchip in voltage doublers. However, 
the value used for Rg should be doubled, the value RL should be halved, and the 
calculated values for the output voltage uchip should also be doubled (Figure 4.81) . 

The influence of various operating frequencies on the output voltage is not taken into 
account in equation ( 4.102). In practice, however, a frequency-dependent current flows 
through the parasitic capacitor q, which has a detrimental effect upon the efficiency of 
the Schottky detector. The influence of the junction capacitance on the output voltage 
can be expressed by a factor M (Hewlett Packard, 1088). The following holds: 

(4.103) 
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Figure 4.80 Circuit of a Schottky detector in a voltage doublercircuit (villard-rectifier)
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In order to further increase the output voltage, voltage doublers (Hewlett Packard,
956-4) are used. The circuit of a voltage doubler is shown in Figure 4.80. The output
voltage Wehip at Constant input power Pj, is almost doubled in comparison to the single
Schottky detector (Figure 4.81). The Bessel function (equation (4.102)) can also be
used for the calculation of the relationship of P;, to wcnip in voltage doublers. However,
the value used for Ry should be doubled, the value R, should be halved, and the
calculated values for the output voltage wenjp should also be doubled (Figure 4.81).

The influence of various operating frequencies on the output voltage is not taken into
account in equation (4.102). In practice, however, a frequency-dependentcurrent flows
through theparasitic capacitor Cj, which has a detrimental effect upon the efficiency of
the Schottky detector. The influence of the junction capacitance on the output voltage
can be expressed by a factor M7 (Hewlett Packard, 1088). The following holds:

|
M = ——_____—_ (4.103)

1 +a?C? RR;
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Figure 4.81 Output voltage of a Schottky detector in a voltage doubler circuit. In the input 
power range -20 to - 10 dBm the transition from square law to linear law detection can be 
clearly seen (RL = 500 kQ, / 5 = 2 µ,A, n = 1.12) 

However, in the range that is of interest for RFID transponders at output voltages 
Uchip 0.8-3 V and the resulting junction resistances Rj in the range <250 Q (Hewlett 
Packard, 1088) the influence of the junction capacitance can largely be disregarded 
(Figure 4.82; see also Figure 4.81). 

In order to utilise the received power Pe as effectively as possible, the input 
impedance Zrect of the Schottky detector would have to represent the complex conju­
gate of the antenna impedance ZA (voltage source), i.e. Zrect = Z ~ . If this condition 
is not fulfilled, then only part of the power is available to the Schottky detector, as a 
glance at Figure 4.65 makes unmistakably clear. 

The HF equivalent circuit of a Schottky detector is shown in Figure 4.78. It is the 
job of the capacitor C2 to filter out all HF components of the generated direct voltage 
and it is therefore dimensioned such that Xc2 tends towards zero at the transmission 
frequency of the reader. In this frequency range the diode ( or the equivalent circuit 
of the diode) thus appears to lie directly parallel to the input of the circuit. The load 
resistor RL is short-circuited by the capacitor C2 for the HF voltages and is thus not 
present in the HF equivalent circuit. RL, however, determines the current h through 
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Figure 4.81 Output voltage of a Schottky detector in a voltage doubler circuit. In the input
power range —20 to —10dBm the transition from square law to linear law detection can be
clearly seen (Ry, = 500 kKQ, J, = 2A, n = 1.12)

However, in the range that is of interest for RFID transponders at output voltages
Uchip 0.8—3 V and the resulting junction resistances Rj in the range <250 & (Hewlett
Packard, 1088) the influence of the junction capacitance can largely be disregarded
(Figure 4.82; see also Figure 4.81).

In order to utilise the received power P, as effectively as possible, the input
impedance Zp, Of the Schottky detector would have to represent the complex conju-
gate of the antenna impedance Z, (voltage source), i.€. Zrecy = Zh. If this condition
is not fulfilled, then only part of the power is available to the Schottky detector, as a
glance at Figure 4.65 makes unmistakably clear.

The HF equivalent circuit of a Schottky detector is shown in Figure 4.78. It is the
job of the capacitor C2 to filter out all HF components of the generated direct voltage
and it is therefore dimensioned such that Xc2 tends towards zero at the transmission
frequency of the reader. In this frequency range the diode (or the equivalent circuit
of the diode) thus appears to lie directly parallel to the input of the circuit. The load
resistor R;, is short-circuited by the capacitor Cz for the HF voltages and is thus not
present in the HF equivalent circuit. RL, however, determines the current /, through
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Figure 4.82 The factor M describes the influence of the parasitic junction capacitance Cj upon 
the output voltage Uchip at different frequencies. As the junction resistance Rj falls, the influence 
of the junction capacitance q also declines markedly. Markers at 868 MHz and 2.45 GHz 

the Schottky detector and thus also the junction resistance Rj of the Schottky diode. 
The HF equivalent circuit of a voltage doubler correspondingly consists of the parallel 
connection of two Schottky diodes. 

In order to now achieve the required power matching between the antenna and the 
Schottky detector, the input impedance Zrect of the Schottky detector must be matched 
by means of a circuit for the impedance matching at the antenna impedance ZA. In 
HF technology, discrete components, i.e. L and C, but also line sections of differing 
impedances (line transformation), can be used for this. 

At ideal matching, the voltage sensitivity y2xs (in mV/µ W) of a Schottky detector 
can be simply calculated (Figure 4.83; Hewlett Packard, 963, 1089): 

2 0.52 
y = 

U s + lb) · (1 + w- 2 Cf RsRj) · ( 1 + :~) 
(4.104) 

The theoretical maximum of y2 lies at 200mV/µW (868MHz) for a Schottky 
diode of type HSM 2801, and occurs at a total diode cmTent h =ls + h of 0.65 µA . 
The saturation current ls of the selected Schottky diode is, however, as low as 2 µA, 
which means that in theory this voltage sensitivity is completely out of reach even 
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Figure 4.83 Voltage sensitivity y2 of a Schottky detector in relation to the total current 
h · Cj = 0.25 pF, Rs= 25 Q, RL = lOOkQ 

at an operating current h = 0. Additionally, the junction resistance Rj = 40 kQ that 
results at h = 0.65 µA can hardly be approximately transformed without loss using 
real components at the low-ohmic source impedance of the antenna ZA = 73 Q + 
JO Q. Finally, the influence of the parasitic junction capacitance q at such high-ohmic 
junction resistances is clearly visible, and shows itself in a further reduction in the 
voltage sensitivity, particularly at 2.45 GHz. 

In practice, Schottky detectors are operated at currents of 2.5-25 µA, which leads 
to a significantly lower junction resistance. In practice, values around 50 m V /µ W can 
be assumed for voltage sensitivity (Hewlett Packard, 1089). 

Due to the influencing parameters described above it is a great challenge for the 
designer designing a Schottky detector for an RFID transponder to select a suitable 
Schottky diode for the operating case in question and to set all operating parameters 
such that the voltage sensitivity of the Schottky detector is as high as possible. 

Let us finally consider another example of the matching of a Schottky voltage 
doubler to a dipole antenna. Based upon two Schottky diodes connected in parallel in 
the HF equivalent circuit (Lp = 2 nH, Cp = 0.08 pF, Rs = 20 Q, q = 0.16 pF, h = 
3 µA , Rj = 8.6 kQ) we obtain an impedance Zrect = 37 - j374 Q ( IZrecrl = 375 Q). The 
Smith diagram in Figure 4.84 shows a possible transformation route, plus the values 
and sequence of the components used in this example that would be necessary to 
perform a matching to 72 Q (dipole in resonance). 

It is not always sensible or desirable to perform impedance matching between 
transponder chip and antenna by means of discrete components. Particularly in the 
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Figure 4.83 Voltage sensitivity y2 of a Schottky detector in relation to the total current
Ir C; = 0.25 pF, Ry = 25Q, Ry = 1O0kQ

at an operating current /, = 0. Additionally, the junction resistance Rj = 40 kQ that
results at /y =0.65jLA can hardly be approximately transformed without loss using
real components at the low-ohmic source impedance of the antenna Za = 73 +
70 Q. Finally, the influence of the parasitic junction capacitance Cj at such high-ohmic
junction resistances is clearly visible, and shows itself in a further reduction in the
voltage sensitivity, particularly at 2.45 GHz.

In practice, Schottky detectors are operated at currents of 2.5—25 1A, which leads
to a significantly lower junction resistance. In practice, values around 50 mV/j.W can
be assumed for voltage sensitivity (Hewlett Packard, L089),

Due to the influencing parameters described above it is a great challenge for the
designer designing a Schottky detector for an RFID transponder to select a suitable
Schottky diode for the operating case in question and to set all operating parameters
such that the voltage sensitivity of the Schottky detector is as high as possible.

Let us finally consider another example of the matching of a Schottky voltage
doubler to a dipole antenna. Based upon two Schottky diodes connected in parallel in
the HF equivalent circuit (Lp = 2nH, Cp = 0.08 pF, R, = 20 Q, Cj = 0.16 pF, Ly =
3 LA, Rj = 8.6 k2) we obtain an impedance Zyeq, = 37 — j374 82(|Zyect| = 375 2). The
Smith diagram in Figure 4.84 shows a possible transformation route, plus the values
and sequence of the components used in this example that would be necessary to
perform a matching to 72 &2 (dipole in resonance).

It is not always sensible or desirable to perform impedance matching between
transponder chip and antenna by means of discrete components. Particularly in the
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Figure 4.84 Matching of a Schottky detector (point 1) to a dipole antenna (point 4) by means 
of the series connection of a coil (point 1-2), the parallel connection of a second coil (point 
2-3), and finally the series connection of a capacitor (point 3-4) 

case of labels, in which the transponder chip is mounted directly upon foil, additional 
components are avoided where possible. 

If the elements of a dipole are shortened or lengthened (i.e. operated at above or 
below their resonant frequency), then the impedance ZA of the antenna contains an 
inductive or capacitive component XT =I=- 0. Furthermore, the radiation resistance Rs 
can be altered by the construction format. By a suitable antenna design it is thus 
possible to set the input impedance of the antenna to be the complex conjugate of the 
input impedance of the transponder, i.e. ZT = Z~ (Figure 4.85). The power matching 
between transponder chip and antenna is thereby only realised by the antenna. 

4.2.6.3 Power supply of active transponders 

In active transponders the power supply of the semiconductor chip is provided by 
a battery. Regardless of the distance between transponder and reader the voltage is 
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Figure 4.84 Matching of a Schottky detector (point 1) to a dipole antenna (point 4) by means
of the series connection of a coil (point 1—2), the parallel connection of a second coil (point
2-3), and finally the series connection of a capacitor (point 3—4)

caseof labels, in which the transponder chip is mounted directly upon foil, additional
components are avoided where possible.

If the elements of a dipole are shortened or lengthened (i.e. operated at above or
below their resonant frequency), then the impedance Za, of the antenna contains an
inductive or capacitive component X; # 0. Furthermore, the radiation resistance R,
can be altered by the construction format. By a suitable antenna design it is thus
possible to set the input impedance of the antenna to be the complex conjugate of the
input impedance of the transponder, i.e. Z7 = ZX (Figure 4.85). The power matching
between transponder chip and antenna is thereby only realised by the antenna.

4.2.6.3 Power supply of active transponders

In active transponders the power supply of the semiconductor chip is provided by
a battery. Regardless of the distance between transponder and readerthe voltage is
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Figure 4.85 By suitable design of the transponder antenna the impedance of the antenna can be 
designed to be the complex conjugate of the input impedance of the transponder chip (reproduced 
by permission of Rafsec, Palomar-Konsortium, PALOMAR-Transponder) 

always high enough to operate the circuit. The voltage supplied by the antenna is used 
to activate the transponder by means of a detection circuit. In the absence of external 
activation the transponder is switched into a power saving mode in order to save the 
battery from unnecessary discharge. 

Depending upon the type of evaluation circuit a much lower received power Pe is 
needed to activate the transponder than is the case for a comparable passive transponder. 
Thus the read range is greater compared to a passive transponder. In practice, ranges 
of over 10 m are normal. 

4.2.6.4 Reflection and cancellation 

The electromagnetic field emitted by the reader is not only reflected by a transponder, 
but also by all objects in the vicinity, the spatial dimension of which is greater than 
the wavelength A0 of the field (see also Section 4.2.4.1). The reflected fields are super­
imposed upon the primary field emitted by the reader. This leads alternately to a local 
damping or even so-called cancellation (antiphase superposition) and an amplification 
(in-phase superposition) of the field at intervals of Ao/2 between the individual min­
ima. The simultaneous occurrence of many individual reflections of varying intensity 
at different distances from the reader leads to a very erratic path of field strength E 
around the reader, with many local zones of cancellation of the field. Such effects 
should be expected particularly in an environment containing large metal objects, e.g. 
in an industrial operation (machines, metal pipes etc.). 

We are all familiar with the effect of reflection and cancellation in our daily lives. In 
built-up areas it is not unusual to find that when you stop your car at traffic lights you 
are in a 'radio gap ' (i.e. a local cancellation) and instead of your favourite radio station 
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Figure 4.85 By suitable design of the transponder antenna the impedanceof the antenna can be
designed to be the complex conjugate of the input impedanceof the transponder chip (reproduced
by permission of Rafsec, Palomar-Konsortium, PALOMAR-Transponder)

always high enough to operate the circuit. The voltage supplied by the antenna is used
to activate the transponder by means of a detection circuit. [In the absence of external
activation the transponder is switched into a power saving mode in order to save the
battery from unnecessary discharge.

Depending upon the type of evaluation circuit a much lower received powerP.,is
neededto activate the transponderthanis the case for a comparable passive transponder,
Thus the read range is greater compared to a passive transponder. In practice, ranges
of over 10m are normal.

4.2.6.4 Reflection and cancellation

The electromagnetic field emitted by the reader is not only reflected by a transponder,
but also by all objects in the vicinity, the spatial dimension of which is greater than
the wavelength A, of the field (see also Section 4.2.4.1). The reflected fields are super-
imposed upon the primary field emitted by the reader, This leads alternately to a local
damping or even so-called cancellation (antiphase superposition) and an amplification
(in-phase superposition) of the field at intervals of 49/2 between the individual min-
ima. The simultaneous occurrence of many individual reflections of varying intensity
at different distances from the reader leads to a very erratic path of field strength FE
around the reader, with many local zones of cancellation of the field. Such effects
should be expected particularly in an environmentcontaining large metal objects, e.g.
in an industrial operation (machines, metal pipes etc.).

Weare all familiar with the effect of reflection and cancellation in our daily lives. In
built-up areas it is not unusual to find that when you stop yourcar at traffic lights you
are in a ‘radio gap’ (i.e. a local cancellation) and instead of your favourite radio station

Momentum Dynamics Corporation
Exhibit 1016

Page 124



142 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS 

all you can hear from the radio is noise. Experience shows that it is generally sufficient 
to roll the car forward just a short way, thus leaving the area of local cancellation, in 
order to restore the reception. 

In RFID systems these effects are much more disruptive, since a transponder at a 
local field strength minimum may not have enough power at its disposal for operation. 
Figure 4.86 shows the results of the measurement of the reader's field strength E at 
an increasing distance from the transmission antenna when reflections occur in close 
proximity to the reader. 

4.2.6.5 Sensitivity of the transponder 

Regardless of the type of power supply of the transponder a minimum field strength 
E is necessary to activate the transponder or supply it with sufficient energy for the 
operation of the circuit. The minimum field strength is called the interrogation field 
strength Emin and is simple to calculate. Based upon the minimum required HF input 
power Pe-min of the Schottky detector and of the transponder antenna gain G we find: 

Emin = 
4n · Zp · Pe-min 

Jc~· G 
(4.105) 

This is based upon the prerequisite that the polarisation directions of the reader and 
transponder antennas precisely correspond. If the transponder is irradiated with a field 
that has a different polarisation direction, then Emin increases accordingly. 
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Figure 4.86 The superposition of the field originally emitted with reflections from the environ­
ment leads to local cancellations. x axis, distance from reader antenna; y axis, path attenuation 
in decibels (reproduced by permission of Rafsec, Palomar-Konsortium) 
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all you can hear from the radio is noise. Experience shows that it is generally sufficient
to roll the car forward just a short way, thus leaving the area of local cancellation, in
order to restore the reception.

In RFID systems these effects are much more disruptive, since a transponderal a
local field strength minimum may not have enough powerat its disposal for operation.
Figure 4.86 shows the results of the measurement of the reader’s field strength F at
an increasing distance from the transmission antenna when reflections occur in close
proximity to the reader.

4.2.6.5 Sensitivity of the transponder

Regardless of the type of power supply of the transponder a minimum field strength
F is necessary to activate the transponder or supply it with sufficient energy for the
operation of the circuit. The minimum field strength is called the interrogationfield
strength Evi, and is simple to calculate. Based upon the minimum required HF input
power Psyyin Of the Schottky detector and of the transponder antenna gain G wefind:

 

4m - Zp + Posmin

-G
(4.105)Emin =

This is based upon the prerequisite that the polarisation directions of the reader and
transponder antennas precisely correspond. If the transponderis irradiated with a field
that has a different polarisation direction, then E),j, increases accordingly.
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Figure 4.86 The superposition ofthe field originally emitted with reflections from the environ-
ment leads to local cancellations. x axis, distance from reader antenna; y axis, path attenuation
in decibels (reproduced by permission of Rafsec, Palomar-Konsortium)
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4.2.6.6 Modulated backscatter 

As we have already seen, the transponder antenna reflects part of the inadiated power 
at the scatter aperture er (A8 ) of the transponder antenna. In this manner, a small part 
of the power P1 that was originally emitted by the reader returns to the reader via the 
transponder as received power P3 . 

The dependence of the scatter aperture er on the relationship between ZT and ZA 
established in Section 4.2.5.4 is used in RFID transponders to send data from the 
transponder to the reader. To achieve this, the input impedance ZT of the transponder 
is altered in time with the data stream to be transmitted by the switching on and off 
of an additional impedance Zmod in time with the data stream to be transmitted. As 
a result, the scatter aperture er, and thus the power Ps reflected by the transponder, 
is changed in time with the data, i.e. it is modulated. This procedure is therefore also 
known as modulated backscatter or er-modulation (Figure 4.87). 

In order to investigate the relationships in a RFID transponder more precisely, let 
us now refer back to equation (4.82), since this equation expresses the influence of the 
transponder impedance ZT = RT + X T on the scatter aperture er. In order to replace U5 
by the general properties of the transponder antenna we first substitute equation (4.90) 
into equation ( 4.88) and obtain: 

Uo = Ao · !ff · JS · ZF = Ao · J-0-·-:_r_· _S (4.106) 

We now replace U0 in equation ( 4.82) by the right-hand expression m 
equation ( 4.106) and finally obtain (PALOMAR, 18000): 

(4.107) 

where G is the gain of the transponder antenna. 
However, a drawback of this equation is that it only expresses the value of the scatter 

aperture er (PALOMAR, 18000). If, for the clarification of the resulting problems, we 
imagine a transponder, for which the imaginary component of the input impedance ZT 
in unmodulated state takes the value XToff = -XA + ~Xmod, but in the modulated state 
(modulation impedance Zmod connected in parallel) it is XTon = -XA - ~Xmod · We 
further assume that the real component RT of the input impedance ZT is not influenced 
by the modulation. For this special case the imaginary part of the impedance during 
modulation between the values ( +~Xmoct) 2 and (-~Xmoctf is switched. As can be 
clearly seen, the value of the scatter aperture er remains constant. Equation (4.81), on 
the other hand, shows that the reflected power Ps is proportional to the square of 
the current I in the antenna. However, since by switching the imaginary part of the 
impedances between -~Xmod and +~Xmod we also change the phase 0 of the current 
I, we can conclude that the phase 0 of the reflected power Ps also changes to the 
same degree. 

To sum up, therefore, we can say that modulating the input impedance ZT of the 
transponder results in the modulation of the value and/or phase of the reflected power 
Ps and thus also of the scatter aperture er. Ps and er should thus not be considered 
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4.2.6.6 Modulated backscatter

As we havealready seen, the transponderantennareflects part of the irradiated power
at the scatter aperture o (Ag) of the transponder antenna. In this manner, a small part
of the power P; that was originally emitted by the reader returns to the reader via the
transponder as received power P3.

The dependence ofthe scatter aperture o on therelationship between Z7; and Z,
established in Section 4.2.5.4 is used in RFID transponders to send data from the
transponderto the reader. To achieve this, the input impedance Zy of the transponder
is altered in time with the data stream to be transmitted by the switching on and off
of an additional impedance Z,,oq in time with the data stream to be transmitted. As
a result, the scatter aperture o, and thus the power Ps reflected by the transponder,
is changed in time with the data, i.e. it is modulated. This procedure is therefore also
known as modulated backscatter or o-modulation (Figure 4.87).

In order to investigate the relationships in a RFID transponder moreprecisely, let
us now refer back to equation (4.82), since this equation expresses the influence of the
transponder impedance Z; = Ry + Xy on the scatter aperture a. In orderto replace Us
by the general properties of the transponder antenna wefirst substitute equation (4.90)
into equation (4.88) and obtain:

 G-R G-R,-S
Uy — Ag a r —— Ss . Zp — Av + aeee(4. 106)

iv - ZR it

We now replace Up in equation (4.82) by the right-hand expression in
equation (4.106) and finally obtain (PALOMAR, 18000):

Ay?» R2-G
= 4.107)a mw-((R,-+ Ry + Rr)* +(X4 + X¢)?] (
 

where G is the gain ofthe transponder antenna.
However, a drawback ofthis equationis that it only expresses the value of the scatter

aperture o (PALOMAR, 18000), If, for the clarification of the resulting problems, we
imagine a transponder, for which the imaginary component of the input impedance Zy
in unmodulated state takes the value Xqorp = —X a + AXpyog, but in the modulated state
(modulation impedance Z,,,4 connected in parallel) it is Xt, = —Na — AXmog. We
further assumethat the real component Ry of the input impedance Z+yis not influenced
by the modulation. For this special case the imaginary part of the impedance during
modulation between the values (+AXimou)* and (—~AXipoq)? is switched. As can be
clearly seen, the value of the scatter aperture o remains constant. Equation (4.81), on
the other hand, shows that the reflected power Ps is proportional to the square of
the current / in the antenna. However, since by switching the imaginary part of the
impedances between —ANXog and +AXoq We also changethe phase @ of the current
J, we can conclude that the phase @ ofthe reflected power Ps also changes to the
same degree.

To sum up, therefore, we can say that modulating the inpul impedance Z,yof the
transponder results in the modulation of the value and/or phase of the reflected power
Ps and thus also of the scatter aperture o. Ps and o should thus not be considered
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Figure 4.87 Generation of the modulated backscatter by the modulation of the transponder 
impedance ZT ( = RT) 

as real quantities in RFID systems, but as complex quantities. The relative change in 
value and phase of the scatter aperture a can be expressed using the following equation 
(PALOMAR, 18000): 

A~· G · .0..Zmod 
.0..a = ------

4 · rr · Rr 
(4.108) 
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Figure 4.87 Generation of the modulated backscatter by the modulation of the transponder
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as real quantities in RFID systems, but as complex quantities. The relative change in
value and phase of the scatter aperture o can be expressed using the following equation
(PALOMAR,18000):

_ AS -G-: AZmod
Ac = ————————_ Ada din ok (4.108)
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RFID transponders ' property of generating mixed phase and amplitude modulation 
must also be taken into account in the development of readers. Modern readers thus 
often operate using I/ Q demodulators in order to ensure that the transponder's signal 
can always be demodulated. See Figure 4.88. 

4.2.6.7 Read range 

Two conditions must be fulfilled for a reader to be able to communicate with a 
transponder. 

First, the transponder must be supplied with sufficient power for its activation. 
We have already discussed the conditions for this in Section 4.2.6.2. Furthermore, the 
signal reflected by the transponder must still be sufficiently strong when it reaches 
the reader for it to be able to be detected without errors. The sensitivity of a receiver 
indicates how great the field strength or the induced voltage U must be at the receiver 
input for a signal to be received without errors. The level of noise that travels through 
the antenna and the primary stage of the receiver input, interfering with signals that are 
too weak or suppressing them altogether, is decisive for the sensitivity of a receiver. 

In backscatter readers the permanently switched on transmitter, which is required 
for the activation of the transponder, induces a significant amount of additional noise, 
thereby drastically reducing the sensitivity of the receiver in the reader. This noise 
arises largely as a result of phase noise of the oscillator in the transmitter. As a 
rule of thumb in practice we can assume that for the transponder to be detected, the 
transponder's signal may lie no more than 100 dB below the level of the transmitter's 
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Figure 4.88 Block diagram of a passive UHF transponder (reproduced by permission of Raf­
sec, Palomar-Konsortium, PALOMAR Transponder) 
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RFID transponders’ property of generating mixed phase and amplitude modulation
must also be taken into account in the development of readers, Modern readers thus
often operate using 7/Q demodulators in order to ensure that the transponder’s signal
can always be demodulated. See Figure 4.88.

4.2.6.7 Read range

Two conditions must be fulfilled for a reader to be able to communicate with a

transponder.
First, the transponder must be supplied with sufficient power for its activation.

We have already discussed the conditions for this in Section 4.2.6.2. Furthermore, the
signal reflected by the transponder must still be sufficiently strong when it reaches
the reader for it to be able to be detected without errors. The sensitivity of a receiver
indicates how great the field strength or the induced voltage U/ must be at the receiver
input for a signal to be received without errors. The level of noise that travels through
the antenna and the primary stage of the receiver input, interfering with signals that are
too weak or suppressing them altogether, is decisive for the sensitivity of a receiver.

In backscatter readers the permanently switched on transmitter, which is required
for the activation of the transponder, induces a significant amount of additional noise,
thereby drastically reducing the sensitivity of the receiver in the reader, This noise
arises largely as a result of phase noise of the oscillator in the transmitter. As a
rule of thumb in practice we can assume that for the transponder to be detected, the
transponder’s signal may lie no more than 100 dB below the level of the transmitter’s
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Figure 4.88 Block diagram of a passive UHF transponder (reproduced by permission of Raf-
sec, Palomar-Konsortium, PALOMAR Transponder)
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carrier signal (GTAG, 2001). In order to make a precise prediction regarding the 
sensitivity of a reader, however, this value must be established for the individual case 
by measurement. 

For the transmission of data the signal reflected by the transponder is modulated. It 
should be noted in this connection that as part of the process of modulation the reflected 
power Ps is broken down into a reflected 'carrier signal' and two sidebands. In pure 
ASK modulation with a theoretical modulation index of 100%6 the two sidebands 
would each contain 25% of the total reflected power Ps (i.e. P3 - 6 dB), and at 
a lower modulation index correspondingly less. Since the information is transmitted 
exclusively in the sidebands, a lower wanted signal should be specified according to 
the modulation index. The reflected carrier contains no information, but cannot be 
received by the reader since it is completely masked by a transmission signal of the 
same frequency, as Figure 4.89 shows. 

Let us now consider the magnitude of the power P3 arriving at the reader that is 
reflected by the transponder. 

As in equation (4.75) the received power P3 at the receiver of the reader is: 
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(4.109) 

Reader-transmitter 
P1: 0 dBc 

Transponder-signal 
P3 : abt. - 90 dBc 

Figure 4.89 Example of the level relationships in a reader. The noise level at the receiver of 
the reader lies around 100 dB below the signal of the carrier. The modulation sidebands of the 
transponder can clearly be seen. The reflected carrier signal cannot be seen, since the level of 
the carrier signal of the reader's transmitter, which is the same frequency , is higher by orders 
of magnitude 

6 In practice 100% ASK modulation of the reflected signal cannot be achieved, since Zy would have to 
have an infinite value in the modulated state. 
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carrier signal (GTAG, 2001). In order to make a precise prediction regarding the
sensitivity of a reader, however, this value must be established for the individual case
by measurement.

For the transmission of data the signal reflected by the transponder is modulated.It
should be noted in this connection that as part of the process of modulation the reflected
power Ps is broken down into a reflected ‘carrier signal’ and two sidebands. In pure
ASK modulation with a theoretical modulation index of 100%° the two sidebands

would each contain 25% of the total reflected power Ps (i.e. P; — 6dB), and at
a lower modulation index correspondingly less. Since the information is transmitted
exclusively in the sidebands, a lower wanted signal should be specified according to
the modulation index. The reflected carrier contains no information, but cannot be

received by the reader since it is completely masked by a transmission signal of the
same frequency, as Figure 4.89 shows.

Let us now consider the magnitude of the power P; arriving at the reader that is
reflected by the transponder.

As in equation (4.75) the received power P3 at the receiver of the readeris:

 

 

Ps = Ae-Reader . Spack (4.109)
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Figure 4.89 Example ofthe level relationships in a reader, The noise level at the receiver of
the reader lies around 100dB below the signal of the carrier. The modulation sidebands ofthe
transponder can clearly be seen, The reflected carrier signal cannot be seen, since the level of
the carrier signal of the reader’s transmitter, which is the same frequency, is higher by orders
of magnitude
 

“In practice 100% ASK modulation of the reflected signal cannot be achieved, since Z; would have ta
have an infinite value in the modulated state.
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The radiation density SBack is found from equation ( 4.67). We thus obtain: 

Pi · GReader · a 
P3 = Ae-Reader · 2 4 (4.rr) · r 

(4.110) 

We now replace Ae-Reader by the expression in equation (4.86), since we have already 
used the gain GReader of the reader's antenna in the radar equation: 

(4.111) 

In the same way we replace As = a by equation (4.86) , and thus finally obtain: 

(4.112) 

This equation naturally only applies in the case of power matching between the 
transponder's antenna and the connected consumer ZT. In practical operation the scatter 
aperture a can take on values between 0 and 4Ae, as was shown in Section 4.2.5.4. In 
generalised form the following applies: 

(4.113) 

The precise value for k is found from the relationship between the radiation resis­
tance of the antenna Rr and the input impedance ZT of the transponder chip and can 
be derived from Figure 4.65 . 

We solve equation ( 4.113) with respect to r, obtaining: 

AO 
r= - - 4 

4.rr 

k . P1 . ctader . G} 
P3 

k=0 . .4 

(4.114) 

At known sensitivity of the reader's receiver P 3min the maximum distance between 
transponder and reader at which the transponder's signal can just be received by the 
reader can thus be calculated (Figure 4.90). The fact that P3 represents the total power 
reflected by the transponder must be taken into account. The splitting of power P3 into 
a carrier signal and the two sidebands (i.e. P3 = Pcarrier + PusB + PLsB)7 has not yet 
been taken into account here. In order to be able to detect a single sideband of the 
reflected, modulated signal, P3 must be correspondingly greater. 

7 USB = upper sideband, i.e. the modulation sideband at the higher frequency position; LSB = lower side­
band, i.e . the modulation sideband at the lower frequency position. 
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The radiation density Spacy is found from equation (4.67). We thus obtain:

P| + Greader + 7
AAO)

(407)? «4
Ps —— Ae-Reader bs

Wenow replace Agreader by the expression in equation (4.86), since we have already
used the gain Greager Of the reader’s antenna in the radar equation:

Pi « Gacaser Ag= eader 0 oe)3 4aa ( !

In the same way we replace A, = o by equation (4.86), and thus finally obtain:

+2 4 7722
Pi: G Reader , ro g Gy

4112(4arr)4 \ )Ps =

This equation naturally only applies in the case of power matching between the
transponder’s antennaand the connected consumer Z,>. In practical operation the scatter
aperture o can take on values between O and 4A,, as was shown in Section 4.2.5.4. In
generalised form the following applies:

2 4 2
K+ Pi GReader ° Ao * Gy

4.113)
(4zcr)4 k=0..4

Py=

The precise value for & is found from therelationship between the radiation resis-
tance of the antenna R, and the input impedance Z7 of the transponderchip and can
be derived from Figure 4.65.

We solve equation (4.113) with respect to r, obtaining:

  ; k+ Pi + Gheaser * GF
ps 4 [eae (4.114)

Ast Py
k=0..4

At known sensitivity of the reader’s receiver P3,,j;, the maximum distance between
transponder and reader at which the transponder’s signal can just be received by the
reader can thus be calculated (Figure 4.90). The fact that P; represents the total power
reflected by the transponder must be taken into account. The splitting of power P3 into
a carrier signal and the two sidebands (i.e. P3 = Pearries + Pusp + Pysp)’ has not yet
been taken into account here. In order to be able to detect a single sideband of the
reflected, modulated signal, P; must be correspondingly greater.

 

"USB = uppersideband, i.e. the modulation sideband at the higher frequency position; LSB = lower side-
band, ic. the modulation sideband at the lower frequency position,
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Figure 4.90 Damping of a signal on the way to and from the transponder 

4.3 Surface Waves 

4.3. 1 The creation of a surface wave 

If a voltage is applied to the electrodes of a piezaelectric crystal such as quartz (SiO2), 
lithium niobate (LiNbO3) or lithium tantalate (LiTaO3) mechanical distortions arise in 
the crystal lattice as a result of the piezoeffect. This effect is used to generate surface 
acoustic waves on the crystal. To achieve this, electrode structures made of approxi­
mately 0.1 µ,m thick aluminium are applied to the polished surface of a piezoelectric 
single crystal in the form of an electroacoustic converter. When an alternating voltage is 
applied to the electroacoustic converter, surface acoustic waves - so-called Rayleigh 
waves - propagate on the surface of the crystal (Meinke and Gundlach, 1992). The 
deflections in the crystal lattice decrease exponentially as the depth increases. 

The majority of the induced acoustic power is thus concentrated within a thin layer 
with a depth of approximately one wavelength A on the surface of the crystal. The 
propagation of a surface acoustic wave on the highly polished surface of a substrate is 
almost undamped and dispersion free. The propagation speed v is approximately 3000 
to 4000 mis, i.e. only around 1/100 000 of the speed of light c. 
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Figure 4.90 Damping of a signal on the way to and from the transponder

4.3 Surface Waves

4.3.1 The creation of a surface wave

If a voltage is applied to the electrodes of a piezoelectric crystal such as quartz (SiO>),
lithium niobate (LiNbO) or lithium tantalate (LiTaO3) mechanical distortions arise in
the crystal lattice as a result of the piezoeffect. This effect is used to generate surface
acoustic waves on the crystal. To achieve this, electrode structures made of approxi-
mately 0.1 j1m thick aluminium are applied to the polished surface of a piezoelectric
single crystal in the formof an electroacoustic converter. When an alternating voltage is
applied to the electroacoustic converter, surface acoustic waves — so-called Rayleigh
waves — propagate on the surface of the crystal (Meinke and Gundlach, 1992), The
deflections in the crystal lattice decrease exponentially as the depth increases.

The majority of the induced acoustic poweris thus concentrated within a thin layer
with a depth of approximately one wavelength 4 on the surface of the crystal. The
propagation of a surface acoustic wave on the highly polished surface of a substrateis
almost undamped and dispersion free. The propagation speed v is approximately 3000
to 4000 m/s, i.e. only around 1/100000 ofthe speed of light c.
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Figure 4.91 The section through a crystal shows the surface distortions of a surface wave 
propagating in the z-direction (reproduced by permission of Siemens AG, ZT KM, Munich) 

Finger period p 
f----------1 

Electric period q 

(a) 

--- - 8 
Section A-8 

Piezoelectric substrate 

(b) 

Figure 4.92 Principal structure of an interdigital transducer. Left, arrangement of the fin­
ger-shaped electrodes of an interdigital transducer; right, the creation of an electric field between 
electrodes of different polarity (reproduced by permission of Siemens AG, ZT KM, Munich) 

Interdigital electrode structures in the form of interleaved fingers make effective 
electroacoustic transducers. Each pair of such interleaved fingers (Figure 4.91) form a 
so-called interdigital transducer (Latin digitus = finger, inter = between) . A 8-shaped 
electrical pulse applied to the busbar of an interdigital transducer results in a mechan­
ical deformation at the surface of the substrate between fingers of different polarity 
due to the piezoelectric effect. This deformation is proportional to the electrical field 
and propagates as a surface wave in both directions at velocity v (see Figure 4.92). 
Conversely, a surface wave entering the converter generates a signal proportional to 
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Figure 4.91 The section through a crystal shows the surface distortions of a surface wave
propagating in the z-direction (reproduced by permission of Siemens AG, ZT KM, Munich)
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Figure 4.92 Principal structure of an interdigital transducer. Left, arrangement of the fin-
ger-shaped electrodes of an interdigital transducer; right, the creation of an electric field between
electrodes of different polarity (reproduced by permission of Siemens AG, ZT KM, Munich)

Interdigital electrode structures in the form of interleaved fingers make effective
electroacoustic transducers. Each pair of such interleaved fingers (Figure 4.91) form a
so-called interdigital transducer (Latin digitus = finger, inter = between). A 4-shaped
electrical pulse applied to the busbar of an interdigital transducer results in a mechan-
ical deformation at the surface of the substrate between fingers of different polarity
due to the piezoelectric effect. This deformation is proportional to the electrical field
and propagates as a surface wave in both directions at velocity v (see Figure 4,92),
Conversely, a surface wave entering the converter generates a signal proportional to
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the finger structure at the busbar as a result of the piezoelectric effect (Meinke and 
Gundlach, 1992). 

The distance between two fingers of the same polarity is termed the electrical period 
q of the interdigital transducer. The maximum electroacoustic interaction is obtained at 
the frequency Jo, the mid-frequency of the transducer. At this frequency the wavelength 
Ao of the surface acoustic wave precisely corresponds with the electrical period q 
of the interdigital transducer, so that all wave trains are superimposed in-phase and 
transmission is maximized (Reindl and Magori; 1995). 

V 
- =Ao= q 
Jo 

(4.115) 

The relationship between the electrical and mechanical power density of a sur­
face wave is described by the material-dependent piezoelectric coupling coefficient 
k 2

. Around k - 2 overlaps of the transducer are required to convert the entire electrical 
power applied to the interdigital transducer into the acoustic power of a surface wave. 

The bandwidth B of a transducer can be influenced by the length of the converter 
and is: 

B = 2Jo/ N(N = number of fingers) (4.116) 

4.3.2 Reflection of a surface wave 

If a surface wave meets a mechanical or electrical discontinuity on the surface a small 
part of the surface wave is reflected. The transition between free and metallised surface 
represents such a discontinuity, therefore a periodic arrangement of N reflector strips 
can be used as a reflector. If the reflector period p (see Figure 4.93) is equal to half a 
wavelength Ao, then all reflections are superimposed in-phase. The degree of reflection 

Figure 4.93 Scanning electron microscope photograph of several surface wave packets on a 
piezoelectric crystal. The interdigital transducer itself can be seen to the bottom left of the 
picture. An electric alternating voltage at the electrodes of the interdigital transducer generates a 
surface wave in the crystal lattice as a result of the piezoelectric effect. Conversely, an incoming 
surface wave generates an electric alternating voltage of the same frequency at the electrodes 
of the transducer (reproduced by permission of Siemens AG, ZT KM, Munich) 
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the finger structure at the busbar as a result of the piezoelectric effect (Meinke and
Gundlach, 1992).

The distance between twofingers of the same polarity is termed the electrical period
q of the interdigital transducer. The maximum electroacoustic interaction is obtained at
the frequency /p, the mid-frequency of the transducer. At this frequency the wavelength
Ag of the surface acoustic wave precisely corresponds with the electrical period g
of the interdigital transducer, so that all wave trains are superimposed in-phase and
transmission is maximized (Reindl and Magori; 1995).

—=’y=4 (4.115)

The relationship between the electrical and mechanical power density of a sur-
face wave is described by the material-dependent piezoelectric coupling coefficient
k*. Around k~? overlaps of the transducer are required to convert the entire electrical
powerapplied to the interdigital transducer into the acoustic power of a surface wave.

The bandwidth & of a transducer can be influenced by the length of the converter
and is:

B=2f)/N(N = numberoffingers) (4.116)

4.3.2 Reflection of a surface wave

If a surface wave meets a mechanicalor electrical discontinuity on the surface a small
part of the surface waveis reflected. The transition between free and metallised surface
represents such a discontinuity, therefore a periodic arrangement of N reflector strips
can be used as a reflector. If the reflector period p (see Figure 4.93) is equal to half a
wavelength Ao, then all reflections are superimposed in-phase. The degree of reflection

 
Figure 4.93 Scanning electron microscope photograph of several surface wave packets on a
piezoelectric crystal, The interdigital transducer itself can be seen to the bottom left of the
picture. An electric alternating voltage at the electrodes of the interdigital transducer generates a
surface wave in the crystal lattice as a result of the piezoelectric effect. Conversely, an incoming
surface wave generates an electric alternating voltage of the same frequency at the electrodes
of the transducer (reproduced by permission of Siemens AG, ZT KM, Munich)
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thus reaches its maximum value for the associated frequency, the so-called Bragg 
frequency f 8 . See Figure 4.94. 

4.3.3 Functional diagram of SAW transponders 
{Figure 4.95) 

(4.117) 

A surface wave transponder is created by the combination of an interdigital transducer 
and several reflectors on a piezoelectric monocrystal, with the two busbars of the 
interdigital transducer being connected by a (dipole) antenna. 

A high-frequency interrogation pulse is emitted by the antenna of a reader at periodic 
intervals. If a surface wave transponder is located in the interrogation zone of the reader 
part of the power emitted is received by the transponder's antenna and travels to the 
terminals of the interdigital converter in the form of a high-frequency voltage pulse. 
The interdigital transducer converts part of this received power into a surface acoustic 
wave, which propagates in the crystal at right angles to the fingers of the transducer. 8 

Reflector period p 

I I 

Figure 4.94 Geometry of a simple reflector for surface waves (reproduced by permission of 
Siemens AG, ZT KM, Munich) 

High frequency 
interrogation 
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HF response 

__j\_Jffi_J(\_ 
+--

Reflectors 

Piezoelectric monocrystal 

Figure 4.95 Functional diagram of a surface wave transponder (reproduced by permission of 
Siemens AG, ZT KM, Munich) 

8 To convert as much of the received power as possible into acoustic power, firstly the transmission frequency 
Jo of the reader should correspond with the mid-frequency of the interdigital converter. Secondly, however, 
the number of transducer fingers should be matched to the coupling coefficient k2 . 
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thus reaches its maximum value for the associated frequency, the so-called Bragg
frequency fg. See Figure 4.94.

fg = — (4.117)
2p

4.3.3 Functional diagram of SAW transponders
(Figure 4.95)

A surface wave transponderis created by the combination of an interdigital transducer
and several reflectors on a piezoelectric monocrystal, with the two busbars ofthe
interdigital transducer being connected by a (dipole) antenna.

A high-trequency interrogation pulse is emitted by the antennaofa readerat periodic
intervals. If a surface wave transponderis locatedin the interrogation zone of the reader
part of the power emitted is received by the transponder’s antenna and travels to the
terminals of the interdigital converter in the form of a high-frequency voltage pulse.
The interdigital transducer converts part of this received powerinto a surface acoustic
wave, which propagates in the crystal at right angles to the fingers of the transducer.®

Reflector period p

I

Figure 4.94 Geometry of a simple reflector for surface waves (reproduced by permission of
Siemens AG, ZT KM, Munich)
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Figure 4.95 Functional diagram of a surface wave transponder (reproduced by permission of
Siemens AG, ZT KM, Munich)

“To convert as much ofthe received poweras possible into acoustic power, firstly the transmission frequency
fo of the reader should correspond with the mid-frequency ofthe interdigital converter. Secondly, however,
the number oftransducer fingers should be matched to the coupling coefficient kp.
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Reflectors are now applied to the crystal in a characteristic sequence along the 
propagation path of the surface wave. At each of the reflectors a small part of the surface 
wave is reflected and runs back along the crystal in the direction of the interdigital 
transducer. Thus a number of pulses are generated from a single interrogation pulse. 
In the interdigital transducer the incoming acoustic pulses are converted back into 
high-frequency voltage pulses and are emitted from the antenna of the transponder as 
the transponder's response signal. Due to the low propagation speed of the surface 
wave the first response pulses arrive at the reader after a delay of a few microseconds. 
After this time delay the interference reflections from the vicinity of the reader have 
long since decayed and can no longer interfere with the transponder's response pulse. 
Interference reflections from a radius of 100 m around the reader have decayed after 
around 0.66 µs (propagation time for 2 x 100m). A surface wave on a quartz substrate 
( v = 3158 mis) covers 2 mm in this time and thus just reaches the first reflectors on the 
substrate. This type of surface wave transponder is therefore also known as 'reflective 
delay lines' (Figure 4.96). 

Surface wave transponders are completely linear and thus respond with a defined 
phase in relation to the interrogation pulse (see Figure 4.97). Furthermore, the phase 
angle ¢2_1 and the differential propagation time r2_1 between the reflected individual 
signals is constant. This gives rise to the possibility of improving the range of a surface 
wave transponder by taking the mean of weak transponder response signals from many 
interrogation pulses. Since a read operation requires only a few microseconds, several 
hundreds of thousands of read cycles can be performed per second. 

The range of a surface wave transponder system can be determined using the radar 
equation (see Section 4.2.4.1). The influence of coherent averaging is taken into account 
as 'integration time' tr (Reindl et al., 1998a). 

A 

d=4 
PT · G} · G~ · ti · A 4 

s 
k · To · F · - · IL 

N 

Request signal 

1----- Environmental echoes ------1 

RF response 

1------ Sensor -----1 
echoes 

(4.118) 

Figure 4.96 Sensor echoes from the surface wave transponder do not arrive until environmental 
echoes have decayed (reproduced by permission of Siemens AG, ZT KM, Munich) 
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Reflectors ave now applied to the crystal in a characteristic sequence along the
propagation pathofthe surface wave. At each ofthe reflectors a small part of the surface
wave is reflected and runs back along the crystal in the direction of the interdigital
transducer. Thus a number of pulses are generated from a single interrogation pulse.
In the interdigital transducer the incoming acoustic pulses are converted back into
high-frequency voltage pulses and are emitted from the antenna of the transponder as
the transponder’s response signal. Due to the low propagation speed of the surface
wavethe first response pulses arrive at the reader after a delay of a few microseconds.
After this time delay the interference reflections from the vicinity of the reader have
long since decayed and can no longer interfere with the transponder’s response pulse.
Interference reflections from a radius of 100m around the reader have decayed after
around 0.66 1s (propagation time for 2 x 100m). A surface wave on a quartz substrate
(v = 3158 m/s) covers 2 mm in this time and thus just reaches the first reflectors on the
substrate. This type of surface wave transponderis therefore also known as ‘reflective
delay lines’ (Figure 4,96).

Surface wave transponders are completely linear and thus respond with a defined
phase in relation to the interrogation pulse (see Figure 4.97). Furthermore, the phase
angle @).,; and the differential propagation time t2.; between the reflected individual
signals is constant. This gives rise to the possibility of improving the range of a surface
wave transponderby taking the mean of weak transponderresponse signals from many
interrogation pulses. Since a read operation requires only a few microseconds, several
hundreds of thousands of read cycles can be performed per second.

The range of a surface wave transponder system can be determined using the radar
equation (see Section 4.2.4.1). The influence of coherent averaging is taken into account
as ‘integration time’ ¢ (Reindl] ef al., 1998a).

(4.118) 
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RF response

|—— Environmental echoes ——| /— Sensor --|
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Figure 4.96 Sensor echoes from the surface wave transponder do not arrive until environmental
echoes have decayed (reproduced by permission of Siemens AG, ZT KM, Munich)
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Figure 4.97 Surface wave transponders operate at a defined phase in relation to the inter­
rogation pulse. Left, interrogation pulse, consisting of four individual pulses; right, the phase 
position of the response pulse, shown in a clockface diagram, is precisely defined (reproduced 
by permission of Siemens AG, ZT KM, Munich) 

The relationship between the number of read cycles and the range of the system is 
shown in Figure 4.98 for two different frequency ranges. The calculation is based upon 
the system parameters listed in Table 4.9, which are typical of surface wave systems: 

4.3.4 The sensor effect 

The velocity v of a surface wave on the substrate, and thus also the propagation time r 
and the mid-frequency Jo of a surface wave component, can be influenced by a range of 
physical variables (Reindl and Magori, 1995). In addition to temperature, mechanical 
forces such as static elongation, compression, shear, bending and acceleration have 
a particular influence upon the surface wave velocity v. This facilitates the remote 
interrogation of mechanical forces by surface wave sensors (Reindl and Magori, 1995). 

In general, the sensitivity S of the quantity x to a variation of the influence quantity 
y can be defined as: 

X 1 ax s =-• -
y X ay (4.119) 

Table 4.9 System parameters for the range calculation shown in Figure 4.97 

Value 

Ps: transmission power 
GT: gain of transmission antenna 
GR: gain of transponder antenna 
Wavelength A 
F: Noise number of the receiver (reader) 
SIN: Required signal/noise distance for error-free data detection 
IL: Insertion loss: This is the additional damping of the 

electromagnetic response signal on the return path in the 
form of a surface wave 

T0 : Noise temperature of the receiving antenna 

At 433 MHz At 2.45 GHz 

+14dBm 
OdB 

-3dBl OdBl 
70cm 12cm 

12dB 
20dB 

35 dB 40dB 

300K 
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Figure 4.97 Surface wave transponders operate at a defined phase in relation to the inter-
rogation pulse. Left, interrogation pulse, consisting of four individual pulses; right, the phase
position of the response pulse, shown in a clockface diagram, is precisely defined (reproduced
by permission of Siemens AG, ZT KM, Munich)

The relationship between the number of read cycles and the range of the system is
shown in Figure 4.98 for two different frequency ranges. The calculation is based upon
the system parameters listed in Table 4.9, which are typical of surface wave systems.

4.3.4 The sensor effect

The velocity v of a surface wave on the substrate, and thus also the propagation time t
and the mid-frequency fy of a surface wave component, can be influenced by a range of
physical variables (Reindl and Magori, 1995). In addition to temperature, mechanical
forces such as static elongation, compression, shear, bending and acceleration have
a particular influence upon the surface wave velocity v. This facilitates the remote
interrogation of mechanical forces by surface wave sensors (Reindl and Magori, 1995).

In general, the sensitivity § of the quantity x to a variation of the influence quantity
y can be defined as;

 

1 ox
sS=-- (4.119)

- x oy

Table 4.9 System parameters for the range calculation shownin Figure 4.97

Value At 433MHz At 2.45GHz

Ps: transmission power +!4dBm
Gr: gain of transmission antenna OdB
Gp: gain of transponder antenna —3dBl OdBl
Wavelength A 7Oem 12em
F: Noise number of the receiver (reader) 12dB

S/N: Required signal/noise distance for error-free data detection 20dB
IL: Insertion loss: This is the additional damping of the 35 dB 40 dB

electromagnetic response signal on the return path in the
form of a surface wave

To: Noise temperature of the receiving antenna 300 K
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Figure 4.98 Calculation of the system range of a surface wave transponder system in relation 
to the integration time ti at different frequencies (reproduced by permission of Siemens AG, ZT 
KM, Munich) 

The sensitivity S to a certain influence quantity y is dependent here upon substrate 
material and crystal section. For example, the influence of temperature T upon prop­
agation speed v for a surface wave on quartz is zero. Surface wave transponders are 
therefore particularly temperature stable on this material. On other substrate materials 
the propagation speed v varies with the temperature T. 

The temperature dependency is described by the sensitivity Sf (also called the 
temperature coefficient Tk) . The influence of temperature on the propagation speed v, 
the mid-frequency Jo and the propagation time r can be calculated as follows (Reindl 
and Magori, 1995): 

v(T) = v(T0 ) · [1 - S{ · (T - T0 )] 

fo(T) = fo(To) · [1 - S{ · (T - To)] 

r(T) = r(T0) · [1 + S{ · (T - To)] 

4.3.4.1 Reflective delay lines 

(4.120) 

(4.121) 

( 4.122) 

If only the differential propagation times or the differential phases between the indi­
vidual reflected pulses are evaluated, the sensor signal is independent of the distance 
between the reader and the transponder. The differential propagation time r2_1, and 
the differential phase 02_1 between two received response pulses is obtained from the 
distance L 2_1 between the two reflectors, the velocity v of the surface wave and the 
frequency f of the interrogation pulse. 

2 · L2- 1 
r2- 1 = --- (4.123) 

V 

--
Momentum Dynamics Corporation 

Exhibit 1016 
Page 137

154 4 PHYSICAL PRINCIPLES OF RFID SYSTEMS

 

  
 
 

 
  
  
 

  
 

 
100 mt mrt} Trinny mrrennt Torrey |

| 1 10!

€ |
@ 10 433 MHz, IL = 35 dB]. {
5
aao
Cc
2

eo 1 2.45 GHz, IL = 40 dBo = 7 ——ay =

S
=

04 \ i aaa jot bd Lt boitttisl bb bid
i105 104 10° 10-7 1071 1 10!

Measurementtime t(s)

Figure 4.98 Calculation of the system range of a surface wave transponder system in relation
to the integration time /, at different frequencies (reproduced by permission of Siemens AG, ZT
KM. Munich)

The sensitivity S to a certain influence quantity y is dependent here upon substrate
material and crystal section. For example, the influence of temperature 7 upon prop-
agation speed v for a surface wave on quartz is zero. Surface wave transponders are
therefore particularly temperature stable on this material. On other substrate materials
the propagation speed v varies with the temperature T.

The temperature dependency is described by the sensitivity Sj} (also called the
temperature coefficient 7k). The influence of temperature on the propagation speed v,
the mid-frequency fy and the propagation time t can be calculated as follows (Reindl
and Magori, 1995);

v(T) = v(Tp) - [1 — Sp (7 — To)] (4.120)

fo(T) = fon) - Ul — Sp + (T — To)) (4.121)

t(T) = t(7o) « [1 + Sp (T — To)] (4.122)

4.3.4.1 Reflective delay lines

If only the differential propagation times or the differential phases between the indi-
vidual reflected pulses are evaluated, the sensor signal is independent of the distance
between the reader and the transponder. The differential propagation time Tt), and
the differential phase 6), between tworeceived response pulses is obtained from the
distance L5.; between the tworeflectors, the velocity v of the surface wave and the
frequency f of the interrogation pulse.

2+ Lo-|
v

-1 =
 

(4,123)
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Table 4.10 The properties of some common surface wave substrate materials 

Material Crystal direction 

Section CD Prop @ 
Quartz ST X 
Quartz 37° rot-Y 90° rot-X 
LiNbO3 y z 
LiNbO3 128° rot-Y X 
LiTaO3 36° rot-Y X 
LiTaO3 X 112° rot-Y 

CD Section - surface normal to crystal axis. 
@ Crystal axis of the wave propagation. 

V 

(mis) 
3158 
5092 
3488 
3980 
4112 
3301 

Q) Strong dependency of the value on the layer thickness. 

k2 S,i'. (Tk) Damping (dB/µs) 

(%) (ppm/DC) 433MHz 2.45GHz 
0.1 0 0.75 18.6 

=0.1 00 Q) Q) 

4.1 94 0.25 5.8 
5.5 75 0.27 5.2 

=6.6 30 1.35 Q) 20.9 Q) 

0.88 18 

(4.124) 

The measurable change 6. r2_1 or 6.02_1 when a physical quantity y is changed by the 
amount 6.y is thus: 

6. T2- 1 = !"2- 1 · s; · 6.y 

6.<p2- 1 = 2nf · r2 - 1 · s; · 6.y 

(4.125) 

(4.126) 

The influence of the physical quantity y on the surface wave transponder can thus be 
determined only by the evaluation of the phase difference between the different pulses 
of the response signal. The measurement result is therefore also independent of the 
distance between reader and transponder. 

For lithium niobate (LiNbO3, YZ section), the linear temperature coefficient Tk = S.~ 
is approximately 90 ppm/0 C. A reflective delay line on this crystal is thus a sensitive 
temperature sensor that can be interrogated by radio. Figure 4.99 shows the example 
of the pulse response of a temperature sensor and the temperature dependency of the 
associated phase values (Reindl et al., 1998b). The precision of a temperature mea­
surement based upon the evaluation of the associated phase value 02_1 is approximately 
±0.1 °C and this precision can even be increased by special measures such as the use 
of longer propagation paths L 2_1 (see equation (4.124)) in the crystal. The unambiguity 
of the phase measurement can be assured over the entire measuring range by three to 
four correctly positioned reflectors. 

4.3.4.2 Resonant sensors 

In a reflective delay line the available path is used twice. However, if the interdigital 
transducer is positioned between two fully reflective structures, then the acoustic path 
can be used a much greater number of times due to multiple reflection. Such an 
arrangement (see Figure 4.99) is called a surface wave one-port resonator. The distance 
between the two reflectors must be an integer multiple of the half wavelength >-o at 
the resonant frequency f 1• 
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Table 4.10 The properties of some common surface wave substrate materials

 Material Crystal direction Vv k? Sp (Tk) Damping (dB/\s)

Section()  Prop@ (m/s) (%) (ppmC) 433MHz 2.45GHz
Quartz. ST x 3158 0.1 0 QO.75 18.6
Quartz 37° rot-Y 90° rot-X 5092. =0.1 00 @) a)
LiNbO, ih Zz 3488 4.] O4 0.25 5.8

LiNbO; 128° rot-¥ x 3980 5.5 75 0.27 5.2
LiTaO; 36° rot-Y x 4112 =6.6 30 135@ 209@
LiTaO, x 112° rot-Y 3301 0.88 1s — —

(1) Section — surface normal to crystal axis.
@) Crystal axis of the wave propagation,
@) Strong dependency of the value on the layer thickness,

a 4af - Lo
(o-) = 2nf +21 = (4.124)u

The measurable change Artz, or A@>.; when a physical quantity y is changed by the
amount Ay is thus:

ATo_| = Ta-,- Sy - Ay (4.125)

A@o-; =2nf-T2_-|° Sy - Ay (4.126)

The influence of the physical quantity y on the surface wave transponder can thus be
determined only by the evaluation of the phase difference between the different pulses
of the response signal. The measurement result is therefore also independent ofthe
distance between reader and transponder.

Forlithium niobate (LiNbO3, YZ section), the linear temperature coefficient 7, = S}
is approximately 90 ppm/°C. A reflective delay line on this crystal is thus a sensitive
temperature sensor that can be interrogated by radio. Figure 4.99 shows the example
of the pulse response of a temperature sensor and the temperature dependency of the
associated phase values (Reindl et al., 1998b), The precision of a temperature mea-
surement based upon the evaluation of the associated phase value @2, is approximately
+0.1°C and this precision can even be increased by special measures such as the use
of longer propagation paths L2_; (see equation (4.124)) in the crystal. The unambiguity
of the phase measurement can be assured over the entire measuring range by three to
four correctly positioned reflectors.

4.3.4.2 Resonant sensors

In a reflective delay line the available path is used twice. However, if the interdigital
transduceris positioned between twofully reflective structures, then the acoustic path
can be used a much greater number of times due to multiple reflection. Such an
arrangement(see Figure 4.99) is called a surface wave one-port resonator. The distance
between the two reflectors must be an integer multiple of the half wavelength Ag al
the resonant frequency /{.
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Figure 4.99 Impulse response of a temperature sensor and variation of the associated phase 
values between two pulses (.6. r = 0.8 µ,s) or four pulses (.6. r = 2.27 µ,s) . The high degree 
of linearity of the measurement is striking (reproduced by permission of Siemens AG, ZT 
KM, Munich) , 

The number of wave trains stored in such a resonator will be determined by its 
loaded Q factor. Normally a Qfactor of 10 000 is achieved at 434 MHz and at 2.45 GHz 
a Q factor of between 1500 and 3000 is reached (Reindl et al., 1998b). The displace­
ment of the mid-frequency ~Ji and the displacement of the associated phase ~01 of 
a resonator due to a change of the physical quantity y with the loaded Q factor are 
(Reindl et al., 1998a): 

(4.127) 

and 

(4.128) 

where Ji is the unaffected resonant frequency of the resonator. 
In practice, the same sensitivity is obtained as for a reflective delay line, but with a 

significant reduction in chip size (Reindl et al., 1998b) (Figure 4.100). 
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Figure 4.99 [mpulse response of a temperature sensor and variation of the associated phase
values between two pulses (At = 0.8418) or four pulses (At = 2.27 \18). The high degree
of linearity of the measurement is striking (reproduced by permission of Siemens AG, ZT
KM, Munich)

The number of wave trains stored in such a resonator will be determined by its
loaded Q factor. Normally a Qfactor of 10000 is achieved at 434 MHzand at 2.45 GHz
a Q factor of between 1500 and 3000 is reached (Reindl ef al,, 1998b). The displace-
ment of the mid-frequency A/; and the displacement of the associated phase Aé, of
a resonator due to a change of the physical quantity y with the loaded Q factorare
(Reind! ef al., 1998a):

Afi = —filyo) : Sy,1 + Ay (4.127)

and Af

where /; is the unaffected resonant frequency of the resonator.
In practice, the same sensitivity is obtained as for a reflective delay line, but with a

significant reduction in chip size (Reindl ef a/., 1998b) (Figure 4.100).
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Interrogation signal 

Sensor signal 
Frequency f0 

157 

Figure 4.100 Principal layout of a resonant surface wave transponder and the associated pulse 
response (reproduced by permission of Siemens AG, ZT KM, Munich) 

If, instead of one resonator, several resonators with different frequencies are placed 
on a crystal (Figure 4.101), then the situation is different: instead of a pulse sequence 
in the time domain, such an arrangement emits a characteristic line spectrum back 
to the interrogation device (Reindl et al., 1998b,c ), which can be obtained from the 
received sensor signal by a Fourier transformation (Figure 4.102). 

The difference /:1f2_ 1 between the resonant frequencies of the two resonators is 
determined to measure a physical quantity y in a surface wave transponder with two 
resonators. Similarly to equation ( 4.127), this yields the following relationship (Reindl 
et al., 1998c). 

(4.129) 

4.3.4.3 Impedance sensors 

Using surface wave transponders, even conventional sensors can be passively inter­
rogated by radio if the impedance of the sensor changes as a result of the change 
of a physical quantity y (e.g. photoresistor, Hall sensor, NTC or PTC resistor). To 
achieve this a second interdigital transducer is used as a reflector and connected to the 
external sensor (Figure 4.103). A measured quantity t:.y thus changes the terminating 
impedance of the additional interdigital transducer. This changes the acoustic trans­
mission and reflection p of the converter that is connected to this load, and thus also 

RF interrogation LL 
signal 

► 

RF response 

Antenna 
lnterdigital transducer 

Reflector 
Piezoelectric crystal 

Figure 4.101 Principal layout of a surface wave transponder with two resonators of different 
frequency (/1 , fz) (reproduced by permission of Siemens AG, ZT KM, Munich) 
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Figure 4.100 Principal layout of a resonant surface wave transponderand the associated pulse
response (reproduced by permission of Siemens AG, ZT KM, Munich)

If, instead of one resonator, several resonators with different frequencies are placed
on a crystal (Figure 4.101), then the situation is different: instead of a pulse sequence
in the time domain, such an arrangement emits a characteristic line spectrum back
to the interrogation device (Reindl ef al., 1998b,c), which can be obtained from the
received sensor signal by a Pourier transformation (Figure 4.102).

The difference Afs, between the resonant frequencies of the two resonators is
determined to measure a physical quantity y in a surface wave transponder with two
resonators. Similarly to equation (4.127), this yields the following relationship (Reindl
et al., 1998c).

Afo-1 = —L fa) - Sy,2 — fi(yo) - Sy) Ay (4.129)

4.3.4.3 Impedance sensors

Using surface wave transponders, even conventional sensors can be passively inter-
rogated by radio if the impedance of the sensor changes as a result of the change
of a physical quantity y (e.g. photoresistor, Hall sensor, NTC or PTC resistor). To
achieve this a second interdigital transducer is used as a reflector and connected to the
external sensor (Figure 4,103), A measured quantity Ay thus changes the terminating
impedance of the additional interdigital transducer. This changes the acoustic trans-
mission and reflection p of the converter that is connected to this load, and thus also

Interdigital transducer
RF interrogation Antenna

signal

 
RF response

Reflector
Piezoelectric crystal

Figure 4.101 Principal layout of a surface wave transponder with two resonators ofdifferent
frequency (/|, /2) (reproduced by permission of Siemens AG, ZT KM, Munich)
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Figure 4.102 Left, measured impulse response of a surface wave transponder with two res­
onators of different frequency; right, after the Fourier transformation of the impulse response 
the different resonant frequencies of the two resonators are visible in the line spectrum (here: 
approx. 433.5 MHz and 434 MHz) (reproduced by permission of Siemens AG, ZT KM, Munich) 
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HF interrogation 
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___:ntenna 
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HF response 
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Load impedance 
(switch or 

external sensor) 

z 

Figure 4.103 Principal layout of a passive surface wave transponder connected to an external 
sensor (reproduced by permission of Siemens AG, ZT KM, Munich) 

"OFF" 

"ON" 

Figure 4.104 Passive recoding of a surface wave transponder by a switched interdigital trans­
ducer (reproduced by permission of Siemens AG, ZTKM, Munich) 
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Figure 4.102 Left, measured impulse response of a surface wave transponder with two res-
onators of different frequency; tight, after the Fourier transformation of the impulse response
the different resonant frequencies of the two resonators are visible in the line spectrum (here:
approx. 433.5 MHz and 434 MHz) (reproduced by permission of Siemens AG, ZT KM, Munich)
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Figure 4,103 Principal layout of a passive surface wave transponder connected to an external
sensor (reproduced by permission of Siemens AG, ZT KM, Munich)
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Figure 4.104 Passive recoding of a surface wave Wansponder by a switched interdigital trans-
ducer (reproduced by permission of Siemens AG, ZT KM, Munich)
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changes the magnitude and phase of the reflected HF pulse, which can be detected by 
the reader. 

4.3.5 Switched sensors 

Surface wave transponders can also be passively recoded (Figure 4.104). As is the 
case for an impedance sensor, a second interdigital transducer is used as a reflector. 
External circuit elements of the interdigital transducer's bus bar make it possible to 
switch between the states 'short-circuited' and 'open'. This significantly changes the 
acoustic transmission and reflection p of the transducer and thus also the magnitude 
and phase of the reflected HF impulse that can be detected by the reader. 
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11 
Rea·ders 

11.1 Data Flow in an Application 

A software application tliat is designed to read data from a contactless data carrier 
(transponder) or write data to a contactless data carrier, requires a contactless reader 
as an interface. From the point of view of the application software, access to the 
data carrier should be as transparent as possible. In other words, the read and write 
operations should differ as little as possible from the process of accessing comparable 
data carriers (smart card with contacts, serial EEPROM). 

Write and read operations involving a contactless data carrier are performed on 
the basis of the master- slave principle (Figure 11.1). This means that all reader and 
transponder activities are initiated by the application software. In a hierarchical system 
structure the application software represents the master, while the reader, as the slave, is 
only activated when write/read commands are received from the application software. 

To execute a command from the application software, the reader first enters into 
communication with a transponder. The reader now plays the role of the master in 
relation to the transponder. The transponder therefore only responds to commands 
from the reader and is never active independently (except for the simplest read-only 
transponders. See Chapter 10). 

A simple read command from the application software to the reader can initiate a 
series of communication steps between the reader and a transponder. In the example 
in Table 11.1 , a read command first leads to the activation of a transponder, followed 
by the execution of the authentication sequence and finally the transmission of the 
requested data. 

The reader's main functions are therefore to activate the data carrier (transpon­
der), structure the communication sequence with the data carrier, and transfer data 
between the application software and a contactless data carrier. All features of the 
contactless communication, i.e. making the connection, and performing anticollision 
and authentication procedures, are handled entirely by the reader. 

11.2 Components of a Reader 

A number of contactless transnuss10n procedures have 31-lready been described in 
the preceding chapters. Despite the fundamental differences in the type of coupling 

RFID Handbook: Fundamentals and Applications in Contactless Smart Cards and Identification. Klaus Finkenzeller 
© 2003 John Wiley & Sons, Ltd ISBN: 0-470-84402-7 
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Master <~--~) Slave 
d omman ~ omman .. C C d 
~ ~ 

Application Reader Trans-
ponder 

~ ~ 

~ ~ 

Response Response 

Master <~----) Slave 

t•-------• Data flow-------•l• 
Figure 11.1 Master-slave principle between application software (application), reader and 
transponder 

Table 11.1 Example of the execution of a read command by the application software, reader 
and transponder 

Application B- reader 

--+ Blockread_Address[00] 

+--- Data[9876543210] 

Reader B- transponder 

--+ Request 
+--- ATR_ SNR[4712] 

--+ GET _Random 
+--- Random[081514] 
--+ SEND_ Tokenl 
+--- GET_ Token2 

--+ Read_ @[00] 
+--- Data[9876543210] 

Comment 

Read transponder memory 
[address] 

Transponder in the field? 
Transponder operates with 

serial number 
Initiate authentication 

Authentication successfully 
completed 

Read command [address] 
Data from transponder 
Data to application 

(inductive - electromagnetic), the communication sequence (FDX, HDX, SEQ), the 
data transmission procedure from the transponder to the reader (load modulation, 
backscatter, subharmonic) and, last but not least, the frequency range, all readers are 
similar in their basic operating principle and thus in their design. 

Readers in all systems can be reduced to two fundamental functional blocks: the con­
trol system and the HF interface , consisting of a transmitter and receiver (Figure 11 .2) . 
Figure 11.3 shows a reader for an inductively coupled RFID system. On the right-hand 
side we can see the HF interface, which is shielded against undesired spurious emis­
sions by a tinplate housing. The control system is located on the left-hand side of the 
reader and, in this case, it comprises an ASIC module and microcontroller. In order 
that it can be integrated into a software application, this reader has an RS232 interface 
to perform the data exchange between the reader (slave) and the external application 
software (master) . 

i , , 
i 
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Figure 11.2 Block diagram of a reader consisting of control system and HF interface. The 
entire system is controlled by an external application via control commands 

Figure 11.3 Example of a reader. The two functional blocks, HF interface and control system, 
can be clearly differentiated (MIFARE® reader, reproduced by permission of Philips Electron­
ics N.V.) 

11.2. 1 HF interface 

The reader's HF interface performs the following functions: 

• generation of high frequency transmission power to activate the transponder and 
supply it with power; 

• modulation of the transmission signal to send data to the transponder; 

• reception and demodulation of HF signals transmitted by a transponder. 

The HF interface contains two separate signal paths to correspond with the two 
directions of data flow from and to the transponder (Figure 11.4). Data transmitted to 
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Figure 11.2. Block diagram of a reader consisting of control system and HF interface. The
entire system is controlled by an external application via control commands

 

 
Figure 11.3. Example of a reader. The two functional blocks, HF interface and control system,
can be clearly differentiated (MIFARE® reader, reproduced by permission of Philips Electron-
ics N.V.)

11.2.1 HF interface

The reader’s HF interface performs the following functions:

e generation of high frequency transmission power to activate the transponder and
supply it with power;

e modulation of the transmission signal to send data to the transponder;

® reception and demodulation of HF signals transmitted by a transponder.

The HFinterface contains two separate signal paths to correspond with the two
directions of data flow from and to the transponder (Figure 11.4). Data transmitted to
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Figure 11.4 Block diagram of an HF interface for an inductively coupled RFID system 

the transponder travels through the transmitter arm. Conversely, data received from 
the transponder is processed in the receiver arm. We will now analyse the two signal 
channels in more detail, giving consideration to the differences between the differ­
ent systems. 

11.2. 1. 1 Inductively coupled system, FDX/HDX 

First, a signal of the required operating frequency, i.e. 135 kHz or 13.56 MHz, is gener­
ated in the transmitter arm by a stable (frequency) quartz oscillator. To avoid worsening 
the noise ratio in relation to the extremely weak received signal from the transponder, 
the oscillator is subject to high demands regarding phase stability and sideband noise. 

The oscillator signal is fed into a modulation module controlled by the baseband 
signal of the signal coding system. This baseband signal is a keyed direct voltage 
signal (TTL level), in which the binary data is represented using a serial code (Manch­
ester, Miller, NRZ). Depending upon the modulator type, ASK or PSK modulation is 
performed on the oscillator signal. 

FSK modulation is also possible, in which case the baseband signal is fed directly 
into the frequency synthesiser. 

The modulated signal is then brought to the required level by a power output module 
and can then be decoupled to the antenna box. 

The receiver arm begins at the antenna box, with the first component being a steep 
edge bandpass filter or a notch filter. In FDX/HDX systems this filter has the task of 
largely blocking the strong signal from the transmission output module and filtering out 
just the response signal from the transponder. In subharmonic systems, this is a simple 
process, because transmission and reception frequencies are usually a whole octave 
apart. In systems with load modulation using a subcarrier the task of developing a 
suitable filter should not be underestimated because, in this case, the transmitted and 
received signals are only separated by the subcaITier frequency. Typical subcarrier 
frequencies in 13 .56 MHz systems are 84 7 kHz or 212 kHz. 

Some LF systems with load modulation and no subcaITier use a notch filter to 
increase the modulation depth (duty factor) - the ratio of the level to the load mod­
ulation sidebands - and thus the duty factor by reducing their own caITier signal. 
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Figure 11.4 Block diagram of an HFinterface for an inductively coupled RFID system

ihe transponder travels through the fransmitfer arm. Conversely, data received from
the transponderis processed in the receiver arm. We will now analyse the two signal
channels in more detail, giving consideration to the differences between the differ-
ent systems.

11.2.1.1 Inductively coupled system, FDX/HDX

First, a signal of the required operating frequency,i.e. 135 kHz or 13.56 MHz,is gener-
ated in the transmitter arm by a stable (frequency) quartz oscillator. To avoid worsening
the noise ratio in relation to the extremely weak received signal from the transponder,
the oscillator is subject to high demandsregarding phase stability and sideband noise.

The oscillator signal is fed into a modulation module controlled by the baseband
signal of the signal coding system. This baseband signal is a keyed direct voltage
signal (TTL level), in which the binary data is represented using a serial code (Manch-
ester, Miller, NRZ). Depending upon the modulator type, ASK or PSK modulationis
performed on the oscillator signal.

FSK modulation is also possible, in which case the baseband signal is fed directly
into the frequency synthesiser.

The modulated signal is then brought to the required level by a power output module
and can then be decoupled to the antenna box.

The receiver arm begins at the antenna box, with the first component being a steep
edge bandpassfilter or a notch filter. In FDX/HDX systemsthis filter has the task of
largely blocking thestrong signal from the transmission output module andfiltering out
just the response signal from the transponder. In subharmonic systems, this is a simple
process, because transmission and reception frequencies are usually a whole octave
apart. In systems with load modulation using a subcarrier the task of developing a
suitable filter should not be underestimated because, in this case, the transmitted and

received signals are only separated by the subcarrier frequency. Typical subcarrier
frequencies in 13.56 MHz systems are 847 kHz or 212 kHz.

Some LF systems with load modulation and no subcarrier use a notch filter to
increase the modulation depth (duty factor) — the ratio of the level to the load mod-
ulation sidebands—and thus the duty factor by reducing their own carrier signal.
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11.2 COMPONENTS OF A READER 313 

A different procedure is the rectification and thus demodulation of the (load) ampli­
tude modulated voltage directly at the reader antenna. A sample circuit for this can be 
found in Section 11.3. 

11.2. 1.2 Microwave systems - half duplex 

The main difference between microwave systems and low frequency inductive systems 
is the frequency synthesising: the operating frequency, typically 2.45 GHz, cannot be 
generated directly by the quartz oscillator, but is created by the multiplication (excita­
tion of harmonics) of a lower oscillator frequency. Because the modulation is retained 
during frequency multiplication, modulation is performed at the lower frequency. See 
Figure 11.5. 

Some microwave systems employ a directional coupler to separate the system's own 
transmission signal from the weak backscatter signal of the transponder (Integrated 
Silicon Design, 1996). 

A directional coupler (Figure 11.6) consists of two continuously coupled homoge­
neous wires (Meinke and Gundlack, 1992). If all four ports are matched and power 
P1 is supplied to port CD, then the power is divided between ports @ and CT), with no 

Output 
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Transmission r~ data 

04-----~ 

~ 

Microwave 
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data ~--------------------~ Antenna box 

Demodulator Amplifier 

Figure 11.5 Block diagram of an HF interface for microwave systems 
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A different procedure is the rectification and thus demodulation of the (load) ampli-
tude modulated voltage directly at the reader antenna. A sample circuit for this can be
found in Section 11.3.

11.2.1.2 Microwave systems — half duplex

The main difference between microwave systems and low frequency inductive systems
is the frequency synthesising: the operating frequency, typically 2.45 GHz, cannot be
generated directly by the quartz oscillator, but is created by the multiplication (excita-
tion of harmonics) of a loweroscillator frequency. Because the modulation is retained
during frequency multiplication, modulation is performed at the lower frequency, See
Figure (1.5.

Some microwave systems employ a directional coupler to separate the system’s own
transmission signal from the weak backscatter signal of the transponder (Integrated
Silicon Design, 1996).

A directional coupler (Figure 11.6) consists of two continuously coupled homoge-
neous wires (Meinke and Gundlack, 1992). [f all four ports are matched and power
P, is supplied to port ®, then the power is divided between ports @ and @), with no
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Figure 11.5 Block diagram of an HF interface for microwave systems
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power occurring at the decoupled port @) . The same applies if power is supplied to 
port Q), in which case the power is divided between ports CD and @. 

A directional coupler is described by its coupling loss: 

ak = -20 - In IP@/PCD I (11.1) 

and directivity: 
ao = -20 · In IP@ /P@ I (11.2) 

Directivity is the logarithmic magnitude of the ratio of undesired overcoupled power 
P4 to desired coupled power P2 . 

A directional coupler for a backscatter RFID reader should have the maximum pos­
sible directivity to minimise the decoupled signal of the transmitter arm at port@). The 
coupling loss, on the other hand, should be low to decouple the maximum possible pro­
portion of the reflected power P2 from the transponder to the receiver arm at port @) . 
When a reader employing decoupling based upon a directional coupler is commis­
sioned, it is necessary to ensure that the transmitter antenna is well (anechoically) set 
up. Power reflected from the antenna due to poor adjustment is decoupled at port @) as 
backwards power. If the directional coupler has a good coupling loss, even a minimal 
mismatching of the transmitter antenna (e.g. by environmental influences) is sufficient 
to increase the backwards travelling power to the magnitude of the reflected transponder 
power. Nevertheless, the use of a directional coupler gives a significant improvement 
compared to the level ratios achieved with a direct connection of transmitter output 
module and receiver input. 

11.2. 1.3 Sequential systems - SEQ 

In a sequential RFID system the HF field of the reader is only ever transmitted briefly 
to supply the transponder with power and/or send commands to the transponder. 

The transponder transmits its data to the reader while the reader is not transmitting. 
The transmitter and receiver in the reader are thus active sequentially, like a walkie­
talkie, which also transmits and receives alternately. See Figure I 1.7. 

Quarz Oscillator Modulator Output module Antenna box 

Transmission r~ ~ [> data 'L; 

0 kJ <] 
Received 

data 
Demodulator Amplifier 

Figure 11.7 HF interface for a sequential reader system 
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power occurring at the decoupled port @. The sameapplies if power is supplied to
port @, in which case the poweris divided between ports @ and @.

A directional coupler is described by its coupling loss:

ay = —20-In|P@/Pa| (11.1)

and directivity:
ap = —20- In|P@ /Pe| (11.2)

Directivity is the logarithmic magnitude ofthe ratio of undesired overcoupled power
P,; to desired coupled power P>.

A directional coupler for a backscatter RFID reader should have the maximum pos-
sible directivity to minimise the decoupled signal of the transmitter arm at port @. The
coupling loss, on the other hand, should be low to decouple the maximumpossible pro-
portion of the reflected power P; from the transponderto the receiver armat port @.
When a reader employing decoupling based upon a directional coupler is commis-
sioned, it is necessary to ensure that the transmitter antenna is well (anechoically) set
up. Powerreflected from the antenna due to poor adjustment is decoupled at port @ as
backwards power, If the directional coupler has a good coupling loss, even a minimal
mismatching of the transmitter antenna (e.g. by environmental influences) is sufficient
to increase the backwardstravelling powerto the magnitude of the reflected transponder
power. Nevertheless, the use of a directional coupler gives a significant improvement
compared to the level ratios achieved with a direct connection of transmitter output
module and receiver input.

11.2.1.3 Sequential systems - SEQ

In a sequential RFID system the HF field of the reader is only ever transmitted briefly
to supply the transponder with power and/or send commands to the transponder.

The transponder transmits its data to the reader while the readeris not transmitting.
Thetransmitter and receiver in the reader are thus active sequentially, like a walkie-
talkie, which also transmits and receives alternately. See Figure 11.7.
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Figure 11.7 HF interface for a sequential reader system
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11.2 COMPONENTS OF A READER 315 

The reader contains an instantaneous switching unit to switch between transmit­
ter and receiver mode. This function is normally performed by PIN diodes in radio 
technology. 

No special demands are made of the receiver in an SEQ system. Because the strong 
signal of the transmitter is not present to cause interference during reception, the 
SEQ receiver can be designed to maximise sensitivity. This means that the range of 
the system as a whole can be increased to correspond with the energy range, i.e. the 
distance between reader and transponder at which there is just enough energy for the 
operation of the transponder. 

11.2. 1.4 Microwave system for SAW transponders 

A short electromagnetic pulse transmitted by the reader's antenna is received by the 
antenna of the surface wave transponder and converted into a surface wave in a 
piezoelectric crystal. A characteristic arrangement of partially reflective structures in 
the propagation path of the surface wave gives rise to numerous pulses, which are 
transmitted back from the tral)sponder' s antenna as a response signal (a much more 
comprehensive description of this procedure can be found in Section 4.3). 

Due to the propagation delay times in the piezoelectric crystal the coded signal 
reflected by the transponder can easily be separated in the reader from all other elec­
tromagnetic reflections from the vicinity of the reader (see Section 4.3.3). The block 
diagram of a reader for surface wave transponders is shown in Figure 11.8. 

A stable frequency and phase oscillator with a surface wave resonator is used 
as the high-frequency source. Using a rapid HF switch, short HF pulses of around 
80 ns duration are generated from the oscillator signal, which are amplified to around 
36 dBm ( 4 W peak) by the connected power output stage, and transmitted by the 
reader's antenna. 

If a SAW transponder is located in the vicinity of the reader it reflects a sequence 
of individual pulses after a propagation delay time of a few microseconds. The pulses 

<] 
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[> 
(6)-1--. 

a---. 

SAW 
resonator 

AID 
converter 

t---•1 Clock 

--1 
Micro-

controller 
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Figure 11.8 Block diagram of a reader for a surface wave transponder 
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The reader contains an instantaneous switching unit to switch between transmil-
ter and receiver mode. This function is normally performed by PIN diodes in radio
technology.

Nospecial demands are made ofthe receiver in an SEQ system. Because thestrong
signal of the transmitter is not present to cause interference during reception, the
SEQ receiver can be designed to maximise sensitivity. This means that the range of
the system as a whole can be increased to correspond with the energy range, i.e. the
distance between reader and transponder at which there is just enough energy for the
operation of the transponder.

11.2.1.4 Microwave system for SAW transponders

A short electromagnetic pulse transmitted by the reader’s antenna is received by the
antenna of the surface wave transponder and converted into a surface wave in a
piezoelectric crystal. A characteristic arrangement ofpartially reflective structures in
the propagation path of the surface wave gives rise to numerous pulses, which are
transmitted back from the transponder’s antenna as a response signal (a much more
comprehensive description of this procedure can be foundin Section 4.3).

Due to the propagation delay times in the piezoelectric crystal the coded signal
reflected by the transponder can easily be separated in the reader from all other elec-
tromagnetic reflections from the vicinity of the reader (see Section 4.3.3). The block
diagram of a reader for surface wave transponders is shown in Figure 11.8,

A. stable frequency and phase oscillator with a surface wave resonator is used
as the high-frequency source. Using a rapid HF switch, short HF pulses of around
80 ns duration are generated from the oscillator signal, which are amplified to around
36dBm (4W peak) by the connected power output stage, and transmitted by the
reader's antenna,

If a SAW transponderis located in the vicinity of the reader it reflects a sequence
of individual pulses after a propagation delay time of a few microseconds. The pulses
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Figure 11.8 Block diagram of a reader for a surface wave transponder
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received by the reader's antenna pass through a low-noise amplifier and are then 
demodulated in a quadrature demodulator. This yields two orthogonal components (I 
and Q), which facilitate the determination of the phase angle between the individual 
pulses and between the pulses and the oscillator (Buist et al., 1998). The information 
obtained can be used to determine the distance or speed between SAW transponder 
and reader and for the measurement of physical quantities (see Section 10.4.3). 

To be more precise, the reader circuit in Figure 11.8 corresponds with a pulse radar, 
like those used in flight navigation ( although in this application the transmission power 
is much greater). In addition to the pulse radar shown here, other radar types (for . 
example FM-CW radar) are also in development as readers for SAW transponders. 

11 .2.2 Control unit 

The reader's control unit (Figure 11.9) performs the following functions: 

• communication with the application software and the execution of commands from 
the application software; 

• control of the communication with a transponder (master-slave principle); 

• signal coding and decoding (Figure 11.10). 

In more complex systems the following additional functions are available: 

• execution of an anticollision algorithm; 

• encryption and decryption of the data to be transferred between transponder and 
reader; 

• performance of authentication between transponder and reader. 

The control unit is usually based upon a microprocessor to perform these complex 
functions. Cryptological procedures, such as stream ciphering between transponder and 
reader, and also signal coding, are often performed in an additional ASIC module to 
relieve the processor of calculation intensive processes. For performance reasons the 
ASIC is accessed via the microprocessor bus (register orientated). 

Vee 

Data input , >---+--~ 

Data output 

Application 
software 

RS 232/485 

µP 

Data 

RAM 
ROM 

ASIC 
(crypto, HF interface 

~--~/ Sig. cod.) -+------<> 

Figure 11.9 Block diagram of the control unit of a reader. There is a serial interface for 
communication with the higher application software 
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received by the reader’s antenna pass through a low-noise amplifier and are then
demodulated in a quadrature demodulator, This yields two orthogonal components (/
and Q), which facilitate the determination of the phase angle between the individual
pulses and between the pulses and the oscillator (Bulst e/ al., 1998). The information
obtained can be used to determine the distance or speed between SAW transponder
and reader and for the measurement of physical quantities (see Section 10.4.3).

To be more precise, the reader circuit in Figure 11.8 corresponds with a pulse radar,
like those used in flight navigation (although in this application the transmission power
is much greater). In addition to the pulse radar shown here, other radar types (for
example FM-CW radar) are also in development as readers for SAW transponders.

11.2.2 Control unit

The reader’s control unit (Figure 11.9) performs the following functions:

® communication with the application software and the execution of commands from
the application software;

e control of the communication with a transponder (master—slave principle);

e signal coding and decoding (Figure 11.10),

In more complex systems the following additional functions are available:

® execution of an anticollision algorithm;

® encryption and decryption of the data to be transferred between transponder and
reader;

e performanceof authentication between transponderand reader.

The control unit is usually based upon a microprocessor to perform these complex
functions. Cryptological procedures, such as stream ciphering between transponder and
reader, and also signal coding, are often performed in an additional ASIC module to
relieve the processor of calculation intensive processes. For performance reasons the
ASICis accessed via the microprocessor bus (register orientated).
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Figure 11.10 Signal coding and decoding is also performed by the control unit in the reader 

Data exchange between application software and the reader's control unit is per­
formed by an RS232 or RS485 interface. As is normal in the PC world, NRZ coding 
(8-bit asynchronous) is used. The baud rate is normally a multiple of 1200 Bd (4800 Bd, 
9600 Bd, etc.). Various, often self-defined, protocols are used for the communication 
protocol. Please refer to the handbook provided by your system supplier. 

The interface between the HF interface and the control unit represents the state of 
the HF interface as a binary number. In an ASK modulated system a logic '1' at the 
modulation input of the HF interface represents the state 'HF signal on' ; a logic '0' 
represents the state 'HF signal off' (further information in Section 10.1.1). 

11 .3 Low Cost Configuration - Reader 
IC U2270B 

It is typical of applications that use contactless identification systems that they require 
only a few readers, but a very large number of transponders. For example, in a public 
transport system, several tens of thousands of contactless smart cards are used, but 
only a few hundred readers are installed in vehicles. In applications such as animal 
identification or container identification, there is also a significant difference between 
the number of transponders used and the corresponding number of readers . There are 
also a great many different systems, because there are still no applicable standards for 
inductive or microwave RFID systems. As a result, readers are only ever manufactured 
in small batches of a few thousand. 

Electronic immobilisation systems, on the other hand, require a vast number of 
readers. Because since 1995 almost all new cars have been fitted with electronic immo­
bilisation systems as standard, the number of readers required has reached a completely 
new order of magnitude. Because the market for powered vehicles is also very price 
sensitive, cost reduction and miniaturisation by the integration of a small number of 
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Figure 11.10 Signal coding and decoding is also performed by the control unit in the reader

Data exchange between application software and the reader’s control unit is per-
formed by an RS232 or RS485 interface. As is normal in the PC world, NRZ coding
(8-bit asynchronous) is used. The baud rate is normally a multiple of 1200 Bd (4800 Bd,
9600 Bd, etc.). Various, often self-defined, protocols are used for the communication
protocol. Please refer to the handbook provided by your system supplier.

The interface between the HF interface and the control unit represents the state of
the HF interface as a binary number, In an ASK modulated system a logic ‘L’ at the
modulation input of the HF interface represents the state ‘HF signal on’; a logic ‘0’
represents the state “HF signal off (further information in Section 10.1.1).

11.3 Low Cost Configuration - Reader
IC U2270B

It is typical of applications that use contactless identification systems that they require
only a few readers, but a very large number of transponders, For example, in a public
transport system, several tens of thousands of contactless smart cards are used, but
only a few hundred readers are installed in vehicles. In applications such as animal
identification or container identification, there is also a significant difference between
the numberof transponders used and the corresponding number of readers. There are
also a great many different systems, because there are still no applicable standards for
inductive or microwave RFID systems. As a result, readers are only ever manufactured
in small batches of a few thousand,

Electronic immobilisation systems, on the other hand, require a vast number of
readers. Because since 1995 almost all new cars have been fitted with electronic immo-

bilisation systems as standard, the numberof readers required has reached a completely
new order of magnitude. Because the market for powered vehicles is also very price
sensitive, cost reduction and miniaturisation by the integration of a small number of
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functional modules has become worth pursuing. Because of this, it is now possible to 
integrate the whole analogue section of a reader onto a silicon chip, meaning that only 
a few external components are required. We will briefly described the U2270B as an 
example of such a reader IC. 

The reader IC U2270B by TEMIC serves as a fully integrated HF interface between 
a transponder and a microcontroller (Figure 11.11). 

The IC contains the following modules: on-chip oscillator, driver, received signal 
conditioning and an integral power supply (Figure 11.12). 
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Transp. n IC I 
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Read / write base station 
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U2270B 

Data 
NF read channel---+-<,__ 

output 

MCU Unlock ----
1---+-• 

system 

9300 

Figure 11.11 The low-cost reader IC U2270B represents a highly integrated HF interface. 
The control unit is realised in an external microprocessor (MCU) (reproduced by permission of 
TEMIC Semiconductor GmbH, Heilbronn) 

DVS VEXT 

i I ~ 

T ~ 

COIL1 ~ = 1 ~ 

~ ~ 

• 

COIL2 ~ ::; 
~ 

Driver 

DGND 
I 

... 

Input 
~ 

Amplifier 
r 1> ~ 

~ l..,--,. 
_,. 

Lowpass filter 

HIPASS 

vs 

" 

I ~~ ~~ --
Power supply 

... 

& ~ 

® 
--c 

r Schmitt trigger 

-
GND OE 

VBatt 

' 

~ .. I 
-~ I~ 

(§ I~ 

Oscillator 

& 

Frequency 
adjustment 

I 

1 ......... ) 

9692 

Standby 

MS 

CFE 

Output 

Figure 11.12 Block diagram of the reader IC U2270B. The transmitter arm consists of an 
oscillator and driver to supply the antenna coil. The receiver arm consists of filter, amplifier and 
a Schmitt trigger (reproduced by permission of TEMIC Semiconductor GmbH, Heilbronn) 
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functional modules has become worth pursuing, Because ofthis, it is now possible to
integrate the whole analogue section of a reader onto a silicon chip, meaning that only
a few external components are required. We will briefly described the U2270B as an
example of such a reader IC.

The reader [C U2270B by TEMICserves as a fully integrated HF interface between
a transponder and a microcontroller (Figure 11.11).

The IC contains the following modules: on-chip oscillator, driver, received signal
conditioning and an integral power supply (Figure 11.12).
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Figure 11.11 The low-cost reader [C U2270B represents a highly integrated HF interface.
The control unit is realised in an external microprocessor (MCU) (reproduced by permission of
TEMIC Semiconductor GmbH, Heilbronn)
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Figure 11.12 Block diagram of the reader IC U2270B. The transmitter arm consists of an
oscillator and driver to supply the antenna coil, The receiver arm consists offiller, amplifier and
a Schmitt trigger (reproduced by permission of TEMIC Semiconductor GmbH, Heilbronn)
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11 .4 CONNECTION OF ANTENNAS FOR INDUCTIVE SYSTEMS 
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Figure 11.13 Rectification of the amplitude modulated voltage at the antenna coil of the reader 
(reproduced by permission of TEMIC Semiconductor GmbH, Heilbronn) 

The on-chip oscillator generates the operating frequency in the range 100-150 kHz. 
The precise frequency is adjusted by an external resistor at pin RF. The downstream 
driver generates the power required to control the antenna coil as push-pull output. If 
necessary, a baseband modulation signal can be fed into pin CFE as a TTL signal and 
this switches the HF signal on/off, generating an ASK modulation. 

The load modulation procedure in the transponder generates a weak amplitude 
modulation of the reader's antenna voltage. The modulation in the transponder occurs 
in the baseband, i.e. without the use of a subcan-ier. The transponder modulation signal 
can be reclaimed simply by demodulating the antenna voltage at the reader using a 
diode. The signal, which has been rectified by an external diode and smoothed using 
an RC low-pass filter, is fed into the 'Input' pin of the U2270B (Figure 11.13). Using 
a downstream Butterworth low-pass filter, an amplifier module and a Schmitt trigger, 
the demodulated signal is converted into a TTL signal, which can be evaluated by the 
downstream microprocessor. The time constants of the Butterworth filter are designed 
so that a Manchester or bi-phase code can be processed up to a data rate of fosc/25 
(approximately 4800 bit/s) (TEMIC, 1977). 

A complete application circuit for the U2270B can be found in the following chapter. 

11.4 Connection of Antennas for Inductive 
Systems 

Reader antennas in inductively coupled RFID systems generate magnetic flux cf>, which 
is used for the power supply of the transponder and for sending messages between the 
reader and the transponder. This gives rise to three fundamental design requirements 
for a reader antenna: 

• maximum current i 1 in the antenna coil, for maximum magnetic flux cf>; 

• power matching so that the maximum available energy can be used for the gener­
ation of the magnetic flux; 

• sufficient bandwidth for the undistorted transmission of a carrier signal modulated 
with data. 
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Figure 11,13 Rectification of the amplitude modulated voltage at the antennacoil of the reader
(reproduced by permission of TEMIC Semiconductor GmbH, Heilbronn)

The on-chip oscillator generates the operating frequency in the range 100—150 kHz.
The precise frequency is adjusted by an external resistor at pin Rp. The downstream
driver generates the powerrequired to control the antenna coil as push—pull output. If
necessary, a baseband modulation signal can be fed into pin CFE as a TTL signal and
this switches the HF signal on/off, generating an ASK modulation.

The Joad modulation procedure in the transponder generates a weak amplitude
modulation of the reader’s antenna voltage. The modulation in the transponder occurs
in the baseband, i.e. without the use of a subcarrier, The transponder modulation signal
can be reclaimed simply by demodulating the antenna voltage at the reader using a
diode, The signal, which has been rectified by an external diode and smoothed using
an RC low-passfilter, is fed into the ‘Input’ pin of the U2270B (Figure 11,13). Using
a downstream Butterworth low-pass filter, an amplifier module and a Schmitt trigger,
the demodulated signal is converted into a TTL signal, which can be evaluated by the
downstream microprocessor. The time constants of the Butterworth filter are designed
so that a Manchester or bi-phase code can be processed up to a data rate of fogs. /25
(approximately 4800 bit/s) (TEMIC, 1977).

Acomplete application circuit for the U2270B can be found in the following chapter.

11.4 Connection of Antennas for Inductive

Systems

Reader antennas in inductively coupled RFID systems generate magnetic flux ®, which
is used for the power supply of the transponderand for sending messages betweenthe
reader and the transponder. This gives rise to three fundamental design requirements
for a reader antenna:

e maximum current 7; in the antenna coil, for maximum magnetic flux ®;

e power matching so that the maximumavailable energy can be used for the gener-
ation of the magneticflux;

e sufficient bandwidth for the undistorted transmission of a carrier signal modulated
with data.
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320 11 READERS 

Depending upon the frequency range, different procedures can be used to connect 
the antenna coil to the transmitter output of the reader: direct connection of the antenna 
coil to the power output module ~sing power matching or the supply of the antenna 
coil via coaxial cable. 

11.4. 1 Connection using current matching 

In typical low cost readers in the frequency range below 135 kHz, the HF interface and 
antenna coil are mounted close together (a few centimetres apart), often on a single 
printed circuit board. Because the geometric dimensions of the antenna supply line 
and antenna are smaller than the wavelength of the generated HF current (2200 m) by 
powers of ten, the signals may be treated as stationary for simplification. This means 
that the wave characteristics of a high frequency current may be disregarded. The 
connection of an antenna coil is thus comparable to the connection of a loudspeaker 
to an NF output module from the point of view of circuitry. 

The reader IC U2270B, which was described in the preceding section, can serve as 
an example of such a low cost reader (Figures 11.14-11.16). 

Figure 11 .14 shows an example of an antenna circuit. The antenna is fed by the 
push-pull bridge output of the reader IC. In order to maximise the current through 
the antenna coil, a serial resonant circuit is created by the serial connection of the 
antenna coil Ls to a capacitor Cs and a resistor Rs. Coil and capacitor are dimen­
sioned such that the resonant frequency Jo is as follows at the operating frequency of 
the reader: 

(11.3) 

The coil current is then determined exclusively by the series resistor Rs . 

~--------------<> osc 
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Oscillator 

COIL2 

U2270B 

NF read channel 
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MS 
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enable 

me 

CODE 

Ouput 
enable 

Figure 11.14 Block diagram for the reader IC U2270B with connected antenna coil at the 
push-pull output (reproduced by permission of TEMIC Semiconductor GmbH, Heilbronn) 
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Depending upon the frequency range, different procedures can be used to connect
the antennacoil to the transmitter output of the reader: direct connection of the antenna
coil to the power output module using power matching or the supply of the antenna
coil via coaxial cable,

11.4.1 Connection using current matching

In typical low cost readers in the frequency range below 135 kHz, the HF interface and
antenna coil are mounted close together (a few centimetres apart), often on a single
printed circuit board. Because the geometric dimensions of the antenna supply line
and antenna are smaller than the wavelength of the generated HF current (2200 m) by
powersof ten, the signals may be treated as stationary for simplification. This means
that the wave characteristics of a high frequency current may be disregarded. The
connection of an antenna coil is thus comparable to the connection of a loudspeaker
to an NF output module from the point of view ofcircuitry,

The reader IC U2270B, which was described in the preceding section, can serve as
an example of such a low cost reader (Figures 11.14—11.16).

Figure 11.14 shows an example of an antenna circuit. The antenna is fed by the
push—pull bridge output of the reader [C. In order to maximise the current through
the antenna coil, a serial resonant cireuit is created by the serial connection of the
antenna coil Ls to a capacitor Cs and a resistor Rs. Coil and capacitor are dimen-
sioned such that the resonant frequency /o is as follows at the operating frequency of

the reader: i
—-ST 11.3fo onJG (11.3)

The coil current is then determined exclusively by the series resistor Rs.
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Figure 11.14 Block diagram for the reader IC U2270B with connected antenna coil at the
push—pull output (reproduced by permission of TEMIC Semiconductor GmbH, Heilbronn)
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DVS VEXT Vsatt Standby 

Internal supply 

9V 
25 kW 

12kW 
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Figure 11.15 Driver circuit in the reader IC UU2270B (reproduced by permission of TEMIC 
Semiconductor GmbH, Heilbronn) 
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Figure 11.16 Complete example application for the low cost reader IC U2270B (reproduced 
by permission of TEMIC Semiconductor GmbH, Heilbronn) 
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Figure 11.15 Driver circuit in the reader 1C UU2270B (reproduced by permission of TEMIC
Semiconductor GmbH, Heilbronn)
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Figure 11.16 Complete example application for the low cost reader [C U2270B (reproduced
by permission of TEMIC Semiconductor GmbH, Heilbronn)
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11.4.2 Supply via coaxial cable 

At frequencies above 1 MHz, or in the frequency range 135 kHz if longer cables are 
used, the HF voltage can no longer be considered stationary, but must be treated as an 
electroniagnetic wave in the cable. Connecting the antenna coil using a long, unshielded 
two core wire in the HF range would therefore lead to undesired effects, such as power 
reflections, impedance transformation and parasitic power emissions, due to the wave 
nature of a HF voltage. Because these effects are difficult to control when they are 
not exploited intentionally, shielded cable - so-called coaxial cable - is normally 
used in radio technology. Sockets, plugs and coaxial cable are uniformly designed for 
a cable impedance of 50 n and, being a mass produced product, are correspondingly 
cheap. RFID systems generally use 50 n components. 

The block diagram of an inductively coupled RFID system using 50 n technology 
shows the most important HF components (Figure 11.17). 

The antenna coil L 1 represents an impedance ZL in the operating frequency range 
of the RFID system. To achieve power matching with the 50 n system, this impedance 
must be transformed to 50 n (matched) by a passive matching circuit. Power trans­
mission from the reader output module to the matching circuit is achieved (almost) 
without losses or undesired radiation by means of a coaxial cable. 

A suitable matching circuit can be realised using just a few components. The circuit 
illustrated in Figure 11.18, which can be constructed using just two capacitors, is very 
simple to design (Suckrow, 1997). This circuit is used in practice in various 13.56 MHz 
RFID systems. 

Figure 11.19 shows a reader with an integral antenna for a 13 .56 MHz system. 
Coaxial cable has not been used here, because a very short supply line can be realised 
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Figure 11.17 Connection of an antenna coil using 50 Q technology 
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Figure 11.18 Simple matching circuit for an antenna coil 
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11.4.2 Supply via coaxial cable

At frequencies above | MHz, or in the frequency range 135 kHz if longer cables are
used, the HF voltage can no longer be considered stationary, but must be treated as an
electromagnetic wave in the cable. Connecting the antennacoil using a long, unshielded
two core wire in the HF range would therefore lead to undesired effects, such as power
reflections, impedance transformation and parasitic power emissions, due to the wave
nature of a HF voltage. Because these effects are difficult to control when they are
not exploited intentionally, shielded cable — so-called ceaxial cable — is normally
used in radio technology. Sockets, plugs and coaxial cable are uniformly designed for
a cable impedance of 50 & and, being a mass produced product, are correspondingly
cheap. RFID systems generally use 50 £2 components.

The block diagram of an inductively coupled RFID system using 50 @ technology
shows the most important HF components (Figure 11.17).

The antenna coil L,; represents an impedance Z;, in the operating frequency range
of the RFID system. To achieve power matching with the 50 Q system, this impedance
must betransformed to 50@ (matched) by a passive matching circuit. Power trans-
mission from the reader output module to the matching circuit is achieved (almost)
without losses or undesired radiation by means of a coaxial cable.

A suitable matching circuit can be realised using just a few components, The circuit
illustrated in Figure 11.18, which can be constructed using just two capacitors, is very
simple to design (Suckrow, 1997). This circuit is used in practice in various 13.56 MHz
RFID systems,

Figure 11.19 shows a reader with an integral antenna for a 13.56 MHz system.
Coaxial cable has not been used here, because a very short supply line can be realised
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Figure 11.18 Simple matching circuit for an antenna coil
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Figure 11.19 Reader with integral antenna and matching circuit (MIFARE®-reader, reproduced 
by permission of Philips Electronics N.V.) 

by a suitable layout (stripline). The matching circuit is clearly visible on the inside of 
the antenna coil (SMD component). 

Before we can dimension the circuit, we first need to determine the impedance 
ZA of the antenna coil for the operating frequency by measurement. It is clear that 
the impedance of a real antenna coil is generated by the serial connection of the coil 
inductance Ls with the ohmic wire resistance RLs of the wire. The serial connection 
from X Ls and RLs can also be represented in the impedance level. 

The function of the matching circuit is the transformation of the complex coil 
impedance Z A to a value of 50 n real. A reactance ( capacitance, inductance) in series 
with the coil impedance ZA shifts the total impedance Z in the direction of the JX 
axis, while a parallel reactance shifts the total impedance away from the origin in a 
circular path (Figure 11.20). 

The values of C2p and C25 are dimensioned such that the resulting coil impedance 
ZA is transformed to the values desired to achieve 50 n. 

The matching circuit from Figure 11 .18 can be mathematically represented by 
equation 11.4: 

1 
Zo = 50 Q = --------,----------

- jwC2r + ( 
1 

) 
. l + RLs + J WLs 

- JWC1s 

(11.4) 

From the relationship between resistance and conductance in the complex impedance 
plane (Z-level), we find the following relationship for C2p: 

Zo · RLs - R[s 
cvZoRLs 

(11.5) 
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Figure 11.19 Reader with integral antenna and matching circuit (MIFARE®-reader, reproduced
by permission of Philips Electronics N.V,)

by a suitable layout (stripline). The matching circuit is clearly visible on the inside of
the antenna coil (SMD component).

Before we can dimension the circuit, we first need to determine the impedance
Za of the antenna coil for the operating frequency by measurement. It is clear that
the impedance of a real antenna coil is generated by the serial connection of the coil
inductance Ls with the ohmic wire resistance RLs of the wire. The serial connection

from X Ls and RLs can also be represented in the impedance level.
The function of the matching circuit is the transformation of the complex coil

impedance Z, to a value of 50 Q real. A reactance (capacitance, inductance) in series
with the coil impedance Z, shifts the total impedance Z in the direction of the jX
axis, while a parallel reactance shifts the total impedance away from the origin in a
circular path (Figure 11.20).

The values of C2, and C2, are dimensioned such that the resulting coil impedance
Za is transformed to the values desired to achieve 50 Q.

The matching circuit from Figure 11.18 can be mathematically represented by
equation 11.4:

Zo = 50 2 =—_ia (11.4)

: |
—foCry +

aRus aE JoL,
—joC\s

From the relationship between resistance and conductance in the complex impedance
plane (Z-level), we find the following relationship for Cap:

_ | Zo-Ris— Ri |
Coy = Zs Ris (11.5)
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Figure 11.20 Representation of ZA in the impedance level (Z plane) 

JX 

Z 0 (50 Q) R 

Figure 11.21 Transformation path with C1s and C2p 

As is clear from the impedance plane in Figure 11.21 , C2p is determined exclusively 
by the serial resistance R1s of the antenna coil. For a serial resistance RLs of precisely 
50 Q, C2p can be dispensed with altogether; however greater values for R1s are not per­
missible, otherwise a different matching circuit should be selected (Fricke et al., 1979). 

We further find for C1s: 

(11.6) 
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Figure 11.20 Representation of Za in the impedance level (Z plane)
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As is clear from the impedance plane in Figure 11.21, C2, is determined exclusively
by the serial resistance R,, of the antenna coil. For a serial resistance Ris of precisely
50 82, C2, can be dispensed with altogether; howevergreater values for Rj, are not per-
missible, otherwise a different matching circuit should be selected (Fricke er al., 1979).

We furtherfind for C),:

I
Crs a
 

7

ZoRis — Rosa

ee|Deve Beae

(11,6)

Momentum Dynamics Corporation
Exhibit 1016

Page 158



11 .4 CONNECTION OF ANTENNAS FOR INDUCTIVE SYSTEMS 325 

The antenna current iLs is of interest in this context, because this allows us to calculate 
the magnetic field strength H that is generated by the antenna coil (see Chapter 4). 

To clarify the relationships, let us now modify the matching circuit from Figure 11.18 
slightly (Figure 11.22). 

The input impedance of the circuit at operating frequency is precisely 50 n. For 
this case, and only for this case(!), the voltage at the input of the matching circuit is 
very simple to calculate. Given a known transmitter output power P and known input 
impedance Z0 , the following is true: P = U 2 

/ Z0 . The voltage calculated from this 
equation is the voltage at C2p and the serial connection of C1s, R1s and XLs, and is thus 
known. The antenna current i2 can be calculated using the following equation: 

(11.7) 

1 1 .4.3 The influence of the Q factor 

A reader antenna for an inductively coupled RFID system is characterised by its res­
onant frequency and by its Q factor . A high Q factor leads to high current in the 
antenna coil and thus improves the power transmission to the transponder. In contrast, 
the transmission bandwidth of the antenna is inversely proportional to the Q factor. 
A low bandwidth, caused by an excessively high Q factor, can therefore significantly 
reduce the modulation sideband received from the transponder. 

The Q factor of an inductive reader antenna can be calculated from the ratio of 
the inductive coil resistance to the ohmic loss resistance and/or series resistance of 
the coil: 

2n · 1-:0 • L ·1 Q = JI COi 

Rtotal 
(11.8) 

The bandwidth of the antenna can be simply calculated from the Q factor: 

(11.9) 
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Figure 11.22 The matching circuit represented as a current divider 
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The antenna current is is of interest in this context, because this allows us to calculate

the magnetic field strength H that is generated by the antenna coil (see Chapter4).
To clarify the relationships, let us now modify the matching circuit from Figure 11.18

slightly (Figure 11.22),
The input impedance of the circuit at operating frequency is precisely 50Q. For

this case, and only for this case(!), the voltage at the input of the matching circuit is
very simple to calculate. Given a known transmitter output power P and knowninput
impedance Zp, the following is true: P = U?/Zp». The voltage calculated from this
equation is the voltage at C2, and the serial connection of Cj;, Rj; and X,s, and is thus
known. The antenna current /2 can becalculated using the following equation:

JP Zo

Rus + jals — j

(11.7)=. ha

We
oC is

11.4.3 The influence of the Q factor

A reader antenna for an inductively coupled RFID system is characterised by its res-
onant frequency and by its Q factor. A high Q factor leads to high current in the
antenna coil and thus improves the powertransmission to the transponder. In contrast,
the transmission bandwidth of the antenna is inversely proportional to the Q factor.
A low bandwidth, caused by an excessively high Q factor, can therefore significantly
reduce the modulation sideband received from the transponder.

The Q factor of an inductive reader antenna can be calculated from the ratio of
the inductive coil resistance to the ohmic loss resistance and/or series resistance of

the coil: Qn: foe L210+ JQ* Leoi ' ,
22 (11.8)

Riotal

The bandwidth of the antenna can be simply calculated from the Q factor:

B= (11.9)

  
Figure 11.22) The matching circuil represented as a current divider
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The required bandwidth is derived from the bandwidth of the modulation sidebands of 
the reader and the load modulation products (if no other procedure is used). As a rule 
of thumb, the following can be taken as the bandwidth of an ASK modulated system. 

B-T = l (11.10) 

where T is the turn-on-time of the carrier signal, where modulation is used. 
For many systems, the optimal Q factor is 10-30. However, it is impossible to 

generalise here because, as already mentioned, the Q factor depends upon the required 
bandwidth and thus upon the modulation procedure used ( e.g. coding, modulation, 
subcarrier frequency). 

11.5 Reader Designs 

Different types and designs of readers are available for different applications. Readers 
can be generally classified into OEM readers, readers for industrial or portable use and 
numerous special designs. 

11.5. 1 OEM readers 

OEM readers are available for integration into customers' own data capture systems, 
BDE terminals, access control systems, till systems, robots, etc. OEM readers are 
supplied in a shielded tin housing or as an unhoused board. Electrical connections are 
in the form of soldered, plug and socket or screw-on terminals . See Figure 11.23. 

Figure 11.23 Example of an OEM reader for use in terminals or robots (photo: 
Long-Range/High-Speed Reader LHRI, reproduced by permission of SCEMTEC Transponder 
Technology GmbH, Reichshof-Wehnrath) 

Momentum Dynamics Corporation 
Exhibit 1016 

Page 160

326 1] READERS

The required bandwidth is derived from the bandwidth of the modulation sidebands of
the reader and the load modulation products (if no other procedure is used). As a rule
of thumb, the following can be taken as the bandwidth of an ASK modulated system.

B-T=1] (11.10)

where 7 is the turn-on-time of the carrier signal, where modulation is used.
For many systems, the optimal Q factor is 10—30. However, it is impossible to

generalise here because, as already mentioned, the Q factor depends upon therequired
bandwidth and thus upon the modulation procedure used (e.g. coding, modulation,
subcarrier frequency).

11.5 Reader Designs

Different types and designs of readers are available for different applications. Readers
can be generally classified into OEM readers, readers for industrial or portable use and
numerous special designs.

11.5.1 OEM readers

OEMreaders are available for integration into customers’ own data capture systems,
BDE terminals, access control systems, till systems, robots, etc. OEM readers are
supplied in a shielded tin housing or as an unhoused board. Electrical connections are
in the form of soldered, plug and socket or screw-on terminals. See Figure 11.23.

 
Figure 11.23. Example of an OEM reader for use in terminals or robots (photo:
Long-Range/High-Speed Reader LHRI, reproduced by permission of SCEMTEC Transponder
Technology GmbH, Reichshof-Wehnrath)
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Table 11.2 Typical technical data 

Supply voltage: 
Antenna: 
Antenna connection: 
Communication interface: 
Communication protocol: 
Environmental temperature: 

Typically 12 V 
External 
BNC box, terminal screw or soldered connection 
RS232, RS485 
X-ON/X-OFF, 3964, ASCII 
0-50°C 

Table 11.3 Typical technical data 

Supply voltage: 
Antenna: 
Antenna terminal: 

Typically 24 V 
External 

Communication interface: 
BNC socket or terminal screw 
RS485, RS422 

Communication protocol: 3964, InterBus-S, Profibus, etc. 
-25-+80°C Ambient temperature: 

Protection types, tests: IP 54, IP 67, VDE 

Table 11.4 Typical technical data 

Supply voltage: 
Antenna: 
Antenna terminal: 
Communication interface: 
Ambient temperature: 
Protection types, tests: 
Input/output elements 

Typically 6 V or 9 V from batteries or accumulators 
Internal, or as "sensor" 

Optional RS232 
0-50°C 
IP 54 
LCD display, keypad 

327 

Figure 11.24 Reader for portable use in payment transactions or for service purposes. (Photo of 
LEGIC® reader reproduced by permission of Kaba Security Locking Systems AG, CH-Wetzikon) 

11.5.2 Readers for industrial use 

Industrial readers are available for use in assembly and manufacturing plant. These 
usually have a standardised field bus interface for simple integration into existing sys­
tems. In addition, these readers fulfil various protection types and explosion protected 
readers (EX) are also available. 
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Table 11.2. Typical technical data

Supply voltage: Typically 12 V
Antenna: External

Antenna connection: BNC box, terminal screw or soldered connection

Communication interface: RS232, RS485

Communication protocol: X-ON/X-OFF, 3964, ASCH
Environmental temperature: 0-50°C

Table 11.3 Typical technical data

Supply voltage: Typically 24 V
Antenna: External
Antenna terminal: BNC socket or terminal screw

Communication interface: RS485, RS422

Communication protocol: 3964, InterBus-S, Profibus, etc.
Ambient temperature: —25-+80°C
Protection types, tests: IP 54, IP 67, VDE

Table 11.4 Typical technical data

Supply voltage: Typically 6 V or 9V from batteries or accumulators
Antenna: (nternal, or as “sensor”
Antenna terminal: —

Communication interface: Optional RS232
Ambient temperature: Q-s0°C
Protection types, tests: TP 54
Input/output elements LCD display, keypad

 
Figure 11,24 Reader for portable use in paymenttransactionsor for service purposes. (Photo of
LEGIC® readerreproduced by permission of Kaba Security Locking Systems AG, CH-Wetzikon)

11.5.2 Readers for industrial use

Industrial readers are available for use in assembly and manufacturing plant. These
usually have a standardised field bus interface for simple integration into existing sys-
tems. In addition, these readers fulfil various protection types and explosion protected
readers (EX) are also available.
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11.5.3 Portable readers 

Portable readers are used for the identification of animals, as a control device in public 
transport, as a terminal for payments, as an aid in servicing and testing and in the 
commissioning of systems. Portable readers have an LCD display and a keypad for 
operation or entering data. An optional RS232-interface is usually provided for data 
exchange between the portable readers and a PC. 

In addition to the extremely simple devices for system evaluation in the laboratory, 
particularly robust and splash-proof devices (IP 54) are available for use in harsh 
industrial environments. 
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