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FIG 1 
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FIG 2 
When a host receives a packet with the PMP 

packet option packet type field set to Echo Redirect 
Request, host acts as redirecting measurement host 
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FIG 3 
Copy fields from Redirect Options data section 

element of original packet into header 
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FIG 4 40 
When a host receives a packet with the PMP 
packet option packet type field with a value 

indicating a Redirected Echo Reply packet, the host 
acts as a redirecting measurement host 
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