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(57) ABSTRACT 

The practice and need for active network measurement is 
well established, however, current tools are not well suited 
to this task, mostly because the protocols which they employ 
have not been designed for measurement of the modem 
Internet. The IP Measurement Protocol (IPMP) is based on 
packet-probes, and is designed to allow routers to participate 
in measurements by the insertion of path information as the 
probe passes between a pair of hosts. 

20 Claims, 12 Drawing Sheets 

receiving an IPMP packet constructed by a 
measurement host, which PMP packet includes 
instructions for a recipient of the PMP packet 

examining a contents of the PMP packet for 
instructions before forwarding the PMP packet by a 

network device 

processing the PMP packet in accordance with the 
instructions 
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FIG 1 

measurement host constructs an iPMP request 
packet, in so doing sets all words from end of data 
field to end of echo request packet to zero; echo 
request packet includes instructions for recipient 

13 

When PMP echo reply packet arrives checksum is 
recomputed 

YE 
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discard PMP 
echo reply packet 
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Analyze echo reply 
packet for performance 
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FIG 2 
When a host receives a packet with the PMP 

packet option packet type field set to Echo Redirect 
Request, host acts as redirecting measurement host 
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(see FIG 3) 
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FIG 3 30 

Copy fields from Redirect Options data section 
element of original packet into header 

31 

insert Redirection Host identification Data data 
section element, if needed 

32 

Copy Measurement Host identification Data data 
section element, if present, in original packet into 

new packet 
33 

Copy Source Address and Port from original packet 
into an Original Sender data section element 

34 

Set IPMP packet Options, Packet Type field to 
Redirected Echo Request 

35 

zero remainder of packet 

36 

set Path Pointer 

37 

compute PMP packet checksum 
38 

stop 
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FIG 4 
When a host receives a packet with the PMP 
packet option packet type field with a value 

indicating a Redirected Echo Reply packet, the host 
acts as a redirecting measurement host 
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