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TCP: Transmission Control Protocol Chapter 17

Each TCP segment contains the source and destination port number to identify the
sending and receiving application. These two values, along with the source and desti-
nation IP addresses in the IP header, uniquely identify each connection.

The combination of an IP address and a port number is sometimes called a socket.
This term appeared in the original TCP specification (RFC 793), and later it also became

that wraps back around to 0 after reaching 2%2 — 1,

When a new connection is being established, the SYN flag is turned on. The
sequence number field contains the initial sequence number (ISN) chosen by this host for this
connection. The sequence number of the first byte of data sent by this host will be the
ISN plus one because the SYN flag consumes a Sequence number. (We describe adds-
tional details on exactly how a connection is established and terminated in the next
chapter where we'll see that the FIN flag consumes a sequence number also.)

Since every byte that is exchanged is numbered, the acknowledgment number contains
the next sequence number that the sender of the acknowledgment expects to receive.
This is therefore the Sequence number plus 1 of the last successtully received byte of
data. This field is valid only if the ACK flag (described below) is on.

Sending an ACK costs nothing because the 32-bit acknowledgment number field is
always part of the header, as is the ACK flag. Therefore we'll see that once a connectiom
is established, this field is always set and the ACK flag is always on.

TCP provides a Sull-duplex service to the application layer. This means that data can
be flowing in each direction, independent of the other direction. Therefore, each end o8
a connection must maintain a Seéquence number of the data flowing in each direction.

TCP can be described as a sliding-window protocol without selective or negative
acknowledgments. (The sliding window protocol used for data transmission =
described in Section 20.3.) We say that TCP lacks selective acknowledgments because
the acknowledgment number in the TCP header means that the sender has successfullly

edge selected pieces of the data stream. For example, if bytes 1-1024 are received ¢ &
and the next segment contains bytes 2049-3072, the receiver cannot acknowledge this
new segment. All it can send is an ACK with 1025 as the acknowledgment number.
There is no means for negatively acknowledging a segment. For example, if the seg-
ment with bytes 1025-2048 did arrive, but had a checksum error, all the receiving TQPP
can send is an ACK with 1025 as the acknowledgment number, In Section 21.7 we'll smp
how duplicate acknowledgments can help determine that packets have been lost.

The header length gives the length of the header in 32-bit words. This is requisedl
because the length of the options field is variable. With a 4-bit field, TCP is limited woa
60-byte header. Without ontions howavar sha e v o .

i .com.
Find authenticated court documents without watermarks at docketalarm


https://www.docketalarm.com/

