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Traffic Monitoring 
Device 

pliance and other tasks associated with networks. When a 
traffic flow terminates, a traffic monitoring device emits a 
flow data record (FDR) containing measurements variables 
and other attributes for an individual flow. A data collector 
gathers the flow data records and enters them into a data 
base. A network management application can then query the 
database with selected commands to derive reports charac 
terizing operation of the network Suitable to diagnose prob 
lems or view conditions associated with the network. 
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