
 
 

 
 
 
 
 

UNITED STATES PATENT AND TRADEMARK OFFICE 
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FITBIT, INC., 
Petitioner 

 
v.  
 

PHILIPS NORTH AMERICA LLC 
Patent Owner 

     
 

IPR2020-007831 
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PETITIONER’S REPLY TO  
PATENT OWNER’S RESPONSE 

                                           

1 Garmin International, Inc. Garmin USA, Inc., and Garmin Ltd., who 
filed a petition in IPR2020-00910, has been joined as a petitioner in this 
proceeding. 
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I. INTRODUCTION 

Patent Owner’s Response (“POR”) relies on claim interpretations that 

improperly import limitations into the claims and inconsistent treatment of the prior 

art.  Patent Owner’s (“PO”) arguments do not rebut the evidence demonstrating 

unpatentability explained in the Petition.    

II. CLAIM CONSTRUCTION 

A. “security mechanism governing information transmitted between 
the first personal device and the second device” 

1. Board’s construction is correct 

Petitioner agrees there is “no need to construe [this] phrase[.]” (Paper 12 

(“ID”), 15.)  With ordinary language, the phrase describes what the “security 

mechanism” does and where it is located.  The asserted prior art discloses this 

limitation under any reasonable interpretation.  (E.g., Paper 1 (“Petition”), 20-21, 

36-38, 59-60.)  Construction of this term is not “necessary to resolve the underlying 

controversy.”  Toyota Motor Corp. v. Cellport Sys., Inc., IPR2015-00633, Paper No. 

11 at 16 (Aug. 14, 2015); Nidec Motor Corp. v. Zhongshan Broad Ocean Motor Co., 

868 F.3d 1013, 1017 (Fed. Cir. 2017).   

As the Board noted, “the use of passwords or encryption” in the ’233 patent 

“can be used to secure information transmitted between personal device 100 and 

other points on the network.”  (ID, 14-15 (citing Ex.1001, 8:12–22, 13:25–67).)  In 

fact, use of security keys, authorization, and encryption by the claimed “security 
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mechanism” is recited by dependent claims.  (Ex.1001, claims 2-4; id., 8:12-22 

(password/security code).) 

2. PO’s construction is unsupported by evidence 

PO’s views of “security mechanism” and its alleged distinction from the prior 

art are premised on the testimony of its expert, Dr. Martin.  (POR, 8-11, citing 

Ex.2026.)  Highlighted by his cross-examination testimony, Dr. Martin on one hand 

confirms he is interpreting the term under its ordinary meaning by a POSITA at the 

relevant timeframe—not PO’s proposed construction for the term (Ex.1076, 91:5-

95:13; Ex.2026 ¶39)—yet on the other hand imports nebulous and shifting 

limitations into the term by opining that its purported ordinary meaning “depend[s] 

on what you’re trying to protect against” in a particular application  (Ex.1076, 95:14-

96:5). 

Dr. Martin’s interpretation of the term is untethered from a POSITA’s 

understanding in view of the specification at the patent’s effective filing date, and 

instead applies an “ordinary meaning of security mechanism [that] depends on the 

threat you’re trying to protect against” without reference to the specification or 

proper timeframe.  (See id., 96:7-99:5; see also id., 63:6-64:25 (meaning “depend[s] 

upon the application that you’re trying to do”), 126:20-129:17 (“security mechanism 

would depend upon those threats [you’re trying to protect against]”), 138:19-140:15 

(“depend[s] upon [] the alternative application area that you’re contemplating”), 
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151:14-153:18, 65:15-67:5 (need to understand “what you’re trying to protect 

against before you design the security mechanism”).)  Dr. Martin’s conditional 

interpretation that relies on the subjective intended purpose of the mechanism is 

contrary to established claim construction principles, which further supports why 

PO’s arguments should be rejected.  See Homeland Housewares, LLC v. Whirlpool 

Corp., 865 F.3d 1372, 1375-76 (Fed. Cir. 2017) (construction for “predetermined 

settling speed” that required the speed to be “determined for each use, depending on 

the particular blender or the individual contents of the blender” was “incorrect”); 

Cochlear Bone Anchored Sols. AB v. Oticon Med. AB, 958 F.3d 1348, 1356 (Fed. 

Cir. 2020) (rejecting notion claims required “particular intent or objective of a 

hearing-aid designer or manufacturer”). 

Moreover, even under his application-dependent interpretation, Dr. Martin 

opined that in certain applications, “encryption alone would satisfy the security 

mechanism of Claim 1.”  (See Ex.1076, 153:20-158:19 (if “only thing you’re trying 

to protect against [is] eavesdropping of the transmissions by random passerby[s] ... 

and you’re just trying to give your location to [] two other devices, then encryption 

would prevent the eavesdropping”), see also id., 68:19-69:17, 131:11-132:11, 

126:20-128:15 (same for “security keys”); Ex.2025, 132:25-133:4, Ex.2023, 13-15, 

POR 11.)  Dr. Martin also conceded in other applications, multiple embodiments of 

security and “multiple levels of access would not necessarily be required.  (Ex.1076, 

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


4 
 

150:2-153:18; id., 129:19-132:19, 67:7-70:15 (similar); see Ex.1001, 13:41-54.)  Dr. 

Martin’s testimony undermines PO’s reliance on Dr. Martin to contend that 

encryption cannot ever “govern or control [information] transmission.”  (POR, 10 

(citing Ex.2007, ¶33).) 

Despite attempts to sometimes import “multiple levels of authorization” into 

the “security mechanism,” Dr. Martin also admitted that “multiple levels” of 

authorization “could encompass having full access and no access to a device”—“you 

either have access or you don’t ... that’s multiple levels.”  (Ex.1076, 62:8-63:4.)  A 

security mechanism which provides full or no access to a device is disclosed by the 

prior art.  (Pet., 36-38, 59-60, 66-70.) 

3. PO’s attempts to distinguish prior art are unsupported 

PO attempts to distinguish “encryption of the contents of the signal” from 

“encryption of signals.”  (POR, 11.)  But the specification does not distinguish 

between encryption of a signal and encryption of the signal contents.  Instead, the 

specification and claims expressly include “encryption” within the scope of the 

“security mechanism.”  (Ex.1001, 13:41-46, claim 2.)  PO appears to infer its 

distinction from Figure 5 and its expert’s opinions.  (POR, 10-11.)  But PO and Dr. 

Martin concede that Figure 5 is but one exemplary “embodiment” (POR, 10; 

Ex.1001, 11:46-49, 13:31-32) and “claim 1 is not limited to that” (Ex.1076, 83:20-

84:4; id., 60:2-19, 114:2-23). 
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