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MICHAEL JOHN LYONS, THOMAS Y. NOLAN, Palo Alto, CA; 
MICHAEL FRANCIS CARR, Milpitas, CA.                 

                      ______________________ 
 

Before LOURIE, REYNA, and HUGHES, Circuit Judges. 
Opinion for the court filed by Circuit Judge LOURIE. 

Opinion concurring in part and dissenting in part filed by 
Circuit Judge REYNA. 

LOURIE, Circuit Judge. 
NetScout Systems, Inc. and NetScout Systems Texas, 

LLC (“NetScout”) appeal from the judgment of the U.S. 
District Court for the Eastern District of Texas after a jury 
verdict and bench trial that (1) NetScout willfully infringed 
claims 10 and 17 of U.S. Patent 6,665,725 (“the ’725 pa-
tent”), claims 1 and 5 of U.S. Patent 6,839,751 (“the ’751 
patent”), and claims 19 and 20 of U.S. Patent 6,954,789 
(“the ’789 patent”); (2) no asserted claim is invalid under 35 
U.S.C. §§ 101, 102(a), 102(f); (3) Packet Intelligence LLC 
(“Packet Intelligence”) is entitled to $3.5 million in dam-
ages for pre-suit infringement; (4) Packet Intelligence is en-
titled to post-suit damages of $2.25 million; (5) Packet 
Intelligence is entitled to $2.8 million in enhanced dam-
ages; and (6) Packet Intelligence is entitled to an ongoing 
royalty for future infringement of 1.55%.  Packet Intelli-
gence LLC v. NetScout Sys., Inc., No. 2:16-cv-230-JRG, 
2018 WL 4286193, at *1 (E.D. Tex. Sept. 7, 2018).  

Because the district court erred in denying NetScout’s 
motion for judgment as a matter of law on pre-suit dam-
ages, we reverse the district court’s pre-suit damages 
award and vacate the court’s enhancement of that award.  
We affirm the district court’s judgment in all other re-
spects.   

Case: 19-2041      Document: 56     Page: 2     Filed: 07/14/2020

Packet Intelligence Ex. 2060 Page 2 of 34f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


BACKGROUND 
Packet Intelligence owns the ’725, ’751, and ’789 pa-

tents, which teach a method for monitoring packets ex-
changed over a computer network.  A stream of packets 
between two computers is called a connection flow.  ’789 
patent col. 2 ll. 43–45.  Monitoring connection flows cannot 
account for disjointed sequences of the same flow in a net-
work.  Id. col. 3 ll. 56–59.  The specifications explain that it 
is more useful to identify and classify “conversational 
flows,” defined as “the sequence of packets that are ex-
changed in any direction as a result of an activity.”  Id. col. 
2 ll. 45–47.  Conversational flows provide application-spe-
cific views of network traffic and can be used to generate 
helpful analytics to understand network load and usage.  
See ’751 patent col. 3 l. 2–col. 4 l. 11. 

The claims of the’725, ’751, and ’789 patents asserted 
in the district court describe apparatuses and methods for 
network monitoring.  The ’789 patent recites apparatus 
claims, and claims 19 and 20 were asserted.  Claim 19 of 
’789 patent is drawn to a “packet monitor”:  

19. A packet monitor for examining packets pass-
ing through a connection point on a computer net-
work, each packet[] conforming to one or more 
protocols, the monitor comprising:  

(a) a packet acquisition device coupled to 
the connection point and configured to re-
ceive packets passing through the connec-
tion point;  
(b) an input buffer memory coupled to and 
configured to accept a packet from the 
packet acquisition device;  
(c) a parser subsystem coupled to the input 
buffer memory and including a slicer, the 
parsing subsystem configured to extract se-
lected portions of the accepted packet and 
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to output a parser record containing the se-
lected portions;  
(d) a memory for storing a database com-
prising none or more flow-entries for previ-
ously encountered conversational flows, 
each flow-entry identified by identifying in-
formation stored in the flow-entry;  
(e) a lookup engine coupled to the output of 
the parser subsystem and to the flow-entry 
memory and configured to lookup whether 
the particular packet whose parser record 
is output by the parser subsystem has a 
matching flow-entry, the looking up using 
at least some of the selected packet por-
tions and determining if the packet is of an 
existing flow; and  
(f) a flow insertion engine coupled to the 
flow-entry memory and to the lookup en-
gine and configured to create a flow-entry 
in the flow-entry database, the flow-entry 
including identifying information for fu-
ture packets to be identified with the new 
flow-entry, the lookup engine configured 
such that if the packet is of an existing 
flow, the monitor classifies the packet as 
belonging to the found existing flow; and if 
the packet is of a new flow, the flow inser-
tion engine stores a new flow-entry for the 
new flow in the flow-entry database, in-
cluding identifying information for future 
packets to be identified with the new flow-
entry,  

wherein the operation of the parser subsystem de-
pends on one or more of the protocols to which the 
packet conforms. 
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’789 patent col. 36 l. 31–col. 37 l. 2.  Claim 20 of the ’789 
patent depends from claim 19 and further requires that 
“each packet passing through the connection point is ac-
cepted by the packet buffer memory and examined by the 
monitor in real time.”  Id. col. 37 ll. 3–6.  

In contrast to the apparatus claims of the ’789 patent, 
the ’725 and ’751 patents recite method claims.  The ’725 
patent claims recite a method for performing protocol-spe-
cific operations on a packet through a connection point on 
a network, comprising receiving a packet and executing 
protocol specific operations on it, including parsing and ex-
traction to determine whether the packet belongs to a con-
versational flow.  And the ’751 patent claims recite 
methods of analyzing a flow of packets with similar steps.  
Although the asserted claims include varied language, the 
parties treat claim 19 of the ’789 patent as representative 
of all of the asserted claims for infringement and invalidity.  
Thus, we focus on claim 19 in our analysis.   

Packet Intelligence asserted claims 19 and 20 of the 
’789 patent, claims 10 and 17 of the ’725 patent, and claims 
1 and 5 of the ’751 patent against NetScout’s “G10” and 
“GeoBlade” products in the United States District Court for 
the Eastern District of Texas.  The case was tried to a jury 
on the issues of infringement, damages, willfulness, and in-
validity under 35 U.S.C. § 102.  The jury found all claims 
willfully infringed, rejected NetScout’s invalidity defenses, 
and awarded pre-suit and post-suit damages.  Following 
the jury verdict, the district court issued findings of fact 
and conclusions of law under Fed. R. Civ. P. 52 rejecting 
NetScout’s § 101 invalidity defense.  The court also en-
hanced damages in the amount of $2.8 million and, in ac-
cordance with the jury’s verdict, awarded an ongoing 
royalty for post-verdict infringement.   

NetScout appealed, and we have jurisdiction under 28 
U.S.C. § 1295(a)(1).   

Case: 19-2041      Document: 56     Page: 5     Filed: 07/14/2020

Packet Intelligence Ex. 2060 Page 5 of 34f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
  Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

  Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
  With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

  Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
  Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

  Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


