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Patent Claims Statutory Basis Reference

’725 Patent 10, 12, 13, 16, 17 § 103(a) Riddle, Baker

’725 Patent 10, 12, 13, 16, 17 § 103(a) Riddle, Baker, Yu

’725 Patent 10, 12, 13, 16, 17 § 103(a) Riddle, Baker, RFC1945

’646 Patent 1-3, 7, 16, 18 § 103(a) Riddle, Ferdinand, Wakeman

’646 Patent 1-3, 7, 16, 18 § 103(a) Riddle, Ferdinand, Wakeman, Yu

’646 Patent 1-3, 7, 16, 18 § 103(a) Riddle, Ferdinand, Wakeman, RFC1945
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The petitioners bear the burden of 
proving a proposition of unpatentability 
by a preponderance of the evidence. 

35 U.S.C. § 316(e)
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Legal Requirements for Obviousness
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35 U.S.C. § 103

In re Ochiai, 71 F.3d 1565, 1572 (Fed. Cir. 1995).

Petitioners must show that “the differences between the 
subject matter sought to be patented and the prior art are such 
that the subject matter as a whole would have been obvious
at the time the invention was made to a person having ordinary 
skill in the art to which said subject matter pertains.” 

The PTAB must make “a searching comparison of the 
claimed invention—including all its limitations—with the 
teachings of the prior art.’”
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’725 Patent Independent Claims
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Claim 10 Claim 17

10. A method of performing protocol specific operations 
on a packet passing through a connection point on a 
computer network, the method comprising:

(a) receiving the packet;

(b) receiving a set of protocol descriptions…

(c) performing the protocol specific operations on the 
packet…,

wherein the protocol specific operations include one or 
more parsing and extraction operations on the packet to 
extract selected portions of the packet to form a function 
of the selected portions for identifying the packet as 
belonging to a conversational flow.

17. A method of performing protocol specific operations 
on a packet passing through a connection point on a 
computer network, the method comprising:

(a) receiving the packet;

(b) receiving a set of protocol descriptions…

(c) performing the protocol specific operations on the 
packet…,

wherein the packet belongs to a conversational flow of 
packets having a set of one or more states, 

and wherein the protocol specific operations include one 
or more state processing operations that are a function of 
the state of the conversational flow of the packet, the 
state of the conversational flow of the packet being 
indicative of the sequence of any previously encountered 
packets of the same conversational flow as the packet.
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