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Counsel for Plaintiff, Packet Intelligence LLC

UNITED STATES DISTRICT COURT
NORTHERN DISTRICT OF CALIFORNIA

SAN FRANCISCO DIVISION

PACKET INTELLIGENCE LLC,

Plaintiff,

v.

JUNIPER NETWORKS, INC., 

Defendant.

Case No. 3:19-cv-04741-WHO

DISCLOSURE OF ASSERTED CLAIMS 
AND INFRINGEMENT CONTENTIONS 
TO JUNIPER NETWORKS, INC. 

Juniper Exhibit 1087 
Juniper Networks, Inc. v. Packet Intelligence LLC 
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2697.000/1432433 1  2 Case No. 3:19-cv-04741-WHO 

DISCLOSURE OF ASSERTED CLAIMS AND INFRINGEMENT CONTENTIONS 
 

PACKET INTELLIGENCE LLC (“Packet Intelligence”) hereby provides its disclosure of 

asserted claims and infringement contentions. Packet Intelligence expressly reserves the right to 

supplement its contentions based on additional information obtained in discovery and/or the Court’s 

claim construction. 

1. 3-1 Disclosure of Asserted Claims and Infringement Contentions 

(a) Each claim of each patent in suit that is allegedly infringed by each opposing 
party, including for each claim the applicable statutory subsections of 35 U.S.C. 
§271 asserted; 

 Based on presently available information, Packet Intelligence contends that Juniper 

Network, Inc. (“Juniper”) directly infringes under 35 U.S.C. §271(a) at least the following claims: 

• Claims 1, 2, 4, and 5 of U.S. Patent No. 6,651,099. 

• Claims 10, 12, 13, 16, and 17 of U.S. Patent No. 6,665,725; 

• Claims 1, 2, 3, 7, 16, and 18 of U.S. Patent No. 6,771,646; 

• Claims 1, 2, 5, 10, 14, and 15 of U.S. Patent No. 6,839,751; 

• Claims 1, 2, 13, 14, 15, 16, 17, 19, 20, 31, 33, 34, 42, 44, 48, and 49 of U.S. Patent 

No. 6,954,789; 

Based on presently available information, Packet Intelligence contends that Juniper induces 

and/or has induced its customers to directly infringe under 35 U.S.C. §271(b) at least the following 

claims: 

• Claims 1, 2, 4, and 5 of U.S. Patent No. 6,651,099. 

• Claims 10, 12, 13, 16, and 17 of U.S. Patent No. 6,665,725; 

• Claims 1, 2, 3, 7, 16, and 18 of U.S. Patent No. 6,771,646; 

• Claims 1, 2, 5, 10, 14, and 15 of U.S. Patent No. 6,839,751; 

• Claims 1, 2, 13, 14, 15, 16, 17, 19, 20, 31, 33, 34, 42, 44, 48, and 49 of U.S. Patent 

No. 6,954,789; 
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2697.000/1432433 1  3 Case No. 3:19-cv-04741-WHO 

DISCLOSURE OF ASSERTED CLAIMS AND INFRINGEMENT CONTENTIONS 
 

(b) Separately for each asserted claim, each accused apparatus, product, device, 
process, method, act, or other instrumentality (“Accused Instrumentality”) of 
each opposing party of which the party is aware. This identification shall be as 
specific as possible. Each product, device, and apparatus shall be identified by 
name or model number, if known. Each method or process shall be identified 
by name, if known, or by any product, device, or apparatus which, when used, 
allegedly results in the practice of the claimed method or process; 

Based on presently available information, Packet Intelligence accuses the following products 

of infringing the Asserted Claims listed above: 

The “Accused Products” include all Juniper products, such as firewall, router, and/or switch 

products, that include the Application Identification or Application Aware features, as well as any 

other Juniper products with the same or similar functionality. These products include the Juniper 

NFX Series Network Services Platform (including but not limited to e.g., NFX150, NFX250, 

NFX350), the Juniper SRX Series Next Generation Firewall (NGFW) (including but not limited 

to e.g., vSRX, cSRX, SRX100, SRX110, SRX210, SRX220, SRX240, SRX300, SRX320, 

SRX340, SRX345, SRX380, SRX550, SRX550 HM, SRX650, SRX1400, SRX1500, SRX3400, 

SRX3600, SRX4100, SRX4200, SRX4600, SRX5400, SRX5600, SRX5800 and other SRX Series 

products that provide similar functionality) including both physical and virtual/containerized 

platforms, the Juniper MX Series routers including both physical and virtual platforms (including 

but not limited to e.g., vMX, MX5. MX10, MX40, MX80, MX104, MX150, MX204, MX240, 

MX480, MX960, MX2008, MX2010, MX2020, MX10003), the Juniper EX Ethernet Switches 

(including but not limited to e.g., EX9200, EX9200-VC, EX9251, EX9253), Juniper T Series 

products (including but not limited to e.g., T640, T1600, TX Matrix, TX Matrix Plus), Juniper M 

Series products (including but not limited to e.g., M120, M320), and any predecessor or successor 

models, all of which support or supported the Application Identification (APPID) and/or 

Application Aware (AppAware) features, and any other Juniper products with similar packet-based 

traffic classification and processing technology or other products classifying and relating packet-

based traffic flows with each other, including using information from one or more of layers 5-7 

(session, presentation, and/or application layers) of the OSI model to do so. 

(c) A chart identifying specifically where and how each limitation of each asserted 
claim is found within each Accused Instrumentality, including for each 
limitation that such party contends is governed by 35 U.S.C. § 112(6), the 
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2697.000/1432433 1  4 Case No. 3:19-cv-04741-WHO 

DISCLOSURE OF ASSERTED CLAIMS AND INFRINGEMENT CONTENTIONS 
 

identity of the structure(s), act(s), or material(s) in the Accused Instrumentality 
that performs the claimed function. 

The Accused Products practice the Asserted Claims as shown in the claim charts attached 

hereto as Exhibits A-E. Any citations to publicly available documentation in the attached claim 

charts are exemplary and not exhaustive, as are the examples provided of the ways in which the 

Accused Products satisfy the elements of each of the Asserted Claims. Moreover, any and all 

citations or references to publicly available documentation should be understood to encompass any 

and all prior versions that incorporate the same or similar functionality, as well as any similar or 

derivative products which Packet Intelligence has been unable to discover from publicly available 

information to this point.  

(d) For each claim which is alleged to have been indirectly infringed, an 
identification of any direct infringement and a description of the acts of the 
alleged indirect infringer that contribute to or are inducing that direct 
infringement. Insofar as alleged direct infringement is based on joint acts of 
multiple parties, the role of each such party in the direct infringement must be 
described. 

Packet Intelligence contends that Juniper has induced infringement of each of the Asserted 

Claims by instructing, causing, urging, and/or encouraging its customers to make, use, sell, offer for 

sale and/or import the Accused Products. For example, Juniper’s customers of the Accused Products 

in the United States include at least:  

• Aston Martin 

• Gap Inc. 

• Dartmouth 

• The Ricoh Group 

• Rackspace 

• Iron Mountain 

• Dedicated.com 

• City of Fairlawn, Ohio 

• Linode 

• Gamesys Group 

• Intelsat 
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2697.000/1432433 1  5 Case No. 3:19-cv-04741-WHO 

DISCLOSURE OF ASSERTED CLAIMS AND INFRINGEMENT CONTENTIONS 
 

• Blackberry 

• University of Louisiana, Monroe 

See also: https://www.juniper.net/us/en/company/case-studies-customer-success/#Sort=featured. 

Juniper has induced infringement by acts including but not limited to (1) selling such products 

including features that—when used or resold—infringe, either literally or under the doctrine of 

equivalents, the Patents-in-Suit; (2) marketing the infringing capabilities of such products; and (3) 

providing instructions, technical support, and other support and encouragement for the use of such 

products. 

Juniper provides documentation to its customers describing how to install, implement, and 

use the Junos operating system and Application Identification feature in an infringing manner on 

the Accused Products which is specific evidence of Juniper’s intent to encourage infringement of 

the Patents-in-Suit. For example, Juniper provides the following documents: 

• Junos OS Application Security User Guide for Security Devices  

See: https://www.juniper.net/documentation/en US/junos/information-

products/pathway-pages/security/security-application-identification.pdf 

• Junos OS Application Aware Services Interfaces Features Guide for Routing 

Devices 

See: https://www.juniper.net/documentation/en_US/junos/information-

products/pathway-pages/services-interfaces/application-aware-access-list.pdf 

• Junos OS Intrusion Detection and Prevention User Guide 

See: https://www.juniper.net/documentation/en US/junos/information-

products/pathway-pages/security/security-idp-policy.pdf 

Additional Junos OS and Application Identification technical documentation that Juniper provides 

to its customers can be found at https://www.juniper.net/documentation/product/en US/junos-os 

Juniper has had knowledge of the Patents-in-Suit and Packet Intelligence’s infringement 

allegations related to the accused products since at least as early as January 18, 2019. As of the time 

Juniper first had notice of the Packet Intelligence’s infringement allegations, Juniper has continued 

with its infringement despite an objectively high likelihood that its actions constitute infringement 
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