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1. I am the Office Manager at the Internet Archive, located in San Francisco, 
California. I make this declaration of my own personal knowledge. 

2. The Internet Archive is a website that provides access to a digital library of 
Internet sites and other cultural artifacts in digital form. Like a paper library, we provide 
free access to researchers, historians, scholars, and the general public. The Internet 
Archive has partnered with and receives support from various institutions, including the 
Library of Congress. 

3. The Internet Archive has created a service known as the Way back Machine. The 
Wayback Machine makes it possible to surf more than 450 billion pages stored in the 
Internet Archive's web archive. Visitors to the Wayback Machine can search archives 
by URL (i.e., a website address). If archived records for a URL are available, the visitor 
will be presented with a list of available dates. The visitor may select one of those 
dates, and then begin surfing on an archived version of the Web. The links on the 
archived files, when served by the Wayback Machine, point to other archived files 
(whether HTML pages or images). If a visitor clicks on a link on an archived page, the 
Wayback Machine will serve the archived file with the closest available date to the page 
upon which the link appeared and was clicked. 

4. The archived data made viewable and browseable by the Wayback Machine is 
compiled using software programs known as crawlers, which surf the Web and 
automatically store copies of web files, preserving these files as they exist at the point of 
time of capture. 

5. The Internet Archive assigns a URL on its site to the archived files in the format 
http://web.archive.org/web/[Year in yyyy][Month in mm][Day in dd][Time code in 
hh:mm:ss]/[Archived URL]. Thus, the Internet Archive URL 
http://web.archive.org/web/19970126045828/http://www.archive.org/ would be the 
URL for the record of the Internet Archive home page HTML file 
(http://www.archive.org/) archived on January 26, 1997 at 4:58 a.m. and 28 seconds 
(1997/01/26 at 04:58:28). A web browser may be set such that a printout from it will 
display the URL of a web page in the printout's footer. The date assigned by the Internet 
Archive applies to the HTML file but not to image files linked therein. Thus images that 
appear on a page may not have been archived on the same date as the HTML file. 
Likewise, if a website is designed with "frames," the date assigned by the Internet 
Archive applies to the frameset as a whole, and not the individual pages within each 
frame. 

6. Attached hereto as Exhibit A are true and accurate copies of printouts of the 
Internet Archive's records of the HTML files or tx.t files for the URLs and the dates 
specified in the footer of the printout. 

7. I declare under penalty of perjury that the foregoing is true and correct. 
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See Attached Document. 

State of California 
County of San Francisco 

A notary public or other officer completing this 
certificate verifies only the identity of the 
individual who signed the document to which this 
certificate is attached, and not the truthfulness, 
accuracy, or validity of that document. 

Subscribed and sworn to ( or affirmed) before me on 
this 

1+- day of Nov(2rvlte/ 
1 

• a_orq , by 

Christopher Butler, 

proved to me on the basis of satisfactory evidence to be 
the person who ap eared before 
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                Hypertext Transfer Protocol -- HTTP/1.0 
 
Status of This Memo 
 
   This memo provides information for the Internet community.  This memo 
   does not specify an Internet standard of any kind.  Distribution of 
   this memo is unlimited. 
 
IESG Note: 
 
   The IESG has concerns about this protocol, and expects this document 
   to be replaced relatively soon by a standards track document. 
 
Abstract 
 
   The Hypertext Transfer Protocol (HTTP) is an application-level 
   protocol with the lightness and speed necessary for distributed, 
   collaborative, hypermedia information systems. It is a generic, 
   stateless, object-oriented protocol which can be used for many tasks, 
   such as name servers and distributed object management systems, 
   through extension of its request methods (commands). A feature of 
   HTTP is the typing of data representation, allowing systems to be 
   built independently of the data being transferred. 
 
   HTTP has been in use by the World-Wide Web global information 
   initiative since 1990. This specification reflects common usage of 
   the protocol referred to as "HTTP/1.0". 
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1.  Introduction 
 
1.1  Purpose 
 
   The Hypertext Transfer Protocol (HTTP) is an application-level 
   protocol with the lightness and speed necessary for distributed, 
   collaborative, hypermedia information systems. HTTP has been in use 
   by the World-Wide Web global information initiative since 1990. This 
   specification reflects common usage of the protocol referred too as 
   "HTTP/1.0". This specification describes the features that seem to be 
   consistently implemented in most HTTP/1.0 clients and servers. The 
   specification is split into two sections. Those features of HTTP for 
   which implementations are usually consistent are described in the 
   main body of this document. Those features which have few or 
   inconsistent implementations are listed in Appendix D. 
 
   Practical information systems require more functionality than simple 
   retrieval, including search, front-end update, and annotation. HTTP 
   allows an open-ended set of methods to be used to indicate the 
   purpose of a request. It builds on the discipline of reference 
   provided by the Uniform Resource Identifier (URI) [2], as a location 
   (URL) [4] or name (URN) [16], for indicating the resource on which a 
   method is to be applied. Messages are passed in a format similar to 
   that used by Internet Mail [7] and the Multipurpose Internet Mail 
   Extensions (MIME) [5]. 
 
   HTTP is also used as a generic protocol for communication between 
   user agents and proxies/gateways to other Internet protocols, such as 
   SMTP [12], NNTP [11], FTP [14], Gopher [1], and WAIS [8], allowing 
   basic hypermedia access to resources available from diverse 
   applications and simplifying the implementation of user agents. 
 
1.2  Terminology 
 
   This specification uses a number of terms to refer to the roles 
   played by participants in, and objects of, the HTTP communication. 
 
   connection 
 
       A transport layer virtual circuit established between two 
       application programs for the purpose of communication. 
 
   message 
 
       The basic unit of HTTP communication, consisting of a structured 
       sequence of octets matching the syntax defined in Section 4 and 
       transmitted via the connection. 
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   request 
 
       An HTTP request message (as defined in Section 5). 
 
   response 
 
       An HTTP response message (as defined in Section 6). 
 
   resource 
 
       A network data object or service which can be identified by a 
       URI (Section 3.2). 
 
   entity 
 
       A particular representation or rendition of a data resource, or 
       reply from a service resource, that may be enclosed within a 
       request or response message. An entity consists of 
       metainformation in the form of entity headers and content in the 
       form of an entity body. 
 
   client 
 
       An application program that establishes connections for the 
       purpose of sending requests. 
 
   user agent 
 
       The client which initiates a request. These are often browsers, 
       editors, spiders (web-traversing robots), or other end user 
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