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METHOD AND SYSTEM FOR UNLOCKING A 
COMPUTING DEVICE 

BACKGROUND 

0001 Digital security is major concern for many organi 
Zations. Computing devices are commonly password pro 
tected such that a device is locked when powered on to 
prevent unauthorized users from accessing information 
stored on the locked device. When synchronizing two com 
puting devices both devices must be password unlocked 
before synchronization may be initiated. Some computing 
devices, such as personal digital assistants (PDAs), are 
designed for quick reference. However, the usefulness of the 
quick reference feature is diluted when a user is required to 
enter a password each time the PDA is accessed. Further 
more, many people commonly use different computing 
devices on a regular basis. Remembering a password for 
each device is burdensome for users, especially when orga 
nizations require passwords to be changed on a regular basis. 

SUMMARY 

0002 The present disclosure is directed to a method and 
system for unlocking a computing device. A first computing 
device may be password unlocked by entering a password 
associated with the first computing device. A second com 
puting device may be password locked. The second com 
puting device may be associated with the same user as the 
first computing device. The first computing device couples 
to the second computing device. If the devices recognize 
each other as being associated with the same user, the second 
computing device is automatically password unlocked with 
out any password associated with the second computing 
device being entered by the user. The computing devices 
may recognize each other as being associated with the same 
authorized user based on recognition information Such as 
device identifiers, a key/certificate recognition partnership, 
or password verification. 
0003. In accordance with one aspect of the invention, a 

first computing device is coupled to a second computing 
device. The first computing device is password unlocked and 
the second computing device is password locked. A deter 
mination is made whether the first computing device and the 
second computing device recognize each other based on 
recognition information associated with the first computing 
device and the second computing device. The second com 
puting device is unlocked when the first computing device 
and the second computing device recognize each other. 
0004) Other aspects of the invention include system and 
computer-readable media for performing these methods. 
The above summary of the present disclosure is not intended 
to describe every implementation of the present disclosure. 
The figures and the detailed description that follow more 
particularly exemplify these implementations. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0005 FIG. 1 illustrates a computing device that may be 
used according to an example embodiment of the present 
invention. 

0006 FIG. 2 illustrates functional block diagram of a 
system for unlocking a computing device, in accordance 
with at least one feature of the present invention. 

Oct. 5, 2006 

0007 FIG. 3 illustrates an operational flow diagram 
illustrating a process for unlocking a computing device, in 
accordance with at least one feature of the present invention. 

DETAILED DESCRIPTION OF THE 
PREFERRED EMBODIMENT 

0008. The present disclosure is directed to a method and 
system for unlocking a computing device. A first computing 
device may be password unlocked by entering a password 
associated with the first computing device. A second com 
puting device may be password locked. The first computing 
device couples to the second computing device. If the 
devices recognize each other as being associated with the 
same user, the second computing device is automatically 
password unlocked without any password associated with 
the second computing device being entered by the user. 
0009 Embodiments of the present invention now will be 
described more fully hereinafter with reference to the 
accompanying drawings, which form a part hereof, and 
which show, by way of illustration, specific exemplary 
embodiments for practicing the invention. This invention 
may, however, be embodied in many different forms and 
should not be construed as limited to the embodiments set 
forth herein; rather, these embodiments are provided so that 
this disclosure will be thorough and complete, and will fully 
convey the scope of the invention to those skilled in the art. 
Among other things, the present invention may be embodied 
as methods or devices. Accordingly, the present invention 
may take the form of an entirely hardware embodiment, an 
entirely software embodiment or an embodiment combining 
software and hardware aspects. The following detailed 
description is, therefore, not to be taken in a limiting sense. 
Illustrative Operating Environment 
0010 With reference to FIG. 1, one example system for 
implementing the invention includes a computing device, 
such as computing device 100. Computing device 100 may 
be configured as a client, a server, a mobile device, or any 
other computing device that interacts with data in a network 
based collaboration system. In a very basic configuration, 
computing device 100 typically includes at least one pro 
cessing unit 102 and system memory 104. Depending on the 
exact configuration and type of computing device, system 
memory 104 may be volatile (such as RAM), non-volatile 
(such as ROM, flash memory, etc.) or some combination of 
the two. System memory 104 typically includes an operating 
system 105, one or more applications 106, and may include 
program data 107. A device unlocking module 108, which is 
described in detail below with reference to FIGS. 2 and 3, 
is implemented within applications 106. 
0011 Computing device 100 may have additional fea 
tures or functionality. For example, computing device 100 
may also include additional data storage devices (removable 
and/or non-removable) Such as, for example, magnetic 
disks, optical disks, or tape. Such additional storage is 
illustrated in FIG. 1 by removable storage 109 and non 
removable storage 110. Computer storage media may 
include Volatile and nonvolatile, removable and non-remov 
able media implemented in any method or technology for 
storage of information, such as computer readable instruc 
tions, data structures, program modules, or other data. 
System memory 104, removable storage 109 and non 
removable storage 110 are all examples of computer storage 
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