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Invalidity of U.S. Patent No. 10,212,586 
by 

U.S. Patent No. 6,871,063 to Schiffer (“Schiffer ’063”) 
 
The excerpts cited herein are exemplary. For any claim limitation, Defendant may rely on excerpts cited for any other limitation and/or 
additional excerpts not set forth fully herein to the extent necessary to provide a more comprehensive explanation for a reference’s 
disclosure of a limitation. Where an excerpt refers to or discusses a figure or figure items, that figure and any additional descriptions 
of that figure should be understood to be incorporated by reference as if set forth fully therein. 
 
Except where specifically noted otherwise, this chart applies the apparent constructions of claim terms as used by Plaintiff in its 
infringement contentions; such use, however, does not imply that Defendant adopts or agrees with Plaintiff’s constructions in any way. 
 
U.S. Patent No. 10,212,586 (“the ’586 Patent”) claims priority to Japanese Application No. 2012-117105, filed May 23, 2012. For 
purposes of these invalidity contentions, Defendant applies the May 23, 2012, priority date for the ’586 Patent. However, Defendant 
reserves the right to contest Plaintiff’s reliance on the May 23, 2012, priority date, should the priority date become an issue in this 
proceeding. 
 
Schiffer ’063 was filed on June 30, 2000 and issued on March 22, 2005.  As such, Schiffer ’063 qualifies as prior art with regard to the 
‘586 patent under 35 U.S.C. § 102(a), 102(b), and 102(e). Alternatively, should the claims of the ‘586 patent be found to not be entitled 
to priority to the foreign filing date, Schiffer ’063 qualifies as prior art under §§ 102(a)(1) and 102(a)(2) (post-AIA). Using Plaintiff’s 
interpretation of the claims, Schiffer ’063 anticipates claims 1-2, 6-7, 9-10, 13-14, and 16-18 under 35 U.S.C. § 102(a), (b) and (e).  
 
Alternatively, Schiffer ’063 renders obvious claims 1-2, 6-7, 9-10, 13-14, and 16-18 under 35 U.S.C. § 103(a). 
 
Alternatively, Schiffer ’063 in view of U.S. Patent No. 7,941,534 to de la Huerga (“de la Huerga ’534”) renders obvious claims 1-2, 6-
7, 9-10, 13-14, and 16-18 under 35 U.S.C. § 103(a). De la Huerga ’534 was filed on June 26, 2004 and was published on April 28, 
2005.  As such, de la Huerga ’534 qualifies as prior art with regard to the ‘586 patent under 35 U.S.C. §§ 102(a), 102(b), and 102(e). 
 
Alternatively, Schiffer ’063 in view of U.S. Patent Application Publication No. 2006/0041746 to Kirkup, et al. (“Kirkup ’746”) renders 
obvious claims 1-2, 6-7, 9-10, 13-14, and 16-18 under 35 U.S.C. § 103(a). Kirkup ’746 was filed on August 17, 2004 and published on 
Feb 23, 2006.  As such, Kirkup ’746 qualifies as prior art with regard to the ‘586 patent under 35 U.S.C. §§ 102(a), 102(b), and 102(e). 
 

Apple v. Maxell
IPR2020-00202
Maxell Ex. 2013
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Alternatively, Schiffer ’063 in view of U.S. Patent No. 8,149,089 to Lin (“Lin ’089”) renders obvious claims 1-2, 6-7, 9-10, 13-14, and 
16-18 under 35 U.S.C. § 103(a). Lin ’089 was filed on November 21, 2008 and issued on April 3, 2012. As such, Lin ’089 qualifies as 
prior art with regard to the ’586 Patent under 35 U.S.C. § 102(a) and 102(e). 
 

U.S. Patent No. 10,212,586 Schiffer ’063 
Claim 1 
[1(pre)]A mobile terminal 
configured to switch between 
an unlocked state and a locked 
state in which a predetermined 
operation is limited, 
comprising: 

To the extent the preamble is limiting, Schiffer ’063 teaches “mobile phone 100” (mobile terminal): 
 

Mobile phone 100 of FIG. 1 may be any mobile phone capable of long-range communication. 
For example, for one embodiment, mobile phone 100 is a cellular phone, in which case long-
range transceiver circuit 102 may communicate with a cell base. 

Schiffer ’063 at 2:30-34. 
 
Schiffer ’063’s mobile phone 100 is configured to be unlocked or locked (in which case the ability 
of the phone to send and receive calls is limited): 
 

In accordance with one embodiment of the present invention, before step 200 of FIG. 2 a user 
may authenticate him or herself to their mobile phone. Authentication of a user to the mobile 
phone may be accomplished by, for example, the user entering a password onto keypad 105 
of mobile phone 100 of FIG. 1. This password may then be compared to information stored 
in the protected memory region of SIM 101 to verify the password. If the password is verified, 
mobile phone 100 may then be unlocked. Unlocking the phone enables the phone to send and 
receive calls via long-range transceiver circuit 102, exchange information via short-range 
transceiver circuit 103, and allows the user to modify phone settings via keypad 105. 
Alternatively, authentication of the user by the mobile phone may include performing voice 
recognition of the user. 

Schiffer ’063 at 3:23-37. 
[1(a)] a transceiver which 
performs short-range wireless 
communications; 

Schiffer ’063 teaches that mobile phone 100 includes “short-range transceiver circuit 103.” See 
FIG. 1, infra. This short-range transceiver circuit is characterized as establishing a short-range, 
wireless communication link: 
 

Consequently, a short-range, wireless communication link, 121, is established between 
computer system 110 and mobile phone 100, according to step 205. In accordance with one 

Apple v. Maxell
IPR2020-00202
Maxell Ex. 2013
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embodiment of the present invention, this short-range, wireless communication link is a 
Bluetooth link, and the short-range, wireless communication range is the range of the 
Bluetooth wireless network. 

Schiffer ’063 at 3:42-49. 

 
 

[1(b)] a memory which 
previously stores information 
about an another mobile 
terminal; and 

Schiffer ’063 teaches that mobile phone 100 includes “SIM 101” (see FIG. 1, supra), which in turn 
includes a “protected memory region having data stored therein”: 
 

SIM 101 of FIG. 1 includes a protected memory region having data stored therein. A protected 
memory region is a memory region that is not generally modifiable by typical users. Thus, 

Apple v. Maxell
IPR2020-00202
Maxell Ex. 2013
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important information may be securely stored in the protected memory region of SIM 101 with 
a low risk of being compromised. The data stored in the protected memory region of SIM 101 
includes the subscriber identity number associated with the user of mobile phone 100. 

Schiffer ’063 at 2:38-45. 
 
Schiffer ’063 further discloses that this SIM may store data including an “access code” (or data 
used to generate the access code) for computer system 110: 
 

In response, the mobile phone transmits an access code back to the computer system via the 
link. This access code is generated using data stored in the SIM in the mobile phone. After the 
computer system verifies the access code, access to the computer system is granted in response 
to receiving the access code. 

Id.  at 2:7-13. 
 
In some embodiments, the access code is an “alternate value” stored in the SIM and encrypted 
using the subscriber identity number: 

The access code transmitted from mobile phone 100 to computer system 110 via short-range, 
wireless communication link 121 of FIG. 1 is generated by mobile phone 100 using data stored 
in SIM 101. For one embodiment of the present invention, this data includes the subscriber 
identity number stored in the protected memory region of SIM 101. For added security, the 
access code may be encrypted by mobile phone 100 before being transmitted. The algorithm 
used to encrypt the access code may use data stored in SIM 101. For one embodiment, the 
access code is all or some portion of the subscriber identity number itself. For another 
embodiment, the access code may be an alternate value that may be encrypted using all or 
some portion of the subscriber identity number as an encryption key. 

Id. at 4:23-36. This “alternate value” (once decrypted) may be a “security code” previously stored 
in computer system 110 by the user: 

For one embodiment of the present invention, the access code may be decrypted by computer 
system 110 before being verified. Verification may include comparing the access code to a 
previously stored value to detect a match or other predetermined relationship. The previously 
stored value may be stored in a protected memory region of memory 113, such as the BIOS. 
This previously stored value may be entered by the user upon initially setting up an 
authentication system in accordance with the present invention. This previously stored value 

Apple v. Maxell
IPR2020-00202
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may include, for example, the subscriber identity number, or some portion thereof, or other 
security code. 

Thus, mobile phone 100 stores the “security code” in the memory of its SIM, and the security code 
is “information about” computer system 110 by virtue of having been stored as the access code for 
computer system 110 by the user. 
Finally, Schiffer ’063 discloses that computer systems (such as computer system 110) may be a 
“small handheld electronic device” or a “mobile” system: 
 

Computer systems, from small handheld electronic devices to medium-sized mobile and 
desktop systems to large servers and workstations, are becoming increasingly pervasive in our 
society. As such, people are becoming more reliant on computer systems to store and access 
information, much of which may be confidential. To maintain the confidentiality of this 
information, some computer systems may be voluntarily “locked” or “secured” by a user. 
When a computer system is locked, access to the computer system may be limited. This not 
only serves to maintain the confidentiality of information stored on the computer system but 
also deters theft of the computer system. 

Schiffer ’063 at 1:11-22. 
 
Alternatively, de la Huerga ’534 teaches this limitation. De la Huerga ’534 teaches that security 
device 10 stores information about other computer devices it can unlock: 
 

In some cases the electronic security device can include an address of one or more trusted 
computer systems or servers. 

de la Huerga ’534 at 15:3-4. 
 
These computer devices can include mobile devices (e.g., patient monitoring devices) to which the 
user may authenticate (“mobile terminals”): 
 

System 194 includes a plurality of personal computers or computer terminals comprising 
workstations 60 and 60’, which may be located in patient rooms, at nurse stations, in doctor 
offices and administrative offices, a plurality of network devices including databases 158 and 
162  and servers including an Admit, Discharge, and Transfer system or server 166, at least 
one laboratory system or server 170, various bedside treatment devices 116 and 116’ such as 

Apple v. Maxell
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