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I. INTRODUCTION 

Patent Owner Wistaria Trading Ltd. submits this Preliminary Response to 

the Petition for Inter Partes Review of United States Patent No. 9,104,842 (“the 

’842 Patent”) filed by Petitioner DISH Network L.L.C. (“Petitioner”) (the 

“Petition” or “Pet.”).   

The Board should dismiss the Petition in its entirety at least because, as 

Patent Owner shows below, dispositive claim elements are entirely missing from 

the combination of references asserted in each of the Grounds of the Petition. 

II. THE ’842 PATENT 
 

A. Overview of the ’842 Patent 

The ’842 Patent is titled “DATA PROTECTION METHOD AND 

DEVICE.” The ʼ842 Patent describes a method for data protection.  EX1001, 

Abstract.  In particular, a computer receives software and embeds a watermark in 

the software.  EX1001, 16:3-5.  The watermark encodes a license code.  EX1001, 

16:6-7.  The software (i.e., the license code encoded watermarked software) 

queries a user for personalization information during installation.  EX1001, 16:8-

10. 
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