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Joe’s signed it. The Publisher transmits the signed Distribution Agreementto the
_ Authority, Ethical Inc.

Ethical Inc. now combines the signed TIAcertificate and the Distribution

Agreement into a single message, andsigns the entire message using its private key.
Ethical has now created a Publisher Identification message to g0 into its own stega-
cipher channelin the content. Ethical Inc. now generates new stega-cipher masks
and encodesthis messageinto a copy of the content using a stega-cipher encoder.
The Authority saves the masks as a Receipt in a database, along with information

on the details of the transfer, including thetitle, artist and publisher.

Ethical then transfers this watermarked copy to the Joe’s Online Emporium, the
Publisher. Well known encryption methods could be usedto protect the transfer

between the Authority and the Publisher. The Authority may now destroy its copy,
which the Publisher has received. The Publisher, Joe’s Online Emporium now
assumesresponsibility for any copies madetoits version of the content, which is a
Publisher Master copy.

Finally, the Consumer, John Q. Public wishes to purchase a copyofthe content
from Joe’s Online Emporium. Joe’s Emporium sends the John Q. Public a short
agreementvia an electronic communicationlink, similar to Publisher’s Distribution

Agreement, only this is a Purchase Agreement, whichlists

the contenttitle

consumeridentification

the termsofdistribution

the consideration pas for the content -

a brief statement ofagreement with the terms above

John Q.Public signs this agreement with his private key andretumsit to the Joe’s
Online Emporium. The Publisher, Joe’s prepares to encodeits own stega-cipher
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watermark onto 4 copy ofthe content by generating a set ofmasks for the
algorithm. Joe’s Online Emporium then stores these masks (a receipt) in its own
database, indexed bytitle and consumer. Joe’s Online Emporium signs the

agreement received from John Q. Public with the Emporium’s own private key, and
forwardsit to the Authority, Ethical Inc., along with a copy ofthe masks.It is
important to note that this communication should be done over a secured channel.
The Authority verifies the Publisher and Consumer information and addsits own

signature to the end of the message, approving the transaction, creating a Contract

ofSale. The Authority adds the Publisher's receipt (maskset) to its database,

indexed by thetitle, the publisher, and the consumeridentification. The Authority
signs the Contract of Sale by encryptingit with their private key. So anyone with

the Authority’s public key (any Publisher) could decrypt the Contract of Sale and

verify it, once it was extracted from the content. The Publisher then transmits the

‘signed Contract of Sale back to the Publisher, who uses a stega-cipher device to
imprint this Contract as its own watermark over the content. The Publisher then

transmits the newly watermarked copy to the Consumer, whois accepting

responsibility for it. The Publisher destroys their version of the consumer’s copy.

Ifthis procedureis followed forall contentdistribution within such an online system

then it should be possible for the Authority to identify the ownerofa piece of
content which appears to be unauthorized. The Authority could simplytry its

database ofstega-cipher keys to decode the watermark inthe content in question.

Forinstance, if a copy of Seal’s latest single originally distributed with stega-cipher
watermarks showed up on an Internetftp site the Authority should be able to

extract a TIA Certificate and Distribution Agreement or a Contract of Sale
identifying the responsible party. If a Publisher sold this particular copy to a

Consumer,that particular publisher should be able to extract a Contract ofSale,
which places responsibility with the Consumer. This is not a timecritical

application, so evenifit takes days or weeks,it is still worthwhile.
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In a modification to the protocol discussed above, each Publisher might act as its
own Authority. However, in the context of online services, this could open avenues

offraud committed by the collusion of certain Publishers and Consumers. Using an
Authority, or one of several available Authorities to keep records ofPublisher-

Consumertransactions and verify their details decreases the likelihood of such
events.

It should also be obvious that a similar watermarking system could be used by an
individual entity to watermark its own content for its own purposes, wether online

or in physical media. Forinstance, a CD manufacturer could incorporate unique
stega-cipher watermarksinto specific batches ofits compact discs to identify the
source ofa pirate ring, orto identify unauthorized digital copies madefrom its
discs. This is possible because the stega-cipher encoding workswith the existing
formats ofdigital samples and does not add any new structures to the sample data
that cannot be handled onelectronic or mechanical systerns which predate the
stega-cipher.

VL Increasing Confidence in the Stega-Cipher

The addition ofa special pre-encoding process can make stega-ciphercertificates
even more secure and undeniable. Hash values may be incorporated which match

exactly the content containing the watermark to the message in the watermark

itself: This allows us a verification that the watermark decoded was encoded by
whomeversigned it into this precise location in this specific content.

Suppose one wants to use a 256 bit (32 byte) hash value which iscalculated with a
secure one-way hash function over each sample in each sample windowthat will

contain the message. The hashstarts with a seed value, and each sample that would
be processed by the encoder when encoding the message is incorporated into the
hashas it is processed. The result is a 256 bit number one can be highly confident is
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unique, or sufficiently rare to make intentionally duplicating it with another series of

samples difficult.

It is important that the hash function beinsensitive to any changesin the samples
induced by the stega-cipheritself. For instance, one might ignore the least
significant bit ofeach sample when computing the hashfunction,ifthe stega-cipher
was implemented usinga least significant bit encode mode.

Based on the size ofthe non-hash message, one knowsthehash-inclusive message
requires 32 more bytes of space. One can nowcalculatethesize of a signed
encrypted copyofthis message by signing and encrypting exactly as many random

bytes as are in the message, and measuring thesize ofthe output in bytes. One now

knowsthesize ofthe message to be encoded. One can pre-process the sample
stream as follows.

Proceed through the stega-cipher encode loop as described in the claims, Instead of

encoding, however, calculate hash values for each windowseries which will contain |

the message, as each sample is processed. At the end ofeach instance of“encoding”
take the resultant hash value and useit to create a unique copyofthe message

whichincludes the hash value particular to the series of sample windowsthat will be
used to encode the message. Sign and encrypt this copy of the message, and saveit
for encoding in the sameplace in the sample stream.

A memory efficient version of this scheme could keep on hand the un-hashed

message, and as it creates each new copy, back up in the sample stream tothefirst

windowin the series and actually encode each message, disposingofit afterwards.

The importantresult is evident on decoding. The decoding party can calculate the

same hash used to encode the message for themselves, but on the encoded samples.
Ifthe value calculated by the decoding party does not match the value contained in

the signed message, the decoderis.alerted to the fact that this watermark was
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transplanted from somewhereelse. This is possible only with a hash function which
ignores the changes madebythe stega-cipher after the hash in the watermark was

generated.

5 This scheme makesit impossible to transplant watermarks, even with. the keys to
the stega-cipher.
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Appendix - Psuedo-code

const int WINDOW_RESET= 256;

const int WINDOW_SIZE = 128;

const int MARKER_BITS = 1024;

const int CHUNK_BITS = 2048 * 8;

int window_offeet,
int msg_bit_offset;

int frequency_offset;

Boolean useCell,

/® & bits per bye, 1 byte per char */

unsigned char frequency_mask[WINDOW_SIZE/8},

unsigned char window_mask[WINDOW_RESET/8};

unsigned char msg_start_marker[MARKER_BITS/3];

unsigned char msg_end_marker[MARKER_BITS/8},

Intl6 amplitude_sample_bufferfWINDOW_SIZE},
float power_frequency_buffer{WINDOW_SIZE];

unsigned char message_bufferf{CHUNK_BITS/8},

void doFFT(intl6 *amp_sample_buffer, float *power_freq_buffer,intsize);

void dolnverseFFT(Int)6 *amp_sample_buffer, float *power_freq:buffer,int size);
void initialize,

Bit getBit(unsigned char *buffer,int bitOffset),

Boolean map(@Bit window_bit, Bit band_bit, int window,int frequency);

Boolean getSamples(Int16 *amplitude_sample_buffer,int samples);
void encode()

void initialize()

{

/* message to be encoded is generated */

/* messageis prefixed with 1024 bit msg_start_marker */

/* messageis suffixed with 1024 bit msg_end _marker */

/* remaining space at end ofmessage buffer padded with random bits */

window_offset = 0;

msg_bit_offset = 0;

frequency_offset = 0;

frequency_mask loaded

window_mask loaded

zeroAmpSampleBufferQ),
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Boolean getSamples(Intl6 *buffer,int samples)
{

/* get samples number of samples and shift them contiguously into the sample
buffer from right to left*/

if{samples < samples available)
. Teturn false,

else

return true;

}

void doFFT(nt16 *sample_buffer, float *spectrum_buffer,int size)
{

calculate FFT on sample_buffer,forsize samples
store result in spectrum buffer

void dolnverseFFT(intl6 *sample_buffer,float *spectrum_buffer,int size)
{ .

calculate inverse FFT on spectrum_buffer
store result in sampe_buffer

Bit getBit(unsigned char *buffer,in bitOffset)
{ oo

retums value ofspecified bit in specified buffer

either 0 or 1, could use Boolean (true/false) values forbit set ofbit off

Boolean map(Bit window_bit,Bit band_bit,int window,int frequency_
{

/* this is the function that makes the information difficult to find */

/* the inputs window_bit and band_bit depend only on the mask values
used for encoding the information, they are 1) random,2)secret */

/* window and frequency values are used add time and frequency band dependent
complexity to this function */

/* this function is equivalent to a Boolean truth table with window * frequency * 4
_ Possible input combinations and 2 possible output */
/* for any input combination, the outputis either true or false */

/* window ranges from 0 to WINDOW_RESET-1 */

/* frequency ranges from 0 to WINDOW_SIZE -1 */ |
retum calculated truth value
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void encodeBit(float *spectrum_buffer,int freq_offset,Bit theBit)

/ modifies the valuc ofthe cell in spectrum_buffer, indexed by freq_offset
in a manner that distinguishes each ofthe 2 possible values of theBit,

_ lord
*/

P ‘suggested method ofsetting the Least Significantbit ofthe cell = theBit */
/* alternative method of rounding the value ofthe cell upward or downward to

certain fractional values proposed

i.e. <= .5 fractional remaindersignifies 0,> .5 fraction remainder
signifies 1

*/

3

void encode()

{

initializeQ,

do {

if(getSamples(amplitude_sample_buffer) == false)

return

doFFT(amplitude_sample_buffer,power_frequency_buffer,WINDOW_SIZE),

for (frequency_offset = 0; frequency_offset < WINDOW_SIZE;
frequency_offsett+){

useCell = map(getBit(window_mask,window_offset),

getBit(frequency_mask,frequenicy_offset),

window_offset, frequency_offset);

if{CuseCell == true){ /

, encodeBil(power_frequency_buffer,frequency_offset,
getBit(message_buffer,msg_bit_offset)),

messagebit_offset ++,

iffmsg_bit_offset —= MESSAGEBITS){
initiahzeQ,;

break; /* exit frequency loop */
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dolnverseFFT(amplitude_sample_buffer,power_frequency_buffer,
WINDOW_SIZE),

outputSamples(amplitude_sample_buffery,

window_offsett+,

if(window_offset==WINDOW_RESET){
window_offset = 0;

}while(true),

The encode) procedure processes an input samplestream using the specified frequency and windowmasks as
‘well as a pre-formatted message to encode.

encode() processes the sample stream in windaws ofWINDOW|_SIZE samples, contiguously distributed in the
sample stream,so it advances WINDOW|_SIZE samples at a time.

For each sample window, encode() first compute the FFT ofthe window, yielding its Power Spectrum Estimation.
Foreach ofthese window PSEs, encode() then uses the map() function to determine where iin each PSE to encode

_ the bits ofthe message, whichit reads from the message buffer, on ebit at a time. Each time map0 returms true,
encode() consumes another sample from the message.

After each window is encoded, encode() computes the inverse FFT on the PSE to generate a modified sample
window, which is then output as the modified signal. It is important the sample windows NOT overlap in the
sample stream,since this would potentially damagethe preceeding encoding windowsin the stream.

Once the messageis entirely encoded, includingits special end of message marker bit Stream, encode{) resets it
internal variables to begin encoding the message Once more in the next window. encode() proceeds in this manner
until the input sample stream is exhausted.

enum {

Synchronizing,
Locked

}5 /* decodestates */
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unsigned char messageend_buffer{MARKER,BITS},

Bit decodeBit(float *spectrum_buffer,int freq_offset)
{

/* teads the value ofthe cell in spectrum_buffer, indexed by freq_ofiset
in a manner thetdistinguishes each ofthe 2 possible values ofan
encoded bit, 1 or 0

a

/* suggested method oftesting the Least Significant bit ofthe cell */

/* alternative method ofchecking the value ofthe cell versus certain fractional
remainders proposed.

i.e. <= 5 fractional remaindersignifies 0, > .5 fraction remainder
signifies 1

*/

retum either | or 0 as appropriate

Boolean decode()

{

. /* Initialization */

state = Synchronizing

window_offset= 0,

set frequency mask
set window mask

clear sample buffer

int nextSamples = 1;

int msg_start_offset = 0,

clear messageend_buffer
Bit aBit,

Boolean bitsEqual,

do {

if(state == Synchronizing){

nextSamples = 1;

window_offset = 0;

else

nextSamples = WINDOW_SIZE;

if(getSamples(amplitude_sample_buffer) == false)
teturn false,

PCT/US96/10257
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doFFT(amplitude_sample_buffer,power_frequency_buffer,
’ WINDOWSIZE), /*2*/

for (frequencyoffset = 0; frequency_offset < WINDOW_SIZE;
frequency_offset++){

useCell = map(getBit(window_mask,window_offset),

getBit(frequency_mask,frequency_offset),

‘window_offset, frequency_offset),

iffuseCell == true){

aBit = decodeBit(power_frequency_buffer,

frequency_offset),

setBit(message_buffer,message_bit_offset,aBit);

message_bit_offset ++,

}

else

continue;

if{state == Synchronizing){

bitsEqual =

PCT/0S96/10257

comparcBits(message_start_marker,message_buffer,

messagebit_offset);

iK!bitsEqual){

message_bit_offset = 0;

misaligned = true,

break; /* exit frequency loop */
}

else if (message_bit_offset -- MARKERBITS)
state = Locked;

else {

/* locked onto encoded stream */

shift aBitinto right side ofmessage_end_buffer

bitsEqual = compareBits(message_end_buffer,

misg_end_marker,MARKER_BITS),
if{bitsEqual)

retum true;

}while (true);
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The decode() procedure scans an input sample stream using specified window and frequency masks, until it either

decodes a valid message biock, storingit in a message buffer, or exhausts the sample stream. ‘

The decode() procedure starts in state Synchronizing, in which it does not know where in the sample stream the
eneading windows are aligned. The procedure advances the sample window through the sample stream one

sampleat a time, performing the FFT calculation on each window,and attempting to decode valid messagebits
from the window.As it extracts each bit using the map() function,the decode() procdure compares these bits
against the start ofmessage marker. As soon as a mismatchis detected, the decode() procedure knows it is not yet
properly aligned toan encoding window, and immediately ceases decoding bits from the current window and
moves to the next window,offset by 1 sample. The decode() procedure continues in this manner until it matches

successfully the complete bitstream ofa start ofmessage marker, At this point the decode() procedure assumes it is
aligned to an encoded message and can then decodebits to the message buffer quickly, advancing the sample
window fully at cachiterations. It is now in Locked mode.For each bitit stores in the message buffer when in
Locked mode, the decode() procedure also shifts the samebit value into the least significantbit ofthe

message_end_buffer. After eachbit is decoded in Locked mode, the decode() procedure checks compares the

message_end_buffer with the msg_end_marker in a bit by bit manner. When a complete match is found, decode()
is finished and returnstrue. If the sample stream is exhausted before this occurs, decade() returnsfalse. Ifdecode()
retums true, a valid message is stored in the message buffer,including the start and end ofmessage markers,
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Claims

1, A steganographic method comprising thestepsof:
- using random keys in combination with steganography to encode additional ,

information into digitized samples such that a signal generated from the modified

sample stream is not significantly degraded and such that the additional information

cannot be extracted without the keys and suchthat the signal generated from the
modified sample stream will be degraded by attemptstoerase, scramble, or
otherwise obliterate the encoded additional information.

2. __An apparatus for encoding or decoding a message, represented as
series ofdata bits into or out ofa series ofdigitized samples, comprising:

| a) a sample buffer for holding and accessing and transforming
digitized samples;

.b) a digital signal processor capable of performing fast fourier
transforms;

c) a memory to contain information representing
1) primary mask,

2) convolutional mask,

3) start to messagedelimiter,

4) a maskcalculation buffer,
5) a message buffer,

6) an integer representing a messagebit index,
1 a position integer M representing message size,
8) an integer representing an index into said primary

mask,

9) an integer representing an index into said convolution
_ Mask,

10) —_an integerrepresenting thestate of a decode process,
11) a table representing a mapfunction;

12)aflag indicating a complete message has been
decoded or encoded,
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13) a positive integer S representing a number of samples

to read into said sample buffer, and /
14)aflag indicating the size ofa message which has been

decoded;

5 qd) an input to acquire digital samples;

e) an output to output modified digital samples;

f) an input for inputting the values of(cl)- (c5) and (c11) and
(c13); | |

g) an output to output the messagestored in (c5) as the result
10 ofa decode process and the value of (c10) to an attached digital circuit;

h) _at least one data busto transfer information from

(d)to (a),

(a) to (b),

(b)to (a),

15 (a) to (e),
(f) to (c), and

(c) to (e); and

i) a clock which generates a clock signal to drive (b) and
20 control the operation of the apparatus.

3. A method ofencodinginformation into a sample stream ofdata, said

method comprising thestepsof:

A)

25. —_—siincluding:
generating a mask set to be used for encoding, said set

a random or pseudo-random primary mask,

a random or pseudo-random convolution mask,

a random or pseudo-randomstart ofmessage

delimiter, wherein said mask set can be concatenated and manipulated asasinglebit
30 stream;

B) obtaining a message to be encoded;
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C) generating a messagebit steam to be encoded such that the
stream includes

1) a start ofmessage delimiter, and

2) an integer representing the number ofmessage

bytes to follow the message;

D) _loading the messagebit stream, a map table, the primary

mask, the convolution mask, and the start ofmessage delimiter into a memory;

E) resetting a primary mask index, a convalution mask and

message bit index, and setting the message size integer equal to the total number of .
bits in the message bit stream;

F) clearing a message encoded flag;

G) reading a window ofsamples from a sample inputdevice

and storing them sequentially in a sample buffer;

H) resetting the primary mask index and looping through the

sample buffer fromafirst sampleto a last sample incrementing the primary mask
index each time a sampleis visited, such that for each sample position, a value of
the mapping function is computed, whichis either true orfalse, by using a bit ofthe

primary mask representing a current sampleanda bit ofthe convolution mask
indicated by the convolution index to calculate an offset in the maptable;

D obtaining thebit value stored in the maptable and encoding
the bit ofthe messageindicated by the messagebit index into the current sampleif

the bit value obtained from the maptable is a certain value and incrementing the

message bit index, determining whether the messagebit index equals the number of

messagebits, andif it does re-performing step A), setting the message encoded flag,
and exiting the loop;

J) outputting the modified samples in the sample buffer, and if

the message encodedflag is set jumping backto said step E);

K) incrementing the convolution index, whereinifthe
convolution index equals the length ofthe convolution mask in bits then set the

convolution index to 0; and
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L) jumpingbackto step G).

4. A methodofencoding information into a sample stream ofdata, comprising
the stepsof:

5 A) generating a mask set to be used for encoding, including:
a random or pseudo-random primarymask,
a random or pseudo-random convolution mask, and

a random or pseudo-randomstart ofmessage

delimiter, wherein said mask set can be concatenated and manipulated as a single bit

10 Stream,

B) inputting a message to be encoded;

C) generating a messagebit stream to be encoded including

a start of message delimiter, and

an integer representing of number ofmessage bytes to

15 follow the message;

D) loading the messagebit stream, a map table, and the mask set

into a memory;

E)__resetting a primary mask index, a convolution mask and

message bit index, setting the messagesize index equal to the number ofbits in the

20 messagebitstream, and clearing a message encodedflag;
F) reading a window of samples ofthe inputted message and

storing the samples sequentially in a sample buffer,

G) computing a spectral transform of the samples in the buffer;

HK obtaining the bit value stored in the map table, wherein if the

25 bit value is true, then encoding the bit of the messageindicated by the message bit

index into the current sample and incrementing the messagebit index, where the

message bit index equals the number of messagebits, and then reperforming step \

A), setting the message encodedflag, andexiting the loop;

I) computing the inverse spectral of the spectral values stored

30 in the samplebuffer;
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J) outputting the values in the sample buffer, andifthe sample
encoded flag is set, then clear the flag and jumpbackto step E);

K) incrementing the convolution index and when the

convolution index equals the length ofthe convolution maskin bits resetting the
convolution index; and

L) jumpingbacktostep F).

5. The method ofclaim 3 wherein the encoding of the messagebitinto the

samplein step I includes encodingasingle bit of the sample to match the message
bit.

6. The method ofclaim 4 wherein the encoding ofthe messagebit into the

sample in step H includesaltering the sample value such that said sample valuefalls
within a prespecified range ofvalvesrelative to its original value.

7, A method ofdecoding information from a sample stream ofdata,
comprising the stepsof:

A)_obtaining a maskset including:

(1) a random or pseudo-random primary mask,

(2) a random or pseudo-random convolution mask, and
(3) a random or pseudo-randomstart ofmessagedelimiter;

B) loading a maptable, and the mask set into a memory;
C) resetting a primary mask index and convolution mask index

and setting a messagesize integer equalto 0;

D) clearing a message decodedflag;

E)__setting a state ofthe decode process to SYNCHRONIZED,
F) __ checking the state of the decode process andifthe decode

state is UNSYNCHRONIZED,setting a numberofsamples to equal 1 and resetting
the convolution index to 0; otherwise, setting the number of samples to equal S
(S21);
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G) reading the number of samples specified in step F)into a
sample buffer;

H) resetting the primary mask index, and looping through the
sample buffer from thefirst sampletothelast sample, incrementing the primary
maskindex each time, and for each sample position, computing the value of a
mapping function to calculate an offset into the maptable;

T) obtaining thebit value in the maptable, andifthe value is true,
decoding thebit ofthe messageindicated by the messagebit index, storing the bit
into the messagebuffer at the messagebit index, and incrementing the messagebit
index;

Jd comparing the decodedbits in the message bufferto the start
of messagedelimiter, and if the numberofbits in the message bufferis less than or
equal to the numberofbitsin the start of message delimiter and the bits match, then
setting the state of the decode process to SYNCHRONIZED;otherwise setting the
state ofthe decode process to UNSYNCHRONIZED;:

XK) ___sifthe state ofthe decode process is SYNCHRONIZED and
the numberofbits in the message buffer is greater than or equal to the sum of the
numberofbits ofthe start ofdelimiter and the messagesize, then setting thestate
ofthe decode process to SYNC-AND-SIZE and copying certain bits from the
messagebuffer to a messagesize integer container,

L) ifthe state of the decode process is SYNC-AND-SIZE and
the numberofbits in the message buffer divided by 8 is greater than or equal to the
messagesize, then setting the message decoded flag, outputting the message and
the message decodedflag and ending the method;

M) incrementing the convolution index, andifthe convolution index
equals the numberofbits in the convolution mask resetting the convolution index;
and

N) jumping to step F).

8. A methodofdecoding information from sampled data, comprising the steps
of:
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A) Obtaining a maskset including

(1) arandom or pseudo-random primary mask,

(2) arandom or pseudo-random convolution mask, and :

(3) arandomor pseudo-random start of message
delimiter,

B) loading a maptable, and the mask set into a memory;
CQ) resetting a primary mask index and convolution mask index

and setting a message size integer equal to 0;

D) clearing a message decodedflag;

E) setting a state of the decode process to SYNCHRONIZED;
F) checking the state ofthe decode process andifthe decode

state is UNSYNCHRONIZED,setting a numberofsamples to equal 1 and resetting
the convolution index to 0; otherwise, setting the number ofsamples to equal S_
(S>1);

G) reading the numberofsamples specified in step F) into a
sample buffer;

FH) computing a spectral transform ofthe samples stored in the .
sample buffer; .

I) _ resetting the primary mask index and looping through the
sample buffer from the first sampleto thelast sample, incrementing the primary
mask index each time, and for each sample position,computing the value ofa

mapping function by using the bit ofthe primary mask corresponding to the primary
maskindex andthe bit of the convolution masks indicated by the convolution phase
to calculate an offset into the maptable representing the mapping function;

Jd) obtaining a bit value stored in the map, andifthe valueis

true, decoding thebit ofthe message indicated by the messagebit index from the

current sample, storing thebit into the message buffer at the messagebit index, and
incrementing the messagebit index; —

K) comparing the decodedbits in the message bufferto the start
ofmessage delimiter, and if the number of bits in the messagebufferis less than or
equal to the numberofbits in the start of message delimiter and the bits match, then
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setting the state ofthe decode process to SYNCHRONIZED;otherwise, setting the
state ofthe decode process UNSYNCHRONIZED;

L) ifthe state ofthe decode process is SYNCHRONIZED, and
the numberofbits in the messagebuffer is greater than or equal to the sum ofthe

number ofbits of the start ofdelimiter and the message size, then setting the state
ofthe decode process to SYNC-AND-SIZE and copying certain bits from the
message buffer to a messagesize integer container, _

M)_ifthe state ofthe decode process is SYNC-AND-SIZE and

the numberofbits in the message buffer divided by 8 is greater than or equal to the
messagesize, thensetting the message decoded flag, outputting the message and
the message decoded flag and ending the method;

N) _ incrementing the convolution index, wherein ifthe

convolution index equals the numberofbits in the convolution mask, thenresetting
the convolution index; and

©) jumpingtostep F).

9. The methodofclaim 7 wherein the decoding ofthe messagebit from the

sample in step I includes readingasingle bit of the sample.

10. The method ofclaim 7 wherein the decoding ofthe messagebit from the

samplein step I includes mapping a range of sample values onto a particular
messagebit value.

11. The methodofclaim 4 wherein the map tableis defined such that any index
ofthe map table directs the process to encode information.

12.|The method ofclaim 1 wherein the samples are obtained from a sample
stream representing digitized sound or music.
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13.|The method ofclaim 12 wherein the identical encode processis performed
on two sample streams representing channel A and channel B ofdigitized stereo
sound,

14. The method ofclaim 12 wherein the sample streams represent channel A
and channel B ofdigitized stereo sound and are interleaved before beinginput as a
single sample stream andare separated into two channels upon output.

15. The methodofclaim 1 wherein the samples are obtained from a sample
stream representing digitized video.

16. The methodofclaim 1 wherein the samples are obtained from a sample
stream representing a digitized image.

17. The apparatus ofclaim 2, further comprising a tamper-resistant packaging,
enclosing said apparatus wherein circuitry and information stored therein are

destroyed if said packaging is opened.

18. The method ofclaim 3, further comprising a pre-encoding step which

customizes the message to be encoded including: calculating over which windows

in the samples stream a message will be encoded, computing a secure one way hash
function of the samples in those windows,and placing the resulting hash values in
the message before the message is encoded;

whereinthe hash calculating step includes: calculating the size ofthe

original messageplus the size ofan added hash value, and pre-processing the
sample stream for the purpose ofcalculating hash values ofeach series ofwindows

that will be used to encode the message andcreating a modified copy ofthe
message containing the hash value such that each messagecontaining a hash value
matches each windowseries uniquely.
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The method ofclaim 1, wherein an authority for on linedistribution of
content encodesat least one ofthe following items into a sample stream ;

20.

thetitle,

theartist,

the copyright holder,

the body to which royalties should be paid, and
general terms for publisher distribution.

The methodofclaim 19, wherein the authority combinesat least one item

with a secure private key signed message from a publisher containing at least one of
the following pieces of information:

thetitle,

the publisher's identification,

the terms ofdistribution,

any consideration paid for the tight to distribute the content,
a brief statement ofagreement, and

the publisher signs and encrypts the combined messageusing a public key
cryptosystem and encodesthe signed and encrypted messageinto the sample
stream.

21. The methodofclaim 20, wherein a publisher obtains the encoded sample
stream and additionally obtains information form the authority and combinesthis

with a messagereceived from a consumer, which has been signed using a public key
cryptosystem and wherein the signed message contains at least one ofthe following —
data

the contenttitle,

consumeridentification,

the termsofdistribution,

the consideration paid for the content,

a brief statement of agreement, and
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the publisher uses a public key cryptosystem to sign the combined information and

finally encodes the signed information.

22. The method ofclaim 1, wherein the sample stream is obtained from at least

one audio track contained within a digitized movie, video game software, or other
software.

23. The method of claim 1, wherein the sample stream is obtained from at least

one digitized movieorstill image contained within a video gameor other software.

24. The method ofclaim 1, wherein encoded information is contained in the

differences or relationship between samples or groups of samples.

25. The method ofclaim 4, wherein the encoding ofthe messagebit into the

sample in step H inchudes encodinga single bit of the sample to match the message
bit. .

26. The methodofclaim 3, wherein the encoding of the messagebit into the

sample in step I includesaltering the sample value such that said sample valuefalls

within a prespecified range ofvalvesrelativetoits original value.

27. The methodofclaim 8, wherein thedecoding of the message bit in step J
includes readinga single bit of the sample.

28. The methodofclaim 8, wherein the decoding ofthe messagebit in step J
includes mapping a rangeofsupply values onto a particular messagebit value.

29. The method of claim 3, wherein the map table is defined such that any index
ofthe maptable directs the process to encode information.
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30.|The methodofclaim 7, wherein the maptable is defined such that any index
ofthe maptable directs the process to encode information.

31.|The method ofclaim 8, wherein the maptable is defined such that any index -
ofthe map table directs the process to encodeinformation.

32. The method ofclaim 4, further comprising a pre-encoding step which

customizes the message to be encoded including: calculating over which windows

in the samples stream a messagewill be encoded, computing a secure one way hash
function ofthe samples in those windows, and placing the resulting hash values in
the message before the messageis encoded;

wherein the hash calculating step includes: calculating the size ofthe

original message plusthe size ofan added hash value, and pre-processing the
sample stream for the purpose ofcalculating hash values ofeach series ofwindows

that will be used to encode the message and creating a modified copy ofthe

message containing the hash value such that each message containing a hash value
matches each windowseries uniquely.--

DISH-Blue Spike-842

Exhibit 1004, Page 0675



DISH-Blue Spike-842
Exhibit 1004, Page 0676

PCT WORLD INTELLECTUALInternati
PROPERTY ORGANIZATION
onal Bureau

 
INTERNATIONAL APPLICATION PUBLISHED UNDER THE PATENT COOPERATION TREATY (PCT)

(51) International Patent Classification § ;
HO4L 9/00

(43) International Publication Date:

(21) International Application Number: PCT/US97/0065 1

(22) International Filing Date: 16 January 1997 (16.01.97)

(30) Priority Data:
08/587,943 17 January 1996 (17.01.96) us

(71) Applicant: THE DICE COMPANY[US/US]; 20191 E. Coun-
try Club Drive, Townhouse 4, Aventura, FL 33180 (US).

(72) Inventors: MOSKOWITZ, Scott, A; 20191 E. Country
Club Drive, Townhouse 4, Aventura, FL 33180 (US).
COOPERMAN,Marc; 2929 Ramona, Palo Alto, CA 94306
(US).

(74) Agents: ALTMILLER,John,C. et al.; Kenyon & Kenyon, 1025
Connecticut Avenue, N.W., Washington, DC 20036 (US).

(11) International Publication Number: WO 97/26732

24 July 1997 (24.07.97)

MG,MK, MN, MX, NO, NZ, PL, RO
UA, UZ, VN, ARIPO patent (KE, LS, ,
Eurasian patent (AM, AZ, BY, KG, KZ, MD, RU,
European patent (AT, BE, CH, DE, DK,
GR, IE, IT, LU, MC, NL, PT, SE), OAPI
CF, CG, CI, CM, GA, GN, ML, MR,NE, SN, TD, TG).

Published
With international search report.

(54) Title: METHOD FOR STEGA-CIPHER PROTECTION OF COMPUTER CODE

(57) Abstract

A method for protecting computer code copyrights by encoding the code into a data resource with a digital watermark. The digital
watermark contains licensing information interwoven with essential code resources encoded into data resources. The result is that while
an application program can be copied in an uninhibited manner, only the licensed user having the license code can access essential code
resources to operate the program and any descendantcopies bear the required license code. 

DISH-Blue Spike-842

Exhibit 1004, Page 0676



DISH-Blue Spike-842
Exhibit 1004, Page 0677

a

applications under the PCT.

AT

BE
BF
BG
BI
BR
BY
CA
CF
CG
CH
a
CM
CN
Go
cz
DE
DK
EE
ES
FL
FR
GA

FOR THE PURPOSES OF INFORMATION ONLY

Codes used to identify States party to the PCT on the front pages of pamphlets publishing intemational

Armenia
Austria
Australia
Barbados
Betgium
Burkina Faso
Bulgaria
Benin
Brazi)
Belarus
Canada
Central African Republic
Congo
Switreriand
Cite d'ivoire
Cameroon
China
Czechoslovakia
Czech Republic .
Gesmany
Denmark
Estonia
Spain
Finland
France
Gabon

United Kingdom
Georgia
Guinea
Greece
Hungary
ireland
Italy
Japan
Kenya
Kyrgystan
Democratic People’s Republic
of Korea
Republic of Korea
Kazakhstan
Liechtenstein
Sri Lanka
Liberia
Lichuania
Luxembourg
Latvia
Monaco
Republic of Moldova
Madagescar
Mali
Mongolia
Mauritania

 
DISH-Blue Spike-842

Exhibit 1004, Page 0677



DISH-Blue Spike-842
Exhibit 1004, Page 0678

WO 97/26732 : PCT/US97/00651

10

15

20

25

METHOD FOR STEGA-CIPHER PROTECTION OF COMPUTER CODE

FIELDOFINVENTION

With the advent of computer networks and digital

multimedia, protection of intellectual property has

become a prime concern for creators and publishers of

digitized copies of copyrightable works, such as musical

recordings, movies, video games, and computer software.

One method of protecting copyrights in the digital

domain is to use "digital watermarks."

The prior art includes copy protection systems

attempted at many stages in the development of the

software industry. These may be various methods by

which a software engineer can write the software in a

clever manner to determine if it has been copied, and if

so to deactivate itself. Also included are undocumented

changes to the storage format of the content. Copy

protection was generally abandoned by the software

industry, since pirates were generally just as clever as

the software engineers and figured out ways to modify

the software and deactivate the protection. The cost of

developing such protection was not justified considering

the level of piracy which occurred despite the copy
protection.

Other methods for protection of computer software

include the requirement of entering certain numbers or

facts that may be included in a packaged software's

manual, when prompted at start-up. These may be
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overcome if copies of the manual are distributed to

unintended users, or by patching the code to bypass

these measures. Other methods include requiring a user

to contact the software vendor and to receive "keys" for

unlocking software after registration attached to some

payment scheme, such as credit card authorization.
Further methods include network-based searches of a

user’s hard drive and comparisons between what is

registered to that user and what is actually installed

on the user’s general computing device. Other

proposals, by such parties as AT&T's Bell Laboratories,
use “kerning” or actual distance in pixels, in the
rendering of text documents, rather than a varied number

of ASCII characters. However, this approach can often

be defeated by graphics processing analogous to sound
processing, which randomizes that information. All of

these methods require outside determination and

verification of the validity of the software license.
Digital watermarks can be used to mark each

individual copy of a digitized work with information

identifying the title, copyright holder, and even the

licensed owner of a particular copy. When marked with
licensing and ownership information, responsibility is
created for individual copies where before there was

none. Computer application programs can be watermarked

by watermarking digital content resources used in

conjunction with images or audio data. Digital

watermarks can be encoded with random or pseudo random

keys, which act as secret maps for locating the

watermarks. These keys make it impossible for a party
to find the watermark without having the key. In
addition, the encoding method can be enhanced to force a

party to cause damage to a watermarked data stream when

trying to erase a random-key watermark. Digital
watermarks are described in "Steganographic Method and
Device" - The DICE Company, Serial No. 08/489,172, the

disclosure of which is hereby incorporated by reference.
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Other information is disclosed in "Technology: Digital

Commerce”, Denise Caruso, New York Times, August 7,

1995; and "Copyrighting in the Information Age", Harley
Ungar, ONLINE MARKETPLACE, September 1995, Jupiter
Communications.

Additionally, other methods for hiding information

signals in content signals, are disclosed in U.S. Patent

No. 5,319,735 - Preuss et al. and U.S. Patent No.

5,379,345 - Greenberg.

It is desirable to use a "stega-cipher" or

watermarking process to hide the necessary parts or

resources of the executable object code in the digitized

sample resources. It is also desirable to further

modify the underlying structure of an executable

computer application such that it is more resistant to

attempts at patching and analysis by memory capture. A

computer application seeks to provide a user with
certain utilities or tools, that is, users interact with

a computer or similar device to accomplish various tasks

and applications provide the relevant interface. Thus,

a level of authentication can also be introduced into

software, or "digital products," that include digital
content, such as audio, video, pictures or multimedia,

with digital watermarks. Security is maximized because

erasing this code watermark without a key results in the
destruction of one or more essential parts of the

underlying application, rendering the "program" useless
to the unintended user who lacks the appropriate key.

Further, if the key is linked to a license code by means

of a mathematical function, a mechanism for identifying
the licensed owner of an application is created.

It is also desirable to randomly reorganize program

memory structure intermittently during program run. time,

to prevent attempts at memory capture orobject code
analysis aimed at eliminating licensing or ownership

information, or otherwise modifying, in an unintended
manner, the functioning of the application.
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In this way, attempts to capture memory to

determine underlying functionality or provide a "patch"
to facilitate unauthorized use of the "application," or

computer program, without destroying the functionality

and thus usefulness of a copyrightable computer program
can be made difficult or impossible.

It is thus the goal of the present invention to

providea higher level of copyright security to object
code on par with methods described in digital
watermarking systems for digitized media content such as
pictures, audio, video and multimedia content in its

multifarious forms, as described in previous .
disclosures, "Steganographic Method and Device" and

“Human Assisted Random Key Generation and Application
for Digital Watermark System", filed on even date

herewith, the disclosure of which is hereby incorporated
by reference.

It is a further goal of the present invention to
establish methods of copyright protection that can be
combined with such schemes as software metering, network
distribution of code and specialized protection of
software that is designed to work over a network, such
as that proposed by Sun Microsystems in their HotJdava
browser and Java programming language, and manipulation
of application code in proposed distribution of

documents that can be exchanged with resources or the

look and feel of the document being preserved over a
network. Such systems are currently being offered by
companies including Adobe, with their Acrobat software.

This latter goal is accomplished primarily by means of
the watermarking of font, or typeface, resources
included in applications or documents, which determine

how a’ bitmap representation of the document is
ultimately drawn on a presentation device.

The present invention includes an application of
the technology of “digital watermarks." As described
in previous disclesures, "Steganographic Method and
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Device" and "Human Assisted Random Key Generation and

Application for Digital Watermark System," watermarks

are particularly suitable to the identification,

metering, distributing and authenticating digitized

content such as pictures, audio, video and derivatives
thereof under the description of "multimedia content."
Methods have been described for combining both

cryptographic methods, and steganography, or hiding

something in plain view. Discussions of these

technologies can be found in Applied Cryptography by »
Bruce Schneier and The Code Breakers by David Kahn. For

more information on prior art public-key cryptosystems
see US Pat No 4,200,770 Diffie-Hellman, 4,218,582

Hellman, 4,405,829 RSA, 4,424,414 Hellman Pohlig.

Computer code, or machine language instructions, which
are not digitized and have zero tolerance for error,

‘must be protected by derivative or alternative methods,
such as those disclosed in this invention, which focuses

on watermarking with "keys" derived from license codes

or other ownership identification information, and using

the watermarks encoded with such keys to hide an

essential subset of the application code resources.

° Io

It is thus a goal of the present invention, to

provide a level of security for executable code on

Similar grounds as that which can be provided for

digitized samples. Furthermore, the present invention
differs from the prior art in that it does not attempt .
to stop copying, but rather, determines responsibility
for a copy by ensuring that licensing information must

be preserved in descendant copies from an original.
Without the correct license information, the copy cannot
function.

An improvement over the art is disclosed in the

present invention, in that the software itself is a set
of commands, compiled by software engineer, which can be
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configured in such a manner as to tie underlying

functionality to the license or authorization of the

copy in possession by the user. Without such

verification, the functions sought out by the user in

the form of software cease to properly work. Attempts

to tamper or "patch" substitute code resources can be
made highly difficult by randomizing the location of
said resources in memory on an intermittent basis to

resist most attacks at disabling the system.

DETAILEDDESCRIPTION

An executable computer program is variously
referred to as an application, from the point of view of

a user, or executable object code from the point of view

of the engineer. A collection of smaller, atomic (or

indivisible) chunks of object code typically comprise
the complete executable object code or application which
may also require the presence of certain data resources.

These indivisible portions of object code correspond

with the programmers’ function or procedure

implementations in higher level languages, such as C or

Pascal. In creating an application, a programmer writes
“code” in a higher level language, which is then
compiled down into "machine language," or, the

executable object code, which can actually be run by a
computer, general purpose or otherwise. Each function,

or procedure, written in the programming language,

represents a self-contained portion of the larger

program, and implements, typically, a very small piece

of its functionality. The order in which the programmer
types the code for the various functions or procedures,
and the distribution of and arrangement of these
implementations in various files which hold them is

unimportant. Within a function or procedure, however,

the order of individual language constructs, which

correspond to particular machine instructions is

important, and so functions or procedures are considered
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indivisible for purposes of this discussion. That is,
once a function or procedure is compiled, the order of
the machine instructions which comprise the executable

object code of the function is important and their order
in the computer memory is of vital importance. Note

that many "compilers" perform "optimizations" within

functions or procedures, which determine, on a limited
scale, if there is a better arrangement for executable

instructions which is more efficient than that

constructed by the programmer, but does not change the

result of the function or procedure. Once these

optimizations are performed, however, making random

changes to the order of instructions is very likely to

"break" the function. When a program is compiled, then,

it consists of a collection of these sub-objects, whose

exact order or arrangement in memory is not important,

so long as any sub-object which uses another sub-object

knows where in memory it can be found.

The memory address of the first instruction in one

of these sub-objects is called the "entry point" of the

function or procedure. The rest of the instructions

comprising that sub-object immediately follow from the

entry point. Some systems may prefix information to the

entry point which describes calling and return

conventions for the code which follows, an example is
the Apple Macintosh Operating System (MacOS). These

sub-objects can be packaged into what are referred to in

certain systems as "code resources," which may be stored

separately from the application, or shared with other

applications, although not necessarily. Within an

application there are also data objects, which consist

of some data to be operated on by the executable code.

These data objects are not executable. That is, they do

not consist of executable instructions. The data

objects can be referred to in certain systems as
"resources."
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When a user purchases or acquires a computer

program, she seeks a computer program that "functions"

in a desired manner. Simply, computer software is

overwhelmingly purchased for its underlying

functionality. In contrast, persons who copy multimedia
content, such as pictures, audio and video, do so for

the entertainment or commercial value of the content.

The difference between the two types of products is that

multimedia content is not generally interactive, but is

instead passive, and its commercial value relates more

on passive not interactive or utility features, such as

those required in packaged software, set-top boxes,
cellular phones, VCRs, PDAs, and the like. Interactive

digital products which include computer code may be

mostly interactive but can also contain content to add
to the interactive experience of the user or make the

underlying utility of the software more aesthetically
pleasing. It is a common concern of both of these

creators, both of interactive and passive multimedia
products, that “digital products" can be easily and
perfectly copied and made into unpaid or unauthorized

copies. This concern is especially heightened when the
underlying product is copyright protected and intended
for commercial use.

The first method of the present invention described

involves hiding necessary "parts" or code "resources" in

digitized sample resources using a "digital
watermarking" process, such as that described in the

"Steganographic Method and Device" patent application.
The basic premise for this scheme is that there are a

certain sub-set of executable code resources, that
comprise an application and that are "essential" to the

proper function of the application. In general, any
code resource can be considered "essential" in that if

the program proceeds to a point where it must "call" the

code resource and the code resource is not present in
memory, or cannot be loaded, then the program fails.
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However, the present invention uses a definition of

“essential” which is more narrow. This is because,

those skilled in the art or those with programming

experience, may create a derivative program, not unlike

the utility provided by the original program, by writing
additional or substituted code to work around

unavailable resources. This is particularly true with
programs that incorporate an optional "plug-in

architecture," where several code resources may be made

optionally available at run-time. The present invention

is also concerned with concentrated efforts by

technically skilled people who can analyze executable

object code and "patch" it to ignore or bypass certain

code resources. Thus, for the present embodiment’s

“purposes, "essential" means that the function which

distinguishes this application from any other

- application depends upon the presence and use of the

code resource in question. The best candidates for this

type of code resources are NOT optional, or plug-in

types, unless special care is taken to prevent work-a-
rounds.

Given that there are one or more of these essential

resources, what is needed to realize the present

invention is the presence of certain data resources of a

type which are amenable to the "stega-cipher” process
described in the "Steganographic Method and Device"

patent application. Data which consists of image or
audio samples is particularly useful. Because this data

consists of digital samples, digital watermarks can be

introduced into the samples. What is further meant is

that certain applications include image and audio
samples which are important to the look and feel of the

program or are essential to the processing of the

application’s functionality when used by the user.
These computer programs are familiar to users of

computers but also less obvious to users of other

devices that run applications that are equivalent in
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some measure of functionality to general purpose

computers including, but not limited to, set-top boxes,

cellular phones, "smart televisions," PDAs and the like.

However, programs still comprise the underlying
5 “operating systems" of these devices and are becoming

more complex with increases in functionality.

One method of the present invention is now

discussed. When code and data resources are compiled
.and assembled into a precursor of an executable program

10 the next step is to use a utility application for final
assembly of the executable application. The programmer
marks several essential code resources in alist

displayed by the utility. The utility will choose one
or several essential code resources, and encode them

15 into one or several data resources using the stega-
cipher process. The end result will be that these

essential code resources are not stored in their own

partition, but rather stored as encoded information in

data resources. They are not accessible at run-time
20 without the key. Basically, the essential code

resources that provide functionality in the final end-

product, an executable application or computer program,

are no longer easily and recognizably available for
Manipulation by those seeking to remove the underlying

25 copyright or license, or its equivalent information, or
those with skill tosubstitute alternative code

resources to “force" the application program to run as

an unauthorized copy. For the encoding of the essential

code resources, a "key" is needed.. Such a key is
30 similar to those described in the "Steganographic Method

and Device." The purpose of this scheme is to make a
particular licensed copy of an application

distinguishable from any other. It is not necessary to
distinguish every instance of an application, mexely

35 every instance of a license. A licensed user may then
wish to install multiple copies of an application,
legally or with authorization. This method, then, is to

10
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choose the key so that it corresponds, is equal to, or

is a function of, a license code or license descriptive

information, not just a text file, audio clip or

identifying piece of information as desired in digital
watermarking schemes extant and typically useful to

stand-alone, digitally sampled content. The key is

necessary to access the underlying code, i.e., what the

user understands to be the application program.

The assembly utility can be supplied with a key

generated from a license code generated for the license

in question. Alternatively, the key, possibly random,

can be stored as a data resource and encrypted with a
derivative of the license code. Given the key, it

encodes one or several essential resources into one or

several data resources. Exactly which code resources

are encoded into which data resources may be determined

in a random or pseudo random manner. Note further that

the application contains a code resource which performs.

the function of decoding an encoded code resource from a

data resource. The application must also contain a data

resource which specifies in which data resource a

particular code resourceis encoded. This data resource
is created and added at assembly time by the assembly

utility. The application can then operate as follows:

1) when it is run for the first time, after

installation, it asks the user for personalization

information, which includes the license code. This can

include a particular computer configuration;

2) it stores this information in a personalization
data resource; .

3) Once it has the license code, it can then

generate the proper decoding key to access the essential
code resources. .

Note that the application can be copied in an
uninhibited manner, but must contain the license code

issued to the licensed owner, to access its essential

code resources. The goal of the invention, copyright

il
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protection of computer code and establishment of

responsibility for copies, is thus accomplished.

This invention represents a significant improvement

over prior art because of the inherent difference in use

5 of purely informational watermarks versus watermarks

which contain executable object code. If the executable

object code in a watermark is essential to an
application which accesses the data which contains the

watermark, this creates an all-or-none situation.

10 Either the user must have the extracted watermark, or

the application cannot be used, and hence the user

cannot gain full access to the presentation of the

information in the watermark bearing data. In order to

extract a digital watermark, the user must have a key.

15 The key, in turn, is a function of the license

information for the copy of the software in question.

- The key is fixed prior to final assembly of the

application files, and so cannet be changed at the

option of the user. That, in turn, means the license

20 information in the software copy must remain fixed, so

that the correct key is available to the software. The

key and the license information are, in fact,

interchangeable. One is merely more readable than the

other. In the earlier developed “Steganographic Method
25 and Device," the possibility of randomization erasure

attacks on digital watermarks was discussed. Simply, it

is always possible to erase a digital watermark,

depending on how much damage you are willing to do to

the watermark-bearing content stream. The present

30 invention has the significant advantage that you must

-have the watermark to be able to use the code it

contains. If you erase the watermark you have lost a

key piece of the functionality of the application, or

even the means to access the data which bear the

35 watermark.

A preferred embodiment would be implemented in an

embedded system, with a minimal operating system and

12
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memory. No media playing "applets," or smaller sized
applications as proposed in new operating environments
envisioned by Sun Microsystems and the advent of Sun's
Java operating system, would be permanently stored in
the system, only the bare necessities to operate the
device, download information, decode watermarks and

execute the applets contained in them. When an applet
is finished executing, it is erased from memory. Such a

system would guarantee that content which did not
contain readable watermarks could not be used. This is

a powerful control mechanism for ensuring that content
to be distributed through such a system contains valid

watermarks. Thus, in such networks as the Internet or

set-top box controlled cable systems, distribution and

exchange of content would be made more secure from

unauthorized copying to the benefit of copyright holders

and other related parties. The system would be enabled

to invalidate, by default, any content which has had its
watermark(s) erased, since the watermark conveys, in

addition to copyright information, the means to fully

access, play, record or otherwise manipulate, the
content.

A second method according to the present invention
is to randomly re-organize program memory structure to

prevent attempts at memory capture or object code

analysis. The object of this method is to make it

extremely difficult to perform memory capture-based

analysis of an executable computer program. This

analysis is the basis for a method of attack to defeat
the system envisioned by the present invention.

Once the code resources of a program are loaded
into memory, they typically remain in a fixed position,

unless the computer operating system finds it necessary

to ‘rearrange certain portions of memory during "system

time," when the operating system code, not application

code, is running. Typically, this is done in low memory

systems, to maintain optimal memory utilization. The

13
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MacOS for example, uses Handles, which are double-

indirect pointers to memory locations, in order to allow

the operating system to rearrange memory transparently,

underneath a running program. If a computer program

5 contains countermeasures against unlicensed copying, a

skilled technician can often take a snapshot of the code

in memory, analyze it, determine which instructions

comprise the countermeasures, and disable them in the

stored application file, by means of a "patch." Other
10 applications for designing code that moves to prevent

scanning-tunnelling microscopes, and similar high
sensitive hardware for analysis of electronic structure

of microchips running code, have been proposed by such
parties as Wave Systems. Designs of Wave Systems’

15 microchip are intended for preventing attempts by
hackers to "photograph" or otherwise determine "burn in"

to microchips for attempts at reverse engineering. The

present invention seeks to prevent attempts at

understanding the code and its organization for the
20 purpose of patching it. Unlike systems such as Wave

Systems‘, the present invention seeks to move code

around in. such a manner as to complicate attempts by
software engineers to reengineer a means to disable the

methods for creating licensed copies on any device that
25 lacks "trusted hardware." Moreover, the present

invention concerns itself with any application software
that may be used in general computing devices, not

chipsets that are used in addition to an underlying
computer to perform encryption. Wave Systems’ approach

30 to security of software, if interpreted similarly to the
present invention, would dictate separate microchip sets
for each piece of application software that would be

tamperproof. This is not consistent with the economics

of software and its distribution.

35 Under the present invention, the application
contains a special code resource which knows about all

the other code resources in memory. During execution

14
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time, this special code resource, called a "memory

scheduler," can be called periodically, or at random or

pseudo random intervals, at which time it intentionally

shuffles the other code resources randomly in memory, so

that someone trying to analyze snapshots of memory at

various intervals cannot be sure if they are looking at

the same code or organization from one "break" to the

next. This adds significant complexity to their job.
The scheduler also randomly relocates itself when it is

finished. In order to do this, the scheduler would have

to first copy itself to a new location, and then

specifically modify the program counter and stack frame,

so that it could then jump into the new copy of the

scheduler, but return to the correct calling frame.

Finally, the scheduler would need to maintain a list of

all memory addresses which contain the address of the

scheduler, and change them to reflect its new location.

The methods described above accomplish the purposes

of the invention - to make it hard to analyze captured
memory containing application executable code in order

to create an identifiable computer program or

application that is different from other copies and is
less susceptible to unauthorized use by those attempting

to disable the underlying copyright protection system.
Simply, each copy has particular identifying information
making that copy different from all other copies.

15
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What is Claimed Is:

1 41. A method of associating executable object code with

_2 a digital sample stream by means of a digital watermark
3 wherein the digital watermark contains executable object

4 code and is encoded into the digital sample stream.

1 2. The method of claim 1 wherein a key to access the
2 digital watermark is a function of a collection of

3 license information pertaining to the software which is

4 accessing the watermark

5 where license information consists of one or more

6 of the following items:

7 Owning Organization name;

8 Personal Owner name;

9 Owner Address;

10 License code;

11 Software serialization number;

12 Distribution parameters;

13 Appropriate executable general computing
14 device architecture;

15 Pricing; and

16 Software Metering details.

1 3. The method of claim 1 further comprising the step
2 of transmitting the digital sample stream, via a

3. transmission means, from a publisher to a subscriber

4 wherein transmission means can selected from the

S group of

6 soft sector magnetic disk media;

7 hard sector magnetic disk media;

8 magnetic tape media;

9 ‘optical dise media;

10 Digital Video Disk media;
11 magneto-optical disk media;

12 memory cartridge;

13 telephone lines;

16
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SCSI;

Ethernet or Token Ring Network;

ISDN; .

AT network;

TCP/IP network;

analog cellular network;

digital cellular network;

wireless network;

digital satellite;

cable network;

fiber optic network; and

electric powerline network.

4, The method of claim 1 where the object code to be .

encoded is comprised of series of executable machine

instructions which perform the function of

processing a digital sample stream for the purpose
of modifying it or playing the digital sample stream.

5. The method of claim 3 further comprising the steps
of:

decoding said digital watermark and extracting

object code;

loading object code into computer memory for the
purpose of execution;

executing said object code in order to process said

digital sample stream for the purpose of playback.

6. A method of assembling an application to be

protected by watermark encoding of essential resources

comprising the steps of:

assembling a list of identifiers of essential

code resources of an application where identifiers allow

the code resource to be accessed and loaded into memory;
providing license information on the

licensee who is to receive an individualized copy of the
application;

17

DISH-Blue Spike-842

Exhibit 1004, Page 0694



DISH-Blue Spike-842
Exhibit 1004, Page 0695

WO 97/26732

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

26

27

28

29

30

‘31

32

33

34

&WN

mfWwWNHeH

PCT/US97/00651

storing license information in a

personalization resource which is added to the list of

application data resources;

generating a digital watermark key from

the license information; using the key as a pseudo-

random number string to select a list of suitable

digital sample data resources, the list of essential
code resources, and a mapping of which essential code
resources are to be watermarked into which data

‘resources;

storing the map, which isa list of

paired code and data resource identifiers, as a data

resource, which is added to the application;
adding a digital watermark decoder code

resource to the application, to provide a means for

extracting essential code resource from data resources,

according to the map;

processing the map list and encoding

essential code resources into digital sample data

resources with a digital watermark encoder;

removing self-contained copies of the

essential code resources which have been watermarked

into data resources; and

combining all remaining code and data

resources into a single application or installer.

7. A method of intermittently relocating application

code resources in computer memory, in order to prevent,

discourage, or complicate attempts at memory capture

based code analysis.

8. The method of claim 7 additionally comprising the

step of

assembling a list of identifiers of code resources

of an application where identifiers allow the code

resource to be accessed and loaded into memory.

18
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9. The method of claim 8 additionally comprising the

step of modifying application program structure to make
all code resource calls indirectly, through the memory

scheduler, which looks up code resources in its list and
‘dispatches calls.

wmb&bWN
10. The method of claim 9 additionally comprising the

step of intermittently rescheduling or shuffling all
code resources prior to or following the dispatch of a
code resource call through the memory scheduler.

PUNN
11. The method of claim 10 additionally comprised of

the step of the memory scheduler copying itself to a new
location in memory. ,

NFP
Us

12. The method of claim 11 additionally comprising the

step of modifying the stack frame, program counter, and
memory registers of the CPU to cause the scheduler to
jump to the next instruction comprising the scheduler,
in the copy, to erase the previous memory instance of

the scheduler, and changing all memory references to the

scheduler to reflect its new location, and to return

from the copy of the scheduler to the frame which called

the previous copy of the scheduler.

wownu®wneH
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METHOD FOR AN ENCRYPTED DIGITAL WATERMARK

EIELDOFINVENTION

With the advenc of computer networks and digital

Multimedia, protection of intellectual property has

become a prime concern for creators and publishers of

digitized copies of copyrightable works, such as musical
recordings, movies, and video games. One method of

protecting copyrights in the digital domain is to use

“digital watermarks". Digital watermarks can be used to

mark each individual copy of a digitized work with
information identifying the title, copyright holder, and

even the licensed owner of a particular copy. The

watermarks can also serve to allow for secured metering

and support of other distribution systems of given media
content and relevant information associated with them,

including addresses, protocols, billing, pricing or
distribution path parameters, among the many things that
could constitute a "watermark." For further discussion

of systems that are oriented around content-based

addresses and directories, see U.S. Patent No. 5,428,606

Moskowitz. When marked with licensing and ownership
information, responsibility is created for individual
copies where before there was none. More information on

digital watermarks is set forth in "Steganographic

Method and Device" - The DICE Company, U.S. application

Serial No. 08/489,172, the disclosure of which is hereby
incorporated by reference. Also, "Technology: Digital
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Commerce", Denise Caruso, New York Times, August 7, 1995

"Copyrighting in the Information Age", Harley Ungar,

ONLINE MARKETPLACE, September 1995, Jupiter

Communications further describe digital watermarks.

Additional information on other methods for hiding
information signals in content signals, is disclosed in
U.S. Patent No. 5,319,735 - Preuss et al. and U.S.

Patent No. 5,379,345 - Greenberg. :
Digital watermarks can be encoded with random or

pseudo random keys, which act as secret maps for

locating the watermarks. These keys make it impossible
for a party without the key to find the watermark - in

addition, the encoding method can be enhanced to force a

party to cause damage to a watermarked data stream when

trying to erase a random-key watermark.

It is desirable to be able to specify limitations
on the application of such random or pseudo random keys
in encoding a watermark to minimize artifacts in the

content signal while maximizing: encoding level. This
preserves the quality of the content, while maximizing
the security of the watermark. Security is maximized
because erasing a watermark without a key results in the

greatest amount of perceptible artifacts in the digital

content. It is also desirable to separate the
functionality of the decoder side of the process to
provide fuller recognition and substantiation of the

protection of goods that are essentially digitized bits,

while ensuring the security of the encoder and the

encoded content. It is also desirable that the separate
decoder be incorporated into an agent, virus, search
engine, or other autonomously operating or search
function software. This would make it possible for
parties possessing a decoder to verify the presence of

valid watermarks in a data stream, without accessing the
contents of the watermark. It would also be possible to

scan or searcharchives for files containing watermarked
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content, and to verify the validity of the presence of

such files in an archive, by means of the information

contained in the watermarks. This scenario has

particular application in screening large archives of
files kept by on-line services and internet archives.

It is further a goal of such processes to bring as much

control of copyrights and content, including its
pricing, billing, and distribution, to the parties that
are responsible for creating and administering that
content. It is another goal of the invention to provide

a method for enceding multiple watermarks into a digital
work, where each watermark can be accessed by use of a

separate key. This ability can be used to provide

access to watermark information to various parties with

different levels of access. It is another goal of the
invention to provide a mechanism which allows for

accommodation of alternative methods encoding and
decoding watermarks from within the same software or

hardware infrastructure. This ability can be used to
provide upgrades to the watermark system, without
breaking support for decoding watermarks created by
previous versions of the system. It is another goal of
the invention to provide a mechanism for the
certification and authentication, via a trusted third

party, and public forums, of the information placed in a
digital watermark. This provides additional

corroboration of the information contained in a decoded

digital watermark for the purpose of its use in

prosecution of copyright infringement cases. It also

has use in any situation in which a trusted third party
verification is useful. It is another goal of this
invention to provide an additional method for the

synchronization of watermark decoding software to an
embedded watermark signal. that is more robust than
previously disclosed methods.
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The invention described herein is a human-assisted

random key generation and application system for use in
a digital watermark system. The invention allows an

engineer or other individual, with specialized knowledge

regarding processing and perception of a particular

content type, such as digital audio or video, to observe

a graphical representation of a subject digital

recording or data stream, in conjunction with its

presentation (listening or viewing) and to provide input
to the key generation system that establishes a key

generation "envelope", which determines how the key is
used to apply a digital watermark to the digital data
stream. The envelope limits the parameters of either or

both the key generation system and the watermark

application system, providing a rough guide within which

a random or pseudo random key may be automatically
generated and applied. This can provide a good fit to
the content, such that the key may be used to encode a
digital watermark into the content in such a manner as

to minimize or limit the perceptible artifacts produced
in the watermarked copy, while maximizing the signal
encoding level. The invention further provides for
variations in creating, retrieving, monitoring and
manipulating watermarks to create better and more

flexible approaches to working with copyrights in the
digital domain. ,

Such a system is described herein and provides the
user with a graphical representation of the content

signal over time. In addition, it provides a way for
the user to input constraints on the application of the
digital watermark key, and provides a way to store this
information with a random or pseudo random key sequence
which is also generated to apply to a content signal.
Such a system would also be more readily adaptable by
current techniques to master content with personal
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computers and authoring/editing software. It would also

enable individuals to monitor their copyrights with

decoders to authenticate individual purchases, filter

possible problematic and unpaid copyrightable materials

in archives, and provide for a more generally

distributed approach to the monitoring and protection of

copyrights in the digital domain. .

DETA DESCRIPTION

Digital watermarks are created by encoding an
information signal into a larger content signal. The

information stream is integral with the content stream,
creating a composite stream. The effectiveness and
value of such watermarks are highest when the

informational signal is difficult to remove, in the

absence of the key, without causing perceptible

artifacts in the content signal. The watermarked

content signal itself should contain minimal or no

perceptible artifacts of the information signal. To
make a watermark virtually impossible to find without
permissive use of the key, its encoding is dependent

upon a randomly generated sequence of binary 18 and 0s,
which act as the authorization key. Whoever possesses

this key can access the watermark. In effect, the key
is a map describing where in the content signal the

information signal is hidden. This represents an

improvement over existing efforts to protect

copyrightable material through hardware-based solutions
always existing outside the actual content.

"“Antipiracy" devices are used in present applications
like VCRs, cable television boxes, and digital audio

tape (DAT) recorders, but are quite often disabled by
those who have some knowledge of the location of the

device or choose not to purchase hardware with these

"additional security features." With digital
watermarks, the "protection," or more accurately, the
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deterrent, is hidden entirely in the signal, rather than

a particular chip in the hardware.

Given a completely random key, which is uniformly

applied over a content signal, resulting artifacts in

the watermarked content signal are unpredictable, and

depend on the interaction of the keyand the content
signal itself. One way to ensure minimization of

artifacts is to use a low information signal level.

However, this makes the watermark easier to erase,

without causing audible artifacts in the content signal.
This is a weakness. If the information signal level is

boosted, there is the riskof generating audible
artifacts.

The nature of the content signal generally varies

significantly over time. During some segments, the

signal may lend itself to masking artifacts that would

otherwise be caused by high level encoding. At other
times, any encoding is likely to cause artifacts. In

addition, it might be worthwhile to encode low signal
level information in a particular frequency range which

corresponds to important frequency components of the
content signal in a given segment of the content signal.
This would make it difficult to perform bandpass
filtering on the content signal to remove watermarks.

Given the benefits of such modifications to the

application of the random key sequence in encoding a
digital watermark, what is needed is a system which

- allows human-assisted key generation and application for
digital watermarks. The term “human-assisted key
generation" is used because in practice, the information

describing how the random or pseudo random sequence key
is to be applied must be stored with the key sequence.
It is, in essence, part of the key itself, since the
random or pseudo random sequence alone is not enough to
encode, or possibly decode the watermark.
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Encoding of digital watermarks into a content

signal can be done in the time domain, by modifying
content samples on a sample by sample basis, or in the

frequency domain, by first performing a mathematical
transform on a series of content samples in order to

convert them into frequency domain information,

subsequently modifying the frequency domain information

with the watermark, and reverse transforming it back

into time-based samples. The conversion between time

and frequency domains can be accomplished by means of
any of a class of mathematical transforms, known in

general as "Fourier Transforms." There are various

algorithmic implementations and optimizations in

computer source code to enable computers to perform such

transform calculations. The frequency domain method can
be used to perform "spread spectrum" encoding

implementations. Spread spectrum techniques are
described in the prior art patents disclosed. Some of
the shortcomings evident in these techniques relate to
the fixed parameters for signal insertion in a sub

audible level of the frequency-based domain, e.g., U.S.

Patent No. 5,319,735 Preuss et al. A straightforward
randomization attack may be engaged to remove the signal
by simply over-encoding random information continuously
in all sub-bands of the spread spectrum signal band,
which is fixed and well defined. Since the Preuss
patent relies on masking effects to render the watermark

signal, which is encoded at -15 dB relative to the .

carrier signal, inaudible, such a randomization attack

will not result in audible artifacts in the carrier

signal, or degradation of the content. More worrisome,
the signal is not the original but a composite of an
actual frequency in a known domain combined with another

signal to create a "facsimile" or approximation, said to
be imperceptible to a human observer, of the original
copy. What results is the forced maintenance of one
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original to compare against subsequent "suspect" copies
for éxamination. Human-assisted watermarking would

provide an improvement over the art by providing

flexibility as to where information signals would be
inserted into content while giving the content creator
the ability to check all subsequent copies without. the

requirement of a single original or master copy for

comparison. Thus the present invention provides for a
system where all necessary information is contained

within the watermark itself.

Among other improvements over the art, generation

of keys and encoding with human assistance would allow

for a better match of a given informational signal (be

it an ISRC code, an audio or voice file, serial number,

or other "file" format) to the underlying content given

differences in the make-up of the multitudes of forms of

‘content (classical music, CD-ROM versions of the popular

game DOOM, personal HTML Web pages, virtual reality

simulations, etc.) and the ultimate wishes of. the

content creator or his agents. This translates into a
better ability to maximize the watermark signal level,

so as to force maximal damage to the content signal when

there is an attempt to erase a watermark without the

key. For instance, an engineer could select only the

sections of a digital audio recording where there were

high levels of distortion present in the original

recording, while omitting those sections with relatively

"pure" components from the watermark process. This then

allows the engineer to encode the watermark at a

relatively higher signal level in the selected sections

without causing audible artifacts in the signal, since’

the changes to the signal caused by the watermark
encoding will be masked by the distortion. A party

wanting to erase the watermark has no idea, however,

where or at what level a watermark is encoded, and so

must choose to "erase" at the maximum level across the
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entire data stream, to be sure they have obliterated

every instance of a watermark.

In the present invention, the input provided by the

engineer is directly and immediately reflected in a

graphical representation of content of that input, ina

manner such that it is overlaid on a representation of

the recorded signal. The key generation "envelope"

described by the engineer can be dictated to vary

‘dynamically over time, as the engineer chooses. The

graphical representation of the content is typically

rendered on a two dimensional computer screen, with a

segment of the signal over time proceeding horizontally

across the screen. The vertical axis is used to

distinguish various frequency bands in the signal, while
the cells described by the intersection of vertical and

horizontal unit lines can signify relative amplitude
values by either a brightness or a color value on the

display.

Another possible configuration and operation of the

system would use a display mapping time on the

horizontal axis versus signal amplitude on the vertical

axis. This is particularly useful for digital audio

signals. In this case, an engineer could indicate

certain time segments, perhaps those containing a highly

distorted signal, to be used for watermark encoding,

while other segments, which contain relatively pure

signals, concentrated in a few bandwidths, may be exempt
from watermarking. The engineer using a time vs.

amplitude assisted key generation configuration would

generally not input frequency limiting information.

In practice, the system might be used by an
engineer or other user as follows:

The engineer loads a file containing the digitized

content stream to be watermarked onto a computer. The

engineer runs the key generation application and opens
the file to be watermarked. The application opens a
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window which contains a graphical representation of the

digitized samples. Typically, for digital audio, the
engineer would see a rectangular area with time on the

horizontal axis, frequency bands on the vertical axis,

and varying color or brightness signifying signal power

at a particular time and frequency band. Each vertical

Slice of the rectangle represents the frequency

components, and their respective amplitude, at a

particular instant ("small increment") of time.

Typically, the display also provides means for scrolling
from one end of the stream to the other if it is too

long to fit on the screen, and for zooming in or out

magnification in time or frequency. For the engineer,

this rectangular area acts as a canvas. Using a mouse

and/or keyboard, the engineer can scroll through the

signal slowly marking out time segments or frequency
band minima and maxima which dictate where, at what

frequencies, and at what encoding signal level a

watermark signal is to be encoded into the content,

given a random or pseudo random key sequence. The
engineer may limit these marks to all, none or any of

the types of information discussed above. When the

. engineer is finished annotating the content signal, he
or she selects a key generation function. At this

point, all the annotated information is saved ina
record and a random or pseudo random key sequence is

generated associated with other information. At some

. later point, this combined key record can be used to

encode and/or decode a watermark into this signal, or

additional instances of it. .

A suitable pseudo-random binary sequence for use as

a key may be generated by: collecting some random timing

information based on user keystrokes input to a keyboard

device attached to the computer, performing a secure one

way hash operation on this random timing data, using the

results of the hash to seed a block cipher algorithm

10
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loop, and then cycling the block cipher and collecting a
sequence of 1s and 0s from the cipher’s output, until a
pseudo-random sequence of 1s and 0s of desired length is
obtained.

The key and its application information can then be

saved together in a single database record within a

database established for the purpose of archiving such

information, and sorting and accessing it by particular

criteria. This database should be encrypted with a

passphrase to prevent the theft of its contents from the
storage medium. :

Another improvement in the invention is support for

alternate encoding algorithm support. This can be

accomplished for any function which relates to the

encoding of the digital watermark by associating with

the pseudo-random string of 1s and 0s comprising the

pseudo-random key, a'list of references to the

appropriate functions for accomplishing the encoding.

For a given function, these references can indicate a

particular version of the function to use, or an

entirely new one. The references can take the form of

integer indexes which reference chunks of computer code,

of alphanumeric strings which name such "code

resources," or the memory address of the entry point of

a piece of code already resident in computer memory.

Such references are not, however, limited to the above

examples. In the implementation of software, based on

this and previous filings, each key contains associated

references to functions identified as CODEC - basic

encode/decode algorithm which encodes and decodes bits

of information directly to and from the content signal,

-MAP - a function which relates the bits of the key to

the content stream, FILTER - a function which describes

how to pre-filter the content signal, prior to encoding

or decoding, CIPHER -~ a function which provides

encryption and decryption services for information

11
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contained in the watermark, and ERRCODE - a function

which further encodes/decodes watermark information so

that errors introduced into a watermark may be corrected

after extraction from the content signal.

Additionally, a new method of synchronizing decoder

software to an embedded watermark is described. Ina

previous disclosure, a method whereby a marker sequence
of N random bits was generated, and used to signal the

start of an encoded watermark was described. When the

decoder recognizes the N bit sequence, it knows it is
synchronized. In that system the chance of a false

positive synchronization was estimated at 1/(N*2) (“one
over (N to the power of 2)”). While that method is
fairly reliable, it depends on the marker being encoded

as part of the steganographic process, into the content
stream. While errors in the encoded bits may be

partially offset by error coding techniques, error

coding the marker will require more computation and

complexity in the system. It also does not completely

eliminate the possibility that a randomization attack

can succeed in destroying the marker. A new method is

implemented in which the encoder pre-processes the
digital sample stream, calculating where watermark

information will be encoded. As it is doing this, it

notes the starting position of each complete watermark,

and records.to a file, a sequence of N-bits representing

sample information corresponding to the start of the

watermark, for instance, the 3rd most significant bit of
the 256 samples immediately preceding the start of a

watermark. This would be a 256 bit marker. The order in

which these markers are encountered is preserved, as it

is important. The decoder then searches for matches to

these markers. It processes the markers from first to

last, discarding each as it is found, or possibly not

found within a certain scanning distance, and proceeding
with the remaining markers. This,method does not modify

12
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the original signal with marker information and has the

added benefit that high-significance sequences can be

used, requiring that an attack based on randomizing |
markers do very obvious damage to the content stream.

With multichannel encoding, both private and public

keys, similar in use to those from public-key

cryptosystems, could be provided for authentication by

concerned third party vendors and consumers, as well as

contribute to better management and protection of

copyrights for the digital world that already exist in

the physical world. For more information on public-key

cryptosystems see US Pat No 4,200,770 Diffie-Heliman,

4,218,582 Hellman, 4,405,829 RSA, 4,424,414 Hellman

Pohlig. In addition, any number of key "designations"

between "public" and "private" could be established, to

provide various access privileges to different groups.

Multi-channel watermarks are effected by encoding

separate watermark certificates with separate keys by
either interleaving windows in the time domain or by

using separate frequency bands in the frequency domain.

For instance, 3 separate watermarks could be encoded by

using every third sample window processed to encode a
corresponding certificate. Alternatively, complete

watermarks could be interleaved. Similarly, the

frequency range of an audio recording might be

partitioned into 3 sub-ranges for such a purpose. Use
of multi-channel watermarks would allow groups with

varying access privileges to access watermark

information in a given content signal. The methods of

multichannel encoding would further provide for more

holographic and inexpensive maintenance of copyrights by
parties that have differing levels of access priority as
decided by the ultimate owner or publisher of the

underlying content. Some watermarks could even play

significant roles in adhering to given filtering (for
example, content that is not intended for all

13
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observers), distribution, and even pricing schemes for

given pieces of content. Further, on-the-fly
watermarking could enhance identification of pieces of

content that are traded between a number of parties or
in a number of levels of distribution. Previously

discussed patents by Preuss et al. and Greenberg and
other similar systems lack this feature.

Further improvements over the prior art include the

general capacity and robustness of the given piece of

information that can be inserted into media content with

digital watermarks, described in Steganographic Method

and Device and further modified here, versus “spread
spectrum-only" methods. First, the spread spectrum

technique described in US. Patent No. 5,319,735 Preuss

et al. is limited to an encoding rate of 4.3 8-bit

symbols per second within a digital audio signal. This
is because of the nature of reliability requirements for

spread spectrum systems. The methods described in this

invention and those of the previous application,

"Steganographic Method and Device," do not particularly

adhere to the use of such spread spectrum techniques,

thus removing such limitation. In the steganographic

derived implementation the inventors have developed

based on these filings, watermarks of approximately

1,000 bytes (or 1000x 8 bits) were encoded at a rate of
more than 2 complete watermarks per second into the

carrier signal. The carrier signal was a two channel

(stereo) 16-bit, 44.1 Khz recording. The cited encoding

rate is per channel. This has been successfully tested

in a number of audio signals. While this capacity is

likely to decrease by 50% or more as a result of future

improvements to the security of the system, it should

still far exceed the 4.3 symbols per second envisioned

by Preuss et al. Second, the ability exists to recover

the watermarked informationwith a sample of the overall

piece of digitized content (that is, for instance, being

(14
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able to recover a watermark from just 10 seconds of a 3
minute song, depending on the robustness or size of the

data in a given watermark) instead of a full original.

Third, the encoding process described in Steganographic

Method and Device and further modified in this invention

explicitly seeks to encode the information signal in

such a way with the underlying content signal as to make

destruction of the watermark cause destruction of the

underlying signal. The prior art describes methods that

confuse the outright destruction of the underlying

content with “the level of difficulty" of removing or

altering information signals that may destroy underlying

content. This invention anticipates efforts that can be

undertaken with software, such as Digidesign’s Sound

Designer II or Passport Design’s Alchemy, which gives

audio engineers (similar authoring software for video

also exists, for instance, that sold by Avid Technology,

and others as well as the large library of picture

authoring tools) very precise control of digital

signals, "embedded" or otherwise, that can be purely
manipulated in the frequency domain. Such software

provides for bandpass filtering and noise elimination

options that may be directed at specific ranges of the
frequency domain, a ripe method for attack in order to

hamper recovery of watermark information encoded in

specific frequency ranges.

Separating the decoder from the encoder can limit

the ability to reverse the encoding process while

providing a reliable method for third partiesto be able

to make attempts to screen their archives for

watermarked content without being able to tamper with
all of the actual watermarks. This can be further

facilitated by placing separate signals in the content

using the encoder, which signal the presence of a valid

watermark, e.g. by providing a "public key accessible"

watermark channel which contains information comprised

15
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of a digitally signed digital notary registration of the

watermark in the private channel, along with a checksum

verifying the content stream. The checksum reflects the

unique nature of the actual samples which contain the

watermark in question, and therefore would provide a -

means to detect an attempt to graft a watermark lifted

from one recording and placed into another recording in
an attempt to deceive decoding software of the nature of

the recording in question. During encoding, the encoder

can leave room within the watermark for the checksum,

and analyze the portion of the content stream which will
contain the watermark in order to generate the checksum

before the watermark is encoded. Once the checksum is
computed, the complete watermark certificate, which now

contains the checksum, is signed and/or encrypted, which

prevents modification of any portion of the certificate,
‘including the checksum, and finally encoded into the

stream. Thus, if it is somehow moved at a later time,

that fact can be detected by decoders. Once the decoder
functions are separate from the encoder, watermark _
decoding functionality could be embedded in several

types of software including search agents, viruses, and

automated archive scanners. Such software could then be

used to screen files or search out files from archive
which contain specific watermark information, types of

watermarks, or lack watermarks. For instance, an online

service could, as policy, refuse to archive any digital
audio file which does not contain a valid watermark

notarized by a trusted digital notary. It could then run
automated software to continuously scan its archive for

digital audio files which lack such watermarks, and
erase them.

Watermarks can be generated to contain information

to be used in effecting software or content metering

services. In order to accomplish this, the watermark

16
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would include various fields selected from the following

information:

title identification;

unit measure;

unit price;

percentage transfer threshold at which liability is

incurred to purchaser;

percent of content transferred;

authorized purchaser identification;

seller account identification;

payment means identification;

digitally signed information from sender indicating
percent of content transferred; and

digitally signed information from receiver

indicating percent of content received.

These "metering" watermarks could be dependent on a near

continuous exchange of information between the

transmitter and receiver of the metered information in

question. The idea is that both sides must agree to what

the watermark says, by digitally signing it. The sender
agrees they have sent a certain amount of a certain

title, for instance, and the receiver agrees they have

received it, possibly incurring a liability to pay for
the information once a certain threshold is passed. If

the parties disagree, the transaction can be

' discontinued before such time. In addition, metering
watermarks could contain account information or other

payment information which would facilitate the

transaction.

Watermarks can also be made to contain information

pertaining to geographical or electronic distribution

restrictions, or which contain information on where to
locate other copies of this content, or similar content.

For instance, a watermark might stipulate that a

recording is for sale only in the United States, or that

it is to be sold only to persons connecting to an online

17
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distribution site from a certain set of internet domain
names, like ".us" for United States, or ".ny" for New

York. Further a watermark might contain one or more URLs

describing online sites where similar content that the

buyer of a piece of content might be interested in can
be found.

A digital notary could also be used in a more

general way to register, time stamp and authenticate the
information inside a watermark, which is referred to as

the certificate. A digital notary processes a document

which contains information and assigns to it a unique

identification number which is a mathematical function

of the contents of the document. The notary also

generally includes a time stamp in the document along

with the notary’s own digital signature to verify the
date and time it received and "notarized" the document.

After being so notarized, the document cannot be altered

in any way without voiding its mathematically computed

signature. To further enhance trust in such a system,

newspaper, which bears a verifiable date, the

the notary may publish in a public forum, such as a

notarization signatures of all documents notarized on a

given date. This process would significantly enhance

the trust placed in a digital watermark extracted for

the purpose of use in settling legal disputes over

copyright ownership and infringement.

Other “spread spectrum" techniques described in the

art have predefined time stamps to serve the purpose of

verifying the actual time a particular piece of content

is being played by a broadcaster, e.g., U.S. Patent No.
5,379,345 Greenberg, not the insertion and control of a

copyright or similar information (such as distribution

path, billing, metering) by the owner or publisher of

the content. The Greenberg patent focuses almost

exclusively on concerns of broadcasters, not content

creators who deal with digitized media content when

18
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distributing their copyrightable materials to unknown
parties. The methods described are specific to spread

spectrum insertion of signals as "segment timing marks"
to make comparisons against a specific master of the

underlying broadcast material-- again with the intention

of specifying if the broadcast was made according to
agreed terms with the advertisers. No provisions are
made for stamping given audio signals or other digital

signals with “purchaser" or publisher information to

stamp the individual piece of content in a manner

Similar to the sales of physical media products (CDs,

CD-ROMS, etc.) or other products in general (pizza

delivery, direct mail purchases, etc.). In other words,

“interval-defining signals," as described in the

Greenberg patent, are important for verification of

broadcasts of a time-based commodity like time and date-

specific, reserved broadcast time, but have little use

for individuals trying to specify distribution paths,

pricing, or protect copyrights relating to given content

which may be used repeatedly by consumers for many

years. It would also lack any provisions for the

"serialization" and identification of individual copies

of media content as it can be distributed or exchanged

on the Internet or in other on-line systems (via

telephones, cables, or any other electronic transmission
media). Finally, the Greenberg patent ties itself

specifically to broadcast infrastructure, with the

described encoding occurring just before transmission of

the content signal via analog or digital broadcast, and
decoding occurring upon reception.

While the discussion above has described the

invention and its use within specific embodiments, it
should be clear to those skilled in the art that

numerous modifications may be made to the above without

departing from the spirit of the invention, and that the
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scope of the above invention is to be limited only by
the claims appended hereto.
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WhatisClaimed:

1. A method for using a computer to generate a
random or pseudo random key for a digital watermark

system wherein said random key includes:
a random or pseudo random sequence of binary

1s and Os ;

information describing the application of the

random sequence to a stream of digitized samples wherein

said information includes:

at least one list of time delimiters

describing seqments of the stream;

at least one list of frequency delimiters

describing frequency bands to be included in watermark

computations; and

a signal encoding level;

wherein the method comprises the

step of receiving human interactive input information

used to describe limits on where, at what level, and at

what frequencies the random binary information of the

random key is to be applied to the stream of digitized

samples in encoding the digital watermark;

, wherein said human interactive input

information comprises at least one of the following
datum:

a list of time delimiters;

a list of frequency delimiters; and
a signal encoding level.

2. The method of claim 1 further comprising the

step of selecting said stream of digitized samples from
a list provided by a computer system.

3. The method of claim 2 further comprising the
step of creating and displaying a graphical

representation on the display device of the computer
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system, wherein said graphical representation includes a
time axis and a signal frequency axis.

4. The method cf claim 2 further comprising the

step of creating and displaying a graphical

representation on the display device of the computer

system, wherein said graphical representation includes a

time axis and a signal amplitude axis.

5. ‘The method of claim 3 or 4, further comprising

the step of updating the graphical display to reflect

receipt of new human interactive input information.

6. The method of claim 5S further comprising the

step of generating a random or pseudo random sequence of
ls and Os.

7. The method of claim 6 further comprising the

step of storing input information in association with

the random sequence of 1s and 0s as a single record ina
database of such records.

B. The method of claim 7 wherein the record is

encrypted using a pass phrase.

9. The method of claim 1 where the stream of

digitized samples contains a digital audio recording.

10. The method of claim 1 where the stream of

digitized samples to be watermarked contains a digital

video recording.

11. The method of claim 6 wherein the process of
generating the random sequence comprises the steps of:
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(a) collecting a series of random bits

derived from keyboard latency intervals in random

typing;

(b) processing the initial series of random
bits through a secure one-way hash function;

(c) using the results of one-way hash
function to seed a block encryption cipher loop;

(d) cycling through the block encryption

loop, and extracting the least significant bit of each
result after cycle; and

{e) concatenating the block encryption output

bits into the random key sequence

12. A method of encoding and decoding a digital

2 watermark where the encoder and decoder are separate

PWwe®BWNlw
~

w

ekwn

software applications or hardware devices.

13. The method of claim 12 wherein the decoder

functionality is embedded in a software search engine,

word-wide web-crawler file scanning engine, intelligent
agent, or a virus.

14. The method of claim 12 wherein the decoder can

access only a limited number of watermark channels,

corresponding to public watermark keys, or any keys
otherwise made available to said decoder.

15. The method of claim 12 wherein the decoder is

capable of detecting the presence of a valid watermark

but not of accessing the information in the watermark.

16. The method of claim 12 wherein the encoder

places a separate signal, which does not interfere with

the watermark, into a content stream, where said

separate signal can indicate
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watermark synchronization information, which helps

locate watermarks in the content; and

the presence of a valid watermark in the content.

17. A method of using digital watermarks to convey

information which is to be used for a content metering

service, wherein said watermarks contain at least one of

the following pieces of information:

title identification;

unit measure;

unit price;

percentage transfer threshold at which liability is

incurred to purchaser;

percent of content transferred;

authorized purchaser identification;

seller account identification;

payment means identification;

digitally signed information from sender indicating

percent of content transferred; and .
digitally signed information from receiver

indicating percent of content received.

18. A method of encoding digital watermarks which

contain information pertaining to distribution

restrictions and a location of an addressable directory

containing related content, where said watermarks
contain at least one of the following pieces of

information:

geographical constraints on distribution (state,

country, etc); .
logical constraints on distribution;

Universal Resource Locator (URL);

telephone number;

Internet Protocol address;

Internet domain name;

email address; and
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‘ 15 file name.

19. A method of encoding multiple digital

2 watermarks into a single content stream wherein each

3 watermark is encoded with a separate key.

20. The method of claim 18 wherein watermark

information from each watermark is interleaved in the

3 time domain.

21. A method of claim 18 wherein watermark

information from each watermark is placed into specific

3 frequency bands, or interleaved in the frequency domain. |

1 22. A method of associating with a pseudo-random

2 key, a list of component function references, which

3 dictate what component functions are applied to the

4 encoding and decoding of a digital watermark using the
5 key in question.

1 23. .A method of providing synchronization of a

2 decoder to watermark which consists of the following
3 steps:

4 a) recording a feature of sample stream, or a

> marker extracted from the sample stream immediately
6 preceding the start of an encoded watermark;

7 b) recording the order in which a list of markers

8 was encountered in the sample stream;

9 c) storing a list of such markers and the order of
10 their appearance in a file for use by the decoder;
11 d) optionally, associating the stored information

12 of step c) with a watermark key or watermark receipt or
13 content title;

14 e) in the decoder, selecting a marker from the file

15 in step c) such that the selected marker is not previous
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in order to any other marker previously selected in

decoding the sample stream in question;

£) attempting to find a feature or marker in the

portion of the sample stream currently under processing;

g) at such time as the currently selected marker is

deemed unlikely to be found, discarding it and.

proceeding to step e); .
h) at such time as marker is found, decoding the

watermark, then proceeding to step e) unless the sample ©
stream is exhausted.
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OPTIMIZATION METHODSFOR THE INSERTION, PROTECTION
AND DETECTION OF DIGITAL WATERMARKSIN DIGITIZED DATA

RELATED APPLICATIONS

This application is related to patent applications entitled

“Steganographic Method and Device”, Serial No. 08/489, 172 filed on June

7, 1995; “Method for Human-Assisted Random Key Generation and

Application for Digital Watermark System’, Serial No. 08/587 ,944filed on
January 17, 1996; ‘Method for Stega-Cipher Protection of Computer Code”,

Serial No. 08/587,943 filed on January 17, 1996; “Digital Information

Commodities Exchange”, Serial No. 08/365,454 filed on December 28,

1994, which is a continuation of Serial No. 08/083,593filed on June 30,

1993; and “Exchange Mechanismsfor Digital Information Packages with |

 

Bandwidth Securitization, Multichannel Digital Watermarks, and Key

_ Management”, Serial No. 08/674,726 filed on July 2, 1996. These related

applications areall incorporated herein by reference.
This application is also related to U.S. Patent No. 5,428,606,

“Digital information Commodities Exchange’, issued on June 27, 1995,

which is incorporated herein by reference.

BACKGROUNDOF THE INVENTION

The present invention relates to digital watermarks.

 

Digital watermarks exist at a convergence point where creators and

publishers ofdigitized multimedia content demandlocalized, secured
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identification and authentication of that content. Because existence of

piracy is clearly a disincentive to the digital distribution of copyrighted
works, establishment of responsibility for copies and derivative copies of
such worksis invaluable. In considering the various forms of multimedia
content, whether "master," stereo, NTSC video, audio tape or compact disc,

_ tolerance of quality degradation will vary with individuals and affect the

underlying commercial and aesthetic value of the content. it is desirable to

tie copyrights, ownership rights, purchaser information or some combination

of these and related data to the content in such a mannerthat the content

must undergo damage, and therefore a reduction in value, with subsequent,

unauthorized distribution of the content, whether it be commercial or

otherwise.

Legal recognition and attitude shifts, which recognize the importance

__ of digital watermarksas a necessary component of commercially distributed

content (audio, video, game,etc.), will further the development of

acceptable parametersfor the exchange of such content by the various
parties engagedin the commercial distribution of digital content. These

parties mayinclude artists, engineers, studios, INTERNET access
providers, publishers, agents, on-line service providers, aggregators of

content for various forms of delivery, on-line retailers, individuals and

parties that participate in the transfer of funds to arbitrate the actual delivery

of content to intended parties.

Since the characteristics of digital recordings vary widely,it is a

worthwhile goal to provide tools to describe an optimized envelope of
parameters for inserting, protecting and detecting digital watermarks in a

given digitized sample (audio, video,virtual reality, etc.) stream. The

optimization techniques described hereinafter make unauthorized removal

of digital watermarks containing these parameters a significantly costly

operation in terms of the absolute given projected economic gain from

undetected commercial distribution. The optimization techniques, at the

least, require significant damageto the content signal, as to make the

2
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unauthorized copy commercially worthless,if the digital watermark is

removed, absent the use of extremely expensive tools.

Presumably, the commercial value of some works will dictate some
level of piracy not detectable in practice and deemed "reasonable"by rights

holders given the overall economic return. For example, there will always

be fake $100 bills, LEVI jeans, and GUCCIbags, given the sizes of the
overall markets and potential economic returns for pirates in these markets--
as there also will be unauthorized copies of works of music, operating

systems (Windows95,etc.), video and future multimedia goods.
However, what differentiates the “digital marketplace" from the

physical marketplaceis the absence of any schemethat establishes
responsibility and trust in the authenticity of goods. For physical products,

corporations and governments mark the goods and monitor manufacturing

capacity and sales to estimate loss from piracy. There also exist reinforcing

mechanisms, including legal, electronic, and informational campaigns to

better educate consumers.

SUMMARYOF THE INVENTION

The present invention relates to implementations of digital

watermarks that are optimally suited to particular transmission, distribution

and storage mediums given the nature of digitally-sampled audio, video,

and other multimedia works.

The present invention also relates to adapting watermark application

parametersto the individual characteristics of a given digital sample stream.
The present invention additionally relates to the implementation of

digital watermarks that are feature-based. Thatis, a system where

watermark information is not carried in individual samples, but is carried in

the relationships between muitiple samples, such as in a waveform shape.

The present invention envisions natural extensions for digital watermarks

that may also separate frequencies (color or audio), channels in 3D while

utilizing discreteness in feature-based encoding only known to those with
3
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pseudo-random keys(i.e., cryptographic keys) or possibly tools to access

such information, which may one day exist on a quantum level.

The present invention additionally relates to a method for obtaining

more optimal models to design watermark systems that are tamper-resistant

given the number and breadth of existent digitized-sample options with

differing frequency and time components (audio, video, pictures, multimedia,

virtual reality, etc.). .
To accomplish thesegoals, the present invention maintains the

highest quality of a given content signal as it was mastered,with its

watermarkssuitably hidden, taking into account usageofdigital filters and

error correction presently concerned solely with the quality of content

signals.

The present invention additionally preserves quality of underlying

content signals, while using methodsfor quantifying this quality to identify
and highlight advantageous locations for the insertion of digital watermarks.

The presentinvention integrates the watermark, an information

signal, as closely as possible to the content signal, at a maximal level, to

force degradation of the content signal when attempts are made to remove

the watermarks.

The present invention relates to a method for amplitude independent
encoding of digital watermark information in a signal including steps of

determiningin the signal a sample window having a minimum and a

maximum, determining a quantization interval of the sample window,
normalizing the sample window, normalizing the sample windowto provide

normalized samples, analyzing the normalized samples, comparing the
normalized samples to messagebits, adjusting the quantization level of the
sample window to correspondto the messagebit when a bit conflicts with

the quantization level and de-normalizing the analyzed samples.
The present invention also relates to a methodfor amplitude

independent decoding of digital watermark information in a signal including
steps of determining in the signal a sample window having a minimum and a

4
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maximum, determining a quantization interval of the sample window,

normalizing the sample window to provide samples, and analyzing the
quantization level of the samples to determine a messagebit value.

The present invention additionally relates to a method of encoding

and decoding watermarksin a signal where, rather than individual samples,

insertion and detection of abstract signal features to carry watermark

information in the signal is done.

The present invention also relates to a methad for pre-analyzing a

digital signal for encoding digital watermarks using an optimal digital filter in
whichit is determined what noise elementsin the digital signal will be
removedby the optimaldigital filter based on response characteristics of the

filter.

The present invention also relates to a method of error coding

watermark messagecertificates using cross-interleaved codes which use
error codes of high redundancy, including codes with Hamming distancesof

greater than or equal to “n’, wherein “n’” is a numberof bits in a message
block. .

The present invention additionally relates to a method of pre-

processing a watermark messagecertificate including a step of determining

anabsolute bit tength of the watermark messageasit will be encoded.

The present invention additionally relates to a method of generating
watermark pseudo-random key bits using a non-linear (chaotic) generator or

_ toa method of mapping pseudo-random key and processing state

information to affect an encode/decode map using a non-linear (chaotic)

generator.

The present invention additionally relates to a method of

guaranteeing watermark certificate uniquenessincluding a step of attaching

a time stamporuseridentification dependent hash or messagedigest of

watermark certificate data to the certificate.

The present invention also relates to a method of generating and

quantizing a local noise signal to contain watermark information where the
5
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noise signalis a function of at least one variable which depends on key and

processing state information.

The present invention aiso relates to a method of dithering watermark

quantizations such that the dither changes an absolute quantization value,

but does not change a quantization level or information carried in the

quantization.

The present invention further relates to a method of encoding

watermarksincluding inverting at least one watermark bit stream and

encoding a watermark including the inverted watermark bit stream.
The presentinvention also relates to a method of decoding

watermarks by considering an original watermark synchronization marker,
an inverted watermark synchronization marker, and inverted watermarks,

and decoding based on those considerations.

The present invention also relates to a method of encoding and
decoding watermarksin a signal using a spread spectrum technique to

encode or decode whereinformation is encoded or decoded at audible

levels and randomized over both frequency and time.

The present invention additionally relates to a method of analyzing

composite digitized signals for watermarks including obtaining a composite

signal, obtaining an unwatermarked sample signal, time aligning the
unwatermarked sample signal to the composite signal, gain adjusting the

time aligned unwatermarked sample signal to the composite signal,

estimating a pre-composite signal using the composite signal and the gain

adjusted unwatermarked sample signal, estimating a watermarked sample

signal by subtracting the estimated pre-composite signal for the composite

signal, and scanning the estimated watermark sample signal for

watermarks.

The present invention additionally relates to a method for varying
watermark encode/decode algorithms automatically during the encoding or
decoding of a watermark including steps of (a) assigninga list of desired

CODECstoalist of corresponding signal characteristics which indicate use

6

DISH-Blue Spike-842

Exhibit 1004, Page 0736



DISH-Blue Spike-842
Exhibit 1004, Page 0737

WO 98/02864 PCT/US97/11455

10

15.

20

25

30

of particular CODECs,(b) during encoding/decoding, analyzing

characteristics of the current sample frame in the signal stream,prior to

delivering the frame to CODEC,(c) looking up the corresponding CODEC

from the list of CODECsin step (a) which matchesthe observed signal

characteristics from step (b), (d) loading and/or preparing the desired

CODEC,(e) passing the sample frame to the CODECselectedin step (c),
and f) receiving the output samples from step(e).

Thepresentinvention also relates to a method for varying watermark

encode/decodealgorithms automatically during the encoding or decoding of

a watermark, including steps of (a) assigning a list of desired CODECsto a

list of index values which correspond to values computed to values

computedas a function of the pseudo-random watermark key and the state

of the processing framework, (b) during encoding/decoding, computing the

_ pseudo-random key index value for the current sample framein the signal

stream, prior to delivering the frame to a CODEC,(c) looking up the

corresponding CODECfrom the list of CODECsin step (a) which matches

the index value from step (b), (d) loading and/or preparing the desired

CODEC,(e) passing the sample frame to the CODECselected in step (c),

and (f) receiving the output sampfies from step(e).

DETAILED DESCRIPTION

The present invention relates to implementations of digital

 

watermarksthat are optimally suited to particular transmission, distribution

and storage mediumsgiven the nature of digitally sampled audio, video, and

other multimedia works.

The present invention also relates to adapting watermark application

parameters to the individual characteristics of a given digital sample stream.

The present invention additionally relates to the implementation of

digital watermarks that are feature-based. That is, a system where

watermarkinformation is not carried in individual samples, but is carried in

the relationships between multiple samples, such as in a waveform shape.

7
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For example,in the same manner a US $100 bill has copy protection
features including ink type, paper stock, fiber, angles of artwork that distort
in photocopier machines, inserted magnetic strips, and composite art, the

present invention envisions natural extensions for digital watermarks that

may also separate frequencies (color or audio), channels in 3D while

utilizing discreteness in feature-based encoding only knownto those with

pseudo-random keys(i.e., cryptographic keys) or possibly tools to access

such information, which may one day exist on a quantum level.

There are a numberof hardware and software approachesin the

prior art that attemptto provide protection of multimedia content, including
encryption, cryptographic containers, cryptographic envelopes or |
"eryptolopes", and trusted systems in general. None of these systems
places control of copy protection in the hands of the content creator as the

content is created, nor provides an economically feasible model for -

exchanging the content to be exchanged with identification data embedded

within the content.

Yet, given the existence of over 100 million personal computers and

many more non-copy-protected consumer electronic goods, copy protection
seems to belong within the signals. After ali, the playing (i.e., using) of the
content establishes its commercial value.

Generally, encryption and cryptographic containers serve copyright

holders as a meansto protect datain transit between a publisheror

distributor and the purchaserof the data (i.e., a means of securing the

delivery of copyrighted material from one tocation to another by using
variations of public key cryptography or other more centralized
cryptosystems). —

Cryptolopesare suited specifically for copyrighted text thatis time-

sensitive, such as newspapers, whereintellectual property rights andorigin

data are made a permanentpart of the file. For information on public-key

cryptosystems see U.S. Patent No. 4,200,770 to Hellmanet al., U.S. Patent

No. 4,218,582 to Hellman et al., U.S. Patent No. 4,405,829 to Rivestetal.,
8
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and U.S. Patent No. 4,424,414 to Hellmanet al. Systems are proposed by

IBM and Electronic Publishing Resources to accomplish cryptographic

container security.

Digitaliy-sampled copyrighted material, that is binary data on a

fundamentallevel, is a special case becauseofits long term value coupled

with the ease and perfectness of copying and transmission by general

purpose computing and telecommunications devices. In particular, in

digitally-sampled material, there is no loss of quality in copies and no
identifiable differences between one copy and any other subsequent copy.

For creators of content, distribution costs may be minimized with electronic

transmission of copyrighted works. Unfortunately, seeking some form of

informational or commercial return via electronic exchangeis ill-advised

absentthe useof digital watermarks to establish responsibility for specific

copies and unauthorized copying. Absentdigital watermarks,the unlikely
instance of a market of trusted parties who report any distribution or

exchangeof unauthorized copies of the protected work mustbe relied upon

for enforcement. Simply, content creators still cannot independently verify

watermarks should they choose to do so.

For a discussion of systems that are oriented around content-based

addresses and directories, see U.S. Patent No. 5,428,606 to Moskowitz.

in combining steganographic methodsfor insertion of information

identifying the title, copyright holder, pricing, distribution path, licensed
owner of a particular copy, or a myriad of other related information, with
pseudo-random keys (which mapinsertion location of the information)

similar to those used in cryptographic applications, randomly placed signals

(digital watermarks) can be encoded as random noisein a content signal.
Optimal planning of digital watermark insertion can be based on the

inversion of optimaldigital filters to establish or map areas comprising a
given content signal insertion envelope. Taken further, planning operations

will vary for different digitized content: audio, video, multimedia, virtual

reality, etc. Optimization techniques for processes are described in the

9
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PCT/US97/11 488

Device" ang “Methodfor Human Assisted Random Ke
Application for Digital Watermark System"

Optimization Processes must take into consideration the generalart| ofdigitization Systems where Sampling and quantizing are fundamental
physical parameters, For instance,discrete time sampling has a natural
limit if packets of time are used, estimated at 1x10second This provides
2 naturallimit to the Sampling operation. Also, since noise is Preferable to

redundantdata to detect and correct errors. in the absence of such
Overhead,all error correction is still based on data redundancy and requires
the following operations: error detection to checkdata validity, error
Correction to replace erroneous data, and error concealmentto hide large
errors or substitute data for insufficient data Correction. Even with perfect
error correction, the goal of a workable digital watermark system for the
protectionof copyrights would beto distributecopiesthat are less than
nerfect butnot perpoiecs —e MPnee ee Ba

 oivably.difforentteamthe-original, tronically,inthe<2...
presentdistribution of multimedia,this is the approach taken by content
creators whenfaced with such distribution mechanismsasthe INTERNET,
As an example, for audio clips commercially exchanged on the World Wide
Web (WWW), a part of the INTERNET,8 bit sampled audio or audio

downsampled from 44.1 kHz (CD-quality), to 22 kHz and lower. Digital —
filters, however, are not ideal because of trade-offs between attenuation and
time-domain response, but provide the engineer or similarly-trained
individual with a set of decisions to make about maximizing content quality
with minimum data overhead and consideration of the ultimate delivery
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‘

mechanism for the content (CDs, cable television, satellite, audio tape,

stereo amplifier, etc.). .
For audio signals and more generally for other frequency-based

content, such as video, one method of using digitalfilters is to include the

use of an inputfilter to prevent frequency aliasing higher than the so-called

Nyquist frequencies. The Nyquist theorem specifies that the sampling

frequency must be at least twice the highest signal frequency of the

sampled information (e.g., for the case of audio, human perception of audio

frequenciesis in a range between 20 Hz and 20 kHz). Without an input

filter, aliases can still occur leaving an aliased signal in the original

bandwidth that cannot be removed.

Even with anti-aliasing filters, quantization error can still cause low

level aliasing which may be removedwith a dither technique. Ditheris a

method of adding random noise to the signal, and is used to de-correlate

quantization error from the signal while reducing the audibility of the

remaining noise. Distortion may be removed, but at the cost of adding more

noise to thefiltered output signal. An important effect is the subsequent

randomization of the quantization error while stiff leaving an envelope of an

unremovable signaling band of noise. Thus, dither is done at low signal

levels, effecting only the least significant bits of the samples. Conversely,

digital watermarks, which are essentially randomly-mapped noise, are

intended to be inserted into samplesof digitized content in a manner such

as to maximize encoding levels while minimizing any perceivable artifacts

that wouldindicate their presence or allow for removalbyfilters, and without _

destroying the content signal. Further, digital watermarks should be

inserted with processes that necessitate random searchingin the content ©
signal for watermarksif an attacker lacks the keys. Attempts to over-encode

noise into known watermarked signal locations to eliminate the information

signal can be madedifficult or impossible without damaging the content

signal by relying on temporal encoding and randomization in the generation

of keys during digital watermark insertion. As a result, although the

11
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_watermark occupies only a small percentage of the signal, an attackeris
forced to over-encodetheentire signal at the highest encoding level, which
creates audible artifacts.

The presentinvention relates to methodsfor obtaining more optimal

models to design watermark systems that are tamper-resistant given the

numberand breadth of existent digitized sample options with differing

frequency and time components (audio, video, pictures, multimedia, virtual

reality, etc.).

. To accomplish these goals, the present invention maintains the

highest quality of a given content signa! as it was mastered, with its

watermarks suitably hidden, taking into account usageofdigitalfilters and

error correction presently concernedsolely with the quality of content

signals.

Additionally, where a watermark location is determined in a random

or pseudo-random operation dependenton the creation of a pseudo-random

key, as described in copending related application entitled "Steganographic

Method and Device" assigned to the present assignee, and unlike other

forms of manipulating digitized sample streams to improve quality or encode

known frequency ranges, an engineer seeking to provide high levels of

protection of copyrights, ownership, etc. is concerned with the size of a

given key, the size of the watermark message andthe most suitable area

and method of insertion. Robustness is improved through highly redundant

error correction codes andinterleaving, including codes known generally as

q-ary Bose-Chaudhuri-Hocquenghem (BCH) codes, a subset of Hamming

coding operations, and codes combining error correction and interleaving,

such as the Cross-interleave Reed-Solomon Code. Using such codesto

store watermark information in the signal increases the numberof changes

required to obliterate a given watermark. Preprocessing the certificate by

considering error correction and the introduction of random data to make

watermark discovery moredifficult, prior to watermarking, will help

determine sufficient key size. More generally, absolute key size can be

12
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. determined through preprocessing the message and the actualdigital
watermark(a file including information regarding the copyright owner,

publisher, or some other party in the chain of exchange of the content) to

compute the absolute encodedbit stream andlimiting or adjusting the key

size parameter to optimize the usage of key bits. The numberof bits in the

primary key should match or exceed the numberof bits in the watermark

message, to prevent redundant usageof key bits. Optimally, the numberof

bits in the primary key should exactly match the watermark size, since any

extra bits are wasted computation.

insertion of informational signals into content signals and ranges from

applicationsthat originate in spread spectrum techniques have been
contemplated. More detailed discussions are included in copending related

applications entitled "Steganographic Method and Device" and entitled

"Method for Human Assisted Random Key Generation and Application for

Digital Watermark System". |
The following discussionillustrates some previously disclosed

systems and their weaknesses.

Typically, previously disclosed systems lack emphasis or

implementation of any pseudo-random operations to determine the insertion

location, or map, of information signals relating to the watermarks. Instead,

previous implementations provide "copy protect" flags in obvious, apparent

and easily removable locations. Further, previous implementations do not

emphasizethe alteration of the content signal upon removal of the copy

protection.

Standards for digital audio tape (DAT) prescribe insertion of data

such as ISRC (Industry Standard Recording Codes) codes,title, and time in

sub-code according to the Seria! Copy Management System (SCMS)to

prevent multiple copying of the content. One time copying is permitted,

however, and systems with AES3 connectors, which essentially override

copy protection in the sub-code as implemented by SCMS, actually have no
copy limitations. The present invention provides improvement overthis

13
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implementation with regard to the ability of unscrupulous users to load
digital data into unprotected systems, such general computing devices, that
may store the audioclip in a generalizedfile format to be distributed over an
on-line system for further duplication. The security of SCMS (Serial Copy

Management System) can only exist as far as the support of similarly-

oriented hardware andthe lack of attempts by thoseskilled in the art to

simply remove the subcode data in question.

Previous methods seekto protect content, but shortcomings are

apparent. U.S. Patent No. 5,319,735 to Preusset al. discusses a spread

spectrum method that would allow for over-encoding of the described, thus

known, frequency range andis severelylimited in the amount of data that

can be encoded-- 4.3 8-bit symbols per second. However, with the Preuss

et al. method, randomization attacks will not result in audible artifacts in the

carrier signal, or degradation of the content as the information signalis in

the subaudible range. It is important to note the difference in application

between spread spectrum in military field use for protection of real-time

radio signals, and encoding information into static audio files. In the

protection of real-time communications, spread spectrum has anti-jam _

features, since information is sent over several channels at once.
Therefore, in order to jam the signal, one hasto jam all channels, including

their own. In a static audio file, however, an attacker has practically

unlimited time and processing power to randomize each sub-channelin the

signaling band without penalty to themselves, so the anti-jam advantagesof

spread spectrum do not extend to this domain.

In a completely different implementation, U.S. Patent No. 5,379,345

to Greenberg seeks enforcement of broadcast contracts using a spread

spectrum modulator to insert signals that are then confirmed by a spread

spectrum-capable receiver to establish the timing and length that a given,

marked advertisement is played. This information is measured against a

specific master of the underlying broadcast material. The Greenberg patent

does not ensure that real-time downloadsof copyrighted content can be
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marked with identification information unless all download accesspoints

(PCs, modems,etc.), and upload points for that matter, have spread

spectrum devices for monitoring.

Other methodsinclude techniques similar to those disclosed in
related copending patent applications mentioned aboveby the present
assignee, but lack the pseudo-random dimension of those patent

applications for securing the tocation of the signals inserted into the content.

One implementation conducted by Michael Gerzon and Peter Craven, and

described by Ken Pohimannin the 3rd edition of Principles of Digital Audio,

illustrates a technology called "buried data technique," but does not address
the importance of randomnessin establishing the insertion locations of the

informational signals in a given content signal, as no pseudo-random

methods are used as a basis for insertion. The overriding concern of the
"buried data techniques" appearsto be to provide for a "known channel" to

be inserted in such a mannerasto leavelittle or no perceivable artifacts in
the content signal while prescribing the exact location of the information

(i.e., replacing the least significant bits (LSB) in a given information signal).

in Gerzon and Craven's example, a 20-bit signal gives way to 4-bits of LSBs

for adding about 27 dBofnoise to the music. Per channeldata insertion

reached 176.4 kilobits per second per channel, or 352.8 kbps with stereo

channels. Similarly attempted data insertion by the present inventors using

random data insertion yielded similar rates. The described techniques may

be invaluable to manufacturers seeking to support improvements in audio,

video and multimedia quality improvements. These include multiple audio

channel support, surround sound, compressed information on dynamic

range, or any combination of these and similar data to improve quality.

Unfortunately, this doeslittle or nothing to protect the interests of copyright

holders from unscrupulouspirates, as they attempt to create unmarked,

perfect copies of copyrighted works.

The present invention also relates to copending patent applications

15

DISH-Blue Spike-842

Exhibit 1004, Page 0745



DISH-Blue Spike-842
Exhibit 1004, Page 0746

WO 98/02864 PCT/US97/11455

10

15

20

25

30

entitled “Staganographicc Method and Device”; “Method for Human-

Assisted Random Key Generation and Application for Digital Watermark

System’: and “Method for Stega-Cipher Protection of Computer Code” as
mentioned above, specifically addressing the weaknessofinserting

informational signals or digital watermarks into known locations or known

frequency ranges, which are sub-audible. The present invention seeks to

improve on the methodsdisclosedin these patent applications and other

methods by describing specific optimization techniques at the disposalof

those skilled in the art. These techniques provide an a {a carte method for

rethinking error correction, interleaving, digital and analogfilters, noise

~ shaping, nonlinear random location mappingin digitized samples, hashing,

“or making unique individual watermarks, localized noise signal mimic

encoding to defeat noisefiltering over the entire sample stream, super

audible spread spectrum techniques, watermark inversion, preanalyzing

watermark key noise signatures, and derivativeanalysis of suspect samples

against original masters to evaluate the existence of watermarks with

statistical techniques.

The goal of a digital watermark system is to insert a given information

signal or signals in such a manneras to leave few or no artifacts in the

underlying content signal, while maximizing its encoding level and location

sensitivity in the signal to force damageto the content signal when removal

is attempted. The present invention establishes methodsfor estimating and

utilizing parameters, given principles of the digitization of multimedia

content (audio, video, virtual reality, etc.), to create an optimized “envelope”

for insertion of watermarks, and thus establish secured responsibility for

digitally sampled content. The pseudo-random keythat is generatedis the

only map to accessthe information signal while not compromising the

quality of the content. A digital watermark naturally resists attempts at

removal becauseit exists as purely random or pseudo-random noisein a

given digitized sample. At the sametime, inversion techniques and

mimicking operations, as well as encoding signal features instead of given
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samples, can make the removal of each and every unique encoded

watermark in a given content signal economically infeasible (given the

potential commercial returns of the life of a given copyright) or impossible

without significantly degrading the quality of the underlying, “protected”

signal. Lacking this aesthetic quality, the marketability or commercial value

of the copy is correspondingly reduced.

- The present invention preserves quality of underlying content signals,

while using methods for quantifying this quality to identify and highlight

advantageouslocations for the insertion of digital watermarks. —

The present invention integrates the watermark, an information

signal, as closely as possible to the content signal, at a maximallevel, to
force degradation of the content signal when attempts are made to remove

the watermarks. |

General methods for watermarking digitized content, as well as

computer code, are described in copending related patent applications

entitled "Steganographic Method and Device" and entitled "Method far

Stega-Cipher Protection of Computer Code", both assigned to the present
assignee. Recognizing the importance of perceptual encoding of
watermarks by the authors and engineers whoactually create contentis

addressed in copending related application entitled "Method for Human

Assisted Random Key Generation and Application for Digital Watermark

System". ,

The present invention describes methods of random noise creation
given the necessary consequenceof improving signal quality with
digitization techniques. Additionally, methods are described for optimizing

projections of data redundancy and overheadin error correction methods to

better define and generate parameters by which a watermarking system can

successfully create random keys and watermark messagesthat

subsequently cannot be located and erased without possessionof the key
that acts as the mapfor finding each encoded watermark. This description

will provide the backdrop for establishing truly optimized watermark
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insertion including: use of nonlinear (chaotic) generators; error correction

and data redundancy analysis to establish a system for optimizingkey and

watermark message length; and more generalissues regarding desired —
quality relating to the importance of subjecting watermarked content to
different models when the content may be distributed or sold in a numberof

prerecorded media formats or transmitted via different electronic

transmission systems;this includes the use of perceptual coding;

particularized methods such as noise shaping; evaluating watermark noise

signaturesfor predictability; localized noise function mimic encoding;

‘encoding signal features; randomizing time to sample encoding of

watermarks; and, finally, a statistical method for analyzing composite

watermarked content against a master sample content to allow watermark

recovery. All of these features can be incorporated into specialized digital

signal processing microprocessors to apply watermarks to nongeneralized

computing devices, such as set-top boxes, video recorders that require time

stamping or authentication, digital video disc (DVD) machines and a

multitude of other mechanismsthat play or record copyrighted content.

The sampling theorem, known specifically as the Nyquist Theorem,

proves that bandlimited signals can be sampled, stored, processed,

transmitted, reconstructed, desampled‘or processed as discrete values. In

orderfor the theorem to hold true, the sampling must be doneat a

frequencythat is at least twice the frequency of the highest signal frequency

to be captured and reproduced. Aliasing will occur as a form of signal fold

over,if the signal contains components above the Nyquist frequency. To

establish the highest possible quality in a digital signal, aliasing is

prevented by low-passfiltering the input signal to a given digitization system

by a low-passoranti-aliasing filter. Any residue aliasing which may result in

signa! distortion, relates to another area of signai quality control, namely,

quantization error removal.

Quantization is required in a digitization system. Becauseof the

continuous nature of an analog signal (amplitude vs. time), a quantized
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sampleof the signal is an imperfect estimate of the signal sample used to
encodeit as a series of discrete integers. These numbers are merely

estimates ofthe true value of the signal amplitude. The difference between

the true analog value at a discrete time and the quantization value is the

quantization error. The more bits allowed per sample, the greater the

accuracy of estimation; however, errors still always will occur. It is the

recurrent nature of quantization errors that provides an analogy with the

location of digital watermarks.

Thus, methods for removal of quantization errors have relevance in

methods for determining the most secure locations for placement of

watermarksto prevent the removal of such watermarks.

Thehighestfidelity in digital reproduction of a signal occurs at points

wherethe analog signal converges with a given quantization interval.

Wherethere is no such convergence,in varying degrees, the quantization

error will be represented by the following range:

+Q /2 and -Q/2, where Q is the quantization interval.

Indeed, describing maximization of the quantization error and its ratio with

the maximum signal amplitude, as measured,will yield a signal-to-errorratio

(S/E) whichis closely related to the analog signal-to-noise ratio (S/N). To

establish more precise boundaries for determining the S/E, with root mean

square (rms) quantization error E,,,, and assuming a uniform probability

density function 1/Q (amplitude), the following describes the error:

Ene=Qi(12)"
Signal to quantization error is expressed as:

SIE=[Ssmo!Ems}=3/2(2"")

Finally, in decibels (dB) and comparing 16-bit and 15-bit

quantization:

S/E(dB)=10log{3/2(2"")}=10l0g3/2+2"log2

(or “= 20log [(3/2)* (2")]”)

=6.02n+1.76
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This explains the S/E ratio of 98 dB for 16-bit and 92 dB for 15-bit

quantization. The 1.76factor is establishedstatistically as a result of peak-

to-rms ratio of a sinusoidal waveform, but the factor will differ if the signal

waveform differs. In complex audio signals, any distortion will exist as white

noise across the audible range. Low amplitude signals may alternatively

suffer from distortion. | .
Quantization distortion is directly related with the original signal and

is thus containedinthe output signal, it is not simply an error. This being

the case, implementation of so-called quality control of the signal must use

dither. As discussed above,dither is a method of adding random noise to

the signal to de-correlate quantization error from the signal while reducing

the audibility of the remaining noise. Distortion may be removedat the cost

of adding more noiseto the filtered output signal. An importanteffect is the
subsequent randomization of the quantization error while still leaving an
envelope of anunremovable signaling band of noise. Dither, done at low
signal levels, effects only the least significant bits of the sampies.

Useof linear and nonlinear quantization can effect the trade-off in the

output signal and must be considered for a system of watermarks designed

to determine acceptable quantization distortion to contain the digital

watermark. For audio systems, block linear quantization implementations

have been chosen. However, block floating point and floating point

systems, nonuniform companding, adaptive delta modulation, adaptive
differential pulse-code modulation, and perceptual coding schemes(which

are oriented around the designoffilters that closely match the actual

perception of humans) appearto provide alternative method

implementations that would cause higher perceptible noise artifacts if

filtering for watermarks was undertaken by pirates. The choice of methodis

related to the information overhead desired.

According to one aspect of the present invention, the envelope

describedin the quantization equations above is suitable for preanalysis of —

a digitized sample to evaluate optimal locations for watermarks. The
20
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present example is for audio, but corresponding applicationsfor digitization
of video would be apparentin the quantization of color frequencies.

The matter of dither complicates preanalysis of a sample evaluated

for digital watermarks. Therefore, the present invention also defines the

optimal envelope more closely given the three types of dither (this example
is for audio, others exist for video): triangular probability density function
(pdf), Gaussian pdf, and rectangular pdf. Again, to establish better

boundaries for the random or pseudo-random insertion of a watermark to

exist in a region of a content signal that would represent an area for hiding

watermarksin a manner mostlikely to cause damageto the content signalif

unauthorized searches or removal are undertaken. Dither makes removal of

quantization error more economical through lower data overhead in a

system by shifting the signal range to decorrelate errors from the underlying
signal. When dither is used, the dither noise and signal are quantized

together to randomize the error. Dither which is subtractive requires

removing the dither signal after requantization and creates total error

statistical independence. It would also provide further parameters for digital

watermark insertion given the ultimate removal of the dither signal before
finalizing the production of the content signal. With nonsubtractive dither,

the dither signal is permanentlyleft in the content signal. Errors would not

be independent between samples. For this reason, further analysis with the

three typesof dither should reveal an acceptable dither signal without
materially affecting the signal quality.

Some proposed systems for implementing copyright protection into

digitally-sampled content, such as that proposed by Digimarc Corporation,

predicate the natural occurrenceofartifacts that cannot be removed.

Methodsfor creating a digital signature in the minimized error that is

evident, as demonstrated by explanationsof dither, point out another
significant improvement overthe art in the system described in the present

invention and its antecedents. Every attempt is madeto raise the errorlevel
of error from LSBsto a level at which erasure necessarily leads to the
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degradation of the "protected" content signal. Furthermore, with such a

system,pirates are forced to make guesses, and then changes, at a high

enough encoding level over a maximum amount of the content signal so as

to cause signa! degradation, because guessing naturally introduceserror.

Thus, dither affects the presentinvention's envelope by establishing a

minimum encoding level. Any encoding done below the dither level might

- be erasedbythe dither.

One embodimentof the present invention may be viewed as the

provision of a random-super-level non-subtractive dither which contains

information (the digital watermark).

To facilitate understanding of how this does not cause audible
artifacts, consider the meaning of such encodingin termsof the S/E ratio.

In anormal 16-bit signal, there is a 98 dB S/E accordingto the equation S/E
= 6.02n + 1.76. Consider that the encoding of watermark information looks

like any other error, except it moves beyond the quantization level, out of

the LSBs. If the error is of a magnitude expressed in, say, 8 bits, then at

that moment, the signaleffectively drops to 8 bits (16-8). This corresponds

to amomentary dropin S/E, referred to herein as the momentary S/E. Yet,

these errors are relatively few and far between and therefore, since the

signal is otherwise comprised of higher-bit samples, a "Perceived S/E" may

be derived which is simply the weighted average of the samples using the

“Pure S/E" (the samples without watermark information) and those with the

Momentary S/E. Asadirect consequence,it may be observedthat the more

sparse the watermark map,the fewer errors introduced in a given range,

and the higher the perceived S/E. It also helps that the error is random, and

so over time, appears as white noise, whichis relatively unobtrusive. tn

general, it is observed that as long as introducederrors leave resulting
samples within an envelopein the sample window described by minimum

and maximum values, before error introduction, and the map is sufficiently
sparse, the effects are not perceived.
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In addition,it is possible to obtain an even higher Perceived S/E by
allowing the range ofintroduced errors to vary between’a minimum and

maximum amount. This makes the weighted average S/E higher by

reducing the average introduced error level. Yet, someonetrying to erase a

watermark, assuming they knew the maximum level, would have to erase at

that level throughout the data, since they would not know how the

introduced level varies randomly, and would wantto erase all watermarks.

A watermarking cipher could perform this operation and may also

introduce the further step of local dither (or other noise) significantly above

the quantization amplitude on a window by windowbasis randomly,to

restrict total correlation between the watermark signal and the probability

that it remains independent between samples, as with subtractive dither

implementations that are mostly concerned with the ultimate removal of the

dither signal with requantization. This ability could be used to accomplish

signal doping, which adds a degree of random errors that do not contain

watermark information so as to prevent differential analysis of multiple

watermarked copies. Alternatively, it could be used to mimic a specific

noise function in a segmentof the signal in order to defeat attemptsto filter

a particular type of noise overthe entire signal. By varying this function

between watermarks, it may be guaranteed that any particularfilter is of no

use over the whole signal. By applying severalfilters in series, it seems

intuitive that the net results would be significantly different from the original
signal.

The discussion may be more appropriately introduced with perceptual

coding techniques, but a watermarking system couid also defeat some

detection and correction with dither by inserting watermarksinto signal

features, instead of signal samples. This would be equivalent to looking for

signal characteristics, independent of the overall sample asit exists as a

composite of a numberof signals. Basically, instead of encoding on a bit

per sample basis, one might spread bits over several samples. The point of

doingthis is thatfiltering and convolution operations,like "flanging”, which
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definitely change individual samples on a large scale, might leaveintact

enough of a recognizable overall signal structure (the relationship between

multiple samples) to preserve the watermark information. This may be done

by measuring, generalizing, and altering features determined by the

relationships between samples or frequency bands. Because quantization

is strictly an art of approximation, signal-to-error ratios, and thus the

dynamic range of a given system are determined.

The choice of eliminating quantization distortion at the expense of

leaving artifacts (not perceptible) is a permanent trade-off evidentin all

digitization systems which are necessarily based on approximation (the

design goalof the present invention in preanalyzing a signal to mask the

digital watermarks make imperceptibility possible). The high fidelity of

duplication and thus subsequentability to digitally or electronically transmit

the finished content (signal) is favored by consumers and artists alike.
Moreover, where there continues to be a question of approximating in

quantization-- digital watermark systemswill have a natural partnerin

seeking optimized envelopesin the multitude and variety of created

digitized content.

Another aspect of optimizing the insertion of digital watermarks

regardserror correction. Highly redundant error codes andinterleaving

might create a buffer against burst errors introduced into digital watermarks

through randomization attacks. A detailed description follows from the

nature of a digitization system-- binary data can be corrected or concealed
when errors exist. Random bit errors and burst errors differ in their

occurrence:

Random bit errors are error bits occurring in a random manner, whereas

burst errors may exist over large sequencesof the binary data comprising a

digitized signal. Outside the scope of the present invention are errors

caused by physical objects, such as dust and fingerprints, that contribute to
the creation of dropouts are different from the errors addressed herein.
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Measuring error with bit-error ratio (BER), block error ratio (BLER)

and burst-error length (BERL), however, provides the basis of error

correction. Redundancyof data is a focus of the present invention. This

data necessarily relies on existing data, the underlying content. To

efficiently describe optimal parameters for generating a cryptographic key

andthe digital watermark message discussionof error correction and error
concealment techniquesis important.

Formsof error detection include one-bit parity, relying on the

mathematical ability to cast out numbers, for binary systems including

digitization systems, such as 2. Remainders given odd or even results

(parity) that are probablistically determined to be errors in the data. For

more appropriate error detection algorithms, such as Cyclic Redundancy

Check Code (CRCC), which are suited for the detection of commonly

occurring burst error. Pohlmann (Principles of Digital Audio) notes the high

accuracy of CRCC (99.99%) andthetruth of the following statements given

a k-bit data word with m bits of CRCC, a code word ofnbits is formed (m=n-

k):

- burst errors less than or equal to m bits are always

predictable.

- the detection probability of burst errors of m+1 bits = 1-2™*'.

- the detection probability of burst errors longer than m+1 bits =

1-2"

- fandom errors up to 3 consecutive bits long can be detected.

The medium of content delivery, however, provides the ultimate floorfor
CRCC design and the remainderof the error correction system.

Error correction techniques can be brokeninto three categories:
methods for algebraic block codes, probablistic methods for convolutional

codes, and cross-interleave code where block codes are used ina

convolution structure. As previously discussed, the general class of codes

that assist in pointing out the location of error are known generally as

Hamming codes, versus CRCC whichis a linear block code.
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Whatis important for establishing parameters for determining

optimized error coding in systems such asdigital audio are more specifically

known as Reed-Solomon Codes which are effective methods for correcting

burst errors. Certain embodiments of the present invention presuppose the

necessity of highly redundanterror codes and interleaving, such as that

donein Crass interleave Reed-Solomon Code,to counter burst errors
typically resulting from randomization attacks, More generally, certain

embodiments of the present invention include the use of Hamming Codesof

(n,n) to provide n-1 bit error detection and n-2 bit error correction. Further,
a Hamming distance of n (or greater than n) is significant because of the

nature of randomization attacks. Such an attack seeks to randomize the

bits of the watermark message. A bit can be either 0 or 1, so any random

change has a 50% chance of actually changing a bit from what it was (50%

is indicative of perfect randomness). Therefore, one must assumethat a

good attack will change approximately half the bits (50%). A Hamming

distance of n or greater, affords redundancy on a close par with such
randomization. In other words, evenif half the bits are changed,it would

still be possible to recover the message.

Because interleaving and parity makes data robustfor error

avoidance, certain embodiments of the present invention seek to perform

time interleaving to randomly boost momentary S/E ratio and give a better
estimate of not removing keys and watermarks that may be subsequently

determined to be “errors.”

Given a particular digital content signal, parity, interieaving, delay,

and cross-interleaving, used for error correction, should be taken into

account when preprocessing information to compute absolute size

requirements of the encoded bit stream and limiting or adjusting key size

parameters to optimize and perhaps further randomize usage of keybits. In

addition, these techniques minimize the impact of errors and are thus

valuable in creating robust watermarks.
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Uncorrected errors can be concealedin digital systems.

Concealmentoffers a different dynamic to establish insertion parameters for

the present invention. Error concealment techniques exist becauseit is

generally more economical to hide someerrors instead of requiring overly

expensive encoders and decoders and huge information overheadsin

digitization systems. Muting, interpolation, and methodsfor signal
restoration (removal of noise) relate to methods suggested by the present
invention to invert somepercentage or number of watermarks so as to
ensure that at least some or as many ashalf of the watermarks muststill

remain in the content signal to effectively eliminate the other half. Given

that a recording contains noise, whether due to watermarks or not, a

restoration which "removes" such noiseis likely to result in the changing of

somebit of the watermark message. Therefore, by inverting every other

watermark,it is possible to insure that the very act of such corrections

inverts enough watermarkbits to create an inverse watermark. This

inversion presupposesthat the optimized watermark insertion is not truly

optimal, given the will of a determined pirate to remove watermarks from

particularly valuable content. Ultimately, the inability to resell or openly

trade unwatermarked content will help enforce, as well as dictate, the

necessity of watermarked contentfor legal transactions.

The mechanisms discussed above reach physicallimits as the intent

of signalfiltering and error correction are ultimately determined to be

effective by humans-- decidedly analog creatures. All output devices are

thus also analog for playback.

The present invention allows for a preprocessed and preanalyzed

signal stream and watermark data to be computed to describe an optimized

envelopefor the insertion of digital watermarks and creation of a pseudo-

random key, for a given digitized sample stream. Randomizing the time

variable in evaluating discrete sample frames of the content signal to

introduce another aspect of randomization couldfurther the successful

insertion of a watermark. More importantly, aspects of perceptuat coding
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are suitable for methods of digital watermarks or super-audible spread

spectrum techniques that improve on the art described by the Preusset al.

patent described above.

The basis for a perceptual coding system, for audio,is
psychoacoustics and the analysis of only what the human earis able to

_ perceive. Similar analysis is conducted for video systems, and some may

argue abused, with such approaches as "subliminal seduction"in
advertising campaigns. Using the humanfor design goals is vastly different

than describing mathematical or theoretical parameters for watermarks. On

somelevel of digital watermark technology, the two approaches may |
actually complement each other and provide for a truly optimized model.

The following example applies to audio applications. However,this

example and other examples provided herein are relevant to video systems

as well as audio systems. Where a human ear can discern between energy

inside and outside the "critical band," (described by Harvey Fletcher)

masking can be achieved. This is particularly important as quantization

noise can be made imperceptible with perceptual coders given the
‘maintenanceof a sampling frequency, decreased word length (data) based
on signaling conditions. This is contrasted with the necessary decreaseof 6

. GB/bit with decreasesin the sampling frequency as described abovein the

explanation of the Nyquist Theorem. Indeed, data quantity can be reduced

by 75%. This is an extremely important variable to feed into the

preprocessorthat evaluates the signal in advanceof “imprinting” the digital
watermark. |

In multichannel systems, such as MPEG-1, AC-3 and other

compression schemes,the data requirement(bits) is proportional to the

square root of the numberof channels. What is accomplished is masking

that is nonexistent perceptually, only acoustically.

Taken to anotherlevel for digital watermarking, which is necessary

for coritent that may be compressed and decompressed, forward adaptive
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_ allocation of bits and backward adaptive allocation provide for encoding

signals into content signals in a manner such that information can be

conveyedin the transmission of a given content signal that is subsequently
decoded to convey the relatively same audible signal to a signal that carries
all of its bits— e.g., no perceptual differences between twosignals that differ

in bit size. This coding technique must also be preanalyzed to determine

the most likely sample bits, or signal components, that will exist in the

_smalter sized signal. This is also clearly a means to removedigital

watermarks placed into LSBs, especially when they do not contribute-

theoretically perceptible value to the analyzed signal. Further methodsfor
data reduction coding are similarly important for preanalyzing a given
content signal prior to watermarking. Frequency domain coders such as

subband and transform bands can achieve data reduction of ratios between

4:1 and 12:1. The coders adaptively quantize samples in each subband

based on the masking threshold in that subband (See Pohimann,Principles

of Digital Audio). Transform coders, however, convert time domain samples

into the frequency domain for accomplishing lossless compression. Hybrid

- coders combine both subband and transform coding, again with the ultimate

goal of reducing the overall amount of data in a given content signal without

loss of perceptible quality.

With digital watermarks, descriptive analysis of an information signal

is important to preanalyze a given watermark's noise signature. Analysis of

this signature versus the preanalysis of the target content signalfor

optimized insertion location and key/message length, are potentially

important componentsto the overall implementation of a secure watermark.
It is important that the noise signature of a digital watermark be

unpredictable without the pseudo-random key used to encodeit. Noise

shaping, thus, has important applications in the implementation of the

present invention. In fact, adaptive dither signals can be designed to

correlate with a signal $0 as to maskthe additional noise— in this case a
digital watermark. This relates to the above discussion of buried data
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techniques and becomes independently important for digital watermark
systems. Each instance of a watermark, where many are added to a given

content signal given the size of the content and the size of the watermark

message, can be "noise shaped" and the binary description of the

watermark signature may be made unique by “hashing” the data that

comprises the watermark. Generally, hashing the watermark certificate prior

to insertion is recommended to establish differences between the data in

each and every watermark “file.”

Additionally, the present invention provides a framework in which to

analyze a composite content signal that is suspected to contain a

‘watermarked sampie of a copyrighted work, against an unwatermarked

original master of the same sample to determineif the composite content

actually contains a copy of a previously watermarked content signal. Such

an analysis may be accomplished in the following scenario:

- Assume the composite signal contains a watermark from the

sample. |
- Assume the provision of the suspect composite signal C(t) (w

subscript denotes a possible watermark) and the unwatermarkedoriginal

sample S,,(t). These are the only two recordings the analyzeris likely to

have accessto.

Now,it is necessary to recover a watermarked sampleS,,(t).

The methods of digital signa! processing allow for the computation of

an optimal estimate of a signal. The signal to be estimated is the composite

minus the watermarked sample, or C" ,(t) = C,(t) - S(t). The analyzer,

however, cannot determine a value of S,,(t), since it does not know which of

the many possible S,(t) signals was used in the composite. However, a
close estimate may be obtained by using S.,(t), since watermarking makes

relatively minor changesto a signal.

‘So, C"(t) (an estimate of C’ ,(t) given C,(t} and S_,(t)) may be obtained.
Once C",(t) is calculated,it is simply subtracted from C,/(t). This yields S',(t) =

C,(t)- C"(t). If the watermark is robust enough, and the estimate good enough,
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then S'\(t), which is approximately equal to S,(t), can be processedto extract

the watermark. It is simply a matter of attempting watermark decoding against a

set oflikely encoding key candidates.

Note that although a watermark is initially suspected to be present in the

composite, and the processasif it is, the specifics of the watermark are not

known, and a watermark is neverintroducedinto the calculations, so a
watermarkis extracted, it is valid, since it was not introduced by the signal
processing operations.

The usefulness of this type of operation is demonstrated in the following

scenario:

| People are interested in simply proving that their copyrighted sample

was dubbedinto another recording, not the specifics of ownership of the sample

used in the dubbing. So, this implies that onlya single, orlimited number of

watermark keys would be used to mark samples, and hence, the decode key

candidates are limited, since the same key would be used to encode simple .
copyright information which nevervaries from copy to copy.

There are some problemsto solve to accomplish this sort of processing.

The sample in question is generally of shorter duration than the composite, and

its amplitude may bedifferent from the original. Analysis techniques could use
a combination of human-assisted alignmentin the time domain, where graphical

frequency analysis can indicate the temporallocation of a signal which closely

matchesthat of the original sample. In addition, automatic time warping

algorithms which time align separate signals, on the assumption they are similar

could also be used to solve temporalproblems. Finally, once temporal

alignmentis accomplished, automatic amplitude adjustment could be performed

on the original sampte to provide an optimal match between the composite

section containing the sampie and the original sample.

It may be desirable to dynamically vary the encoding/decoding algorithm

during the course of encoding/decoding a signal stream with a given watermark.

There are two reasonsfor dynamically varying the encoding/decoding

algorithm.
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The first reason for dynamically varying the encoding/decoding algorithm
is that the characteristics of the signal stream may change between onelocality

in the stream and anotherlocality in the stream in a way that significantly

changesthe effects that a given encoding algorithm may have on the

perception of that section of the stream on playback. In other words, one may
want the encoding algorithm, and by implication, the decoding algorithm, to

adapt to changesin the signal stream characteristics that cause relative

changesin the effects of the encoding algorithm, so that the encoding process

as a whole causes fewerartifacts, while maintaining a certain level of security

or encoding a given amountof information.

The second reason for dynamically varying the encoding/decoding

~ algorithm is simply to make more difficult attempts at decoding watermarks

without keys. It is obviously a moredifficult job to attempt such attacksif the

encoding algorithm has been varied. This would require the attacker to guess

the correct order in which to use various decoding algorithms.

In addition, other reasons for varying the encoding/decoding algorithms

may arise in the future.

Two methodsfor varying of the encoding/decoding algorithms according

to embodiments of the present invention are described herein. Thefirst method

corresponded to adaptation to changing signal characteristics. This method

requires a continuous analysis of the sample windows comprising the signal

stream as passed to the framework. Based on these characteristics, which are

mathematically well-defined functions of the sample stream (such as RMS

energy, RMS/peakratio, RMS difference between samples - which could reflect
a measureof distortion), anew CODEC module, from amonga list of pre-

defined CODECs, and the algorithms implemented in them, can be applied to

the window in question. For the purposeof this discussion, windows are

assumed to be equivalent to frames. And,in a frame-based system,this is a

straightforward application of the architecture to provide automated variance of

algorithms to encode and decodea single watermark.
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The second method for varying of the encoding/decoding algorithms

correspondsto increased security. This method is easier, since it does not
require the relatively computationally-expensive process of further analyzing

the samples in a frame passed to the Framework. In this method, the

Framework selects a new CODEC,from amonga list of pre-defined CODECs,

to which to pass the sampie frame as a function of the pseudo-random key
employed to encode/decode the watermark. Again,this is a straightforward

application of framework architecture which provides automated varianceof

- algorithms to encode and decode a single watermarkversuslimitations evident
in the analysis of a single random noise signal inserted over the entire content

signal as proposed by Digimarc, NEC, Thorn EMI and IBM underthe general

guise of spread spectrum, embeddedsignalling schemes.

It is important to note that the modular framework architecture, in which

various modules including CODECsare linked to keys, provides a basic method

by which the user can manually accomplish such algorithmic variations for

independent watermarks. The main difference detailed aboveis that an

automated method to accomplishthis can be used within single watermarks.

Automated analysis of composited copyrighted material offers obvious
advantages over subjective “humanlistening” and “human viewing" methods

currently used in copyright infringement cases pursued in the courts.
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WhatisClaimedIs:

1. A method for amplitude independent encoding of digital watermark

information in a signal, comprising steps of:

determining in said signal a sample window having a minimum and a

maximum;

determining a quantization interval of said sample window, where said

quantit:zation interval can be used to quantize normalized window samples;

normalizing the sample window to provide normalized samples, where

normalized samples conform to a limited range of values, proportional to real
sample values, and comprise a representation of the real sample vaiues with a

resolution higher than the real range of values, and where the normalized

' values can be divided by the quantization interval into distinct quantization

levels;

analyzing the normalized samples to determine quantization levels;

comparing the messagebits to the corresponding quantization level

information from the analyzing step; _

when a bit conflicts with the quantization level, adjusting the quantization
level of said sample window to correspond to the messagebit; and

de-normalizing the analyzed normalized samples.

2. . The method according to claim 1, wherein watermark signal

characteristics or a watermark certificate can be compressed.

3. A method for amplitude independent decoding of digital watermark

information in a signal comprising stepsof.

determining in said signal a sample window having a minimum and a

maximum, ,

determining a quantization interval of said sample.window, where said
quantitization interval can be used to quantize normalized window samples;
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normalizing the sample window to provide samples, where normalized |

samples conform to a limited range of values, proportional to real sampie

values, and comprise a representation of the real sample values with a

resolution higher than the real range of values, and where the normalized

values can be divided by the quantizationinterval into distinct quantization

levels; and ,

analyzing the quantization level of said samples to determine a message
bit value. |

4. The method according to claim 3, wherein watermark signal
characteristics or a watermarkcertificate can be compressed.

5. A methodof encoding and decoding watermarksin a signal,

comprising insertion and detection of abstract signal featuresin said signal to

carry watermark information, wherein said abstract signal features are

mathematical functions of the input sample window, and by extension, adjacent

‘sample windows.

6. A method of pre-analyzing a digital signal for encoding digital

watermarks using a digitalfilter comprising determining what changesin the

digital signal will be affected by the digitalfilter.

7. The method according to claim 6, further comprising a step of

encoding watermarks so as to either avoid frequency ortime delimited areas of

the signal which will be changedby the digitalfilter, or ensure that the

watermark will survive the changesinstroducedbythe digitalfilter. _

8. A method of error coding watermark messagecertificates using

cross interleaved codes which use error codes of high redundancy,including

codes with Hamming distances of greater than or equal to n, wherein is a

numberof bits in a message biock.
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9. A method of pre-processing a watermark messagecertificate1

comprising determining an exact length of the watermark messageasit will be

3 encoded.

1 10. The method according to claim 9,further comprising a step of

2 generating a watermark key which will provide at least one unique bit for each

3 bit comprising the watermark message.

1 41. Amethod of generating watermark pseudo-random key bits using

a non-linear generator.

1 12. Amethod of generating watermark pseudo-random key bits using
_2  achaotic generator.

1 13. Amethod of mapping pseudo-random key and processing state

2 information to effect an encode / decode map using a non-linear generator.

14. Amethod of mapping pseudo-random key and processing state

2_information to effect an encode / decode mapusing a chaotic generator.

1 145. Amethod of guaranteeing watermark certificate uniqueness

comprising attaching a timestampor useridentification dependent hash or

3° message digest of watermark certificate data to the certificate.

1 16. Amethod of generating and modulating a local noise signal to
contain watermark information, wherein the noise signal is a function of at

3 least one variable which depends on key and processing state information.
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47. _Amethodof dithering watermark quantizations such that the

dither changes an absolute quantization value, but does not change a

quantization level or information carried in the quantization.

18. |Amethod of encoding watermarks comprising stepsof:

inverting at least one instance of the watermark bit stream; and

encoding at least one instance of the watermark using said inverted

instance of the watermarkbit stream.

19. Amethodof decoding watermarks comprising stepsof:

considering an original watermark synchronization marker, an inverted

watermark synchronization marker, and inverted watermarks; and

decoding based on the considering step.

20. Amethod of encoding and decoding watermarksin a signal

using a spread spectrum technique to encode or decode whereinformation is

encoded or decoded at audible levels and the encoding and decoding
methods are pseudo-random over frequency.

21. Amethod of encoding and decoding watermarksin a signal

using a spread spectrum technique to encade or decode where information is

encoded or decoded ataudible levels and the encoding and decoding
methods are pseudo-random overtime.

22. The method of claim 21, wherein the information is encoded or

decodedat audible levels and the encoding and decoding methods are

pseudo-random, over both frequency and time.

23. Amethod of analyzing composite digitized signals for

watermarks comprising steps of:
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obtaining a composite signal;

obtaining an unwatermarked sample signal;

time aligning the unwatermarked sample signal to the

composite signal;

gain adjusting the time aligned unwatermarked sample signalto

a corresponding segmentof the composite signal, determinedin the

time aligning step;

estimating a pre-composite signal using the composite signal

and the gain adjusted unwatermarked sample signal:

estimating a watermarked sample signal by subtracting the

estimated pre-composite signal from the composite signal; and
scanning the estimated watermarked sample signal for

watermarks.

24. Amethodfor varying watermark encode/decode algorithms

automatically during the encoding or decoding of a watermark comprising

steps of:

a) assigning a list of desired CODECstoalist of corresponding
signal characteristics which indicate use of particular CODECs;

b) during encoding/decoding, analyzing characteristics of the

current sample framein the signal stream, prior to delivering the frame to a
CODEC; ,

c) _ looking up the corresponding CODECfrom thelist of CODECs
in step (a) which matches the observed signal characteristics from step (b);

d) loading and/or preparing the desired CODEC;

e) passing the sample frame to the CODECselectedin step(c);

and

f) receiving the output samples from step (e).

25. The method according to claim 24, wherein watermark signal

characteristics or a watermark certificate can be compressed.
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26. Amethod for varying watermark encode/decodealgorithms

automatically during the encoding or decoding of a watermark comprising

stepsof:

a) assigning a list of desired CODECstoalist of index values

which correspond to values computed asa function of the pseudo-random

watermark key andthe state of the processing framework;

b) during encoding/decoding, computing the pseudo-random key

index value for the current sample frame in the signal stream, prior to
delivering the frame to a CODEC; .

c) looking up the corresponding CODECfrom thelist of CODECs

in step (a) which matchesthe index value from step (b);

d) loading and/or preparing the desired CODEC;

@) passing the sample frame to the CODECselected in step (c);

and

f) “receiving the output samples from step (e).

27. The method according to claim 26, wherein watermark signal

characteristics or a watermark certificate can be compressed. .

39
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MULTIPLE TRANSFORM UTILIZATION AND APPLICATIONS
FOR SECURE DIGITAL WATERMARKING

BACKGROUND

Theinventionrelates to the protection ofdigital information. More particularly,

- the invention relates to multiple transform utilization and applications for secure digital

watermarking.

-Refe icatio

This application claims the benefit of U.S. patent application Serial No.

08/587,943, filed January 17, 1996, entitled “Method for Stega-Cipher Protection of

Computer Code,”the entire disclosure of which is hereby incorporated by reference.

DescriptionoftheBackground

Increasingly, commercially valuable information is being created and stored in

“digital” form. For example, music, photographs and video can all be stored and

transmitted as a series of numbers, such as1's and 0's. Digital techniques let the
original information be recreated in a very accurate manner. Unfortunately, digital

techniques also let the information be easily copied without the owner’s permission.
Digital watermarks exist at aconvergence point where creators and publishers

of digitized multimedia content demandlocal, secure identification and authentication

of content. Because piracy discouragesthe distribution of valuable digital information,

establishing responsibility for copies and derivative copies of such works is important.
Thegoal ofa digital watermark system is to insert a given informationsignal or signals
in such a manner as to leavelittle or no artifacts, with one standard being perceptibility,

in the underlying content signal, while maximizing its encoding level and “location

sensitivity” in the signal to force damage to the content signal when removal is
attempted. In considering the various formsofmultimedia content, whether “master,”

stereo, National Television Standards Committee (NTSC) video, audio tape or compact
disc, tolerance of quality will vary with individuals and affect the underlying

commercial and aesthetic value of the content. It is desirable to tie copyrights,
ownershiprights, purchaser information or some combinationofthese and related data

into the content in such a mannerthat the content undergoes damage, and therefore
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reduction of its value, with subsequent unauthorized distribution, commercial or

otherwise. Digital watermarks address manyofthese concernsandresearchin the field
has provided a rich basis for extremely robust and secure implementations.

Ofparticular concern is the balance between the value ofa digitized “piece” of

content and the cost ofproviding worthwhile “protection” of that content. Inaparallel

to real world economic behavior, the perceived security of a commercial bank does not

cause people to immediately deposit cash because of the expense and time required to

perform a bank deposit. For most individuals, possession of a US$100 bill does not

require any protection beyondputting it into awallet. The existence of the World Wide

Web, or “Web,” does not implicitly indicate that value has been created.for media

which can be digitized, such as audio,still images and other media. The Webis simply

a medium for information exchange, not a determinant for the commercial value of

content. The Web’s use to exchange media does, however, provide informationthat

helps determine this value, which is why responsibility over digitized content is
desirable. Note that digital watermarks are a tool in this process, but they no not replace

other mechanismsforestablishing more public issues ofownership, such as copyrights.

Digital watermarks, for example, do not replace the “historical average”approach to

value content. That is, a market of individuals willing to make a purchase based solely

on the perceived value ofthe content. By way ofexample, a picture distributed over the
Internet, or any other electronic exchange, does not necessarily increase the underlying

value of the picture, but the opportunity to reach a greater audience by this form of

“broadcast” may be a desirable mechanism to create “potentially” greater market-based

valuations. That decision rests solely with the rights holder in question.

Indeed, in many cases, depending on the time value of the content, value may

actually be reduced if access is not properly controlled. With a magazine sold on a

_monthly basis,it is difficult to assess the value of pictures in the magazine beyond the

time the magazine is sold. Compact disc valuations similarly have time-based

variables, as well as tangible variables such as packaging versus the package-less

electronic exchange ofthedigitized audio signals. The Internet only provides a means

to more quickly reach consumers and doesnotreplace the otherwise “market-based”

DISH-Blue Spike-842

Exhibit 1004, Page 0774



DISH-Blue Spike-842
Exhibit 1004, Page 0775

15

20

25

30

WO 99/52271 . PCT/US99/07262

| 3

value. Digital watermarks, properly implemented, add a necessary layer of ownership

determination which will greatly assist in determining and assessing value when they

are “provably secure.” The present invention improves digital watermarking technology

while offering a means to properly “tamper proof” digitized content in a manner

analogous to methods for establishing authenticity of real world goods.

A general weakness in digital watermark technology relates directly to the way
watermarks are implemented. Too many approachesleave detection and decode contro]

with the implementing party of the digital watermark, not the creator of the work to be
protected. This fundamental aspect ofvarious watermark technologies removes proper

economic incentives for improvementofthe technology whenthird parties successfully

exploit the implementation. Onespecific form of exploitation obscures subsequent
watermark detection. Others regard successful over encoding using the same

watermarking process at a subsequenttime.

A Set of secure digital watermark implementations address this fundamental

controlissue, forming the basis of “key-based” approaches. These are covered by the

following patents and pendingapplications, the entire disclosures of which are hereby

incorporated by reference: US Patent No. 5,613, 004 entitled “Steganographic Method

and Device”andits derivative US patent application Serial No. 08/775,216, US patent

application Serial No. 08/587,944 entitled “Human Assisted Random Key Generation

and Application for Digital Watermark System,” US Patent Application Serial No.

08/587,943 entitled “Method for Stega-Cipher Protection of Computer Code,” US

patent application Serial No. 08/677,435 entitled “Optimization Methods for the

Insertion, Protection, and Detection ofDigital Watermarks in Digitized Data,” and US

~ Patent Application Serial No. 08/772,222 entitled “Z-Transform Implementation of

Digital Watermarks.” Public key crypto-systems are described in US Patents No.

4,200,770, 4,218,582, 4,405,829 and 4,424,414, the entire disclosures ofwhichare also

hereby incorporated by reference.
By way of improving these digital watermark security methods, utilization of

multiple transforms, manipulation ofsignal characteristics and the requisite relationship

to the maskset or “key” used for encoding and decoding operations are envisioned, as
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are optimized combinations of these methods. While encoding a watermark may

ultimately differ only slightly in terms ofthe transforms used in the encoding algorithm,

the greater issues ofan open,distributed architecture requires more robust approaches

to survive attempts at erasure, or even means for making detection of the watermark

impossible. These “attacks,” when computationally compared, may be diametrically
related. Forinstance, cropping and scaling differ in signal processing orientation, and
can result in the weakening of a particular watermarking approach but not all
watermarking approaches.

Currently available approaches that encodeusing either a block-based orentire

data set transform necessarily encode data in either the spatial or frequency domains,
but never both domains. A simultaneous crop and scale affects the spatial and

frequency domains enough to obscure mostavailable watermark systems. The ability

to survive multiple manipulations is an obvious benefit to those seeking to ensure the
security oftheir watermarked media. The present invention seeks to improve on key- -

based approaches to watermarking previously disclosed, while offering greater control

of the subsequently watermarked content to rights owners and contentcreators.

Many currently available still image watermarking applications are

fundamentally different from the key-based implementations. Such products include

products offered by Digimarc and Signum, which seek to provide a robust watermark

by encoding watermark messagesthat rely entirely on comparisons with the original
image for decode operations. The subsequentresult of the transform, a discrete cosine
transform performed in blocks, is digital signed. The embedded watermarks lack any

relationship to the perceptual qualities of the image, making inverse application ofthe

publicly available decoders a very goodfirst line of attack. Similarly, the encoding

process maybeapplied by third parties, as demonstrated by somerobustness tests, using

one process to encode over the result of an image watermarked with another process.

Nonrepudiation ofthe watermarkis not possible, because Digimarc and Signum act as

the repository of all registrations of the image's ownership.

Anotherline of attack is a low pass filter that removes some of the high

frequency noise that has been added, making error-free detection difficult or impossible.
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Finally, many tests ofa simple JPEG transform indicate the watermarks maynot survive
as JPEG is based on the same transforms as the encoding transforms used by the

watermarking process. Other notable implementations, suchas that offered by Signafy

(developed by NECresearchers), appear to encode watermark messages by performing

a transform ofthe entire image. The goal ofthis process is to more consistently identify
“candidate” watermark bits or regions ofthe image to encode in perceptually significant

regionsofthe signal. Even so, Signafy relies on the original unwatermarked image to
accomplish decoding.

All of these methodsstill rely on the original unwatermarked image to ensure

relatively error-free detection ofthe watermarks. The steganographic method seeks to

provide watermark security without an original unwatermarked copyof the media for

decode operations, as well as providing users cryptographic security with ciphered

symmetric keys. That is, the same key is used for encode and decode operations.

Publickey pairs, where each userhas a public/private key pair to perform asymmetric

encode and decode operations, can also be used. Discussions of public key encryption

and the benefits related to encryption are well documented. The growing availability

ofa public key infrastructure also indicates recognition ofprovable security. With such

key-based implementations of watermarking, security can be off-loaded to the key,

providing for a layered approach to security and authentication of the watermark

messageas well as the watermarked content.

It is known that attacks on the survivability ofother implementations are readily
available. Interesting network-based attacks on the watermark message arealso known
which fool the central registration server into assuming an image is owned by someone

-other than the registered owner. This also substantiates the concern that centralized

watermarking technologies arenot robust enough to provide proper assurances as to the
ownership of a given digitized copy of an multimedia work.

Because the computational requirements ofperforming multiple transforms may

not be prohibitive for certain media types, such as still images and audio, the present
invention seeks to provide a means to securely watermark media without the need for

an original unwatermarked copy to perform decoding. These transforms may be
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performed in a mannernot plainly evident to observers or the owner ofthe content, who
may assume the watermarkis still detectable. Additionally, where a particular media

type is commonly compressed (JPEG, MPEG,etc.), multiple transforms may be used

to properly set the mask sets, prior to the watermarking process, to alert a user to

survivability prior to the release of a watermarked, and thus perceived,“safe” copy to

unknown parties. The result of the present invention is a more realistic approach to

watermarking taking the media type, as well as the provable security of the keys into

consideration. A more trusted model for electronic commerceis therefore possible.

Thecreation ofan optimized “envelope”for insertion ofwatermarksto establish

secured responsibility for digitally-sampled content provides the basis of much

watermark security but is also a complementary goal of the present invention. The

predetermined or random key that is generated is not only an essential map to access the
hidden informationsignal, but is also the a subset ofthe original signal making direct

comparisons with the original signal unnecessary. This increases the overall security
of the digital watermark. . _

Survival of simultaneous cropping and scaling is a difficult task with image and

audio watermarking, where such transformations are common with the inadvertent use

of images and audio, and with intentional attacks on the watermark. The corresponding

effects in audio are far more obvious, although watermarks which are strictly

“frequency-based,” such as variations of spread spectrum,suffer from alignmentissues

in audio samples which have been “cropped,”or clipped from theoriginal length ofthe
piece. Scaling is far more noticeable to the human auditory system, thoughslight

changes may affect frequency-only-type watermarks while not being apparent to a
consumer. The far greater threat to available audio watermark applications, most of

which are variations of frequency-based embedded signaling, are generally time-based

transformations, including time-based compression and expansion ofthe audiosignal.

Signafy is an example of spread spectrum-based watermarking, as are applications by

Solana Technology, CRL, BBN, MIT, etc. “Spatial domain” approaches are more
appropriate designations for the technologies deployed byDigimarc, Signum, ARIS,

Arbitron, etc. Interestingly, a time-based approached when considered for images is

DISH-Blue Spike-842

Exhibit 1004, Page 0778



DISH-Blue Spike-842
Exhibit 1004, Page 0779

10

15

20

25

WO 99/52271 PCT/US99/07262

7

basically a “spatial-based” approach. The pixels are “convolutional.” The difference

being that the “spread spectrum-ed”areaofthe frequenciesis “too” well-defined and
thus susceptible to over-encoding of random noise at the same sub-bands as thatof the

embeddedsignal. .

Giovanni uses a block-based approach for the actual watermark. However,it

is accompanied by image-recognition capableofrestoring a scaled imageto its original

scale. This “de-scaling” is applied before the image is decoded. Other systems used a

“differencing”of the original image with the watermarked image to “de-scale.”It is

clear that de-scaling is inherently importantto the survival ofany image, audio or video

watermark. What is not clear is that the differencing operation is acceptable from a

security standpoint. Moreover, differencing that must be carried out by the

watermarking “authority,” instead of the user or creator of the image, causestherights

ownerto lose control over the original unwatermarked content. Aside from utilizing

the mask set within the encoding/decoding key/key pair, the original signal must be

used. Theoriginal is necessary to perform detection and decoding, although with the
attacks described above it is not possible to clearly establish ownership over the

watermarked content.

In view ofthe foregoing, it can be appreciated that a substantial need exists for

_ multiple transform utilization and applications for secure digital watermarking that

solve the problems discussed above.

The disadvantages of the art are alleviated to a great extent by multiple

transform utilization and applications for secure digital watermarking. In one

' embodiment of the present invention, digital blocks in digital information to be

protected are transformedinto the frequency domain using a fast Fourier transform. A

plurality of frequencies and associated amplitudes are identified for each of the
transformed digital blocks and a subset ofthe identified amplitudes is selected for each
of the digital blocks using a primary mask from a key. Message information is selected

from a message using a transformation table generated with a convolution mask. The
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chosen messageinformation is encoded into each ofthe transformed digital blocks by

altering the selected amplitudes.based on the selected message information.

With these and other advantages and features of the invention that will become

hereinafter apparent, the nature of the invention may be more clearly understood by

reference to the followingdetailed description ofthe invention, the appended claims and

to the several drawings attached herein. |
Brief Description of the Drawings

FIG. 1 is a block flow diagram of a method for encoding digital information

according to an embodimentofthe present invention.

FIG. 2 is a block flow diagram of a method for descaling digital information

according to an embodimentofthe present invention.

FIG.3 is a block flow diagram of a method for decoding digital information
according to an embodimentofthe present invention.

Detailed Descripti |

In accordance with an embodimentofthe present invention, multiple transforms

are used with respect to secure digital watermarking. There are two approaches to
watermarking using frequency-domain or spatial domain transformations: using small

blocks or using the entire data-set. For time-based media, such as audio or video,it is

only practical to work in small pieces, since theentire file can be many megabytesin
size. For still images, however, the files are usually much smaller and can be

transformed in a single operation. The two approaches each have their own strengths.
Block-based methodsare resistant to cropping. Cropping is the cutting out or removal

ofportions ofthe signal. Since the data is stored in small pieces, a crop merely means

the loss ofa few pieces. As long as enough blocks remain to decode a single, complete

watermark, the crop does not remove the mark. Block-based systems, however, are

susceptible to scaling. Scaling, such as affine scaling or “shrinking,” leads to a loss of

the high frequencies ofthe signal. If the block size is 32 samples and the data is scaled

by 200%,the relevant data now covers 64 samples. However, the decoderstill thinks

that the data is in 32 samples, and therefore only uses half the space necessary to

properly read the watermark. Whole-set approaches have the opposite behavior. They
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are very good at surviving scaling, since they approach the data as a whole, and

generally scale the data to a particular size before encoding. Even a small crop,

however, can throw off the alignment of the transform and obscure the watermark.

With the present invention, and by incorporation of previously disclosed
material, it is now possible to authenticate an image or song or video with the encoding

key/keypair, eliminating false positive matches with cryptography and providing for
the communication of a copyright through registration with third party authorities,

instead ofthe original unwatermarked copy.

The presentinvention provides an obvious improvementoverthe prior art while

improving on previous disclosures by offsetting coordinate valuesofthe original signal

onto the key, which are then subsequently used to perform decode or detection

operations by the user or authorized “key-holder.” This offsetting is necessary with

content which may have a watermark “payload,” the amount of data that may

successfully be encoded, based on Shannon's noisy channel coding theorem,that

prevents enough invisible “saturation” of the signal with watermark messages to afford

the ownerthe ability to detect a single message. An example,it is entirely possible that
some images mayonly have enough of a payload to carry a single 100 bit message,or

12 ASCH characters. In audio implementationstested by the present inventor, 1000 bits

per second are inaudibly encoded in a 16 bit 44.1 kHz audio signal. Most electronically

available images do not have enough data to afford similar “payload” rates. Thus the

premise that simultaneous cropping and scaling survival is more difficult for images
than a comparable commercially available audio or video track. The added security.

benefit is that the more limited randomizer of a watermarking system based on spread

spectrum or frequency-only applications, the random value of the watermark data

“hopping “over a limited signaling band,is that the key is also an independent source

of ciphered or random data used to more effectively encode in a random manner. The
key may actually have random values larger than the watermark messageitself,

measuredin bits. The watermark decoderis assured that the imageisin its original
scale, and can decide whether it has been cropped based onits “de-scaled” dimensions.
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The benefits ofa system requiring keys for watermarking content and validating

the distribution of said content is obvious. Different keys may be used to encode

different information while secure one way hash functions, digital signatures, or even

one-time pads maybe incorporated in the key to secure the embedded signal and afford

nonrepudiation and validation of the watermarked image and “its” key/key pair.

Subsequently, these same keys may be used to later validate the embedded digital

signature only, or fully decode the digital watermark message. Publishers can easily

stipulate that content notonly bedigitally watermarked,but that distributors must check

the validity ofthe watermarks by performingdigital signature checks with keysthat lack

any other functionality.

Somediscussionofsecure digital watermarking has begun to appear. Leighton

describes a means to prevent collusion attacks in digital watermarks in US Patent No.

5,664,018. Leighton, however, may not actually provide the security described.. For

example, in particularly instances where the watermarking technique is linear, the

“insertion envelope” or “watermarking space” is well-defined and thus susceptible to

attacks less sophisticated than collusion by unauthorized parties. Over encoding at the

watermarking encodinglevel is but one simple attack in such linear implementations.

Another consideration ignored by Leighton is that commercially-valuable content in

many cases mayalready exist in a unwatermarked form somewhere, easily accessible

to potential pirates, gutting the need for any type of collusive activity. Such examples

as compactdisc or digitally broadcast video abound. Digitally signing the embedded

signal with preprocessing of watermark data is more likelyto prevent successful

collusion. Depending on the media to be watermarked, highly granular watermarking

algorithms are far more likely to successfully encode at a level below anything

observable given quantization artifacts, common inall digitally-sampled media, than

expectations that a baseline watermark has any functionality.
Furthermore, a “baseline” watermark as disclosed is quite subjective. It is

simply described elsewhere in the art as the “perceptually significant” regions of a
signal: so making a watermarking function Jess linear or inverting the insertion of

watermarks would seem to provide the same benefit without the additional work
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required to create a “baseline” watermark. Indeed, watermarking algorithms should

already be capable ofdefining a target insertion envelope or region without additional

steps. Further, earlier disclosed applications by the present inventions inventor describe

watermarking techniques that can be set to encode fewer bits than the available

watermarking region's “bit-space” or encoding unrelated random noise in addition to

watermark data to confuse possible collusive or other attempts at erasure. The region

of “candidate bits” can be defined by any number of compression schemes or
transformations, and the need to encodeall ofthe bits is simply unnecessary. Whatis

evident is that Leighton doesnot allow for initial prevention of attacks on an embedded

watermarkas the content is visibly or audibly unchanged. Moreover, encodingall of

the bits may actually act as a security weakness to those whocan replicate the regions
with a knowledge of the encoding scheme. Again, security must also be offset outside

of the actual watermark message to provide a truly robust and secure watermark

implementation.

In contrast, the present invention may be implemented with a variety of

cryptographic protocols to increase both confidence and security in the underlying

system. A predetermined key is described as a set ofmasks. These masks may include

primary, convolution and message delimiters but may extend into additional domains

such as digital signatures of the message. In previous disclosures, the functionality of

these masksis defined solely for mapping. Public and private keys may be used as key

pairs to further increase the unlikeliness that a key may be compromised. Prior to
encoding, the masks described above are generated by a cryptographically secure

random generation process. A block cipher, such as DES, in combination with a

sufficiently random seed value emulates a cryptographically secure random bit

generator. These keys will be saved along with information matching them to the

sample stream in question in a database for use in descrambling and subsequent
detection or decode operation.

These same cryptographic protocols can be combined with embodimentsofthe

present invention in administering streamed content that requires authorized keys to

correctly display or play said streamed content in an unscrambled manner. As with
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digital watermarking, symmetric or asymmetric public key pairs may be used in a
variety of implementations. Additionally, the need for certification authorities to

maintain authentic key-pairs becomes a consideration for greater security beyond

symmetric key implementations, where transmission security is a concern.

The following describes a sample embodimentof a system that protects digital

information according to the present invention. Referring now in detail to the drawings
wherein like parts are designated by like reference numerals throughout, there is
illustrated in FIG. 1 a block flow diagram of a method for encodingdigital information

according to an embodimentof the present invention. An image is processed. by

“blocks,” each block being, for example, a 32 x 32 pixel region in a single color

channel. At step 110, each block is transformed into the frequency domain using a

spectral transform or a Fast Fourier Transform (FFT). The largest 32 amplitudes are
identified and a subsetofthese 32 are selected using the primary mask from the keyat

steps 120 and 130. One message bit is then encoded into each block at steps 140 and

150. The bit is chosen from the message using a transformation table generated using

the convolution mask. If the bit is true, the selected amplitudes are reduced by a user
defined strength fraction. If the bit is false, the amplitudes are unchanged.

Eachofthe selected amplitudes and frequenciesare stored in the key. Afterall

of the image has been processed, a diagonalstripe of pixels is saved in the key. This

stripe can, for example,start in the upper left corner and proceed at a 45 degreeangle
through the image. The original dimensionsof the imagearealso stored in the key.

FIG.2 is a block flow diagram of a method for descaling digital information

according to an embodiment ofthe present invention. When an imageis chosen to be

decoded, it first is checked to determine if it has been cropped and/or scaled. If so, the

image is scaled to the original dimensions at step 210. The resulting “stripe,” or
diagonal line ofpixels,is fit against the stripe stored in the key at step 220. If thefit is

better than the previous best fit, the scale is saved at steps 230 and 240. If.desired, the

image can be padded with, for example, a single row or columnofzero pixels at step
260 and the process can be repeated to see if the fit improves.
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If a perfect fit is found at step 250, the process concludes. If no perfectfit is

found, the process continues up to a crop “radius” set by the user. For example,if the

crop radius is 4 the image can be padded upto 4 rowsand/or 4 columns. Thebestfit

is chosen and the imageis restored to its original dimension, with any croppedarea

replaced by zeroes.

Once the in formation has been descaled, it can be decoded according to an

embodimentof the present invention shown in FIG. 3. Decodingis the inverse process

of encoding. The decoded amplitudes are compared with the ones stored in the keyin

order to determine the position of the encoded bit at steps 310 and 320. The message
is assembled using the reverse transformation table at step 330. At step 340, the
messageis then hashed andthe hash is compared with the hash ofthe original message.

Theoriginal hash had beenstored in the key during encoding. If the hashes match,the

message is declared valid and presented to the user at step 350.

Although various embodiments are specifically illustrated and described

herein, it will be appreciated that modifications and variations of the present

invention are covered by the above teachings and within the purview ofthe appended

claims without departing from the spirit and intended scope of the invention.

Moreover, similar operations have been applied to audio and video content for time-

based manipulations of the signal as well as amplitude and pitch operations. The

ability to descale or otherwise quickly determine differencingwithout use of the

unwatermarked original is inherently important for secure digital watermarking. It

is also necessary to ensure nonrepudiation and third part authentication as digitized

content is exchanged over networks.
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Whatis claimed is:

1. A method for encoding a message into digital information, the digital

information including a plurality of digital blocks, comprising the stepsof:

transforming each ofthe digital blocks into the frequency domain using a
spectral transform;

identifying a plurality of frequencies and associated amplitudes for each of

the transformed digital blocks;

selecting a subset of the identified amplitudes for each of the digital blocks

using a primary mask from a key;

choosing message information from the message using a transformation table

generated with a convolution mask; and

encoding the chosen message information into each of said transformed

digital blocks by altering the selected amplitudes based on the chosen message

information.

2. The method of claim 1 wherein the transforming step comprises:

transformingeach ofthe digital blocks into the frequency domain usinga fast

Fourier transform.

3. The method ofclaim 2, whereinthe digital information contains pixels in

a plurality of color channels forming an image, and each of the digital blocks

represents a pixel region in one ofthe color channels.

4. The method of claim 1, wherein the digital information contains audio
information.

5. The method ofclaim 2, wherein said step of identifying comprises:

identifying a predetermined number of amplitudes having the largest values
for each ofthe transformeddigital blocks.

6. The method of claim 2, wherein the chosen message information is a

message bit and wherein said step of encoding comprisesthe step of:

encoding the chosen messagebit into each of said transformed digital blocks

by reducing the selected amplitudes using a strength fraction if the message bit is

true, and not reducing the selected amplitudes if the messagebitis false.
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7. The method ofclaim 6, wherein the strength fraction is user defined.

8. The method of claim 2, further comprising the step of storing each of the

selected amplitudes and associated frequencies in the key.
9. The method ofclaim 2, further comprising the step of storing a reference

subset of the digital information into the key.

10. The methodofclaim 2, wherein the digital information contains pixels

forming an image, further comprising the steps of:

saving a reference subset of the pixels in the key; and

storing original dimensionsofthe image in the key.

11. The methodofclaim 1, wherein the digital information contains audio

information, further comprising the stepsof:

saving a reference subset of audio information in the key; and

storing original dimensions of the audio signal in the key.
12. The method of claim 10, wherein the reference subset ofpixels form a

line of pixels in the image.

13. The method of claim 11, wherein the reference subset of audio

information includes an amplitude setting. —

14. The method of claim 8, wherein the image is a rectangle and the

reference subset of pixels form a diagonal ofthe rectangle.

15. The method of claim 2, further comprising the step of:

requiring a predetermined key to decode the encoded message information.
16. The method of claim 2, further comprising the step of:

requiring a public key pair to decode the encoded message information.

17. The method of claim 2, further comprising the stepsof:
calculating an original hash value for the message; and

storing the original hash value in the key.

18. A method for descaling digital information using a key, comprising the

steps of:

determining original dimensionsofthe digital information from the key;

scaling the digital information to the original dimensions;

DISH-Blue Spike-842

Exhibit 1004, Page 0787



DISH-Blue Spike-842
Exhibit 1004, Page 0788

10

15

20

25

WO 99/5227} PCT/US99/07262

16

obtaining a reference subset of information from the key; and

comparing the reference subset with corresponding informationin the scaled

digital information.

19, The method ofclaim 18 wherein the digital information being descaled

is a digital image and the step of obtaining a reference subsetof information from

the key comprises obtaining a reference subset ofpixels from the key. .

20. The method ofclaim 18 whereinthe digital information being descaled

is audio digital information and the step of obtaining a reference subset of

information from the key comprises obtaining a reference subset of audio

information from the key.

21. The method of claim 19, wherein said step of comparing determines a

first fit value based on the comparison, and wherein the method further comprises

the steps of: .
paddingthescaled digital image with an area ofpad pixels; and

re-comparingthe reference subsetofpixels with corresponding pixels in the

padded imageto determine a secondfit value.

22. The method ofclaim 20, wherein the area ofpad pixels is a row ofsingle

pixels,

23. The method ofclaim 20, wherein the area of pad pixels is a column of

single pixels.

24. The methodofclaim 20, wherein said steps ofpadding and re-comparing
are performeda plurality of times.

25. The method of claim 20, further comprising the step of choosing a best

fit value among the determined fit values and restoring the digital image to the

original size, including any padpixels associated with the best fit value.

26. A method of extracting a message from encoded digital information

using a predetermined key, comprising the stepsof:

decoding the encoded digital information into digital information, including

a plurality of digital blocks, using the predetermined key;
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transforming each ofthe digital blocks into the frequency domain using a

spectral transform;

identifying a plurality of frequencies and associated amplitudes for each of

the transformed digital blocks;

selecting a subset of the identified amplitudes for each of the transformed
digital blocks using a primary mask from the key;

comparing the selected amplitudes with original amplitudes stored in the

predetermined key to determinethe position of encoded messageinformation; and

assembling the message using the encoded message information and a
reverse transformation table.

27. The method of claim 26 wherein the step of transforming comprises:

transformingeachofthe digital blocks into the frequency domain usinga fast

Fourier transform.

28. The method of claim 27, further comprising thesteps of:
calculating a hash value for the assembled message; and

comparing the calculated hash value with an original hash value in the
predetermined key. .

29. A methodfor descaling a digital signal using a key, comprising the steps

of:

determining original dimensionsofthe digital signal from the key;

scaling the digital signal to the original dimensions;
obtaining a reference signal portion from the key; and

comparing the reference signal portion with a correspondingsignal portion

in the scaled signal.

30. A methodfor protecting a digital signal comprisingthestep of:

creating a predetermined key comprised ofa transfer function-based maskset

and offset coordinate values ofthe original digital signal; and
encoding the digital signal using the predetermined key.

31. The method of claim 30, wherein the digital signal represents a

continuous analog waveform.
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32. The method of claim 30, wherein the predetermined key comprises a

plurality of mask sets.

33. The method of claim 30, wherein the maskset is ciphered by a key pair

comprising a public key and a private key.

5 34, The method of claim 30, further comprising the step of:

usinga digital watermarking technique to encode informationthat identifies

ownership, use, or other information about the digital signal, into the digital signal.
35. The method of claim 30, wherein the digital signal representsastill

image, audio or video.

10 36. The method ofclaim 30, further comprising the stepsof:

.selecting the mask set, including one or more masks having random or

pseudo-randomseries ofbits; and

validating the maskset at the start of the transfer function-based maskset.

37. The method of claim 36, wherein said step of validating comprises the

15 step oft
comparing a hash value computed at the start of the transfer function-based

maskset with a determined transfer function of the hash value.

38. The method of claim 36, wherein said step of validating comprises the

- step of:

20. — comparing a digital signature at the start ofthe transfer function-based mask
" set with a determinedtransfer functionofthe digital] signature.

39. The method of claim 36, further comprisingthe step of:

using a digital watermarking technique to embed information that identifies

ownership, use, or other information about the digital signal, into the digital signal;

25 and

. wherein said step of validating is dependent on validation of the embedded
information.

40. The method of claim 30, further comprising the step of:
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computing a secure one way hash functionofcarrier signal data in the digital

signal, wherein the hash function is insensitive to changes introduced into the carrier

signal for the purpose of carrying the transfer function-based maskset. .
41. A method for protecting a digital signal, comprisingthe steps of:

creating a predetermined key comprised ofa transfer function-based maskset

and offset coordinate valuesofthe original digital signal;

authenticating the predetermined key containing the correct transfer
function-based mask set during playback of the data; and

metering the playback of the data to monitor content to determine if the

digital signal has been altered.

42. The method of claim 30, wherein the digital signal is a bit stream and

further comprising the steps of:

generating a plurality ofmasksto be used for encoding, including a random

primary mask, a random convolution mask and a random start ofmessage delimiter; —

generating a messagebit stream to be encoded;

loading the messagebit stream, a stega-cipher maptruth table, the primary

mask,the convolution mask andthe start of message delimiter into memory;
initializing the state ofa primary mask index, a convolution mask index, and

a messagebit index; and

setting a message size equal to the total numberofbits in the messagebit

stream.

43. The method of claim 42 wherein the digital information has a plurality

ofwindows, further comprising the steps of: .

calculating over which windowsin the sample stream the message will be

encoded;

‘computing a secure one way hash function of the information in the

calculated windows, the hash function generating hash valuesinsensitive to changes

in the samples induced by a stega-cipher; and
encoding the computed hash values in an encoded stream ofdata.
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44, The method of claim 40, wherein said step of selecting comprises the

steps of: .
collecting a seriesofrandom bits derived from keyboard latency intervals in

random typing;

5 processing theinitial series of randombits through an MDSalgorithm;
using the results ofthe MDSprocessingto seed a triple-DESencryption loop;

cycling through the triple-DES encryption loop, extracting the least

significant bit ofeach result after each cycle; and
concatenating the triple-DES output bits into the random series ofbits.

10
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GMCSAF ySESOC LEBBLISHI |
(ZEIH 3) FRR 2eRMOAIRICBWYC, MTLPRI, BRE

WRT SERONS— + FrRVCBUISEYLIVESA, MBFYII + FO

YIDEENEMS MEA I—+ FrANVOLOLBVSED CIVRRERT SC

CEBRLTSAI.
(HORT 4) ORI LECROARIBWC, METVSRITCe

FRESH LEBMLT SAK.
| (RIES) BPR QEROAMRICSWc. MEMBITSAF Wid

MDMANEFFI+ Tay YOENENKCHNLCRADEEAT SME
OROMBGEMBWT SATY TESUTLERALT SHIR,

WR 1 210F
B: I/

28
24
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a HWA RL 2FLOAR 28
BA: 2/ 24BHBa=002365 PCT/US99/07262

(RG) MRA QMOAKICBWC. MIBRRNER y EOD

WAveE-Y+ Ev bh CHO, MARESSAS y Wid,

AMER YR—D + Uy MACH SBSIRRECHARA TUR

EMDSR, MEX” LY - Cy hAMSCH SBAICISMEDRR A TERE

EMDPARBUTLIC LOT, MRNARye—Y + Ey beHREBMR

FYI MW + Fy YORNENKHBUTSAF y SESUTELERMLTS
Ark.

GEA 7] MAURO RRMOARICBWT, MRBHRII-—Vickot
MANS LLEBMLTSH

RAS) BRMALRROAMRICaO, MARENCES
SARK OLNENEMRMBICRIET SAF y TERISUCLERMETS ©
Atk. .

(HAO) AR 2EROAMRICBIT.HERS2° 7LAOARTE

SeMEIKESAT y TEMICSUCLEBWETSH.
— (PPR1 0) MPRA ROWRIC. ARTSLRS

ERMISEDLIVEBATED, Hic, |
MELEYe)ORMDAEMMICTTSRF TE,
AEROTOTREMEICSATTE,
ESV LESMLTSHE, |

(ER 1 1) SRL AeROARIcase ct. MEFSOS

AANREEACHO, Bic, .

A-F4 FPRORERNRSEMILE-TTSATE,

MEAT4 FHROTMOTEEMBITSATO Te,

ESOC LEBMLTSAM : |
(S901 2) APRIL ORMOAMICBOT. EPLORNERIER

ROAHRICBISED ZL VORMEBMISI LCRRALTSAR,

(HR 1 3) PRIA 1LRRMOAKRICHO UC, t-F74 THROAT

RORARBRELEU CERAM ET SAR.

(HR 14) HRS HMOAKRITHWC, MICMRIIHBCHO. UL
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HWA WRI 2E1OR 268
PMREE=002365 PCT/US99/07262 BH: 3/ 24

72)VOMBRERIESANEW ONBREWSSC LESALTSHE

(EPRH1 5) MPR 2 RROARICST
ARE OBAMEESTER y V-VRERBCT SC LERBRTSRF

y TERKSUCLEMBLTSTI

(GERI 1 6) MVE? ROARS,
NBERONATEDAERES Ue Ay VO VREBELT STEEBRTSR

Fy PSERISUCLERMETSH

(HER1 7) RQ ROARST,

AZAR YV V-VITMT STRONY VahENHATSAT VTE,

MERTON y YateRECRICIMETSAT Te,

ERICSUCLEHALTSHR.
(R18) REMYCCSOMMETAT-ULITSRETH OT. |

EFLF VPROTOTKREMRD SRETSAF Y TE,

MEFLSVMEMRROTEIATULITSAT YT.

HAR ORUEIMES FRED DBTSAFI TE,
aNERAUERRIMES & MERAUDPENSELSRICBUSMT StF

BoerSRF TE,
ESOL LEGRLTSHR

(HRIR19) MPR SEMODRICBT. FAT-ULYRNSM

FITVIELACH O, MRD SHMORERDRS ERAT

BAF Y TIMED 5 UT ZORAREEMATSAF TESDTE

ERBLTSAR. :

(GR 2 0) MPR 1 SEMOMRICBWT. FAT-ULVans

GFDF VRIAAHt FLTVETS. ATERSHORES)

BALMETEAT y TMDSAF1 THROREMIESEETS

RF y PRSUCLEBRLTSR |
(R21) SPRL OAMROMRICBW TC. MLRTSAF Yy Ta

ANSARIEOTH 1 OBATSMEREL, TOMI, Bic,
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BHBS—002365 PCT/US99/07262

MIR—U YPENEFYSREN Y B+ EDEVOLY TERT
FAYVIFSZATFITE,

EDLVOAMBRERIESSANT1 VVANEHRICBUSHETSE

Ye)VERELLCH 2 OWATSBERETSAT Y Te.

SSUCLEBMETSHR,

(FRE 2 2) MRI 2 OsMOAKICBWT. Nv B+ EZ BVORT EC

LU Fi, B-OUY LIONCHSZLEBALTSHR,

(29223823) FRIR2 OMMOAKICBWT NYE: ED eIVOREC

LUT. B-OUYENDISATHSTLEBMLTSHR.

(RH 2 4) MRE? ORMMOARICBYT. MENT YD YRUBE
LeesSAF y TARERTANSCLEBMLTSAR.

(R25) MHL OMRMODKRICBWT. MMREANLBATS

EOPCRROBSTSEERU, METIFEREROUT ACHML. Bf
CRROWSTSCMSEBONY B+ EYREAT y FEBS

HC LEBMLTSH |
(HRH26) MEOBEMWCHELENKFLTVRP 5yt

VEINS SAIECTH OT.

MCMEOREMYT. MICMESNETLS VEREMROFLII 7

Oy YESOFLS VPRICRBIET SAF YT Ee,

AAD AIVERERO TC, METLI) Soy 7OSNENEAARC

BRTSATY Te,

ARRASLI TOyvVOLHNENHUT, PROMHE

FSRIRL EWBIT SAF Y TE,

aR SORAVAY AWC, MRBRANETL Toy voeH
SHIH LTC, MABESLROMIMEA EBERTSAT YTS,

STEGER S TCHRIR C AVECOBIAANETOMRMML ELL. RE

AHR Y L-VPMOMBERETSAFTe,

MLANER y EODRCPSVERT, Aye

LVEFLYIVTSRFITE,

BWA Fre 1 242108
B: 4/

248
24
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fH FRI 2108 26
BMBS=002365 PCT/US99/07262 HB: 5/ 24

SOT LERALTSDR.

(R027) BUR 2 GAMOMMICBUOT, MABMTSAT Y Ti

BRI-UVLBREMYC. MEFLII : Toy 7ORNENEBAAR
EBTSAF y TESDC LEALTBAIR

(ARIA2 8) HRIA2 7 MOARICHWT,

METBLTVENER Y BODIESy ValbEHATSAF TE,

RECENT)\y Y aEMECOROPOROyyaEHBTSR

FTE, . .

FECSUCCENALTODE.

(HRB29] BEAWCFOPIVESEFRIAU LITSAETHEO

wy=cu
ki

Ska > MEFLT VESOROTRERETSAF Y TE.

FLYURBEMETOTKRICAT—ULITERFYTE,
NERD ORMESMOEMETSRTY TE,

AFLESBEAIATUDVANEESICBUSHHTSESS

HRTSAF TE,

REDUCERRALT SAK.

(MRH30) FOF IVESERMTSHECH OT.

BMRAROVAY + ey hEROFLIIVEBOATLy hBRMALD
SARESHEOMEUERT SRFYTE,

MEFLSESEAMEOREMTCHRLTSAT Te,

EEVCLERALTSHE.

(R31) BPRS OMMOARICBYC. METZESAS

MTTO VRBERT CT LERRETSI

[SRA 3 2) MHS OFMOARICBWT. MMEORREROY

AX-ByvbeSorLeRRetaAK.

(R33) HORS ORMOMRICBWC, MEAD vy hid

/ABAGE CRE L ESUBORICL THALANSCLERBLT OHI.

Proof - 2000/10/02
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HWA SEpR1 2421084 28PMR002365 PCT/US99/07262 B: 6/

(BPR 4) «MRIS ORMOMMICBT,

FYFEUREACHEFOF VESICNTSIS, BAIN

UVAOHREMBITSABEMTLDIVER ORICHAHETSAF y TERI,

SUC LEBMLTSHE.

[R35] BRIS ORMOAMICSO TT. METLSIESE
HR, A-F4ARIEFFERT I LERMLTSAR.

(HSH 3.6) BRAS ORMOMBIKBWT,

SUILRGVIAB—-BO Cy hEBTS LOXRBMOVAYES

UVAY + By hEBRTSAF Y TE, |
REV AD + tobe, MameRRN-ADVA? - ty hOMMITBWT

BWETZAFYTE,

BECSUCLEBMLTSR.

[HAS 7) BPRS 6RMOAKICbWT. AMAMMETSAF YT

i. : | |

MEERAAOVRI + vy hOMMICBWTHBANEN yyathe
MEL y FaOREOREMAL HRTSAF y TEEDELERMLTSH

th, |

(293838) HRIAS 6HMOAKICHWYC, MAMETSAT VT

ih,

MEUIERN-ROVAD Ly hOMIBIC BU SFYT VEZ EMETY

4 VBLOMEOREM CHTSAT y TESDTELERALTSDR.

[R39] BPRS 6 RMOAHICBIT.

FFVBP LAGERTHRELFVESTSHEE, BARATH
DUA OMERBITSERREFESOPKMOAUAT y TERIA

a

MECHSET SAF y Tid. MOAENEAROAMEICKETS TLE

GRETSAR.

(PRR 4 0) BPRS ORRODHICBWT. |

MRFVERBTHEY UTESFF ORSB—FAy Y1B
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. HA Wel 210A
BIBS=-002365 PCT/US99/07262 B:

HETSAFy FEBRSACE), Mid\yYas, MRRA

OVAY + hy HEMETS AMCHES YU TBSOPICMASNERILER

MLBWC ERM LT SAK.

(#99kR 4 1) $25EBERTSHUETH OT.
EANZOVAY ey hEROFIIIMESOATey BREET

MRANEMEOREERT SAT Y TE,

ELIREMRN-AOVAY +> Ly heSOAOREHacTYI OF

AOPNCREETSAF VY TE,

MTF OBLEMELTILTLV EELS, Bi

SNEDESDEMMTSAF Y TE,

EEUCLLEBALTSAR,

(RH 4 2] MURS ORMOMRICBOT. METH IVMERIE»

he REU-ACHO. TOW. By

PUEOEOKAMSN, DUILBEVADE, GYIABARAVADL

AVRO Y  FUZVOITIDAME EEUVEROVAY CHETSATY

Te
PAILANSAVUE-Y + Ey hs AAU-AERETSAFYTE,
MEER ye EY h- REU-AE, AFH BAI 7 + Vy PRETO

TE. MBBARV ADL, MABARBAVAD LE, AYR-Y*> FUSIOR

SUPA PREVICO-RTSAFYVTE,

BAW AY -TLFURE, BARAVAI AVYFIRZE, AVRO

Dh tT VFDREORBEMUETSAT Y TE,

MEA ye7 Ey bh ABU ARBHSREY PREBL CMEKIE
RYHVYBH RERETSAT ITE,

SUC LERALTSDE, 7
(R43) ARIA QECMOBRICBw Cc. MTLYIER

OYA VEDRALTBO, TOA. Hic, a,

BUTI RRV-AIBIS EOD Y ROO ECHERX y EDRE
SHSEMEHETSATYTE,

CF VF MESMARSMt iilpestily

24H
/ 24
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@ERE-002365 _ PCT/US99/07262
MECHA NIE1 Y ROICBUSWRORSAA y Yo BR ERAT

BRFYICHOT. My VARTA tt a7 kK ko THNSt

LAVICBU SAILSBA LIBy-Ya MEERETS. BFYTE,

FPORMLSNEA A U-AICBUSMESNIy YaEE

FERFITEQ

eSUCLERALTSAI,

(HRI 4 4) RL OFMOARICBWCT.MRRSAT y Tid

BUA FLEVITBISE-H-EKF > LI FVURD Seank—-H
DIVAFD> EvybheWRtTenr~ry Te,

BWA WkI2F1LOA 20
BH: 8/ 24

MMO-BOILIL: Ey hEMD 5 VIVAV RAEPUTESSEAF YY
Te,

aEZMDUBOPREHUT, KUTIVDE SHRILLERRL. SU-
Y VOROENENOBRORPILE Y KEHHT SAT YTS,

aE KU DIVDE SHAKY he SYYLB—-BOEY LOWKBMTSAT

vwTé&,

EEOC LERALTSA.

(FEHA OPERASBHA)

(0001)

(ROMSSHEP)

ARH. SUS IHWMORBICETS. BICHUL< id, BHI. RET

3VRP LDED DBROLROAMARUGE IC RT5.

[0002) |

(HOBBS) .

ARES, 19.9 61 AL 7 BICHIBS TKIRIFLHAESS O 8.5 8 7,
94 3"Method for Stega-Cipher Protection of Computer Code’ ICHOVWT

BEMEERLWS. CORDSHMBOMROTATE, AMMICBO TH
ATS.

[0003).
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@HBE—002365 per/usga/aree
(ROR)

| PNVICMEOS SHA (FY FIL) WATCHES RRS NS CCAM
Ltd. WA, PR. SHRUBROTNTA, 1RUOREO-—HORE

LCHIRS NRRSNSTEMMRETHS. FUP VEMCKSL, HOMRE

JEM ICIEMICBETS TEMCES, UPL. RHR EK. FUP IVRMITE

Sk, EOMSEOMMSEST LAK, PREAAKIE-TOCEOTES
DCH. .

(0004)

FLY)(BBM, digital watermark) id, FLAIWMbANEY

NVFRFKH YK + ALYFY VORMES (creators) CHAS (publishers) cas

ALF YY OU-HVCROLESBRTSWERICELTOS,

RETA (piracy) WABRTYSGROMER 5 AMIENSSM 5.
ZOKDREROIE—PIAN (derivative) PIL—-iMTSRELEUT

SCEMBECHS. FUP VBMOULYAFAOBMI, MHLRSILTTY

ESOC, EEAEKIA< MMERT LBS, TLTMBAMETHS TE
PHILS EIIK, SASHE LOREMOWMIESERAT SCE CHS

» CORI. BRERSEZSIBUSASLCOVEMEBE Cocation sensi

tivity) CRBAIETSLEEK, COBMLERRLES LRASLILT

VYERICHEMECSKIIROTHS. [YAH . AFUAL N
TSC (National Television Standards Commi t tee) EFA, A-FAAT
—SRIAYND bs FA RI TCHEMESWME, VWFRFEA TF AVFY
YORATBBEEATS4. BITSBAR. MATEKARL, 01

VF>YOR CHSRENRURNMEKBBESAS. thot. StH.

PRAT KE (ownership right) . MAS@MMRIICHSOMSAOMATCHET

—PREDIAVFVVYOPIME SR. EHIKV, SHMBEWTHD THE

HUAOBETH o TH RESNTTIBVGEMTNEAENSBSIIL F

DILFLYAGER. GT.TOMEMMEFTSADICTS CLAS
LY, FUT IVBA LIL TCOLSRMOOS< KAI SNESOTHD, TO

HHOBICBOSHR, CHECK, MOREACKERRRIHTSBI

WR 1 241 04F
B: 9

2H
/ 24

Proof - 2000/10/02

DISH-Blue Spike-842

Exhibit 1004, Page 0811



DISH-Blue Spike-842
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te A ¥m1 24108PWR002365 PCT/US99/07262 H: 10
FRESHLTEETH,

(0005)

ICOMSNTISOM, AFLVOFLHIMCaNe MER) (pi

ece) OMMELEOIAYFYVITIATS (RB) SHETSKDOIAL EON

SYRCHS, BKOWHRICBUSERAMLMATSZESK, BRRTORS

He (eEAUF 4) EMECESDE LIT, RBORSETSOETSRA

RUBMORMI, AXRBSCHREMTICHSTS Ld TeilSieh

EAEOMA ES TIL 1LOOKEVESOTHSEDELVOT, BhHe

BRICK LE > TESELORMDBELENS CLIMB. ER. I-IVE+ 7

AR 927 (WWW) THDOEVLIMBETSDS LOT, FHFA TS

, PLARSORAOKIRFEYH WETSC EMCESAICLTHE

@SNECESRRLED, VoTd. Mil, BRROLDORECHD, a

LF YY OBREEBIETSTLI. LIL, PUREBRED DIC

YeIRRVSCLLICKO, EOMAERETSOICBILDARORA NSH

D, FVIIMLENEILFY YVICMT SREMBRANS, FYI IBPLId

penexIeBySYGER) Choc, BIRR LORMNERICRS
SEV ABARSRLSSSNOMIRDS OOTIBI LICERL
CEL. HAI, FEFIEP LIL, ITF LYORESSRO OBE
3245) (historical average) YFU—-FiZcRDOSOOCY TH, IY

FYOFS S DEMMEBODCHAE LED ETSAO(3-7

yh) OLECHS, MAW TLI—Ry LRMENIAOLKROBEWAR

ELEN L CEAMVLTh. CORKOMMMAMMEMBMT ST Ld
FLOR. LAL, EODKSBURO MHGE) Cho TKOKSRRSIEE

SSMADEUS TER, NBM) CLOAKTBICRO< EEESL
SBE LOMBCHOSDS. TORE, SREBOSDME-BT CLUS

Da ,

(0006)

BR BOBS. ALT VY ORMMIIUT. TIRADE

KMSNCES, MAMAETSTERSNSS. APL

280/

Proof - 2000/10/02

DISH-Blue Spike-842

Exhibit 1004, Page 0812
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BBES—002365 : peryusas/otven
LTRS NTWSMBORGIZIS, COMBATANTSEBAT,

ZOMEBICHBRANCHSFROMBSHATST CSAHTHS. AYNIb

FY AVOMECHE TS, MARCHEHTSEHERMSSL. FYI)

{LENKA TF 4 FEBON YT-VVUAF EN YTHV ERDBUEN

COLSDRABNBRHERDSS. frey—Avblh. Bic. BRACKLOM

FICHETSFEREBRTZEITCHT. THUAN MHBICHOS | BIC

Ro TRS vOCs. FYI VENUS, BMCRHENSOTHN,
PEFISOREMSVEBRBSIBMTSTERN, FLA IWBDUA CAEA

BIAEBEICRS| (provably secure) CHSC, Merwe LAT

SRICKVICBILD. BRA, FUT IVBOURMHOKRTHD, BSC
BU SHROBRBWEAKORUTSRR. FLIbaANneIALTve !

BXAARRE! (tamper-proof) ICTSFRESAS.

{0007}

FFVED URACBU S-BORBAL, BPLERATSHRCNTS
BEAEOFIO-FIBWT, RMENSRSPBOMMESTIS FLW
WEPLEKATSEK. RHROSBICCREELTS, FRY EED

LERMATS COBAHMHOEDI, B=EBMCOLIBTVINEMLO

PIARMITSRI, TCORMOKRICNTSBURANT YY

FATMEDNS, BEOBAOAAMVDEABRENSE. CHUROBHL

ORHABRRITR DS. ELT. SNUKORAKCSYCHUBALTOLAtA

VRFALERACHE SERRTCLIZES.

{000 8]

BEBRFLSI VED LOWS DPORRMA TC OBAZaOmea ICH OO A

ACB, [#—+ NAL (key-based) OF FO-FORMABRLTIS

» Ono. UFOKERAROMMBTOKBRAHEMAN-LTMS. 7

ds. "Steganographic Method and Device’ Ceo SREHETHRS, 613, 0

045RUENMSECEKARMEO 8/775, 2165; "Human Ass
isted Random Key Generation and Application for Digital Watermark System

. “RESSKBSEMBAS 0 8/587, 9448; "Method for Stega-Cipher

pe] 2421 0A
B: 11/

24
24
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DISH-Blue Spike-842
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fet A PaR1 2%1 OFeRE— 002365 PCT/US99/07262

Protection of Computer Code” RASSKBEHRB O8 587, 9435

-"Qptimization Methods for the Insertion, Protection, and Detection of

Digital Watermarks in Digital Data” ¢SAdSKBIMBO86 7 7,
4358; BU"1-Transform Implementation of Digital Watermarks” cess
KEM O8 4772, 2225CTHS. TNSOKHRHRUAKEET

HBRIC 3SRRARIAEMRICBYCRASS. BRBLATA. KH

aA, 200, 7708. H4,.218, 5825, B4, 405, 829
BRUH4, 424, 414 51HRENTHS. CNHSOKHRHICSUSH

RAR. SHRKBOTRATS.

[0009]

ZHEOFLINWAMUICKSUEAVUFABRKEKRTSTCEK KOC. #

ROBBERY, GSRESEIEL, DECRREHSILROURAILEY

BHETAI vy bhTbs BR) MATS CEM, CHS ORROMBL
SHEMOGHPEL LD CHRENS. BOLOMSHMEL. ALYIVIUALICBW

THY SHnABRICL CRKRMKIEAOEDIBESOM, BASHNEDRHO

F—EFUF VY EWSKOKSAMBC KOT. MHLKDCTSMASH

>, KUOBARY T7TO-FRERSH, Bill, BPLOMMEAMREICTSF

EPMBRANS, THSO (WH) id. HAMARTSL. TERRE (

diametrically) CHHLUTWS. MAI. ZOyveYZ (cropping. EAT—

“UY (scaling) Et, SEMUBOMAMRD, MRWICIEORD LT

FA-FESETSAREERHSM, TXTOBMULIP FU-FROWUSE

SWSTEEM.

{0010]

FUYY +> R-ARAKOF—-F + Vy hRROUTHPEAYTHLE

OHACHIA CEST FTOU-FldL, HS, SHBRNITARMARO CES

DP-AKLBUTCHI EBET SM, MAOBRICBOTESTST EBRL
thy. ARN? OYEYLYRUAT—-ULTi, ZHROUARRORRICRS

L, niko. WAMAGBADLYATFADIZEAERERICTS. ERO

PRISE SEOS HES. BLOM SNERBOET274 HERZL

2H12/
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; HWA SFRR12F1OF
meRE— 002365 PCT/US99/07262 H:

SELTWISHICLD THARBAACHS. BHAI. BX-AOVFU-F

AWCREORDLERKRT SLES BHLTIS. CORK, THUR

DUBANSNSIALF YY EMAIFYYBEBOE DKS MATES
KDICFS.

(0011) ~

ANSACRURGES < OILED LITU—yavik, BAZORR

fl EVARBio TS, THOOMBMEUTHL. FYV—-Y (Oigimarc)

HOUTA (Signum)HICKSRRMSSMS, CHSOMM, CSLBIEl

BAU CHAU VT)OMREOKRICHSICKEL THNSBALA YE-VER

Betecékko, BH (robust) MMOL SRTSCLEABUTIIS

> TOYA TEKRASNSMRIUT VRRTH SRROTNUBORRIL

FUVHICAEMHAHNS, BOAENEEY LI, BROMMNZH LE

SBR, HoT. SRIAIREFIYOPAMOMAM, KRO

FRICKEBMOS1 VERS. MRICUT. FEOA. BSBko

THAANSTESHNSS. Thid. WSDPORBBHOFZ CBMTRE

NTZKEDK. RSETOLASCAYCHOP OLALMOTHO LAMAN SN

~HEROCBEASLT SOEOCHS. BOUABELANCE (nonrepudiati

on) CHU, COMM, FOV-PHELIFAHEM, HROMFUKE

| FEFTORROMBE LTRELTASS THA.

(0012)

WROBOSTVELT. LI-DinVRPTTIRECH % KS IIB
MANTISRAR TAO-MERKTSO-NA+ 74 WIRSS. RR

izit, Melis] PEGRROS<OFALMCOLIBBM LILEAMHUS TE

MCERUCLERT. COMM, JPEGM BPLeANSTULAKE

5 THY SNS ASLAM LA UPRICEOVTSSCHS. THUMNODE

RTNRZARBL LTHBAW. NECOMRSRSICK CMHANELT

FIrt CSignafy) CLSSOREMBSM, HROLKORRERTTSZ
LickoT. BPLAyYeL-VERBELTHSLITHS. COFULAOA

Kid, BRO URLS) BPLEY h RAMEE O-BIESbo TMBIL

2813/
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nA R12 10f
PMRE=- 002365 PCT/US99/07262 B: 14/

C, EROMRNICHLWBRICBYTHALERD TETHS, FSITHVT

b. VAFIF A. BELESRISOK.FUVYPNVOBMLOANSNT

VIRUURITBo |
(0013)

CHSOAR. TCM, BEPUEHRMLS—ORVMBMCANT STE

EMITSRWIL, TILHIVOBMLOANSNTOBVBRKKRELT

KELTWIA,. ATHIPZIIA YD (steganographic) AKC. BALH

(EDIE DICE OBAOA) SHIVER LOAN SNTRI L-EAWSL
LIC EM LOVEAUT 4 EBTS CHE, OVICHEILANEREND
CHBENT7 EORETSCEMBWLENS, tibsb, FAH

EEGHEIELORDI, AUBSAYNSNS. EHEHOI—VAEMM

EEHMCROEBEERATSED ONM/BEBNEAT 5 kD 713/BR
HWEMOSCES CHS, AMAMS ICMTSMALESILICRT SHIA LI,

KSEMLAIRENTHIS, ABT VID Ab SY Fv ORMAREMAEM L

CHS CL, RADARaUF ERML OSLO TEERULTHS,

“BD LORBULNT OKSICMN-ACHSCLICKD, EESUFLIOOT
RICETSC EMAETHE DN, SHickoT. BOLAyt-VLEMPLO
MMNSHNEIDYVFYV EDRFAUF ROBESSABIL Cayered) &

HEI SU-FRBSNS. -

(0014) _

CHAOZRAMESHEOS TE (survivability) @MITSCHT SAKE

SABHACHS TEMMSNTHS, BOLAYL-VICNTSRO
DRY IK + A-ROWRSEMSNTVSA, THI, PROBBI-NE

ELC. M@MBRANTY SHAS LOMAMMTEHLTS CHES

PEOOTHS, EE. CHCKESL, RPMBEO LAWLORERSEO

CHAIRS. VVFERFA PEBOFYSUGEE-OMNBICET53D

BHEREIES T EIRTERVEDS BAMHRODOLIZ.
~(001 5)

(RAMA L KS LTS

28
24
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oe002365 PCT/US99/07262
BMOBRERZATSLCECMTSHARCERI. BiLHeT—T7A

EUDDSMBOMAK 65 THAILANBVOCH SDS, BER, HHLER

GTAOKAVU VFNVOBMLOANSNTOBVIL-EVBLTSTERL

ic, MUAIC HESIOD L EAN SFERERHTSCLEBWETS. THOOB
Wid, AVF LY OMBSRIGSICM L TMMIC ISR SDCHUBCRT

TSCEMCHS. UML. CHSOBBSPRIA. BOLMKREUTR

MAGECHSLBASCLMCHS. Bil, PEOMMAOI 1 TM—RYICER

XNTISZBE (IPEG. MPEG#E) chk. BROBREAYT. BPU

BANSTOVACKYUD CVAD ty heBIICREL. BPLOANSN

hGt> THRE Nie (RE) RIV-ERAOB=LSICMAT SAIC, AHI

RDAREOWTRETSCEMCES. ARWOMRI, BYLAOK
DRZWRT FTO-FCHT, ROMANEAUT 4 EWCHES HAO

FASS%ERLTWOAS, flo TC. SFMRIOKOOKD ARMHEORVETIS

AETHF.

(0016). .

BD LERATSEORMbSie CA) SERL.FLINTT

UV PENEILF LYKT SRRRRLEMUTSL LICKD, KEBBD

Le¥sUF4 ORMMESNSM Chik, SRBOMBHEENTHS. #

EAMSMEOMIIYYNels, ANREPUATSROICA

WRGCH SEUCaaS. FULTSORDRATHOT. Ele

LO. PULPIVES COWRMFRICES. CHICHLIT FVII VBL,
OBENAUTAAAETS.

{(0017]}

ARMY OyeEYLIROUAT—-UYLAFMESMUSTIE (EERSTE, su

tvival) ld, HRRUA-—T4FBOUITHUTH, ARETHS. CHIDO!

EOKDREBL, BRPA-—T4 AOA (inadvertent) SHALL. BD

LADRMMRMEECHBEDS CHS. MHOMR. A-T4 AOS

LSDICHSDCHSM, LSRMOBMSEDKDICRVBRT ARRA—-A

| CHABMULA CROHORSEDS (OveEYA) RUM VY SPENKET

#H 31 210A
He: 15/

24
24
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BPRE—002365_ por/usga/ote.
HFG PUTICBUST 91 AY OMBEALTIS. ATUL

, AMORSKIC Lo THSPK LVRSCH SA, BhawhawReIS

SOCHVIDODDST, ARBOS 1TOBPLCBSTSZ Lat

HOSS. KENERARMAN-ADBOAATESUECHS, FIAT

—F 4 FEO UPTUS aviKHeSUSPKASEERIL BRIA20

ETH. CHI, AF4 HEROMA2 ORMRUMTNETENS
o VIFIS Ttld. LERNK-AOBMLOMTHD, VIF Solana) 777
Os, CRL. BBN, MITREK KSI TUF—-VYardomMeCHS. [2

gis) FTO-FEWION, FOWWY, VAFA, ARIS, F-EhO

> (Arbitron) EIACHHENKEMICMTSLOMIGEHCHS, BR

BELEK, BMA-AO7TOFld, BRICOWCHRENSHAKI

ANICILLERINADOT FO-FCHS, LILIA, TRAGABH (conv

olutional) CHS, CHSMOBR. ARMORAMLSA NZ (spread-spec

trum-ed) fils THEI] DESCERENTHISEOK, BORENKES

ERMCDINY ECOIYIL: JT AROMASSILERVSCERRSEW

5 TBS.

[0018]

Ya Nv (Giovannni) kh. BROBPLICMHUT. FOyvI+N-AOTF

JOU-FEAWS, LOL. SHIAT-ULYENKRHRELORORY

—VIZHESCS TEMCE SHRBRAHED THIS. CO TFAT—-UYA)

id. ROBELANSAIBASNS. MHOVLATFATH, TOMREEDL .

AVOBRE (KB UTIFAT-UYT) BD TWIS. FAT-ULIM

. SSWSHR, A-T4 TRUE TFABALOLERV Cho CHAOBB

PALTRSTEMMSDCHS. MOPTRO, KROMEMES AUF

A ORM SZIATAMRTH SM. END CECHS. Bi, HROLT—-TR
IESCha7a <. DU CRB Cho TRBA7aids5H

Prictd, MAIL. TOBMLOAT TOBA Y ST YY ERHTSWC Cle
BD. PSC/ESLB/BOMOARCVAY - ty heAvecceldaiic

_ TOWREAVAINUE SB. TUYHI. RMURUVESILERATS

R11 24105
HB: 16/

24
24
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eHRE—002365 7 per/usae/oniea
DICBECH SM, LLCREIL ABURICBILTh, BMLOANSNRIYS
VY ICT SHALE PUB ICHALS 3 T LIDARTAECHB.

[0019]

DLE EAS &, LETR ULREERRSKERFLY VED LORDO

SHOEMOAARUGRICNTSEENCUEEMGETSCL EMTST

EMCESZCHSD.

(0020)

(RMMRTSEOOFR

SeSIFUH BDL OF D OMOROAAROBA IC Lo TL OBC

BY SRHILAKMICREET S LLMCES. KERORSRMMCI. RBSH

BREFUI )VRICBISFLIN Toy 7d, BET-ULAREMT

ARERICEAS NS. MROMRALUMETSRO. PRANKTYI

Ibs FOyAOSHENCHMETHES, BBANTRBOMDREAM, Hr

SORAT AD EAUTELII TOY 7ORNENICALTHRENS,
yCDR, BIAAD EMOCRERNEEMT—TVERWT. 2X

ye-VPSRRENS, BENE AyeV, BRAN Ryevi

RICHICHRNSRIERILA BS TEIC KOT. MANETLII-

Foy YORNENICHLANS. |

(0021)

DLECHS DITSARAO INS ORUSHINOMERUBMITED. #

SOME, UFCHOKRAORMARME, SRONMAROGEL, F

HOMMERBSMTSCLICKOT, KOMICEMTS CEMCESTCH
Do

{002 2)

[MOIOWE) |

ARH ORSLMMICKSL, KERFLI VED LOLOKEMORRIA

WONS. ARRARLTZMAROBREN Y SBP LI2 DOT FO-F
MEETS. THOS. NARTOYY EASBRLFAD ey baRER

WEBSECHS. AF FOLFAOKD MGMAOBAICHUTHE,

EAR 1 242105
HB: 11/

240
24
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BWA Wk1 210A
MHRE=002365 PCT/US99/07262 HB: 18

INS TERIBUCHET SOURBMCHS, LVDOI. TrtVeet

OT APMAHNT PICSRVSSAOS CHS. LOL, PIEBICOWTH,

77 TIVILIAS DIDS VOMBHCHO, 1HOMECRMTSTEMTES

» 2DOVFU-Flk, THENA, SAOMMEALTHS, FOVD +> A-

ADAM. JOVELACHTSRRELATS. JOyYEYZ (cropping)

LEVSOM, SSOMPHLIO RY RIRKCHS, F—-HiERONAS HB

4> (piece) IEDHANSOC, VOyveELA, Bic, W<KDHOMAMRD

NATERERTS. 1LDOZSREDL EMBRLT SOK1TPETOY TOR

STW SRO, VOVEYIKEOT. COBPLARKENST Lik. U

ML, FOv7-NR-AOVAFAM. AT-UVTKHBY. FIL V+: AT—

Y>A (affine scaling) Mik CMRF) (shrinking) FEDARAT—-V>Ttd,

ESORAROBRICOBMS, TOYIOUT AMI AVY IWVCHO, F-

FRZO0O%AT-ULPENSBSII. MROBSF—-Hi. C4YL TV

EAN-TSTEKMRS. LOL. FI-Ki, KRELT. FHF WAY

SVIHSEBASOC, BOL EMMCHAMS OKVELEMOLS LOM

Vinh, ty LAKOY TU-Fit, BORSHBVSHTS,. TOT FA-Fid

, RT-U YPRESEUS OWE KEGRTHS. COMI, TOY Fu—
FC, FOV RSALU TRY, FLORETS—F EREOUVT AAT

UV STSOM-MNCHSOSTHS. LAL, EODESINSBIOVEY

YCHICH, BMOV IA AY AERA, BOL EBRICLTLES WE

HEADS. |

— (0023)
ARHSAVSL. SLC. CHECCMRANTISMHSMAANSTEL

ko TC. PHE/RONENCHROMO CTAEREL, HBICKSR
SEEM—-REMRL. TULIP LOANSNTHBRERORD

OILHOMMERALEREDCHOBE5 T COREG
Do |

(0024) :

ARAL, PREMIOT SA SDBRREEETSOCH SM. (AVY -

2H
/ 24
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; few PR 2108PHES—=002365 PCT/US99/07262

F)l) OHSORRBEBOLIAIEY EL. RETNEROTI-VRIB

eS RORSE) CKSRSENIAMBEDTDNSZ LIckok,

KICRSNEASINTSKAMEENS, COATLEY hd, BPLAM
ROBPELANDST—-FORBE, YH I YOIA REBUT vy AVORS

(ERBICBOV TC HTS) AP OK KAS) TEMCHSZIVFIVK

BOTHECH. CHKkT, HPL Ay L-VEATSESOTACAT

gators (MFO) MERAH, MMBMM—-O Ay L-VERMTST caret

2S. WAI RSHRMM—O100Ky hOAYL—-YRI1A2OASCI

[XEREROITHENT OREERBTSENIODS, B<HNSSTEL

CHS, ARWORMHICko CFA LMMENKA-F4 TCORAGTI,

BH1LOOOLYEAS, 16UYhO44. 1kKHzOFA-FH(ABRICHVT

 AURMWICEHEANS. EFMARECAEOMRIL, IU TAT

O-K) BESZATEMCESIEEKTDET-FRALTHIBY, HoT.

YoyPYIRURAT—V VY TOILSES T CMHRORAOGM, E

TUCKSS MAICATARAOHTRIEFA + KS VOMBKDS

AMCHSOLICHS. BMSNSVEAVUT 1 OMRI, KLERVIAEKO

BOP TITYav<S BP ULVAFLOST IVA CRABANTOS

LE, BPUF-FOSTAAlas, MRANKESHRLT Ihy LLA T

ACEI, HK. BOER. SYSABBETHE OMRHICHELERSO
IZA SNSMLA NEMLS VILEFF OMMBY—ACHS. EWS

TECHS, Bld. RB. Ev bACHELERAK. BHLAve-Vee

KV OKERIVIDEEBULIS. BPUFI-Hid, HRS, TOD YT

WORT-WKGENTOSTEERDO SN, EK. ED IFAT-ULY

NeETECBOWTY Oy CYLPENEDEDDERETSTCEMTES,

(0025) |

NAFLD Y ICED LEANEOILFLY OMEAMULT SEOCREBR

TZLAFLONAILHSDCHS. RLSBRERAETSUROREA

WSTEMCES, FORK, REAM\yyaBRe. FLT NVBER,

Ricli—RRAY/Sy EF (one-time pads) CXAOMOPIMAANSTEKKO

2419/
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BUBS=002365 PCT/US99/07262

C, MOAENKESERBL, BPLOAMSNEMRLTOR/BONEH
WUFICHES CEMCES. BI. CHSOMUBERWT. BHAEN

FVVEREEETHMETS, MI, FLIERAyE-VRRE

CBRLTS. DVT LYKFLS VED UMANSNTOSEWI TLET

7 O, FORESTUAICILEOEDAED ALTOREMOTELS

WELOFry DRRATSCLICKO CED LOBMEEFzy 7 Lee

BoeRWERDTED, HRBSL. AAICBRTSTEMTES.

(0026) |
RENFVIVEPULM WC SMBUSTOS. Lt bY Ceighton

) td. KEBHBS, 664, 0185. FYAMVEMLICBISRRMEK
# (collusion attack) BYESSRREBMRLTAS. LAL. Ut bo

MMS NCOSCE AUF 4 SARCTERUMAEMD S. BRIE

ED LAMACHSLIAHEOBES IIL, UMARKid TP LA
| SFB PRESENTS (well-defined) . Ha CT. BRERITUBS

DICE SHLMRK DMMCHRVBORE LYS MEMES S. BP UHLIV
ISB SHORES (over encoding) th FOLIBRBORMPBICBVS 1
DOMMRBURIED. VT RVicko TRHSNEHORRLUT. BR

KMEODSIY-T Vid, BS OBB. BKBHOLOAN SENT TBR

CATHOBRCRKCRELTEY, BEMTREASCABICA SENSE

MILBSOT, EOLIBIT TSORMAB SFECHSLWITEMSS, TF

DRM ELT. AYND b+ F4 RI PFYT WHERE NEFAEBS MBS

. EPLF—F OMMBEAWCHOBRENKESIFLVERETSTEN
ko. HHORMEMBTSTEMCA STHRMEMAZY. BRLEANSHE

IETS, MIBBUES TUE (granular) BAOALP VAY AAW A—
RIA VY EMBED LMT SP OMMEEALTRS LVS FHED B. FIM

AICP LU TU VL IMENSHS SOSABVCHESA SNREBTIEAL

te. MAPAATS SOKO BILLAICROCECE SARE

Vy,

(0027)

HWA kl 24105
A: 20/

24H
24
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PEBS=— 002365 pcr/usae/0Tib
Bll, COCHRENTHS [NA-RIAY) BOLI, OO ERBHZSO

CHA, TH. TCORMOBOVTHDOBMCESO (HRVMICRROHS

| PRE UCHHANSEUCHS, THOS, BOLMRORBMEERDSt

ZB. Mid, BOLOMALREAUSTLILO. [N-ASTY) BPLEM

s KHTAZOKEBRS 1S BMHSEBS ICM UMRMESNSKIIKEBD

NS. BV BPUPVIVA, WMNIRAFY TRL, IAy BBA
SpiSREERET SC EMCKANACHS. Bll. PHWORAAIZ

ko CHK MRENTHSHC, BOUF—F ICMAT. PALRIABIEE L
SURO [ey KR) RAECMBRORIITIA + JT REVSDEW

Ey hePRETSEDIRETSTLICKO, WROD SRKROCTNUAOD

HORARBLATSTEMCESEPLARMOMBANTRS, (RR tY

hi) OPIS, EROROEMARKMUIBMc ko THERBTSTEMTE, TX

TOEYhKEBRETSTSC LUMEN, BIC, FNTOEY beet

TSLL. SStHREMOIGMSRREBHTSTEMTHSOOKEOT

la, RK, te¥aUTy LOBALL THMT S AAEEMH SD. PIED.

BEAUIL, BROBDP LA y R-VONAMCAIEY KENTIBIIME

BSS, Shickol. ACBACKRESBEA LOREM SNEDTCHS.

(0028) |

SHHBAYIZ. ASEBAIS. RRA SLTO hECRB. BML RSL

AFAICSSEREROCEIUT 4 OMASRILTSTEMCES. MEO

Blt, VRYOMELTHMENS. THSOVAVIcia. BA. BHAARU

AYYs FU SIMSENSM, Ay R-VOFYIVBE E OSMAN

RIC DHIETSI ENCES, TCHECCHMRENTHIORMBCS TCN5O

VAY OME, SRICRL CEDERANTIE, SHRUMERERONL

UTC, BOVERITS SANS CEMAAEE SHIM S FS CEMTEAS
» HEMLORIIC, LROVADIL, BSHRHSREYLRETOR

Ricko THESNS. DESHEOTOy YBBR, TICSABY—E

{8 (seed value) CMAGDANT. BSHCKLARIVIL: Ey bHERE

LSal—hdS, THSOBI, SRUTCISYGY TW: ARV-AKENS

WR 1 242108
B: 21

2H
/ 24
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PRRE—002365 _ PCT/US99/07262

PBAUSARBLEICF-IR-AIE-TEN, FAVILIVIYG (AP

SUT) PROBUSAY SNS.

(0029)

CHSOMUMALTO RIVE, AVIYIVAENTHRURIETA RU

ASNEIVTVYEELS RRMABETSEOIBESNEREBRT SA

KU-AANK IVF YY ESRTAR. SRAORMACMARDLSTL

MCRS. FLT VED LOGSE MRK, MANRIENMNZABBOMA

RACRRPICBOTHO SNS, Bit, HEORONCHATSiaRAC
HTSRBIED, HHNCBOZRMULOVEAUT 4 EBSROIBE

OROvLEAUT 4 EBA SRICUSRTREMBLRS.

(0030)

HMA 3Zpk1 242108
B: 22

28
/ 24

Rik, RHAICKATFVI ViRRRBYATLORGRHA RATS. CT

CRHOMMESMTSM, ALERCOMTH, BRONMCbtoTAUS

RBSMHENTNS, MLC, SRAORMMCLEFITVRHED
KOT Oy PRNMMORENTS, LOOBRA (Foyy7) CEKMBS

NZOCHSM, TOC S7OyIit, HAI, BAF RVICBIS 3 2X

3 2DEPRIVERCHS. AFVTFLLOCSAOVI, AKT EIWE

WMHAUER (FET) 2A, ARIRMANS. AFY

F120RU1 20KBWT. BKO3 20MMSH. 2N53 2080

MESA, BING ORATAD EADTRRENS, KI LAvye-Y-E

y hot. ZAFYT1L4AORUL 5S OKBYTEFD YIORICHAHEANS, T

Oey hth, BWAAVAY EBVTHESNERRT—TIVEAYTA YE

YPSRUINS. TOEYbMRCHSBSI, BREN, 2-i

bo CHEBSANERES (strength fraction F#dwmbans, Ev haat

HABA. MBIFACHS.

(0031)

BRAHCHBCARA LI. ZNHENM KOHCMRANS. T.TOR

BAPWBSNIEETC. EX EIVOMARAAOA LST THRICE-TENS,
ZOAKSAT. BAI, ELOMCHILT. BRET4 SRORET
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BPRE=002365 pcr/usaa/orie?
UT LMCES, MROTOTED, MicenNS.

[0032]

BE] 2td, AHORMKOSVS IVWGRTAT—U YTHEOTO y ht
NCHS. BAMERLOROIBENSL, BHI. VOvVELYRU/R

ERT—U VIMRENTISPES MMFryVINS, SNTWSAEIK

. BRI. ATV TA2LOCBOTT. HOTECAT-ULTENS. FRY

$5NS (ARGAT) TROSEPVLIONABMIL ATYT220KBVT

, MKRBSNTISAN ITSEOBAOMASHS., BAMTHOMORR

DBSKLOSENCSB. AT-WMAFYT230RU24 0B

CH-JFENS, BPOTHHMW, MAW AFYTF260RBYT. HO-¥

72)\OR—-DU-RAAPASHOT, MRENF 1 VITSTEMTCHS,
ELT. TOFOVAEKELT. BAMKBTSMEIMERSTEMTES

[0033]

AFvT725 OCBWCTHEBBAMAMANSBSK, FOVAWRTT

4, REDBAMSSONBOBSIAverko TRESNSZ OT #

Ee) EC SOUAMMMBANS. HAW VOY T¥#EMN A CHSBSIIL,

BRe., 4D0D0-RU/RLADOAFLECNT1 VITFTSCTCEMTES.

OKko TEERASHEEBOY OY ELYENEERERYTT, BROK

SOB, BRI. BS LOTKECHHSNS.

(0034) |

MERI, DOKATAT-ULIZENSE, MICRANTHSRRHORHM

BITCHELANS, Betis, FHLOWTFOLATHS. Baltank

IIA, BICRANESOLEMAH, AFV7F310RV3 20KBWT,

PRbLAnmeEY LOMBMRESNS. AV U-Vid, AFYVT33Z0KBW

CT, PRMHPVERATPULTIVANS, KK. ATYTF3I 40TH. X

yReDiMNy Valhan, TONY YsaMTOAYVE-VONyvYake

NS. TONY ald, PMEOMICRICRMSNS. Ny vaM-eTSBS

ilk, AveR-VEAAMCHSLERBBSN, AFVT35 OIKSYWTIA-VIGE

WpR12410AH 26
BH: 23/ 24
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BERBS—002365 ecr/usga/oties
ABNS,

(0035)

COMRICBUCitBEHOME IC RRSNRASNTHSM, BHO

(EERUBBIL. DEORMMIChOTHN-Sh, SRAORMLEMENAE

AcCMSRBTS CLES, SROMPMROMWEKSENS, Bk. 1-74

ABROEFA ALFLVI, FRNA OESREPREROE y FH
FORDIC. AROMEMEMESNE. BRLOAMSNTRBVAU LIVE

WA @ak124210A 26
BH: 24/ 24

FWSTERSFAZT—-ULARUENUAOCBECHEKEARTHCEO

AM, KREETVAIVBALLT. HRORBECALTHIS. FYIW

(LENE ILV FUVAY KI-DERUTCRMENSOT, HBMENBWCE
EM=HAICKAIRBMRCERRTSCLCOBETHS.

(RA©fa7A)

{BJ 1) .

ARAORSRHAMICLESVIVPRORSAEOTO vy TRNATHS

(2)

APRA ORS HMAC KOFLVYI VPROTFAT—U VIRROTO y 7 HN

RICH S.

(213) -

ARBORS ZMMCKAFVS IVGRORBSLAROTO vy THNCHS
°
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» HHA SER12410AR 28
PHBBZS= 002365 PCT/US99/07262 BH: I/ 3
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’ Transform Digital EET Enz
th EF ~F; seers T Fe oL-to07 $

‘bef
420

iD Freq. 8/Amp. ; Tewte
for Trangformed TSHTae7 ie

Digit#i Blocks 2F 17 BERS Ay"
HETE E TH

130

SPesoE127
Ract
BASE t Wer

140

TEEHLHVAI

tm ne xye—e"
+Be Bese} TRERE Ba
Lesy, Fewk 450 |
ty C-VaE ER
EAB cwk
5 a7057
=Ie3(b

Proof - 2000/10/02

DISH-Blue Spike-842

Exhibit 1004, Page 0827



DISH-Blue Spike-842
Exhibit 1004, Page 0828

HHI %eR1 24210 2A
BMBS—002365 __ PCT/US99/07262 BH: 2#/ 3

s

 
 
 

 
 

 
 
 

210
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AHH Ls 

220
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ESSAInz
WIZLD(WE
ms

240

 
 
  

Pad Image w/
Row or

EP xewalraa-

BRM AF utnz

BAP. £ oFry"

Proof - 2000/10/02

DISH-Blue Spike-842

Exhibit 1004, Page 0828



DISH-Blue Spike-842
Exhibit 1004, Page 0829

o HI Akl 210A 28
PMRE=002365 PCT/US99/07262 Bi VY 3
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mo$rewo.aSrag©...HoNaHssaaHs}RSoS~~a>ooSs™enjoa4m4ie)coomNOoSoae
4

 

EH(ERS )

(1)
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. - #4 etl 24210134
eine—0023651 . PCT/US99/07262 H: 2/ 3

(Hl 2)
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HA %emR12410K8138
SIPLE=0023651 PCT/US99/07262 BR 3 3

{43)
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. “#Ht pR1 210A 28
BMBE=— 002365 PCT/US99/07262 BH: / 1

(284) EWS
[EH) BERTVI VEO LOKDOORRORROMARUGATHS.

RHORDSRHCl, RBANSNRATVS VGRICBUSFYII: Foy

Dit, BRI-VIBREAYTHERAAMSNS. CHORKBRVUE

WS SHIM, BMAHETLIN: FOyvIORNENCMLCHBHSH, B

BIS TIERIBOMIEGD, BP SORAVAVERUTFYIN: FOVIO

ENENICMUTBRENS, AYE-VHRM. BAAAVAY EAOTHE
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(57) Abstract

The present invention is a method for protecting a
data signal where the method comprises the following steps:
applying a data reduction technique (200) to the signal to
produce a reduced signal, subtracting (60) the reduced data
signal from theoriginal signal to produce a remaindersignal
(39), embedding (300) a first watermark into the reduced
data signal to produce a watermarked redued data signal,
and adding (50) the watermarked reduced signal to the
remainder signal to produce an outputsignal (90). A second
watermark (301) may be embedded into the remainder
signal (39) before the final addition (50) step. Cryptographic
techniques may be employed to encrypt the remaindersignal
and/or the reduced signal prior to the addition step (50). 
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UTILIZING DATA REDUCTION IN STEGANOGRAPHIC
AND CRYPTOGRAPHIC SYSTEMS

FIELD OF INVENTION

This inventionrelates to digital signal processing, and moreparticularly to a
method and a system for encoding at least one digital watermark into a signal as a

means of conveying information relating to the signal and also protecting against
unauthorized manipulation ofthe signal.

BACKGROUND OF INVENTION

Digital watermarks help to authenticate the content of digitized multimedia

information, and can also discourage piracy. Becausepiracyis clearly a disincentive

to the digital distribution of copyrighted content, establishment of responsibility for
copies and derivative copies of such works is invaluable. In considering the various

forms of multimedia content, whether "master,” stereo, NTSC video, audio tape or

compactdisc, tolerance of quality will vary with individuals and affect the underlying
commercial and aesthetic value of the content.’ It is desirable to tie copyrights,
ownership rights, purchaser information or some combination ofthese andrelated data

into the content in such a manner that the content must undergo damage, and therefore

reduction of its value, with subsequent, unauthorized distribution, commercial or
otherwise. Digital watermarks address many of these concerns.

A matter ofgeneral weaknessin digital watermark technology relates directly
~ to the manrer of implementation of the watermark. Many approaches to digital

watermarking leave detection and decode control with the implementing party of the
digital watermark, not the creator of the workto be protected. This weakness removes
proper economic incentives for improvementofthe technology. Onespecific form of

exploitation mostly regards efforts to obscure subsequent watermarkdetection, Others

regard successful over encoding using the same watermarkingprocessat a subsequent

time. Yet another way to perform secure digital watermark implementation is through
"key-based" approaches.
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This paper draws a distinction between a “forensic watermark,” based on
provably-secure methods, and a “copy control" or “universal” watermark which is
intended to be low cost and easily implemented into any general computing or
consumer electronic device. A watermark can be forensic if it can identify the source
of the data from which a copy was made. For example, assume that digital data are
stored on a disk and provided to “Company A®(the “A disk”). Company A makes an
unauthorized copy and delivers the copy to “Company B”(the “B disk”). A forensic
watermark, if present in the digital data stored on the “A disk,” would identify the “‘B
disk” as having been copied from the “A dis ”

On the other hand, a copy control or universal watermark is an embedded signal
which is governed by a “key” which may be changed (a “session key”) to increase
security, or one that is easily accessible to devices that may offer less than strict
cryptographic security. The “universal” nature of the watermark is the computationally
inexpensive means for accessing or other associating the watermark with operations that
can include playback, recording of manipulations of the media in whichit is embedded.

A fundamental difference is that the universality of a copy control mechanism,
which must be redundant enough to survive many signal manipulations to eliminate
most casual piracy, is at odds with the far greater problem of establishing responsibility
for a given instance of a suspected copying of a copyrighted media work. The more
dedicated pirates must be dealt with by encouraging 3rd party authentication with
“forensic watermarks”OF those that constitute “transactional watermarks” (which are
encoded in a given copy ofsaid contentto be watermarked as per the. given transaction).

The goal of a digital watermark system is to insert a given information signal
or signals in such a manner as to leavelittle or no evidence of the presence of the
information signal in the underlying content signal. A separate but equal goal is
maximizing the digital watermark’s encoding level and "location sensitivity" in the
underlying content signal such that the watermark cannot be removed without damage
to the contentsignal.
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One meansof implementing a digital watermark is to use key-based security.
A predetermined or random key can be generated as a map to access the hidden
information signal. A key pair may also be used. With a typical key pair, a party
possesses a public and a private key. The private key is maintained in confidence by
the ownerofthe key, while the owner's public key is disseminated to those personsin
the public with whom the owner would regularly communicate. Messages being
communicated, for example by the owner to another, are encrypted with the private key
and can only be read by another person whopossesses the correspondingpublic key.
Similarly, a message encrypted with the person’s public key can only be decrypted with
the corresponding private key. Of course, the keys or key pairs may be processed in
separate software or hardware devices handling the watermarked data.

SUMMARYOF THE INVENTION
A method of securing a data signal comprises the steps of: applying a data

reduction technique to reducethe data signal into a reduced data signal; subtracting said
reduced data signal from the data signal to produce a remaindersignal; usingafirst
cryptographic technique to encrypt the reduced data signal to produce. an encrypted,
reduced data signal; using a second cryptographic techniqueto encrypt the remainder
signal to produce an encrypted remaindersignal; and adding said encrypted, reduced
data signal to said encrypted remaindersignal to produce an output signal.

A system for securing a data signal comprises: means to apply a data reduction
technique to reduce the data signal into a reduced data signal; means to subtract said
reduced data signal from the data signal to produce a remainder signal; means to apply
a first cryptographic technique to encrypt the reduced data signal to produce an
encrypted, reduced data signal; means to apply a second cryptographic technique to
encrypt the remainder signal to produce an encrypted remaindersignal, and means to
add said encrypted, reduced data signal to said encrypted remainder signal to produce
an outputsignal.
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A method of securing a data signal comprises the steps of: applying a data
reduction technique to reduce the data signal into a reduced data signal; subtracting said
reduced data signal from the data signal to produce a remaindersignal; embedding a
first watermark into said reduced data signal to produce a watermarked, reduced data
signal; embedding a second watermark into said remainder signal to produce a
watermarked remaindersignal, and adding said watermarked, reduced data signal to
said watermarked remainder signal to produce an outputsignal.

A method ofprotecting a data signal comprises: applying 4 data reduction
. technique to reduce the data signal into a reduced data signal; subtracting said reduced

data signal from the data signal to produce a remaindersignal; usinga first scrambling
technique to scramble said reduced data signal to produce a scrambled, reduced data
signal; using a second scrambling technique to scramble said remainder signal to
produce a scrambled remainder signal; and adding said scrambled, reduced data signal
to said scrambled remainder signal to produce an output signal.

There are two design goals in an overall digital watermarking system’s low cost,
and universality. Ideally, a method for encoding and decoding digital watermarks in
digitized media for copy control purposes should be inexpensive and universal. This
is essential in preventing casual piracy. On the other hand, a more secure form of
protection, such as a “ forensic watermarks,” can afford to be computationally intensive
to decode, but must be unaffected by repeated re-encoding of a copy control watermark.
An ideal methodfor achieving these results would separate the signal into different
areas, each of which can be accessed independently. The embedded signal or may
simplybe “watermark bits” or “executable binary code,” depending on the application
and type of security sought. Improvements to separation have been made possible by
enhancing more ofthe underlying design to meet a number of clearly problematic
issues. The present invention interprets the signal as a stream which maybesplit into
separate streams of digitized samples or may undergo data reduction (including both
lossy and lossless compression, such ‘as MPEG lossy compression and Meridian’s
lossless compression, down sampling, common to many studio operations, or any
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related data reduction process). The stream of data can be digital in nature, or may also
be an analog waveform (such as an image, audio, video, or multimedia content). One
example ofdigital data is executable binary code. When applied to computer code, the
present invention allows for more efficient, secure, copyright protection when handling
functionality and associations with predetermined keys and key pairs in software
applications or the machine readable versions of such code in microchips and hardware
devices. Text may also be a candidate for authentication or higher levels of security ©
when coupled with secure key exchange or asymmetric key generation between parties:
The subsets of the data stream combine meaningful and meaninglessbits of data which
may be mapped or transferred depending on the application intended by the
implementing party.

The present invention utilizes data reduction to allow better performance in
watermarking as well as cryptographic methods concerning binary executable code,its
machine readable form, text and other functionality-based or communication-related
applications. Some differences may simply be in the structure of the key itself, a
pseudo random or random number string or one which also includes additional security
with special one way functionsor signatures saved to the key. The key may also be
made into key pairs, as is discussed in other disclosures and patents referenced herein.
The present invention contemplates watermarks as a plurality of digitized sample
streams, even if the digitized streams originate from the analog waveform itself. The
present invention also contemplates that the methods disclosed herein can be applied
to non-digitized content. Universally, data reduction adheres to some means of
“understanding “the reduction. This disclosure looks at data reduction which may
include down sampling, lossy compression, summarization or any means of data
reduction as a novel meansto speed up watermarking encode and decode operations.
Essentially a lossy method for data reduction yields the best results for encode and
decode operations.

It is desirable to have both copy control and forensic watermarksin the same
signal to address the needs of the hardware, computer, and software industries while
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also providing for appropriate security to the owners of the copyrights. This will
becomeclearer with further explanation ofthe sample embodiments discussed herein.

The present invention also contemplates the use of data reduction for purposes
of speedier and moretiered forms ofsecurity, including combinations of these methods
with transfer function functions. In many applications, transfer functions (e.g.,
scrambling), rather than mapping functions(e.g., watermarking), are preferable or can
be used in conjunction with mapping. With “scrambling,” predetermined keys are
associated with transfer functions instead ofmapping functions, although those skilled
in the art may recognize that a transfer function is simply a subset of mask sets
encompassing mapping functions. It is possible that tiered scrambling with data
reduction or combinationsoftiered data reduction with watermarking and scrambling
may indeed increase overall security to many applications.

The use of data reduction can improvethe security of both scrambling and
watermarking applications. Ail data reduction methods include coefficients which
affect the reduction process. For example, whena digital signal with a time or space
component is down sampled,the coefficient would betheratio of the new sample rate
to the original sample rate. Any coefficients that are used in the data reduction can be
randomized using the key, or key pair, making the system more resistant to analysis.
Association to a predetermined keyor key pair and additional measure of security may
include biometric devices, tamper proofing of any device utilizing the invention, or

other security measures.
Tests have shown that the use of data reduction in connection with digital

watermarking schemes significantly reduces the time required to decode the
watermarks, permitting increases in operational efficiency.

Particular implementations of the present invention, which have yielded
incredibly fast and inexpensive digital watermarking systems, will now be described.
These systems may be easily adapted to consumer electronic devices, general purpose
computers, software and hardware, The exchangeofpredetermined keys or key pairs
mayfacilitate a given level of security. Additionally, the complementary increase in
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security for those implementations where transfer functions are used to "scramble" data,
is also disclosed.

BRIEF DESCRIPTION OF THE DRAWINGS
For a more complete understanding of the invention and some advantages

thereof, reference is now made to the following descriptions taken in connection with
the accompanying drawings in which:

FIG.1 is a functional block diagram that showsa signal processing system that
generates “n® remainder signals and “n” data reduced signals.

FIG.2 is a functional block diagram for an embodimentofthe present invention
which illustrates the generation of an output signal comprised of a data-reduced,
watermarkedsignal anda first remainder signal.

FIG. 3 is a functional block diagram for an embodiment ofthe present invention
which illustrates the generation of an output signal comprised of a data-reduced,
watermarked signal and a watermarked,first remaindersignal.

FIG.4 is a functional block diagram for decoding the output signal generated
by the system illustrated in FIG.2.

FIG. 5 is a functional block diagram for decoding the output signal generated
by the system illustrated in FIG.3.

FIG.6 is a functional block diagram for an embodimentof the present invention
which illustrates the generation of an output signal comprised of a data-reduced,
scrambled signal anda first remainder signal.

FIG.7 isafunctional block diagram for an embodimentofthe present invention
which illustrates the generation of an output signal comprised of a data--reduced,
scrambled signal and a scrambled, first remainder signal.

FIG. 8 isa functional block diagram for decoding the output signal generated
by the system illustrated in FIG.6.

FIG.9 is a functional block diagram for decoding the output signal generated
by the system illustrated in FIG. 7.
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DETAILED DESCRIPTION

The embodiments of the present invention and its advantages are best
understood by referring to the drawings, like numerals being used for like and
corresponding parts of the various drawings.

An Overview 

A system for achieving multiple levels of data reductionis illustrated in FIG.
-1. An input signal 10 (for example, instructional text, executable binary computer code,
images, audio, video, multimedia or even virtual reality imaging) is subjected to a first
data reduction technique 100 to generate a first data reduced signal 20. First data
reduced signal 20is then subtracted from input signal 10 to generate a first remainder
signal 30.

First data reduced signal 20 is subjected to a second data reduction technique
101 to generate a second data reduced signal 21. Second data reducedsignal 21 is then
subtracted from first data reduced signal 20 to generate a second remaindersignal 31.

Each ofthe successive data reduced signals is, in turn, subjected to data
reduction techniques to generate a further data reduced signal, which, in tum, is
subtracted from its respective parent signal to generate another remaindersignal. This
process is generically described as follows. An (n-1) data reduced signal 28 (i.e, a
signal that has been data reduced n-1 times) is subjected to an nth data reduction
technique 109 to generate an nth data reduced signal 29. The nth data reduced signal
29 is then subtracted from the (n-1)data reduced signal 28 to produce an n” remainder
signal 39. -

An output signal can be generated from the system illustrated in FIG. 1 in
numerous ways. For example, each of the n remainder signals (which, through
represented by reference numerals 30-39, are not intended to be limited to 10 signals)
and the n™ data signal may optionally subjected to a watermarking technique, or even
optionally subjected to a encryption technique, and each of the (n+1) signals (whether
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watermarked or encrypted, or otherwise untouched) may then be added together to form
an output signal. By way of more particular examples, each ofthe (n+1) signals (.e.,
the n remaindersignals and the n®data reduced signal) can be added together without
any encryption or watermarking to form an output signal; or one or more ofthe (n+1)
signals may be watermarked and then all (n+1) signals may be added together; or one
or more ofthe (n+1) signals may be encrypted and thenall (n+1) signals may be added
together. It is anticipated that between these three extremes lie numerous hybrid
combinations involving one or more encryptions and one or more watermarkings.

Eachlevel may be used to represent a particular data density. E.g., if the
reduction method is down-sampling, for a DVD audio signal the first row would
represent data sampled at 96 kHz, the second at 44.1 kHz., the third at 6 kHz., etc.
There is only an issue of deciding what performanceorsecurity needs are contemplated
when undertaking the data reduction process andchoice of which types of keys or key _
pairs should be associated with the signal or data to be reduced. Further security can
be increased by including block ciphers, special one way functions, one time stamps or
even biometric devices in the software or hardware devices that can be embodied.
Passwords or biometric data are able to assist in the determination of the identity of the
user or ownerofthe data, or some relevant identifying information.

An exampleofa real world application is helpful here. Given the predominant
concern, at present, of MPEG1 Layer 3, or MP3, a perceptual lossy compression audio
data format, which has contributed to a dramatic re-evaluation of the distribution of
music, a digital watermark system must be able to handle casual and more dedicated
piracy in a consistent manner. The present invention contemplates compatibility with
MP3, as well as any perceptual coding technique that is technically similar. One issue,
is to enable a universal copy control “key” detect a watermark as quickly as possible
from a huge range ofperceptual quality measures. Forinstance, DVD 24 bit 96 kHz,
encoded watermarks, should be detected in atleast “real time,” even after the signal has
been down sampled,to say 12 kHz of the 96 kHzoriginally referenced. By delineating
and starting with less data, since the data-reduced signal is obviously smaller though
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still related perceptually to the original DVDsignal, dramatic increases in the speed and
survivalof the universal copy contro]bits can be achieved. The present invention also
permits the ability to separate any other bits which maybe associated with other more
secure predetermined keys or key pairs.

Where the data stream is executable computer code, the present invention
contemplates breaking the code into objects or similar units of functionality and
allowing for determination of what is functionally important. This may be more
apparentto the developer or users of the software or related hardware device. Data
reduction through the use of a subset of the functional objects related to the overall
functionality of the software or executable code in hardware or microchips,increase the
copyright protection or security sought, based on reducing the overall data to be
associated with predetermined keys or key pairs. Similarly, instead of mapping
functions, transfer functions, so-called “scrambling,” appear better candidates for this
type of security although both mapping and transferring may be used in the same
system. By layering the security, the associated keys and key pairs can be used to
substantially improve the security and to offer easier methods for changing which
functional “pieces” of executable computer code are associated with which
predetermined keys. These keys may take the form of time-sensitive session keys, as
with transactionsoridentification cards, ormore sophisticated asymmetric public key
pairs which may be changed periodically to ensure the security of the parties’ private
keys. These keys may also be associated with passwordsor biometric applications to
further increase the overall security of any potential implementation.

An example for text message exchangeis Jess sophisticated but, if it is a time
sensitive event, €.g., a secure communication between two persons, benefits may also
be encountered here. Security may also be sought in military communications. The
ability to associate the securely exchanged keys or key pairs while performing data
reduction to enhance the detection or decoding performance,while not compromising

_the level of security, is important. Though a steganographic approach to security, the -
present invention more particularly addresses the ability to have data reduction to
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increase speed, security, and performance of a given steganographic system.
Additionally, data reduction affords a more layered approach when associating
individual keys or key pairs with individual watermark bits, or digital signaturebits,
which maynotbepossible without reduction because of considerations of time or the
payload ofwhat can be carried by the overall data “covertext” being transmitted.

Layering through data reduction offers many advantages to those who seek
privacy and copyrightprotection. Serialization of the detection chips orsoftware would
allow for more secure and less “universal” keys, but the interests of the copyright
owners are not always aligned with those ofhardwareor software providers. Similarly,
privacy concems limit the amount of watermarking that can be achieved for any given
application. The addition of a pre-determined and cryptographic key-based “forensic”
watermark, in software or hardware, allows for 3rd party authentication and provides
protection against more sophisticated attacks on the copy controlbits. Creating a “key
pair” from the “predetermined” key is also possible.

Separation of the watermarks also relates to separate design goals. A copy
control mechanism shouldideally be inexpensive andeasily implemented, for example,
a form of “streamed watermark detection.” Separating the watermark also may assist
more consistent application in broadcast monitoring efforts which are time-sensitive and
ideally optimized for quick detection of watermarks. In some methods,the structure
of the key itself, in addition to the design of the “copy control” watermark, will allow
for few false positive results when seeking to monitor radio, television, or other
streamed broadcasts (including, for example, Internet) of copyrighted material. As well,
inadvertent tampering with the embedded signal proposed by others in the field can be
avoided more satisfactorily. Simply, a universal copy control watermark may be
universal in consumer electronic and general computing software and hardware
implementations,but less universal when the key structure is changed to assist in being
able to log streaming, performance, or downloads, of copyrighted content. The
embeddedbits may actually be paired with keys in a decode device to assure accurate
broadcast monitoring andtamper proofing, while not requiring a watermark to exceed
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the payload available in an inaudible embedding process. E.g., A full identification. of
the song, versus time-based digital signaturebits, embeddedinto a broadcastsignal,
maynotbe recovered or maybeeasily over encoded withoutthe use ofblock ciphers,
special one way functions or one time pads, during the encoding process, prior to
broadcast. Data reduction as herein disclosed makes this operation moreefficient at
higher speeds.

A forensic watermark is not time sensitive, is file-based, and does not require
the same speed demandsas a streamed or broadcast-based detection mechanism for
copy control use. Indeed, a forensic watermark detection process may require
additional tools to aid in ensuring that the signal to be analyzedis in appropriate scale
or size, ensuring signal characteristics and heuristic methods help in appropriate
recovery ofthe digital watermark. Simply,all aspects ofthe underlying content signal
should be considered in the embedding process because the watermarking process must
take into accountall such aspects, including for example, any dimensionalor size of the
underlying contentsignal. The dimensionsofthe content signal may be saved with the
key or key pair, without enabling reproduction of the unwatermarked signal. Heuristic
methods maybe used to ensure the signal is in proper dimensionsfor a thorough and
accurate detection authentication and retrieval of the embedded watermark bits. Data
reduction can assist in increasing operations of this nature as well, since the data
reduction process may include information aboutthe original signal, for example, signal
characteristics, signal abstracts, differences between samples, signal patterns, and
related work in restoring any given analog waveform.

The present invention provides benefits, not only because of the key-based
approach to the watermarking, but the vast increase in performance and security
afforded the implementationsof the present invention over the performance of other
systems.

The architecture of key and key-pair based watermarking is superior to
statistical approaches for watermark detection because the first method meets an
evidentiary level of quality and are mathematically provable. By incorporating a level
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of data reduction, key and key paired based watermarking is further improved. Such
levels of security are plainly necessary if digital watermarks are expected to establish
responsibility for copies of copyrighted works in evidentiary proceedings. More ©
sophisticated measures oftrust are necessary for use in areas which exceed the scope
of copyright but are more factually based in legal proceedings. These areas may include
text authentication or software protection (extending into the ‘realm of securing
microchip designs and compiled hardware as well) in the examples provided above and
are not contemplated by any disclosure or work in theart.

The present invention may be implemented with a variety of cryptographic
protocols to increase both confidence and security in the underlying system. A
predetermined key is described as a set of masks: a plurality ofmask sets. These masks
may include primary, convolution and message delimiters but may extend into
additional domains. In previous disclosures, the functionality of these masks is defined
solely for mapping. Public and private keys may be used as keypairs to further
increase the unlikeliness that a key may be compromised. Examples of public key
cryptosystems may be found in the following US. Patents Nos: 4,200,770; 4,218,582;
4,405,829; and 4,424,414, which examples are incorporated herein by reference. Prior
to encoding, the masks described above are generated by a cryptographically secure
random generation process. Mask sets may be limited only by the number of
dimensions and amount of error correction or concealment sought, as has been
previously disclosed.

A block cipher, such as DES, in combination with a sufficiently random seed
value emulates a cryptographically secure random bit generator. These keys, or key
pairs, will be saved alongwith information matching them to the sample stream in
question in-a database for use in subsequent detection or decode operation. These same
cryptographic protocols may be combined with the embodiments of the present
invention in administering streamed content that requires authorized keysto correctly
display or play said streamed content in an unscrambled manner. As with digital
watermarking, symmetric or asymmetric public key pairs may be used in a variety of
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implementations. Additionally, the need for certification authorities to maintain
authentic key-pairs becomes a consideration for greater security beyond symmetric key
implementations, where transmission security is a concer.

Signal Processing in a Multi-watermark System (A Plurality of Streams May Be
Watermarked)

FIG.2 illustrates a system and method of implementing a multiple-watermark
system. An input signal 11 (¢.g., binary executable code, instruction text. or other data),
is first processed by a lossy data-reduction scheme 200(e.g., down-sampling,bit-rate
reduction, or compression method) to produced a data-reduced signal 40. Data-reduced
signal 40 is then embedded with a watermark (process step 300) to generate a
watermarked, data-reduced signal 50, while a copy of the unmarked, data-reduced
signal 40 is saved.

Thesaved, unwatermarked data-reduced signal (signal 40) is subtracted from
the original input signal 11, yielding a remainder signal 60 composed only of the data
that was lost during the data-reduction. A second watermarkis then applied (process
step 301) to remainder signal 60 to generate a watermarked remainder signal 70.
Finally, the watermarked remainder 70 and the watermarked, data-reduced signal 50 are
addedto form an outputsignal 80, whichis the final, full-bandwidth, outputsignal.

The two watermarking techniques (process steps 300 and 301) may beidentical
(i.e., be functionally the same), or they maybedifferent.

To decode the signal, a specific watermark is targeted. Duplicating the data-
reduction processesthat created the watermark in some cases can be used to recover the
signal that was watermarked. Depending upon the data-reduction method,it may or
may not be necessary to duplicate the data-reduction process in order to read a
watermark embedded in a remainder signal. Because of the data-reduction, the
decoding search can occur much faster than it would in a full-bandwidth signal.
Detection speed of the remainder watermark remains the sameas ifthere were no other
watermark present.
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FIG. 4 illustrates a functional block diagram for one means of decoding the
output signal generated by the system illustrated in FIG. 2. A signal to be analyzed 80
(e.g., the same output from FIG.2) is processed bya data-reduction scheme 200. Data
reduced signal 41 can then be decoded to remove the messagethat was watermarked in

_ the original data reduced signal. Further, data reduced signal 41 can be subtracted from
signal to be analyzed 80 to form a differential signal 61 which can then be decoded to
remove the messagethat was watermarkedin the original remaindersignal. A decoder
may only be able to perform one of the two decodings. Differential access and/or
different keys may be necessary for each decoding.

Additionally, the watermarking described in connection with this embodiment
above may be done with a plurality of predetermined keys or key pairs associated with
a single watermark “message bit,” code object,or text.

FIG.3 illustrates a system and method of implementing a single watermark
system. The process and system contemplated here is identical to process described in
connection to FIG. 2, above, except that no watermark is embedded in the remainder
signal. Hence, the watermarked, data-reduced signal 50 is added directly to the
remaindersignal 60 to generate an output signal 90. Additionally, the watermarking
described in connection with this embodiment above may be done with a plurality of
predetermined keysor key pairs associated with a single watermark: “message bit,” code
object, or text. |

In either process, an external key can be used to control the insertion location
of either watermark. Ina copy-control system, a key is not generally used, whereas in
a forensic system, a key must be used, The key can also contro] the parameters of the
data-reduction scheme. The dual scheme can allow a combination of copy-control and
forensic watermarksin the samesignal. A significant feature is that the copy-control
watermark can be read and rewritten without affecting the forensic mark or .
compromisingits security.
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FIG.5 illustrates a functional block diagram for one means of decoding the
output signal generated by the system illustrated in FIG. 3. A signal to be analyzed 90
(e.g., the same output from FIG.3) is processed by-a data-reduction scheme 200. Data
reduced signal 41 can then be decoded to remove the message that was watermarked in
the original data reduced signal.

signalProcessingin_aMulti-scramblerSystem(APluralityofStreamsMayBe
Scrambled) |

FIG. 6 illustrates a system and method of implementing @ multi-scrambler
system. An input signal 12 (e.g., binary executable code, instruction text. or other data),
is first processed by a lossy data-reduction scheme 400 (e.g., down-sampling, bit-rate
reduction, or compression method) to produced a data-reducedsignal 45. Data-reduced
signal 45 is then scrambled using a first scrambling technique (process step 500) to
generate a scrambled, data-reduced signal 55, while a copy ofthe unscrambled, data-
reduced signal 45 is saved.

The saved, unscrambled data-reduced signal (signal 45)is subtracted from the
original input signal 12, yielding a remainder signal 65 composed only of the data that
was lost during the data-reduction. A second scrambling technique is then applied
(process step 501) to remainder signal 65 to generate a scrambled remainder signal 75.
Finally, the scrambled remainder signal 75 and the scrambled data-reduced signal 55
are added to form an output signal 85, which is the final, full-bandwidth, output signal.

The two scrambling techniques (process steps 500 and 501) may be identical
(i-e., be functionally the same), or they may bedifferent.

Additionally the scrambling described in connection with this embodiment may
be done with a plurality of predetermined keys or key pairs associated with a single
scrambling operation containing only a “message bit,” code object, or text.
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To decodethe signal, unscrambling follows the exact pattern of the scrambling
process exceptthat the inverse of the scramblingtransfer function is applied to each
portion ofthe data, thus returningit to its pre-scrambledstate.

FIG. 8illustrates a functional block diagram for one means of decoding the
outputsignal generated by the system illustrated in FIG. 6. A signal to be analyzed 85
(e.g., the same output from FIG.6) is processed by a data-reduction scheme 200. Data
reduced signal 46 can be subtracted from signal to be analyzed 85 to form a differential
signal 66, which signal can then be descrambled in process 551 using the inverse
transfer function of the processthat scrambled the original remaindersignal(¢.g., the
inverse of scrambling process 501). Descrambling process 551 generates an
descrambled signal 76. Data reduced signal 46 mayfurther be descrambled in process
550 using the inverse transfer function of the process that scrambled the original data
reduced signal (e.g., the inverse of scrambling process 500). Descrambling process 550
generates an descrambled signal 56, which maythen be added to descrambledsignal
76 to form an output signal 98.

Signal Processing ina Single Scrambling Operation
FIG. 7 illustrates a system and method of implementing a single scrambling

system. The process and system contemplated here is identical to process described in
comnection to FIG. 6, above, except that no scrarnbling is applied to the remainder
signal. Hence, the scrambled data-reduced signal 55 is added directly to the remainder
signal 65 to generate an outputsignal 95.

Additionally the scrambling described in connection with this embodiment may
be done with a plurality of predetermined keys or key pairs associated with a single
scrambling operation containing only a “messagebit,” code object, or text.

FIG. 9 illustrates a functional block diagram for one means of decoding the
output signal generated by the system illustrated in FIG.7. A signal to be analyzed 95
(e.g., the same output from FIG. 7) is processed by a data-reduction scheme 200. Data
reduced signal 46 can be subtracted from signal to be analyzed 95 to form a differential
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signal 66. Data reduced signal 46 mayfurther be descrambled in process 550 using the
inverse transfer function of the process that scrambled the original data reduced signal
(e.g., the inverse of scrambling process 500). Descrambling process 550 generates an
descrambled signal 56, which may then be added to differential signal 66 to form an
output signal 99.

Sample Embodiment: Combinations
Another embodiment may combine both watermarking and scrambling with

data reduction. Speed, performance and computing power may influence the selection
of which techniques are to be used. Decisions between data reduction schemes
ultimately must be measured against the types of keysor key pairs to use, the way any
pseudo random or random number generation is done (chaotic, quantum or other
means), and the amountof scrambling or watermarking that is necessary given the
needs of the system.

It is quite possible that some derived systems would yield a fairly large decision
tree, but the present invention offers many benefits to applications in security that are

- not disclosed in theart.

Conclusions 

Data signals fall into two categories: those which can undergo lossy data
reduction and remain functional and those which cannot. Audio, images, video are
examplesofthe first. Computer code is an example of the second. In general, all
membersofthefirst category contain an aesthetic component, which may be reduced
and/or manipulated during a data reduction, in addition to a functional component
which serves to identify the signal. For example, an audio signal may have noise added
while still remaining recognizably identifiable as a particular song. However, beyond
a certain point, the addition of more noise will cause the signal to become
unidentifiable, thus impairing the functional character of the signal. In the absence of
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an aesthetic component, as with computer code where every bit of data is necessary,
lossy compression that retains functionality is not possible.

Signals in the first category are the only candidates for watermarking. A
watermark is a distortion of the aesthetic component, generally of an imperceptible
nature. This category will gain speed benefits during the watermark decoding process
when a lossy data-reduction method is used as described above.

Scrambling, on the other hand, may be applied to any signal, regardless ofits
aesthetic component, since. it allows for perfect reconstruction of the originalsignal.
A scrambling system can be made more secure by applying a data reduction method
prior to scrambling, even if this data reduction makes the intermediate signals non-
functional,as is the case with signals in category two.

Data reduction can make both watermarking and scrambling more secure. Data
reduction can also speed the decoding process for watermarks. Finally, data reduction
can allow natural channelization of watermarks for different purposes.

While the invention has been particularly shown and described in the foregoing
detailed description,it will be understood by those skilled in the art that various other
changes in form and detail may be made without departing from the spirit and scope of
the invention.
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WHATIS CLAIMEDIS:

1. A method of securing a data signal comprising:
applying a data reduction techniqueto reducethe datasignal into a reduced data

signal; .
subtracting said reduced datasignal from the data signal to produce a remainder

signal;

embedding a first watermark into said reduced data signal to produce a
watermarked, reduced data signal;

embedding a second watermark into said remainder signal to produce a
watermarked remaindersignal; and

adding said watermarked, reduced data signal to said watermarked remainder
signal to produce an output signal. .
2. The method of claim 1 wherein the step of subtracting is comprised of

storing a copy ofthe data signal; and
subtracting said reduced data signal from the copy of the data signal to produce

a remaindersignal.

3. The method of claim 1, wherein at least one of the watermarks is embedded
using at least one key. ,

4. The method of claim 1, wherein at least one of the watermarks is embedded
using a keypair.

5. The methodofclaim 4, wherein one key ofthe key pair is publicly available
while the other key of the key pair is secret.

6. A methodofprotecting a data signal comprising:
applying a data reduction technique to reduce the data signal into a reduced data

signal;

subtracting said reduced data signal from the data signal to produce a remainder
signal, |

embedding a first watermark into said reduced data signal to produce a
watermarked, reduced data signal, and

DISH-Blue Spike-842

Exhibit 1004, Page 0856



DISH-Blue Spike-842
Exhibit 1004, Page 0857

_wo 00/57643 PCT/US00/06522

i 21

adding said watermarked, reduced data signal to said remainder signal to
produce an output signal.
7. The method of claim 6 wherein the step of adding said watermarked, reduced

data signal to said remaindersignal comprises:
embedding a second watermark into said remainder signal to produce a

watermarked remainder signal; and
adding said watermarked, reduced data signalto said watermarked remainder

signal to.produce an output signal.
8. The method of claim 7, wherein at least one of the watermarks is embedded

using at least one key.

9. The methodofclaim 7, wherein at least one of the watermarksis embedded
using a key pair.

10. The methodof claim 9, wherein one key of the key pair is publicly available
while the other key ofthe key pair is secret.

11.|Amethodofprotecting @ data signal:
applying a data reduction techniqueto reduce the data signal into a reduced data

signal; ,
subtracting said reduced data signal from the data signal to produce a remainder

signal,

using a first scrambling technique to scramble said reduced data signal to
produce a scrambled, reduced data signal; |

" sing a second scrambling technique to scramble said remainder signal to
produce a scrambled remainder signal; and .

adding said scrambled, reduced data signalto said scrambled remainder signal
to produce an output signal.
12. The methodofclaim 11 wherein said first and second scrambling techniques are

identical.

DISH-Blue Spike-842

Exhibit 1004, Page 0857



DISH-Blue Spike-842
Exhibit 1004, Page 0858

WO 00/57643- PCT/US00/06522
22

13.|Amethod of securing a data signal comprising:
applying a data reduction technique to reduce the data signal into a reduced data

signal;

subtracting said reduced data signal from the data signal to produce a remainder
signal;

using a first cryptographic technique to encrypt the reduced data signal to
produce an encrypted, reduced data signal,

using a second cryptographic technique to encrypt the remainder signal to
produce an encrypted remainder signal; and

adding said encrypted, reduced data signal to said encrypted remainder signal
to produce an output signal.
14. The methodofclaim 13 wherein said first and second cryptographic techniques

are identical.

15. The method of claim 13 wherein at least one of said first and second
cryptographic techniques is a watermarking technique.

16. The method of claim 15, wherein at least one of the watermarks is embedded
using at least one key.

17. The method ofclaim 15, wherein at least one of the watermarks is embedded
using a key pair.

18. The method of claim 13 wherein at least one of said first and second
| cryptographic techniques is a scrambling technique. .

19. The method of claim 13 wherein oneofsaid first and second cryptographic
techniques is a watermarking technique andthe other is a scrambling technique.

20. The method of claim 13 wherein said first and second cryptographic techniques
are identical. |

21.  Asystem for securing a data signal comprising:
means to apply a data reduction technique to reduce the data signal into a

reduced data signal;
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meansto subtract said reduced data signal from the data signal to produce a

remaindersignal;

meansto applya first cryptographic techniqueto encrypt the reduced data signal
to produce an encrypted, reduced data signal;

means to apply a second cryptographic technique to encrypt the remainder
signal to produce an encrypted remaindersignal; and

means to add said encrypted, reduced data signal to said encrypted remainder

signal to produce an output signal.
22. The system of claim 21 wherein said first and second cryptographic techniques

are identical.

23. The system of claim 21 wherein at least one of said meansto applyafirst and
second cryptographic technique utilizes a watermarking technique.

24. The system of claim 21 wherein at least one of said meansto apply a first and
~ second cryptographic technique utilizes a scrambling technique.

' 25, The system of claim 13 wherein said means to apply a first cryptographic
technique is a means to apply a watermarking technique and said meansto

“apply a second cryptographic technique is a means to apply a scrambling
technique.
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110 including the digital sample and the encoded format information generated
to protect the original digital information. In another embodiment, a digital
signal, including digital samplesin a file format having an inherent granu-
larity, is protected by creating a predetermined key. The predetermined key

420 is comprised ofa transfer function-based mask set to manipulate data at the
inherentgranularity ofthe file format of the underlying digitized samples.
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_ COPY PROTECTION OF DIGITAL DATA COMBINING STEGANOGRAPHIC AND CRYPTOGRAPHIC TECH
NIQUES

BACKGROUND OF THE INVENTION

5 Increasingly, commercially valuable information is being created and

stored in “digital” form. For example, music, photographs and video can all be

stored and transmitted as a series ofnumbers, such as 1's and 0's. Digital techniques

let the original information be recreated in a very accurate manner. Unfortunately,

digital techniquesalso let the information be easily copied without the information

10 owner's permission. .
Because unauthorized copying is clearly a disincentive to the digital

distribution of valuable information, it is important to establish responsibility for

copies and derivative copies of such works. For example, if each authorized digital

copy of a popular songis identified with a unique number, any unauthorized copy of

15 the song would also contain the number. This would allow the owner of the
information, such as a song publisher, to investigate who made the unauthorized

copy. Unfortunately, it is possible that the unique number could be erasedoraltered

if it is simply tacked onat the beginningor end ofthe digital information.
As will be described, known digital “watermark” techniques give

20 creators and publishers of digitized multimedia content localized, secured

identification and authentication of that content. In considering the various forms of
multimedia content, such as “master,” stereo, National Television Standards

Committee (NTSC) video, audio tape or compact disc, tolerance of quality will vary

with individuals and affect the underlying commercial and aesthetic value of the
25 content. For example,if a digital version of a popular song sounds distorted, it will

be less valuable to users. It is therefore desirable to embed copyright, ownership or

purchaser information, or some combination of these and related data, into the

content in a way that will damage the content if the watermark is removed without
authorization. ,

30 To achieve these goals, digital watermark systems insert ownership

information in a way that causeslittle or no noticeable effects, or “artifacts,” in the

underlying content signal. For example, if a digital watermark is inserted into a
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digital version of a song,it is important that a listener not be bothered by the slight
changes introduced by the watermark. It is also important for the watermark
technique to maximize the encoding level and “location sensitivity” in the signal to

force damage to the content signal when removal is attempted. Digital watermarks

address many of these concerns, and research in the field has provided extremely

robust and secure implementations.

Whathas been overlooked in many applications described in the art,
however, are systems which closely mimic distribution of content as it occurs in the

real world. For instance, many watermarking systems require the original un-
watermarked content signal to enable detection or decode operations. These include

highly publicized efforts by NEC, Digimarc and others. Such techniques are

problematic because, in the real world, original master copies reside in a rights

holders vaults and are not readily available to the public.

With much activity overly focused on watermark survivability, the

security of a digital watermark is suspect. Any simple linear operation for encoding

information into a signal may be used to erase the embedded signal by inverting the

process. This is not a difficult task, especially when detectionsoftware is a plug-in

freely available to the public, such as with Digimarc. In general, these systems seek
to embed cryptographic information, not cryptographically embed information into
target media content. .

Other methods embed ownership information thatis plainly visible in

the media signal, such as the method described in US Patent No. 5,530,739 to

Braudaway et al. The system described in Braudaway protects a digitized image by

encoding a visible watermark to deter piracy. Such an implementation creates an

immediate weakness in securing the embedded information because the watermark

is plainly visible. Thus, no search for the embedded signal is necessary and the

watermark can be more easily removed oraltered. For example, while certainly

useful to some rights owners, simply placing the symbol “©” in the digital
information would only provide limited protection. Removal by adjusting the

brightness of thepixels forming the “©” would not be difficult with respect to the
computational resources required.
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Other relevant prior art includes US Patents No. 4,979,210 and

5,073,925 to Nagata et al., which encodes information by modulating an audio

signal in the amplitude/time domain. The modulations introduced in the Nagata

process carry a “copy/don't copy” message, which is easily found and circumvented

by one skilled in the art. The granularity of encodingis fixed by the amplitude and

frequency modulation limits required to maintain inaudibility. These limits are

relatively low, making it impractical to encode more information using the Nagata

process. ‘

Although US Patent No. 5,664,018 to Leighton describes a means to

prevent collusion attacks in digital watermarks, the disclosed method may not

actually provide the security described. For-example, in cases where the

watermarking technique is linear, the “insertion envelope” or “watermarking space”

is well-defined and thus susceptible to attacks less sophisticated than collusion by
unauthorized parties. Over-encoding at the watermarking encoding level is but one

simple attack in such linear implementations. Another consideration not made by

Leighton is that commercially-valuable content may already exist in a un-

watermarked form somewhere, easily accessible to potential pirates, gutting the need

for any type of collusive activity. Digitally signing the embedded signal with

preprocessing of watermarkdata is more likely to prevent successful collusion.

Furthermore, a “baseline” watermark as disclosed is quite subjective. It is simply

described elsewhere in the art as the “perceptually significant” regions of a signal.

Making a watermarking function less linear or inverting the insertion ofwatermarks

would seem to provide the same benefit without the additional work required to

create a “baseline” watermark. Indeed, watermarking algorithms should already be

capable of defining a target insertion envelope or region without additional steps.

Whatis evidentis the Leighton patent doesnotallow for initial prevention ofattacks

on an embedded watermark as the contentis visibly or audibly unchanged.

It is also important that any method for providing security also

function with broadcasting media over networks such as the Internet, which is also

referred to as “streaming.” Commercial “plug-in” products such as RealAudio and

RealVideo, as well as applications by vendors VDONet and Xtreme, are common in

such network environments. Most digital watermark implementations focus on
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commonfile base signals and fail to anticipate the security of streamed signals. It is

desirable that any protection scheme be able to function with a plug-in player

without advanced knowledgeofthe encoded media stream.

Other technologies focus solely on file-based security. These

technologies illustrate the varying applications for security that must be evaluated

for different media and distribution environments. Use of cryptolopes or

cryptographic containers, as proposed by IBM in its Cryptolope product, and
InterTrust, as described in U.S. Patents No. 4,827,508, 4,977,594, 5,050,213 and

5,410,598, may discourage certain forms of piracy. Cryptographic containers,

however, require a user to subscribe to particular decryption software to decrypt
data. IBM's InfoMarket and InterTrust's DigiBox, among other implementations,

provide a generalized model and need proprietary architecture to function. Every

user must have a subscription or registration with the party which encrypts the data.
Again, as a form of general encryption, the data is scrambled or encrypted without

regard to the media and its formatting. Finally, control over copyrights or other

neighboring rights is left with the implementing party, in this case, IBM, InterTrust
or a similar provider. Methods similar to these “trusted systems” exist, and

Cerberus Central Limited and Liquid Audio, among a number of companies, offer

systems which may functionally be thought of as subsets of IBM and InterTrust's

more generalized security offerings. Both Cerberus and Liquid Audio propose
proprietary player software which is registered to the user and “locked” in a manner

parallel to the locking of content that is distributed via a cryptographic container.
The economictrade-off in this modelis that users are required to use each respective

companies’ proprietary player to play or otherwise manipulate content that is

downloaded. If, as is the case presently, most music or other media is not available

via these proprietary players and more companies propose non-compatible player

formats, the proliferation of players will continue. Cerberus and Liquid Audioalso

by way of extension of their architectures provide for “near-CD quality” but

proprietary compression. This requirement stems from the necessity not to allow’

content that has near-identical data make-up to an existing consumer electronic-

standard, in Cerberus and Liquid Audio's case the so-called Red Book audio CD

standard of 16 bit 44.1 kHz, so that comparisons with the proprietary file may not
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yield how the player is secured. Knowledge of the player's file format renders its

security ineffective as a file may be replicated and played on any commonplayer,

not the intended proprietary player. of the provider of previously secured and

uniquely formatted content. This is the parallel weakness to public key crypto-
systems which have gutted security if enough plain text and cipher text comparisons

enable a pirate to determine the user's private key.

Many approaches to digital watermarking leave detection and
decoding control with the implementing party of the digital watermark, not the

creator of the work to be protected. A set of secure digital watermark

implementations address this fundamental control issue forming the basis of key-

based approaches. These are covered by the following patents and pending .
applications, the entire disclosures of which are hereby incorporated by reference:

US Patent No. 5,613, 004 entitled “Steganographic Method and Device” and its

derivative US patent application Serial No. 08/775,216, US patent application Serial

No. 08/587,944 entitled “Human Assisted Random Key Generation and Application

for Digital Watermark System,” US Patent Application Serial No. 08/587,943

entitled “Method for Stega-Cipher Protection of Computer Code,” US patent

application Serial No. 08/677,435 entitled “Optimization Methods for the Insertion,

Protection, and Detection of Digital Watermarks in Digitized Data,” and US Patent
Application Serial No. 08/772,222 entitled “Z-Transform Implementation of Digital

Watermarks.” Public key crypto-systems are described in US Patents No.

4,200,770, 4,218,582, 4,405,829 and 4,424,414, the entire disclosures of which are
also hereby incorporated by reference.

In particular, an improved protection scheme is described in “Method

for Stega-Cipher Protection of Computer Code,” US patent application Serial No.

08/587,943. This technique uses the key-based insertion of binary executable

, computer code within a content signal that is subsequently, and necessarily, used to
playor otherwise manipulatethe signal in which it is encoded. With this system,

however, certain computational requirements, such as one digital player per digital

copy of content, may be necessitated. For instance, a consumer may download

_ many copies of watermarked content. With this technique, the user would also be

downloading as many copies of the digital player program. While this form of
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security may be desirable for some applications, it is not appropriate in many

circumstances. Finally, even when digital information is distributed in encoded

form, it may be desirable to allow unauthorized users to play the information with a

digital player, perhaps with a reduced level of quality. For example, a popular song
may be encoded andfreely distributed in encoded form to the public. The public,

perhaps using commonly available plug-in digital players, could play the encoded

content and hear the music in some degraded form. The music may sound choppy,
or fuzzy or be degraded in some other way. This lets the public decide, based on the
available lower quality version of the song, if they want to purchase a key from the.

publisher to decode, or “clean-up,” the content. Similar approaches could be used to

distribute blurry pictures or low quality video. Or even “degraded”text, in the sense

that only authenticated portions of the text can be determined with the

predetermined key or a validated digital signature for the intended message.

In view of the foregoing, it can be appreciated that a substantial need

exists for a method allowing encoded contentto be played, with degraded quality, by
a plug-in digital player, and solving the other problems discussed above.

SUMMARYOF THE INVENTION

The disadvantages of the art are alleviated to a great extent by a

method for combining transfer functions with predetermined key creation. In one
embodiment, digital information, includinga digital sample and format information,

is protected by identifying and encoding a portion of the format information.
Encoded digital information, including the digital sample and the encoded format

information, is generated to protect the original digital information.
In another embodiment, a digital signal, including digital samples in a

file format having an inherent granularity, is protected by creating a predetermined

key. The predetermined key is comprised of a transfer function-based mask set to

manipulate data at the inherent granularity of the file format ofthe underlying
digitized samples.

With these and other advantages and features of the invention that

will become hereinafter apparent, the nature of the invention may be more clearly

understood by reference to the following detailed description of the-invention, the

appended claims and to the several drawingsattached herein.
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BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a block flow diagram of a method for copy protection or

authentication of digital information according to an embodiment of the present
invention.

DETAILED DESCRIPTION

In accordance with an embodiment ofthe present invention, a method

combinestransfer functions with predetermined key creation. Increased security is

achieved in the method by combining elements of “public-key steganography” with

cryptographic protocols, which keep in-transit data secure by scrambling the data

with “keys” in a mannerthat is not apparent to those with access to the content to be

distributed. Because different forms of randomness are combined to offer robust,

distributed security, the present invention addresses an architectural “gray space”

between two important areas of security: digital watermarks, a subset of the more

general art of steganography, and cryptography. One form of randomness exists in
the mask sets that are randomly created to map watermark data into an otherwise

unrelated digital signal. The second form of-randomness is the random

permutations of data formats used with digital players to manipulate the content with

the predetermined keys. These forms can be thought of as the transfer function

versus the mapping function inherentto digital watermarking processes.

According to an embodiment of the present invention, a

predetermined, or randomly generated, key is used to scramble digital information in

a way that is unlike known “digital watermark” techniques and public key crypto-

systems. As used herein, a key is also referred to as a “mask set” which includes

one or more random or pseudo-random series of bits. Prior to encoding, a mask can

be generated by any cryptographically secure random generation process. A block
cipher, such as a Data Encryption Standard (DES)algorithm, in combination with a

sufficiently random seed value, such as one created using a Message Digest 5

(MD5) algorithm, emulates a cryptographically secure random bit generator. The

keys are saved in a database, along with information matching them to the digital

signal, for use in descrambling and subsequent viewing or playback. Additional file

format or transfer property information is prepared and made available to the

encoder, in a bit addressable manner. As well, any authenticating function can be
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combined, such as Digital Signature Standard (DSS) or Secure Hash Algorithm
(SHA).

Using the predetermined key comprised of a transfer function-based

mask set, the data representing the original content is manipulated at the inherent

granularity of the file format of the underlying digitized samples. Instead of

providing, or otherwise distributing, watermarked content that is not noticeably

aliered, a partially “scrambled” copy of the content is distributed. The key is

necessary both to register the sought-after content and to descramble the contentinto

its original form.

The present invention uses methods disclosed in “Method for Stega-

Cipher Protection of Computer Code,” US Patent Application Serial No.
08/587,943, with respect to transfer functions related to the common file formats,

such as PICT, TIFF, AIFF, WAV,etc. Additionally, in cases where the content has

not been altered beyond being encoded with such functional data, it is possible for a

digital player to still play the content because the file format has not been altered.

Thus, the encoded content could still be played by a plug-in digital player as

discrete, digitally sampled signals, watermarked or not. That is, the structure of the

file can remain basically unchanged by the watermarking process, letting common

file format based players work with the “scrambled” content.

For example, the Compact Disc-Digital Audio (CD-DA) format

stores audio information as a series of frames. Each frame contains a number of
digital samples representing, for example, music, and a header that contains file

format information. As shown in FIG. 1, according to an embodiment of the

present invention someofthe header information can be identified and “scrambled”

using the predetermined key at steps 110 to 130. The music samples can remain —

unchanged. Using this technique, a traditional CD-DAplayer will be able to play a

distorted version of the music in the sample. The amountof distortion will depend

on the way, and extent, that the header, or file format, information has been

scrambled. It would also be possible to instead scramble someofthe digital samples

while leaving the header information alone. In general, the digital signal would be
protected by manipulating data at the inherent granularity, or “frames,” of the CD-
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DAfile format. To decode the information, a predetermined key is used before

playing the digital information at steps 140 and 150.
A key-based decoder can act as a “plug-in”digital player of broadcast

signal streams without foreknowledge of the encoded media stream. Moreover, the

data format orientation is used to partially scramble data in transit to prevent
unauthorized descrambled access by decoders that lack authorized keys. A
distributed key can be used to unscramble the scrambled content because a decoder

would understand how to process the key. Similar to on-the-fly decryption

operations, the benefits inherent in this embodiment include the fact that the

combination of watermarked content security, which is key-based, and the

descrambling ofthe data, can be performed by the same key which can be a plurality

of mask sets. The mask sets may include primary, convolution and message
delimiter masks with file format data included. r

The creation of an optimized “envelope” for insertion of watermarks

provides the basis of much watermark security, but is also a complementary goal of

the present invention. The predetermined or random key that is generated is not

only an essential map to access the hidden information signal, but is also the

descrambler ofthe previously scrambled signal's format for playback or viewing.

In a system requiring keys for watermarking content and validating
the distribution ofthe content, different keys may be. used to encode different

information while secure one way hash functions or one-time pads may be

incorporated to secure the embedded signal. The same keys can be used to later
validate the embedded digital signature, or even fully decode the digital watermark

if desired. Publishers can easily stipulate that content not only be digitally

watermarked but that distributors must check the validity of the watermarks by
performing digital signature-checks with keys that lack any other functionality. The
system can extend to simple authentication oftext in other embodiments.

Before such a market is economically feasible, there are other

methods for deploying key-based watermarking coupled with transfer functions to

partially scramble the content to be distributed without performing full public key

encryption, i.e., a key pair is not necessarily generated, simply, a predetermined

key's function is created to re-map the data of the content file in a lossless process.
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Moreover, the scrambling performed by the present invention may be more

dependent on the file in question. Dissimilarly, encryption is not specific to any
particular media but is performed on data. The file format remains unchanged,

rendering the file useable by any conventional viewer/player, but the signal quality

can be intentionally degraded in the absence of the proper player and key. Public-

key encryption seeks to completely obscure the sensitive “plaintext” to prevent
comparisons with the “ciphertext” to determine a user's private keys. Centralized

encryption only differs in the utilization of a single key for both encryption and

decryption making the key even more highly vulnerable to attacks to defeat the
encryption process. With the present invention, a highly sought after photograph

may be hazy to the viewer using any number of commonly available, nonproprietary

software or hardware, without the authorized key. Similarly, a commercially

valuable song may sound poor.

The benefit of some form of cryptography is not lost in the present

invention. In fact, some piracy can be deterred when the target signal may be known
but is clearly being protected through scrambling, Whatis not anticipated by known
techniques, is an ala carte method to change various aspects of file formatting to

enable various “scrambled states” for content to be subsequently distributed. An

image may lack all red pixels or may not have any of the most significant bits

activated. An audio sample can similarly be scrambled to render it less-than-

commercially viable.

The present invention also provides improvements over known

network-based methods, such as those used for the streaming of media data over the

Internet. By manipulating file formats, the broadcast media, which has beenaltered

to “fit” within electronic distribution parameters, such as bandwidth availability and

error correction considerations; can be more effectively utilized to restrict the

subsequent use of the content while in transit as well as real-time viewing or
playing.

The mask set providing the transfer function can be read on a per-use |
basis by issuing an authorized or authenticating “key” for descrambling the signal

that is apparent to a viewer or a player or possessor of the authenticating key. The
mask set can be read on a per-computer basis by issuing the authorized key that is
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more generalized for the computerthat receives the broadcast signals. Metering and

subscription models become viable advantages over known digital watermark

systems which assist in designating the ownership of a copy of digitized media

content, but do not prevent or restrict the copying or manipulation of the sampled

signal in question. For broadcast or streamed media, this is especially the case.

Message authentication is also possible, though not guaranteeing the same security
as an encrypted file as with general crypto systems.

The present invention thus benefits from the proprietary player model

without relying on proprietary players. No new players will be necessary and

existing multimedia file formats can be altered to exact a measure of security which

is further increased when coupled withdigital watermarks. As with most consumer

markets for media content, predominant file formats exist, de facto, and

corresponding formats for computers likewise exist. For a commercial compact disc
quality audio recording, or 16 bit 44.1 kHz, corresponding file formats include:

Audio Interchange File Format (AIFF), Microsoft WAV, Sound Designer II, Sun's

-au, Apple's Quicktime, etc. For still image media, formats are similarly abundant:
TIFF, PICT, JPEG, GIF, etc. Requiring the use of additional proprietary players,

and their complementary file formats, for limited benefits in security is. wasteful.
Moréover, almost all computers today are multimedia-capable, and this is
increasingly sowith the popularity of Intel's MMX chip architecture and the
PowerPCline ofmicrochips. Becausefile formattingis fundamental in the playback

of the underlying data, the predetermined key can act both as a map, for information

to be encoded as watermark data regarding ownership, and a descrambler ofthefile .

that has been distributed. Limitations will only exist in how large the key must be

retrofitted for a given application, but any manipulation of file format information is

not likely to exceed the size of data required versus that for an entire proprietary

player. |
As with previous disclosures by the inventor on digital watermarking

techniques, the present invention may be implemented with a variety of

cryptographic protocols to increase both confidence and security in the underlying

system. A predetermined key is described as a set of masks. These masks may

include primary, convolution and message delimiter mask. In previous disclosures,
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the functionality of these masks is defined solely for mapping. The present

invention includes a mask set which is also controlled by the distributing party of a

copy of a given media signal. This mask set is a transfer function which is limited

only by the parameters ofthe file format in question. To increase the uniqueness or

security of each key used to scramble a given media file copy, a secure one way
hash function can be used subsequent to transfer properties that are initiated to

prevent the forging of a particular key. Public and private keys may be used as key

pairs to further increase the unlikeliness that a key may be compromised.

These same cryptographic protocols can be combined with the

embodiments of the present invention in administering streamed content that

requires authorized keys to correctly display or play the streamed content in an
unscrambled manner. As with digital watermarking, symmetric or asymmetric

public key pairs may be used in a variety of implementations. Additionally, the

need for certification authorities to maintain authentic key-pairs becomes a

consideration for greater security beyond symmetric key implementations. The

cryptographic protocols makes possible, as well, a message of text to be

authenticated by a message authenticating function in a general computing device

that is able to ensure secure message exchanges between authorizingparties.

Although various embodiments are specifically illustrated and

described herein, it will be appreciated that modifications and variations of the

present invention are covered by the above teachings and within the purview of the

appended claims without departing from the spirit and intended scope of the
invention. |
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Whatis claimedis:

1. A method for copy protection of digital information, the digital
information including a digital sample and format information, comprising the steps
of:

identifying a portion ofthe format information to be encoded;

generating encoded format information from the identified portion of the

format information; and

generating encoded digital information, including the digital sample and the
encoded format information.

2. The method of claim 1, further comprising the step of requiring a

predetermined key to decode the encoded format information.

3. The method of claim 2, wherein the digital sample and format information

are configured to be used with a digital player, and wherein information output from

the digital player will have a degraded quality unless the encoded format

information is decoded with the predetermined key.

4. The method of claim 3, wherein the information output from the digital

player representsastill image, audio or video.

_ 5. The method of claim 3, wherein the information output represents text
data to be authenticated.

6. A method for protecting a digital signal, the digital signal including

digital samples in a file format having an inherent granularity, comprising the step
of:

creating a predetermined key comprised of a transfer function-based mask

set to manipulate data at the inherent granularity of the file format of the underlying

digitized samples,

7. The method of claim 6, wherein the digital signal represents a continuous

analog waveform.

8. The-method of claim 6, wherein the predetermined key comprises a

plurality ofmasksets. ,

_9. The method of claim 6, wherein the digital signal is a message to be
authenticated,
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10. The method of claim 6, wherein the mask set is ciphered by a key pair

comprising a public key and a private key.
. 11. The methodofclaim 6, further comprising thestep of:
using a digital watermarking technique to encode information that identifies

ownership,use, or other information aboutthe digital signal, into the digital signal.

12. The method of claim 6, wherein the digital signal representsastill

image,audio or video. .
13. The method of claim 6, further comprising thesteps of:

selecting the mask set, including one or more masks having random or
pseudo-random seriesofbits; and

validating the mask set at the start of the transfer function-based maskset.

14. The method of claim 13, wherein said step of validating comprises the

step of:

comparing a hash value computed at the start of the transfer function-based

mask set with a determined transfer function of the hash value.

15. The method of claim 6, further comprising the steps of:

selecting the mask set, including one or more masks having random or

pseudo-random series ofbits; and

authenticating the mask set by comparing a hash value computed at the start
of the transfer function-based mask set with a determined transfer function of the
hash value. .

16. The method of claim 13, wherein said step of validating comprises the

step of:

comparing a digital signature at the start of the transfer function-based mask

set with a determinedtransfer function of the digital signature.
, 17. The methodofclaim 6, further comprisingthestepsof:

selecting the mask set, including one or more masks having random or

pseudo-random series ofbits; and | |
authenticating the mask set by comparinga digital signature atthe start ofthe

transfer function-based mask set with a determined transfer function of the digital

signature.

DISH-Blue Spike-842

Exhibit 1004, Page 0882



DISH-Blue Spike-842
Exhibit 1004, Page 0883

10

15

20

25

30

WO 02/03385 PCT/US00/18411
45

18. The methodofclaim 13, further comprising the step of:

using a digital watermarking technique to embed information that identifies

ownership, use, or other information aboutthe digital signal, into the digital signal;
and

wherein said step of validating is dependent on validation of the embedded

information.

19. The method of claim 6, further comprising the step of:

computing a secure one way hash functionofcarrier signal data in the digital

signal, wherein the hash function is insensitive to changes introduced into the carrier

signal for the purpose of carrying the transfer function-based mask set.

20. A method for protecting a digital signal, the digital signal including

digital samples in a file format having an inherent granularity, comprising the steps
of:

creating a predetermined key comprised of a transfer function-based mask
set that can manipulate data at the inherent granularity of the file format of the

underlying digitized samples;

authenticating the predetermined key containing the correct transfer
function-based mask set during playback ofthe data; and

metering the playback ofthe data to monitor content.

21. The method of claim 20, wherein the predetermined key is authenticated

to authenticate message information.

22. A methodto prepare for the scrambling of a sample stream of data,

comprising the steps of: .
generating a plurality of mask sets to be used for encoding, including a

random primary mask, a random convolution mask and a random start of message

delimiter;

obtaining a transfer function to be implemented;

generating a messagebit stream to be encoded;

loading the message bit stream, a stega-cipher maptruth table, the primary

mask, the convolution mask and the start of message delimiter into memory;

initializing the state of a primary mask index, a convolution mask index; and

a messagebit index; and
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setting a message size equal to the total number ofbits in the message bit
Stream.

23. A method to prepare for the encoding of stega-cipher information into a

sample stream ofdata, comprisingthe steps of:

generating a mask set to be used for encoding, the set including a random

primary mask, a random convolution mask, and a random start ofmessage delimiter;

obtaining a message to be encoded; .

compressing and encrypting the messageifdesired;

generating a message bit stream to be encoded;

loading the message bit stream, a stega-cipher map truth table, the primary

mask, the convolution mask andthe start ofmessage delimiter into memory;

initializing the state of a primary mask index, a convolution mask index, and
' amessage bit index; and

setting the message size equal to the total numberofbits in the messagebit

stream. .

24. The method of claim 23 wherein the sample stream of data has a

plurality ofwindows, further comprising thestepsof:

calculating over which windows in the sample stream the message will be
‘encoded;

computing a . secure one way hash function of the information in the
calculated windows, the hash function generating hash values insensitive to changes
in the samples induced by a stega-cipher; and

encoding the computed hash values in an encoded stream ofdata.

25. The method of claim 13, wherein said step of selecting comprises the

steps of:

collecting a series of random bits derived from keyboard latencyintervals in

random typing;

processingthe initial series of random bits through an MD5 algorithm;

using the results of the MDS processing to seed a triple-DES encryption

loop;
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cycling through thetriple-DES encryption loop, extracting the least significant bit of

each result after each cycle; and

concatenating the triple-DES outputbits into the randomseriesofbits.

26. A method for copy protection of digital information, the digital

information including a digital sample and format information, comprising the steps

of:

a identifying a portion of the digital sample to be encoded;

generating an encoded digital sample from the identified portion of the
digital sample; and

generating encoded digital information, including the encoded digital sample

and the format information.

27. The method of claim 26, further comprising the step of requiring a

predetermined key to decode the encoded digital sample.
28. The method of claim 27, wherein the digital sample and format

information are configured to be used with a digital player, and wherein information

output from the digital player will have a degraded quality unless the encoded digital

sample is decoded with the predetermined key. SO
29. The method of claim 27, wherein information output will have non

authentic message data unless the encode digital sample is decoded with the

predetermined key.
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(54) Title: A SECURE PERSONAL CONTENT SERVER

 
(57) Abstract: A local content server system (LCS) for creating a secure environmentfor digital contentis disclosed, which system
comprises: a communications port in communication for connecting the LCS via a networkto at least one Secure Electronic Content

\@ Distributor (SECD), which SECD is capableof storing a plurality of data sets, is capable of receiving a request to transfer at least
@® one contentdata set, and is capable of transmitting the at least one contentdata set in a secured transmission; a rewritable storage
= medium whereby content received from outside the LCS may be stored and retrieved; a domain processorthat imposes miles and
pai procedures for content being transferred between the LCS and devices outside the LCS, and a programmable address module which
> can be programmed with an identification code uniquely associated with the LCS. The LCSis provided with rules and procedures for

accepting and transmitting content data. Optionally, the system may further comprise: an interface to permit the LCS to communicate
with one or more Satellite Units (SU) which may be connected
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to the system through the interface, which SUs are capable of receiving and wansmitting digital content; at least one SU; and/or
at least one SECD. The SECD mayhaveastorage device for storing a plurality of data sets, as well as a transaction processor for
validating the request to purchase and for processing paymentfor a requestto retrieve one of the data sets. The SECD typically
includes a security module for encrypting or otherwise securitizing data which the SECD may transmit. A method for creating a
secure environmentfor digital content for a consumer is also disclosed. As part of the method, a LCS requests and receivesa digital
data set that may be encrypted or scrambled. The digital data set may be embedded with at least one robust open watermark, which
permits the contentto be authenticated. The digital data set is preferably embedded with additional watermarks which are generated
using information about the LCS requesting the copy and/or the SECD which provides the copy. Once received by the LCS,the LCS
exercises control over the content and only releases the data to authorized users. Generally, the data is not released until the LCS
embeds at least one additional watermark based upon protected information associated with the LCS and/or information associated
with the user. .
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A SECURE PERSONAL CONTENT SERVER

FieldofInvention

The present invention relates to the secure distribution of digitized value-

added information, or media content, while preserving the ability of publishers to

make available unsecured versions of the same value-added information, or media
content, without adverseeffect to the systems security.

Authentication, verification and authorization are all handled with a

combination of cryptographic and steganographic protocols to achieve efficient,

trusted, secure exchangeofdigital information.

Cross-Reference To Related Application

This application is based on and claims the benefit of pending U.S. Patent
Application Serial No. 60/147,134, filed 08/04/99, entitled, "A Secure Personal
Content Server" and pending U.S. Patent Application Serial No. 60/213,489,filed

06/23/2000, entitled “A Secure Personal Content Server.”
This application also incorporates by reference the following applications:

pending U.S. Patent Application Serial No. 08/999,766, filed 7/23/97, entitled

“Steganographic Method and Device”; pending U.S. Patent Application Serial No.

08/772,222, filed 12/20/96, entitled “Z-Transform Implementation of Digital
Watermarks”; pending U.S. Patent Application Serial No. 09/456,319, filed

12/08/99,entitled “Transform Implementation ofDigital Watermarks”; pending U.S.

Patent Application Serial No. 08/674,726, filed 7/2/96, entitled “Exchange

Mechanisms for Digital Information Packages with Bandwidth Securitization,
Multichannel Digital Watermarks, and Key Management”; pending U.S. Patent
Application Serial No. 09/545,589, filed 04/07/2000, entitled “Method and System

for Digital Watermarking”; pending U.S. Patent Application Serial No. 09/046,627,

filed 3/24/98, entitled “Method for Combining Transfer Function with

Predetermined Key Creation”; pending U.S. Patent Application Serial No.

09/053,628,filed 04/02/98, entitled “Multiple Transform Utilization and Application
for Secure Digital Watermarking”; pending U.S. Patent Application Serial No.
09/281,279, filed 3/30/99, entitled “Optimization Methods for the Insertion,

Protection, and Detection...”; U.S. Patent Application Serial No.09/594,719, filed

June 16, 2000, entitled “Utilizing Data Reduction in Steganographic and
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Cryptographic Systems” (which is a continuation-in-part of PCT application No.

PCT/US00/06522, filed 14 March 2000, which PCT application claimed priority to

U.S. Provisional Application No. 60/125,990, filed 24 March 1999); and pending

U.S. Application No 60/169,274, filed 12/7/99, entitled “Systems, Methods And

Devices For Trusted Transactions.” All of the patent applications previously

identified in this paragraph are hereby incorporated by reference,in their entireties.
Background of the Invention

The music industry is at a critical inflection point. Digital technology
enables anyone to make perfect replica copies of musical recordings from the

comfort of their home, or as in some circumstances, in an offshore factory. Internet

technology enables anyone to distribute these copies to their friends, or the entire

world. Indeed,virtually any popular recordingis alreadylikely available in the MP3

format, for free if you know whereto look.

Howtheindustry will respond to these challenges and protect the rights and

livelihoods of copyright owners and managers and has been a matter of increasing

discussion, both in private industry forums and the public media. Security disasters

like the cracking of DVD-Video’s CSS security system have increased doubt about
the potential for effective robust security implementations. Meanwhile, the success

of non-secure initiatives such as portable MP3 players lead many to believe that

these decisions may have already been made.

Music consumers have grown accustomed to copying their music for their

own personal use. This fact of life was written into law in the United States via the

Audio Home Recording Act of 1992. Millions of consumers have CD players and

purchase music in the Compact Disc format. It is expected to take years for a format

transition away from Red Book CD Audieto reachsignificant market penetration.

Hence, a need exists for a new and improved system for protecting digital
content against unauthorized copying and distribution.

Summary of the Invention

A local content server system (LCS)for creating a secure environment for

digital content is disclosed, which system comprises: a communications port in
communication for connecting the LCS via a network to at least one Secure

Electronic Content Distributor (SECD), which SECDis capableofstoring a
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plurality ofdata sets, is capable of receiving a requestto transfer at least one content
data set, and is capable oftransmitting the at least one content data set in a secured

transmission; a rewritable storage medium whereby content received from outside
the LCS may bestored andretrieved; a domain processor that imposesrules and
procedures for content being transferred between the LCS and devices outside the
LCS;and a programmable address module which can be programmedwith an

identification code uniquely associated with the LCS. The LCSis provided with
tules.and procedures for accepting and transmitting contentdata. Optionally, the
system may further comprise: an interface to permit the LCS to communicate with

one or moreSatellite Units (SU) which may be connected to the system through the
interface, which SUsare capable of receiving and transmitting digital content; at
least one SU; and/orat least one SECD. The SECD may havea storage device for
storing a plurality ofdata sets, as well as a transaction processorfor validating the
request to purchase and for processing paymentfor a requestto retrieve one of the

data sets. The SECDtypically includes a security module for encrypting or
otherwise securitizing data which the SECD maytransmit.

A methodfor creating a secure environmentfor digital content for a

consumeris also disclosed. As part of the method, a LCS requests and receives a

digital data set that may be encrypted or scrambled. The digital data set may be
embedded with at least one robust open watermark, which permits the content to be
authenticated. The digital data set is preferably be embedded with additional

watermarks which are generated using information about the LCS requesting the
copy and/or the SECD whichprovides the copy. Once received by the LCS,the
LCSexercises control over the content and only releases the data to authorized

users. Generally, the data is not released until the LCS embedsat least one

additional watermark based uponprotected information associated with the LCS
and/or information associated with the user.

Another embodimentofthe methodofthe present invention comprises:
connecting a Satellite Unit to an local content server (LCS), sending a message

- indicating that the SU is requesting a copyofa content dataset that is stored on the

LCS,said message including information about the identity of the SU; analyzing the
message to confirm that the SU is authorized to use the LCS; retrievinga copy of the
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requested content data set; assessing whether a secured connection exists between

the LCS and the SU; if a secured connection exists, embedding a watermarkinto the

copy ofthe requested content data set, said watermark being created based upon

information transmitted by the SU and information about the LCS; and delivering

‘the content data set to the SU forits use.

The SU may also request informationthat is located not on the LCS, but on

an SECD,in which case, the LCSwill request and obtain a copy from the SECD,

provided the requesting SU is authorized to access the information.

Digital technology offers economies of scale to value-added data not

possible with physical or tangible media distribution. The ability to digitize

information both reduces the cost of copying and enables perfect copies. This is an

advantage and a disadvantage to commercial publishers who must weigh the cost

reduction against the real threat of unauthorized duplication of their value-added

data content. Because cost reduction is an important business consideration,

securing payment and authenticating individual copies of digital information (such

as media content) presents unique opportunities to information service and media

content providers. The present invention seeks to leverage the benefits of digital

distribution to consumers and publishers alike, while ensuring the development and

persistence of trust between all parties, as well as with any third parties involved,

directly or indirectly, in a given transaction.

In another approach that is related to this goal, there are instances where
transactions mustbe allowed to happen after perceptually-based digital information

can be authenticated. (Perceptually based informationis information whose valueis
in large part, based uponits ability to be perceived by a human, and includes for

example, acoustic, psychoacoustic, visual and psychovisual information.) The

process of authenticating before distributing will becomeincreasingly important for

areas wherethe distributed material is related to a trust-requiring transaction event.
A numberof examplesexist. These includevirtual retailers (for example, an on-line

music store selling CDs and electronic versions of songs); service providers (for

example, an on-line bank or broker who performs transactions on behalf of a .
consumer), and transaction providers (for example, wholesalers or auction houses).

These parties have different authentication interests and requirements. By using the
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teachings ofthis application, these interests and requirements may be separated and
then independently quantified by market participants in shorter periodsoftime.

All parties in a transaction must authenticate information that is perceptually

observable before trust between the parties can be established. In today’s world,

information (including perceptually rich information)is typically digitized, and as a

result, can easily be copied and redistributed, negatively impacting buyers, sellers

and other market participants. Unauthorized redistribution confuses authenticity,
non-repudiation, limit of ability and other important “transaction events.” In a

networked environment, transactions and interactions occur over a transmissionline

or a network, with buyerandseller at different points on the line or network. While
such electronic transactions have the potential to add value to the underlying

information being bought and sold (and the potential to reduce the cost of the

transaction), instantaneous piracy can significantly reduce the value of the
underlying data, if not wholly destroy it. Even the threat of piracy tends to

undermine the value of the data that might otherwise exist for such an electronic
transaction.

Related situations range from the ability to provably establish the “existence”

of a virtual financial institution to determining the reliability of an “electronic

stamp.” The present invention seeks to improve on the prior art by describing
optimal combinations of cryptographic and steganographic protocols for “trusted”

verification, confidence and non-repudiation of digitized representations of

perceptually rich information of the actual seller, vendor or other associated

institutions which may not be commercial in nature (confidence building with logo’s
such as the SEC, FDIC, Federal Reserve, FBI, etc. apply). To the extent that an

entity plays a role in purchase decisions made by a consumer of goodsand services
relating to data, the present invention has a wide range of beneficial applications.
Oneis enabling independent trust based on real world representations that are not

physically available to a consumer or user. A second is the ability to match

informational needs between buyers and sellers that may not be universally
appealingor cost effective in given market situations. These include auction models

based on recognition of the interests or demand of consumers and market

participants—which make trading profitable by focusing specialized buyers and
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sellers. Another use for the information matching is to establish limits on the
liability of such institutions and profit-seeking entities, such as insurance providers

or credit companies. These vendors lack appropriate tools for determining

intangible asset risk or even the value of the information being exchanged. By

encouraging separate and distinct “trust” arrangements over an electronic network,

profitable market-based relationships can result.

The present invention can make possible efficient and openly accessible

markets for tradable information. Existing transaction security (including on-line

credit cards, electronic cash orits equivalents, electronic wallets, electronic tokens,

etc.) which primarily use cryptographic techniques to secure a transmission channel-

-but are not directly associated or dependent on the information being sold-fails to
meet this valuable need. The present invention proposes a departure from the prior

art by separating transactions from authentication in the sale of digitized data. Such

data may include videos, songs, images, electronic stamps, electronic trademarks,

and electronic logos used to ensure membership in some institutional body whose

purpose is to assist in a dispute, limit liability and provide indirect guidance to

consumers and marketparticipants,alike.

With an increasingly anonymous marketplace, the present invention offers
invaluable embodiments to accomplish “trusted” transactions in a more flexible,

transparent manner while enabling market participants to negotiate terms and

conditions. Negotiation may be driven by predetermined usage rules or parameters,

especially as the information economy offers potentially many competitive

marketplaces in which to transact, trade or exchange among businesses and
consumers. As information grows exponentially, flexibility becomes an advantage

to market participants, in that they need to screen, filter and verify information .
before making a transaction decision. Moreover, the accuracy and speed at which

decisions can be madereliably enables confidence to grow with an aggregate of
“trusted transactions”. “Trusted transactions” beget further “trusted transactions”
through experience. The present invention also provides for improvements over the

prior art in the ability to utilize different independently important “modules”to

enable a “trusted transaction” using competitive cryptographic and steganographic
elements, as well as being able to support a wide variety of perceptually-based
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media and information formats. The envisioned system is not bound by a

proprietary means of creating recognition for a good or service, such as that

embodied in existingclosed system. Instead, the flexibility of the present invention

will enable a greater and more diverse information marketplace.

The present invention is not a “trusted system”, per se, but “trusted

transactions” are enabled, since the same value-added information that is sought
may still be in the clear, not in a protected storage area or closed, rule-based

“inaccessible virtual environment”. .

A related additional set of embodiments regards the further separation of the |
transaction and the consumer’s identification versus the identification of the

transaction only. This is accomplished through separated “trusted transactions”

bound by authentication, verification and authorization in a transparent manner.

With these embodiments, consumer and vendor privacy could be incorporated. More

sophisticated relationships are anticipated between parties, who can mix information

about their physical goods and services with a transparent means for consumers,

who may not be known to the seller, who choose not to confidein an inherently

closed “trusted system” or provide additional personal information or purchasing

information (in the form of a credit card or other electronic payment system), in

advanceofan actual purchase decision or ability to observe (audibly or visibly) the

content in the clear. This dynamic is inconsistent with the prior art’s emphasis on

access control, not transparent access to value-added information (in the form or
goods or services), that can be transacted on an electronic or otherwise anonymous

exchange.

These embodiments may include decisions about availability of a particular

goodor service through electronic means, such as the Internet, or means that can be

modularized to conduct a transaction based on interconnection of various users (such
as WebTV,a Nintendo or Sony gameconsole with network abilities, cellular phone,

PalmPilot, etc.). These embodiments may additionally be implemented in traditional

auction types (including Dutch auctions). Consumers may view their anonymous

marketplace transactions very differently because of a lack of physical human

interactions, but the present invention can enablerealistic transactions to occur by
maintaining open access and offering strict authentication and verification of the
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information being traded. This has the effect of allowing legacy relationships,

legacy information, and legacy business models to be offered in a manner which

more closely reflects many observable transactions in the physical world. The

tremendousbenefits to sellers and consumersis obvious; existing transactions need

not reduce their expectations of security. As well, the ability to isolate and quantify

aspects of a transaction by modulepotentially allows for better price determinations

of intangible asset insurance, transaction costs, advertising costs, liability, etc. which
have physical world precedent.

It is contemplatedthat the publisher and/or ownerofthe copyrights will want

to dictate restrictions on the ability of the purchaser to use the data being sold. Such

restrictions can be implemented through the present invention, which presents a

significant advantage over the prior art (which attempts to effect security through

access control and attempted tight reigns over distribution). See US Pat. No.

5,428,606 for a discussion on democratizing digital information exchange between
publishers and subscribers of said information.

A goal for providers of value-added content is to maximize profits for the

sale of their content. Marketing and promotion ofthe informational content cannot

be eliminated, considering the ever increasing amount of information vying for

consumers and other market participant’s attention. Nonetheless, in a market where

the goodsare speculatively valued, marketing budgets are inherently constrained, as

you are trying to create demand for a product with little inherent value. Where such

markets have participants, both buyers and sellers and their respective agents, with

access to the same information in real time, market mechanismsefficiently price the

market goods or services. These markets are characterized by “price

commoditization” so buyers and sellers are limited to differentiating their offerings

by selection and service. If the markets are about informationitself, it has proven

moredifficult to accurately forecast the target price where sellers can maximizetheir

profits. Quality and quantity provide different evaluation criteria of selection and

service relating to the information being traded. The present invention regards a

particular set of implementations of value-added content security in markets which

may include unsecured and secure versions of the same value-added data (such as
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songs, video, research, pictures, electronic logos, electronic trademarks, value-added

information, etc.).

Transactions for value-added information can occur without any physical
location. So, there is a need for a secure personal content server for which the value

added information can be offered for transactions in a manner similar to real world

transactions. One feature is to offer seemingly similar value added information in

differing quality settings. These settings have logical relationships with fidelity and

discreteness and are determined by market participants. Another issue is that

because purchasers may be anonymousto sellers, it is more important to have a

particular value-added information object available so that market participants can
fulfill their role are consumers.

One fundamental weakness of current information markets is the lack of

mechanismsto ensure that buyers and sellers can reach pricing equilibrium. This

deficit is related to the “speculative” , “fashion”, and “vanity” aspects of perceptual

content (such as music, video, and art or some future recognition to purchasers). For

other goods and services being marketed to an anonymous marketplace, market

participants may neversee (and indeed, may choose to neversee, an actual location

where the transaction may physically occur. A physical location may simply not
exist. There are a numberofsuch virtual operations in business today, which would

benefit from the improvementsoffered underthe present system.

The present invention also seeks to provide improvements to the art in

enabling a realistic model for building trust betweenparties (or their agents) not in a
“system”, per se. Because prior art systems lack any inherentability to allow for

information to flow freely to enable buyers andsellers to react to changing market
conditions. The present invention can co-exist with these “trusted systems” to the
extent that all market participants in a given industry have relatively similar

information with which to price value-added data. The improvement over such

systems, however, addresses a core features in most data-added value markets:

predictions, forecasts, and speculation over the value of information is largely an

unsuccessful activity for buyers andsellers alike. The additional improvementis the
ability to maintain security even with unsecured or legacy versions of value-added

information available to those who seek choicesthat fit less quantitative criteria—
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“aesthetic quality” of the information versus “commercial price”. Purchase or

transaction decisions can be madefirst by authenticating an electronic version of a

song, image, video, trademark, stamp, currency, etc.

Additional anticipated improvements include the ability to support varying
pricing models such as auctions that are difficult or impossible to accomplish under

existing prior art that leaves all access and pricing control with the seller alone, and

the separation of the transaction from the exchange ofthe value-addedinformation,
which gives more control to buyers overtheir identities and purchasing habits, (both

sensitive and separately distinct forms of “unrelated” value-added information).
Essentially, no system known in the art allows for realistic protocols to establish

trust between buyers and sellers in a manner more closely reflecting actual

purchasing behavior of consumers and changing selling behavior of sellers. The

goal in such transactionsis the creation of trust between parties as well as “trusted

relationships” with those parties. The present invention is an example of one such
system for media content where the “aesthetic” or “gestalt” of the underlying

content andits characteristics is a component of buying habits. Withoutan ability to

opendistribution systemsto varying buyers andsellers, media content may be priced

at less than maximum economicvalue and buyers maybe deprived of a competitive,
vigorous marketplace for exciting media content from many different creative
participants.

To the extent that recognition plays such a key role in an information

economy, value-added data should be as accessible as possible to the highest number

of market participants in the interests of furthering creativity and building a
competitive marketplace for related goods and services. This is to the benefit of

both buyers and sellers as well as the other participants in such an economic

ecosystem. The Internet and other transmission-based transactions with unknown
parties presents a numberofchallenges to information vendors who wish to develop
customerrelations, trust and profitable sales. The information economyis largely. an
anonymous marketplace, thus, making it much more difficult to identify consumers
and sellers. The present invention provides remedies to help overcome these
weaknesses.
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The present invention is concerned with methods and systems which enable

secure, paid exchange of value-added information, while separating transaction

protocols. The present invention improves on existing means for distribution control

by relying on authentication, verification and authorization that may be flexibly

determined by both buyers and sellers. These determinations may not need to be

predetermined, although pricing matrix and variable access to the information opens

"additional advantages overthe prior art. The present invention offers methods and
protocols for ensuring value-added information distribution can be used to facilitate
trust in a large or relatively anonymous marketplace (such as the Internet's World
Wide Web).

We now define components of the preferred embodiments for methods,

systems, and devices.

Definitions:

Local Content Server (LCS): A device or software application which can

securely store a collection ofvalue-addeddigital content. The LCS has a uniqueID.
Secure Electronic Content Distributor (SECD): Anentity, device or software

application which can validate a transaction with a LCS, process a payment, and

deliver digital content securely to a LCS. In cryptographic terms, the SECD acts as

a “certification authority” or its equivalent. SECDs may have differing

arrangements with consumers and providersof value-added information. (The term

“content” is used to refer generally to digital data, and may comprise video, audio,

or any other data thatis stored in a digital format).

Satellite Unit (SU): A portable medium or device which can accept secure

digital content from a LCS through a physical, local connection and which can either

play or make playable the digital content. The SU mayhaveotherfunctionality asit

relates to manipulating the content, such as recording. The SU has a unique ID. An
SU maybe a CD player, a video camera, a backup drive, or other electronic device

whichhas a storage unit for digital data.

' LCS Domain: A secure medium or area where digital content can bestored,

with an accompanying rule system for transfer of digital content in and out of the

LCS Domain. The domain may be a single device or multiple devices—all of which

have some common ownership orcontrol. Preferably, a LCS domain is linked to a
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single purchasing account. Inside the domain, one can enjoy musicor other digital

data without substantial limitations—as typically a license extends to all personal
use. .

SecureChannel™: A secure channel to pass individualized content to
differentiate authentic content from legacy or unauthorized, pirated content. For

example, the Secure Channel may be used as an auxiliary channel through which
members of the production and distribution chain may communicate directly with

individual consumers. Preferably, the Secure Channel is never exposed and can
only be accessed through legitimate methods. SecureChannel may carry a value-

adding component ( VAC). Theability to provide consumers with value adding .
features will serve to give consumers an incentive to purchase new, secure hardware

and software that can provide the additional enhanced services. The SecureChannel

may also include protected associated data—data which is associated with a user
and/ora particular set of content.

Standard Quality: A transfer path into the LCS Domain which maintains the

digital content at a predetermined reference level or degrades the contentif it is at a

higher quality level. In an audio implementation, this might be defined as Red Book

CD Quality (44100 Hz., 16 bits, 2 channels). This transfer path can alternately be

defined in terms of a subset of VAC's or a quality level associated with particular
VAC's. Ifa VACis notin the subset, it is not passed. If a VACis abovethe defined

quality level, it is degraded.

Low Quality: A transfer path into the LCS Domain which degrades the .
‘digital content to a sub-reference level. In an audio implementation, this might be
defined as below CD Quality (for instance, 32000 Hz., 16 bits, 2 channels). This
transfer path can alternately be defined in terms of an absence of VAC's or a
degraded quality level associated with particular VAC's.

High Quality: A transfer path into the LCS Domain which allows digital

content of any quality level to pass unaltered. This transfer path can alternately be
defined in terms of a complete set of VAC's or the highest quality level available
associated with particular VAC's.

Rewritable Media: An mass storage device which can be rewritten (e.g. hard
drive, CD-RW,Zip cartridge, M-O drive, etc...),
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Read-Only Media: A mass storage device which can only be written once

(e.g. CD-ROM, CD-R, DVD, DVD-R, etc...). Note: pre-recorded music, video,

software, or images, etc. are all “read only” media.
Unique ID: A UniqueIDis created for a particular transaction and is unique

to that transaction (roughly analogous to a human fingerprint). One way to generate

a Unique ID is with a one-way hash function. Another way is by incorporating the

hash result with a message into a signing algorithm will create a signature scheme.

For example, the hash result may be concatenated to the digitized, value added

information which is the subject of a transaction. Additional uniqueness may be

observed in a hardware device so as to differentiate that device, which maybe used
in a plurality of transactions, from other similar devices.

Value-added: Value-added information is differentiated from non-

commoditized information in terms of its marketability or demand, which can vary,

obviously, from each market that is created for the information. By way of example,

information in the abstract has no value until a market is created for the information |

(i.ec., the information becomes a commodity). The same information can be

packaged in many different forms, each of which may have different values.

Becauseinformationis easily digitized, one way to package the “same” information

differently is by different levels of fidelity and discreteness. Value is typically

bounded by context and consideration.

Authentication: A receiver of a “message” (embedded or otherwise within

the value-added information) should be able to ascertain the original ofthe message

(or by effects, the origin of the carrier within which the message is stored). An

intruder should not be able to successfully represent someone else. Additional

functionality such as Message Authentication Codes (MAC)could be incorporated

(a one-way hash function with a secret key) to ensure limited verification or

subsequent processing of value-added data.

Verification: In cryptographic terms, “verification” serves the “integrity”

function to prevent an intruder from substituting false messages for legitimate ones.
In this sense, the receiver of the message (embedded or otherwise present within the
value-added information) should be assured that the message was not modified or
altered in transit.
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One-way hash function: One-way hash functions are known in the art. A

hash function is a function which converts an inputinto an output, which is usually a

fixed-sized output. For example, a simple hash function may be a function which

accepts a digital stream of bytes and returns a byte consisting of the XOR function

of all of the bytes in the digital stream of input data Roughly speaking, the hash

function may be used to generate a “fingerprint” for the input data. The hash

function need not be chosen based on the characteristics of the input. Moreover, the

output produced by the hash function(i.e., the “hash”) need not be secret, because in

most instances it is not computationally feasible to reconstruct the input which

yielded the hash. This is especially true for a “one-way” hash function--one that can

be used to generate a hash value for a given input string, but which hash cannot be

used (at least, not without great effort) to create an inputstring that could generate’
the same hash value. .

Authorization: A term which is used broadly to cover the acts of conveying

official sanction, permitting access or granting legal powerto an entity.

Encryption: For non digitally-sampled data, encryption is data scrambling

using keys. For value-added or information rich data with content characteristics,
encryption is typically slow or inefficient because content file sizes tend to be

generally large. Encrypted datais called “ciphertext”.

Scrambling: For digitally-sampled data, scrambling refers to manipulations
of the value-added or information rich data at the inherent granularity of the file

format. The manipulations are associated with a key, which may be made

cryptographically secure or broken into key pairs. Scramblingis efficient for larger
media files and can be used to provide content in less than commercially viable or
referenced quality levels. Scrambling is not as secure as encryption for these
applications, but provides more fitting manipulation of media rich content in the
context of secured distribution. Scrambled data is also called “ciphertext” for the

purposes of this invention. Encryption generally acts on the data as a whole,

whereas scrambling is applied often to a particular subset of the data concerned with

the granularity of the data, for instance the file formatting. The result is that a
smaller amount ofdata is “encoded” or “processed” versus strict encryption, where

all of the data is “encoded”or “processed.” By way of example, a cable TV signal
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can be scrambled byaltering the signal which provides forhorizontal and vertical
tracking, which would alter only a subset of the data, but not all of the data—which

is why the audio signalis often untouched. Encryption, however, would generally

so alter the data that no recognizable signal would be perceptually appreciated.

_ Further, the scrambled data can be compared with the unscrambleddata to yield the

scrambling key. The difference with encryption is that the ciphertext is not

completely random,thatis, the scrambled datais still perceptible albeit in a lessened

quality. Unlike watermarking, which maps a changeto the data set, scrambling is a

transfer function which doesnotalter or modify the dataset.

_ Detailed Discussion of Invention

The LCS Domainis a logical area inside which a set of rules governing

content use can be strictly enforced. The exact rules can vary between

implementations, but in general, unrestricted access to the content inside the LCS

Domain is disallowed. The LCS Domain has a set of paths which allow content to

enter the domain under different circumstances. The LCS Domain also has paths
whichallow the content to exit the domain.

A simple example provides insight into the scope of an LCS domain. If an

LCSis assigned to an individual, then all music, video, and other content data which

haslawfully issued to the individual may be freely used on that persons LCS domain
(though perhaps“freely” is misleading, as in theory, the individual has purchased a

license). A LCS Domain may comprise multiple SUs, for example, a video player, a
CD player, etc. An individual maybe authorized to take a copy of a song and playit

in another’s car stereo, but only while the individual’s device or media is present.

Once the device is removed, the friend’s LCS will no longer have a copy of the
musicto play.

The act of entering the LCS Domain includes a verification of the content (an

authentication check). Depending uponthe source of the content, such verification

may be easier or harder. Unvalidateable content will be subjected to a quality
degradation. Content that can be validated but which belongs to a different LCS
Domain will be excluded. The primary purpose of the validation is to prevent
unauthorized, high-quality, sharing of content between domains.

DISH-Blue Spike-842

Exhibit 1004, Page 0908



DISH-Blue Spike-842
Exhibit 1004, Page 0909

10

15

20

25

30.

WO 01/18628 PCT/US00/21189

-16-

Whencontent leaves the LCS Domain,the exiting content is embedded with

information to uniquely identify the exiting content as belonging to the domain from

which the contentis leaving. It is allowed to leave at the quality level at which the
content wasoriginally stored in the LCS Domain (i.e. the quality level determined
by the validation path). For example, the exiting content may include an embedded

digital watermark and an attached hash or digital signature; the exiting content may
also include a time stamp-—which itself may be embedded or merely attached).
Once it has exited, the content cannot return to the domain unless. both the

watermark and hash can be verified as belonging to this domain. The presence of

one or the other maybesufficient to allow re-entry, or security can be set to require

the presence of more than oneidentification signal.

This system is designed to allowacertifiable level of security for high-
quality content while allowing a device to also be usable with unsecured contentat a

degraded quality level. The security measures are designed such that a removal of

the watermark constitutes only a partial failure of the system. Thealtered content -
(i.e., the content from which the watermark has been removed or the content in

which the watermark has been degraded) will be allowed back into the LCS

Domain, but only at a degraded quality level, a result of the watermark destruction

and subsequent obscurity to the system, consumerswill not be affected to the extent

that the unauthorized content has only been degraded, but access has not been

denied to the content. Only a complete forgery of a cryptographically-secure
watermark will constitute a complete failure of the system. For a discussion on such

implementations please see US Pat. No. 5,613,004, US Pat No. 5,687,236, US Pat.

No. 5,745,569, US Pat. No. 5,822,432, US Pat. No. 5,889,868, US Pat. No.

5,905,800, included by reference in their entirety and pending U.S. patent
applications with Serial No. 09/046,627 “Method for Combining Transfer
Function...”, Serial No. 09/053,628 “Multiple Transform Utilization and

Application for Secure Digital Watermarking”, Serial No. 08/775,216
“Steganographic Method and Device”, Serial No. 08/772,222 “Z-Transform

.”, Serial No. 60/125990 “Utilizing Data Reduction in

Steganographic and Cryptographic Systems”. .

Implementation

DISH-Blue Spike-842

Exhibit 1004, Page 0909



DISH-Blue Spike-842
Exhibit 1004, Page 0910

10

- 15

20

25

30

WO 01/18628 PCT/US00/21189

-17-

Provable security protocols can minimize this risk. Thus the embedding

system used to place the watermark does not need to be optimized for robustness,

only for imperceptibility (important to publishers and consumers alike) and security
(more important to publishers than to consumers). Ideally, as previously disclosed,

security should not obscure the content, or prevent market participants from
accessing information, which in the long term, should help develop trust or create
relationships.

The system can flexibly support one or more “robust” watermarks as a

method for screening content to speed processing. Final validation, however, relies

uponthe fragile, secure watermark and its hash or digital signature (a secure time
stamp may also be incorporated). Fragile watermarks, meaning that signal
manipulations would affect the watermark, may be included as a meansto affect the

quality of the content or any additional attributes intended to be delivered to the
consumer. ,

LCS Functions

The LCSprovides storage for content, authentication of content, enforcement
of export rules, and watermarking and hashing of exported content. Stored content

may, be on an accessible rewritable medium, but it must be stored as ciphertext

(encrypted or scrambled), not plain text, to prevent system-level extraction of the
content. This is in contrast to the prior art which affix or otherwise attach meta-data

to the content for access control by the variously proposed systems.

Typically, an LCS receives secured data from one or more SECDs. The

SECDtransfers content only after it has been secured. For example, the SECD may
use an individualized cryptographic container to protect music content while in

transit. Such a container may use public/private key cryptography, ciphering and/or
compression,ifdesired. .

The LCS may beable to receive content from a SECD, and must be able to

authenticate content received via any of the plurality of implemented paths. The

LCS must monitor and enforce any rules that accompany received content, such as
numberofavailable copies. Finally, it is preferred for the LCS to watermark all

exported material (with the exception of Path 6 - see below) and supply a hash made

from the unique ID of the LCS and the content characteristics (so as to be
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maintained perceptually within the information and increase the level of security of

the watermark).

SU Functions

The SU enabies the content to be usable away from the LCS. The SU is

partially within the LCS Domain. A protocol must exist for the SU and LCS to

authenticate any connection made between them. This connection can have various

levels of confidence set by the level of security between the SU and LCS and

determinable by a certification authority or its equivalent, an authorized site for the

content, for example. The transfer of content from the SU to the LCS without

watermarking is allowed. However, all content leaving the SU must be

watermarked. Preferably, the SU watermark contains a hash generated from the:
SU’s Unique ID and the content characteristics of the content being transferred. If

the content came from a LCS, the SU watermark mustalso be generated based, in

part, upon the hash received from the LCS. The LCS and SU watermarking

procedures do not need to be the same. However, the LCS mustbeable to read the

SU watermarksfor all different types of SU’s with which it can connect. The SU

does not need to be able to read any LCS watermarks. Each LCS and SU must have

separate Unique IDs.

Sample Embodiment

BRIEF DESCRIPTION OF THE DRAWINGS

For a more complete understanding of the present invention, the objects and

advantages thereof, reference is now made to the following descriptions taken in

connection with the accompanying drawings in which:

FIG. 1 showsin block diagram form a system for one embodiment of an

LCS, showing the possible paths for content to enter and exit the system.

FIG. 2 is flow diagram illustrating the functions performed by the LCS of
FIG. 1 when content enters the LCS Domain from the rewritable media.

FIG. 3 is flow diagram illustrating the functions performed by the LCS of

FIG. 1 when content enters the LCS Domain from the read-only media.

FIG. 4 is flow diagram illustrating the functions performed by the LCS of

FIG. 1 when content enters the LCS Domain from thesatellite unit.
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FIG. 5 is flow diagram illustrating the functions performed by the LCS of

FIG. 1 when contentleaves the LCS Domain. _

FIG. 6 is flow diagram illustrating the functions performed by the LCS of

FIG. | when content leaves the LCS Domain from the read-only media.

FIG. 7 is flow diagram illustrating the functions performed by the LCS of

FIG. | when content leaves the SU to a receiver other than the LCS.

DETAILED DESCRIPTION OF THE INVENTION

The preferred embodiment of the present invention and its advantages are

 

best understood by referring to FIGs. 1 through 7 of the drawings, like numerals

being used for like and corresponding parts of the various drawings.

FIG. 1 is a block diagram showing the components of a sample LCS system

and showing the possible paths for content to enter and leave the LCS. In the

embodiment of Figure 1, the LCS is a general purpose computing device such as a

PC with software loaded to emulate the functions of a LCS. The LCSofFigure ]

has a Rewritable media (such as a hard drive), a Read-Only media (such as a CD-
ROMdrive), and software to control access (which software, in effect, defines the

“LCS Domain”). The Secure Electronic Content Distributor (SECD) is connected

via a network (such as the Internet, intranet, cable, satellite link, cellular

communications network, or other commonly accepted network). The Satellite

Unite (SU) is a portable player which connects to the LCS and/orto other players

where applicable (for example by way of a serial interface, USB, IEEE 1394,

infrared, or other commonly used interface protocol). FIG. } also identifies seven

(7) path ways.

Path 1 depicts a secure distribution ofdigital content from a SECD to aLCS.
The content can be secured during the transmission using one or more ‘security

protocols’ (e.g., encryption or scrambling). Moreover, a single LCS may have the

capability to receive content transmissions from multiple SECDs, and each SECD
may use the samesecurity protocols or different security protocols. In the context of —

FIG. 1, however, only a single SECD is displayed. It is also contemplated that the

same SECD mayperiodically or randomly use different security protocols. A
typical security protocol uses an asymmetric cryptographic system, an example

being a public key cryptography system whereprivate and public key pairs allow the
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LCSto authenticate and accept the received content. Another security protocol may

involve the ability to authenticate the received content using a signature scheme.

In FIG. 2, content enters the LCS Domain from the rewritable media (such as

a hard drive). This communication path is identified as Path 2 on FIG. 1. The LCS

Domain analyzes the content to determine if a watermark is present in the content.
If no watermark is present, then the quality of the content is downgraded to Low

Quality before it is stored in the LCS Storage. If a watermark is present, then the

watermark is extracted and compared with the watermark of the LCS in order to

determine if a match exists. In the event of a match, the content is permitted to be

stored on the LCS Storage at the same level of quality which the content entered the

LCS Domain. Optionally, if a watermark is present, the hash may be checked as

further verification; and if the hash matches, the content is allowed in at High

Quality. If it does not match, the contentis rejected. If the extracted watermark
does not match the expected watermark,then the content is denied access to the LCS

Storage (i.e., the content is rejected).

In FIG. 3, content enters the LCS Domain from the Read-Only media. This

communication path is identified as Path 3 on FIG. 1. The LCS Domain analyzes

the content to determine if a watermark is present in the content. If no watermark is

present, then the LCS attempts to further analyze the content using other methods
(.e., other than watermarking) to try and verify the content for originality. If the

content cannot be verified or is deemed to have been altered, then the content is

. downgraded to Standard Quality (or even Low Quality) before it is stored in the
LCS Storage. If a watermark is present, then the watermark is extracted and

compared with the watermark of the LCSin order to determine if a match exists. In

the event of a match, or in the event that the contentis verified by means other than

the watermark, the content is permitted to be stored on the LCS Storage at the same

level of quality which the content entered the LCS Domain (whichis likely to be

High Quality). For example, the Read-Only media may also contain an media-based

identifier whichverifies the contentas an original, as opposed to a copy——and hence,

a non-watermark method may be used to verify authenticity.

Optionally, even in the event of a watermark match, a hash may be checked

as further verification; and if the hash matches, the content is allowed in at High
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Quality, but if there is no match, the content is rejected. If the extracted watermark
does not match the expected watermark,or if the LCSis unable to identify any other

method for verifying the content’s authenticity, then the content may be denied

access to the LCS Storage (i.e., the content may be rejected), or if preferred by the

user, the content may be permitted into the system at a degraded quality level. Itis

the user’s prerogative to decide how the system will treat non-authenticated content,
as well as legacy content. .

In FIG. 4, content enters the LCS Domain from the satellite unit. This
communication path is identified as Path 4 on FIG. 1. Content from an SU is

marked with an SU watermark before exiting the SU. The LCS analyzes the content
from the SU for watermarks, and in particular to determine if there is a watermark

that matches that of the LCS. If the watermarks match, the content is permitted .
access to the LCS at the highest quality level. If there is a mismatch, then the

contentis denied access(i.e., the contentis rejected). If the content does not contain

a watermark, the quality is downgraded to Low Quality before permitting access to
the LCS. Optionally, even in the event of a watermark match, a hash may be
checkedasfurther verification, and access at the highest quality level may depend
upon both a match in watermarks and a match in hashes.

In FIG. 5, content is shown leaving the LCS Domain. This communication

path is identified as Path 5 on FIG. 1. Contentis retrieved from the LCS storage and

then the content may be watermarked with a watermark that is unique to the LCS

(for example, one that is based upon the LCS’s Unique ID). Optionally, a hash may
be attached to the watermarked content, and/or the hash may be embedded as part of

the watermark. If an external hash is used, preferably, for security purposes, the
external hash should be created in a different manner from the embedded, watermark

hash. Optionally, other information maybe included in the watermark, for example,

information to specify a time stamp, the number of allowable copies, etc. After

watermarking, the content may be permitted to exit the LCS Domain, and may be

exported to a device outside the LCS Domain, including for example, a rewritable
media, a viewer, player, or other receiver.

In FIG. 6, content is shown leaving the LCS Domain. This communication
path is identified as Path 6 on FIG. 1. This path is similar to Path 5, with a few
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important differences. The output receiver is an SU, and because the receiver is an
SU,the content may leave the LCS without being watermarked. Path 6 requires a

secure protocol to determine that the receiver is in fact an SU. Once the path is
verified, the content can be exported without a watermark. The LCS mayoptionally

transmit the content together with a hash value which will be uniquely associated
with the content.

In FIG.7, content is shown leaving the SU, to a receiver other than the LCS.

-This communication path is identified as Path 7.0n FIG. 1. Contentis retrieved

from the SU storage and then the content may be watermarked with a watermark

that is unique to the SU (for example, one that is based upon the SU’s Unique ID).
Optionally, a hash may beattached to the watermarked content, and/or the hash may

be embedded as part of the watermark. If an external hash is used, preferably, for
security purposes, the external hash should becreated in a different mannerfrom the

embedded, watermark hash. Optionally, other information may be included in the

watermark, for example, information to specify a time stamp, the number of
allowable copies, etc., and may even include the hash which the LCSattached to the

content After watermarking, the content may be permitted to exit the SU, and may
be exported to a device other than the LCS, including for example, a rewritable

media, a viewer, player, or other receiver. The quality level of the content leaving
the LCS is generally the same quality level as that of the content when stored

"internally to the LCS.

The system of the present invention is utilized to complete digital data

transactions. A typical transaction would have the following steps:
1.) Using an LCS, a user connects to a SECD.

2.) The user reviews a collection of data sets which are available for

license (which for purposes of this application, may be equated with a purchase).
The user then selects a data set (e.g., a song or other content), and purchases (or
otherwise obtains the right to receive) a copy of the data set. (The user may transmit
purchase information, for example, credit card information, using digital security
that is known in theart of electronic commerce.)

3.) The SECD transmits the secured content to the LCS. Before

transmitting any digital content, the SECD embeds atleast one watermark and may
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also transmit (perhaps through cryptography) at least one hash value along with the

data being transmitted. The at least one hash value may be embedded with the at

least one watermark or may be attached to the beginning or end of the data being

transmitted. Alternately, the hash output may be combined in ways that are known
in theart.

4.)|The LCS optionally may send its public key to the SECD, in which

case the SECD may use the LCSpublic key to apply an additional security measure
to the data to be transmitted, before the data is actually transmitted to the LCS.

5.) The LCSreceives the secured content transmitted by the SECD. The

LCS may optionally useits private key to remove the additional layer of security
which wasapplied with the LCS’s public key.

6.) The LCS mayauthenticate the secure content that was received from

the SECD by checking the watermark(s) and/or hash values. Optionally, the LCS
may unpack the secured content from its security wrapper and/or removeany other

layers of security. If the content can be authenticated, the content may be accepted
into the LCS domain. Otherwise,it may berejected.

Fragile Watermark Structure

A fragile watermark—one that is encoded in the LSB of each 16 bit

sample—can actually hold all of the data that would typically comprise the

information being transmitted in the SecureChannel™, At a typical sampling rate of
44.1 kHz, there is 88,200 16 bit samples for each second of data in the time domain

(44,100 x 2 stereo channels). This provides 88,200 bits per second which may be
used forstoring a fragile watermark. A typical 3 minute stereo song could therefore
accommodate 1.89 MB ofdata for a fragile watermark. (The watermark is called

fragile, because it is easily removed without greatly sacrificing the quality of the
audio data.) 1.89 MB represents an immense capacity relative to the expected size

of the typical data to be transmitted in a SecureChannel(100 - 200 K).

Preferably, the fragile watermark is bound to a specific copy of a specific
song, so that “information pirates” (ie, would-be thieves) cannot detect a

watermark and then copy it onto another song in an effort to feign authorization
when none exists. A fragile watermark may also contain information which can be

utilized by various receivers which might receive the signal being packaged. For
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instance, a fragile watermark may contain information to optimize the playbackofa

particular song on a particular machine. A particular example could include data
which differentiates an MP3 encoded version of a song and an AAC encoded

version of the same song.

One wayto binda fragile watermark to a specific data set is through the use

of hashfunctions. An example is demonstrated by the following sequence ofsteps:

1.) A digital data set (e.g. a song) is created by known means(e.g.,

sampling music at 44.1 kHz, to create a plurality of 16 bit data sets). The digital
data set comprisesa plurality of sample sets (e.g., a plurality of 16 bit data sets).

2) Informationrelative to the digital data set (e.g., information about the

version of the song) is transformed into digital data (which we will call the
SecureChannel data), and the SecureChannel data is then divided into a plurality of

SecureChannel data blocks, each of which blocks may then be separately encoded.

3) A first block of the SecureChannel data is then is encoded intoafirst
block of samplesets (the first block of sample sets comprising—at a minimum—a

sufficient number of sample sets to accommodate the size of the first block of

Secure Channel Data), for example by overwriting the LSB of each sample in the

first block of samplesets.

4) A hash poolis created comprising the first block of encoded sample
sets.

5) A first hash value is then created using i) the hash pool,ii) a random

(or pseudorandom) number seeded using a code that serves to identify the owner of

the digital data set, and iii) the SecureChanneldata; .
6) Thefirst hash value is then encoded into a second block of sample

sets, the second block of sample sets being sufficient in size to accommodate the

size of the first hash value.

7.) The second block of sample sets is then added to the hash pool -

8) A second block of the SecureChannel data is then is encoded into a

third block of sample sets.

9) The third block of encoded sample sets is added to the hash pool.
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10) A second hash value is then created using i) the hash pool, ii) a

random (or pseudorandom) number seeded using a codethat serves to identify the

owner ofthe digital data set, and iii) the SecureChannel data;

11). The second hash value is then encoded into a fourth block of sample
sets.

Steps 7-11 are then repeated for successive blocks of SecureChannel data

until all of the SecureChannel data is encoded. Understand that for each block of

SecureChannel data, two blocks of content data are utilized. Moreover, for
efficiency, one could use a predetermined subset of the samples in the hash pool,
instead of the whole block.

Each SecureChannel block may, for example, have the following structure:
{

long_BlockIdentifier; /tA code forthe type ofblock

long BlockLength; //The length of the block

ns /Block data ofa length matching BlockLength
char —_IdentityHash[hashSize];

char—_InsertionHash{hashSize);
}

in theory, each SecureChannel block may be of a different type of block (i.e., may
begin with a different Blockldentifier). In operation, a software application (or even

an ASIC) may read the BlockIdentifier and determine whether it is a recognized

block type for the particular application. If the application does not recognize the

block type, the application may use the BlockLength to skip this block of
SecureChannel. ,

Certain block types will be required to be present if the SecureChannelis
going to be accepted. These might include an identity block and a SecureChannel

hash block. The SecureChannel data may or may not be encrypted, depending on

whether the data is transfer-restricted (a type of value-adding component, thatis,
VAC)or simply informative. For instance, user-added SecureChannel data need not

be encrypted. A BlockIdentifier may also be used to indicate whether a

SecureChanneldata block is encrypted ornot.

Robust Open Watermark (ROW) .

DISH-Blue Spike-842

Exhibit 1004, Page 0918



DISH-Blue Spike-842
Exhibit 1004, Page 0919

20

25

30

WO 01/18628 PCT/US00/21189

-26-

A Robust-Open Watermark may be used to divide content into three

categories. (The term “open watermark” is used merely to indicate that the

watermark relies on a secret which is shared by an entire class of devices, as

opposed to a secure watermark—whichis readable only by a single member of a

class of devices.) A binary setting may be used, whereby onestate (e.g., “1”) may
be used to identify secure protected content—such as content that is distributed in a

secured manner. When the LCS detects a secured status (e.g., by determining that
the ROW is “1”), the content must be accompanied by an authenticatable

SecureChannel before the content is permitted to enter the LCS Domain (e.g.,

electronic music distribution or EMD content). The other binary state (e.g, “0”)

- may be usedto identify unsecured content, for example, non-legacy media that is

distributed in a pre-packaged form (e.g. CD’s). When the binary setting is “0”, the

content may or may not have a SecureChannel. Such “O content” shall only be
admitted from a read-only mediuminits originalfile format(e.g., a 0 CD shall only

be admitted if it is present on a Redbook CD medium). Onthe otherhand, if the

ROWis absent, then the LCS will understand that the content is “legacy”. Legacy
content may be admitted, or optionally, may be checked for a fragile watermark—

and then admitted only if the fragile watermark is present. It would be possible to
permit unfettered usage of legacy content—though again,it is the prerogative of the
user whosets up the LCS.

Robust Forensic Watermark

Preferably, a robust forensic watermark is not accessible in any way to the
consumer—orto “information pirates.” A forensic watermark may be secured by a
symmetric key held only by the seller. A transaction ID may be embeddedat the

time of purchase with a hash matching the symmetrickey. The watermark is then

embedded using a very low density insertion mask (< 10 %), makingit very difficult

to find without the symmetric key. Retrieval of such a watermark is not limited by
real-time/low cost constraints. The recovery will typically only be attempted on

known pirated material, or material which is suspected of piracy. A recovery time
of 2 hours on a 400 MHz PC may, therefore, be reasonable.

Sample Embodiment- Renewability
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The system of the present invention contemplates the need for updating and

replacing previously-embedded watermarks (which may be thought of generally as

“renewing” a watermark). If someoneis able to obtain the algorithms used to embed

a watermark—oris otherwise able to crack the security, it would be desirable to be

able to embed a new watermark using a secure algorithm. New watermarks,

however, cannot be implemented with complete success over night, and thus, there

inevitably will be transition periods where older SPCS are operating without

updated software. In such a transition period, the content must continue to be
recognizable to both the old SPCSs and the upgraded SPCSs. A solution is to

embed both the original and the upgraded watermarks into content during the
transition periods. Preferably, it is the decision of the content owner to use both

techniquesor only the upgraded technique.

The operation of the system of the present invention is complicated,
however, by the presence of “legacy” digital content whichis already in the hands of

consumer (that is, digital content that was commercially distributed before the

advent of watermarking systems) because legacy content will continue to be present
in the future. Moreover, pirates who distribute unauthorized content will also
complicate matters because such unauthorized copiesare likely to be distributed in

the same formats as legacy content. Asit is unlikely that such unwatermarked

content can ever be completely removed, the present system must try to
accommodate such content. .

Hardware can be configured to read old ROW content and extract the old

ROWandinsert in the content a new ROW.

Sample Embodiment — SPCS Audio Server

Tables 1, 2 and 3 depict a sample embodiment for an SPCS Audio Server,

and in particular show how secured content packages are created as downloadable

units (Table 1), how the LCS works on the input side for an SPCS Audio Server

(Table 2), and how the LCS works on the output side (Table 3).
While the invention has been particularly shown and described by the

foregoing detailed description, it will be understood by those skilled in the art that
various other changes in form and detail may be made without departing from the
spirit and scope of the invention. -
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Table 1

SAMPLE EMBODIMENT-SPCSAudio Server Stage
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Table 2 -

SPCS Audio Player Input Stage
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Table 3

SPCS Audio Player Output Stage
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Claims:

1, A local content server system (LCS) for creating a secure environment for

digital content, comprising: .
a) a communications port in communication for connecting the system

via a network to at least one Secure Electronic Content Distributor (SECD), said
SECD capable of storing a plurality of data sets, capable of receiving a request to

transfer at least one content data set, and capable of transmitting the at least one

content data set in a secured transmission;

b) a rewritable storage medium whereby content received from outside
the LCS maybestored and retrieved;

c) a domain processor that imposes rules and procedures for content

being transferred between the LCS and devices outside the LCS; and .
d) a programmable address module which can be programmed with an -

identification code uniquely associated with the LCS; and
said domain processor permitting the LCS to receive digital content from

outside the LCS provided the LCS first determines that the digital content being

delivered to the LCSis authorized for use by the LCS.

2. The LCS ofclaim 1 further comprising |

e) an interface to permit the LCS to communicate with one or more

Satellite Units (SU) which may be connected to the system throughthe interface,

said SUs capable ofreceiving and transmitting digital content;

and wherein said domain processor permits the LCS to receive digital

content from an SECDthatis connected to the LCS’s communication port, provided

the LCS first determines that digital content being received is authorized for use by
.the LCS,

and wherein said domain processor permits the LCS to deliver digital

content to an SU that may be connected to the LCS’s interface, provided the LCS

first determinesthat digital content being received is authorized for use by the SU.
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3. A local content server system (LCS) for creating a secure environment for

digital content, comprising:

a) a communications port in communication for connecting the system

via a network to at least one Secure Electronic Content Distributor (SECD), said

SECD capable ofstoring a plurality of data sets, capable of receiving a request to

transfer at least one content data set, and capable of transmitting the at least one
content data set in a secured transmission;

b) — an interface to permit the LCS to communicate with one or more

Satellite Units (SU) which may be connected to the system through the interface,

said SUs capableof receiving and transmitting digital content; and

Cc) a-rewritable storage medium whereby content received from an

SECDand from an SU maybestored andretrieved;

d) a domain processor that imposes rules and procedures for content

being transferred between the LCS and the SECD and between the LCS and the SU;
and

e) a programmable address module which can be programmed with an

identification code uniquely associated with the LCS;

said domain processor permitting the LCS to deliver digital content to and

receive digital content from an SU thatis connected to the LCS’s interface, provided
the LCS first determines that the digital content being delivered to the SU is

authorized for use by the SU orthat the digital content being received is authorized

for use by the LCS,

and said domain processor permitting the LCSto receive digital content from

an SECDthat is connected to the LCS’s communication port, provided the LCS first

determinesthat digital content being received is authorized for use by the LCS.

4. The system of claim 3, wherein said domain processor determines whether

digital content is authorized for use by extracting a watermark from the digital
content being transferred. ,
5. The system of claim 3, wherein said domain processor comprises:

means for obtaining an identification code from an SU connected to the

LCS’s interface;
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an analyzer to analyzethe identification code from the SU to determineif the

SUis an authorized device for communicating with the LCS;

meansfor analyzing digital content received from an SU;

said system permitting the digital content to be stored in the LCSif i) an

analysis of the digital content received from the SU concludes that the content is

authenticated, or ii) an analysis of the digital content received from the SU
concludesthat the content cannot be authenticated because no authentication data is

embeddedin the content, and

said system preventing the digital content from being stored on the LCSifi)

an analysis of the digital content received from the SU concludes that the contentis
unauthenticated. . .

6. The system of claim 4, wherein said analyzer of the domain processor -

comprises meansfor extracting digital watermarks from the digital content received

from an SU, and means foranalyzing the digital watermark to determine if the

digital content has been previously marked with the uniqueidentification code ofthe
LCS.

7. The system ofclaim 4, wherein said system permits the digital content to be

stored in the LCS at a degraded quality level if an analysis of the digital content
received from the SU concludesthat the digital content received from the SU cannot
be authenticated because thereis no authentication data embeddedin the content.
8. The system of claim 4, further comprising at least one SU, each such SU
being capable of communicating with the LCS.

(+9, The system of claim 8, wherein the SU has means to sending.a messageto
the LCS indicating that the SU is requesting a copy of a content data set that is

stored on the LCS,said message including information aboutthe identity of the SU,
and wherein the LCS comprises:

means to analyze the message from the SU to confirm that the SU is

authorized to use the LCS;

meansto retrieve a copy of the requested content data set;

means to embed at least one robust openwatermark into the copy ofthe
requested contentdata set, said watermark indicating that the copy is authenticated;
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means to embed a second watermark into the copy of the requested content

_ data set, said second watermark being created based upon information transmitted

by the SU andinformation about the LCS; and

meansto deliver the watermarked contentdata set to the SU forits use.

10. The system of claim 8, further comprising a SECD, said SECD capable of
receiving a request to transfer at least one data set and capable of transmitting the at
least one data set in a secured transmission.

1]. - The system of claim 10,

wherein the SU includes means to send a messageto the LCSindicating that

the SU is requesting a copy of a content data set that is not stored on the LCS, but

which the LCS can obtain from an SECD,said message including information about

the identity of the SU,
wherein the SECD comprises:

meanstoretrieve a copy ofthe requested contentdata set;

means to embedat least one robust open watermark into the copy of

the requested content data set, said watermark indicating that the copy is
authenticated;

means to embed a second watermark into the copy of the requested

content data set, said second watermark being created based upon information

transmitted by the LCS; and

meansto deliver the watermarked content data set to the LCS forits

use; and

wherein the LCS comprises:

means to analyze the message from the SU to confirm that the SU is
authorized to use the LCS,

means to receive a copy of the requested content data set as

transmitted by the SECD;

means to extract at least one watermark to confirm that the content

data is authorized for use by the LCS;

| means to embedat least one robust open watermark into the copy of
the requested content data set, said watermark indicating that the copy is

_ authenticated;
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means to embed a second watermark into the copy of the requested

content data set, said second watermark being created based upon information

transmitted by the SU and information about the LCS; and

means to deliver the watermarked content data set to the SU forits

use.

12. The system of claim 8, wherein the SU has means to sending a message to

the LCS indicating that the SU is requesting to store a copy of a content data set on a

storage unit of the LCS, said message including information about the identity of the

SU,and wherein the LCS comprises:
means to analyze the message from the SU to confirm that the SU is

authorized to use the LCS:

meansreceive a copy ofthe content dataset;

means to determine if a robust open watermark is embedded in the content

data set, and to extract the robust open watermark if is it is determined that one
exists,

meansto analyze any extracted robust open watermarks to determineif the

content data set can be authenticated;

meansto permit the storage of the content data set on a storage unit of the

LCS if i) the LCS authenticates the content data set, or ii) the LCS determinesthat

no robust open watermark is embeddedin the contentsignal. |
13. The system of claim 4, further comprising at least one SU, each such SU

being capable of communicating with the LCS, and being capable ofusing only data
which has been authorized for use by the SU or which has been determined to be

legacy content such the data contains no additional information to permit
authentication.

14. The system of claim 5, wherein the LCS further comprises:

means to embed at least one robust open watermark into a copy of content

data, said watermark indicating that the copy is authenticated;
means to embed a second watermark into the copy of content data, said

second watermark being created based upon information comprising information

uniquely associated with the LCS; and
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means to embed a third watermark into the copy of content data, said third

watermark being a fragile watermark created based upon information which can

enhance theuseofthe content data on one or more SUs.

15.|The system of claim 5, wherein the LCS further comprises:

meansfor encrypting or scrambling content data, such that content data may
be encrypted or scrambled beforeit is stored in the rewritable storage medium.

16. A system for creating a secure environmentfor digital content, comprising:

a Secure Electronic Content Distributor (SECD);

a Local Content Server (LCS);

a communications network interconnecting the SECD to the LCS; and

a Satellite Unit (SU) capable ofinterfacing with the LCS;

said SECD comprising: a storage device for storing a plurality of data sets;

an input for receiving a request from the LCSto purchasea selection ofat least one
of said plurality of data sets; a transaction processor for validating the request to

purchase and for processing payment for the request; a security module for

encrypting or otherwise securitizing the selected at least one data set; and an output

for transmitting the selected at least one data set that has been encrypted or

otherwise secured for transmission over the communications networkto the LCS;

said LCS comprising: a domain processor; a first interface for connecting to

a communications network; a second interface for communicating with the SU; a

memory device for storing a plurality of data sets; and a programmable address

module which can be programmed with an identification code uniquely associated
with the LCS; and |

said SU being a portable module comprising: a memory for accepting secure

digital content from a LCS; an interface for communicating with the LCS;and a

programmable address module which can be programmed with an identification

code uniquely associated with the SU.

17. A Method for creating a secure environment fordigital content for a

_ consumer, comprising the followingsteps:

sending a message indicating that a user is requesting a copy of a content
data set;

retrieving a copy ofthe requested content data set;
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embedding at least one robust open watermark into the copy of the requested

content data set, said watermark indicating that the copy is authenticated;

embedding a second watermark into the copy of the requested content data

set, said second watermark being created based upon information transmitted by the

requesting user;

transmitting the watermarked content data set to the requesting consumer via

an electronic network;

receiving the transmitted watermarked content data set into a Local Content

Server (LCS)ofthe user;

extracting at least one watermark from the transmitted watermarked content

data set; and

permitting use of the content data set if the LCS determines that use is

authorized. .
18. The Method of claim 17, wherein the step of permitting use of the content

data set if the LCS determines that use is authorized comprises:

checking to see if a watermark extracted from the content data set includes

- information which matches unique information which is associated with the user;
and

permitting the storage of the content data set in a storage unit for the LCS.

19. The Method of claim 17, further comprising:

connecting a Satellite Unit (SU) to an LCS,
and wherein the step of permitting use of the content data set if the LCS determines

that use is authorized comprises:

checking to see if a watermark extracted from the content data set includes

information which matches unique information which is associated with the user,
and

embedding a watermark into the content data set using information that is

associated with the user and information that is associated with an SU;

delivering the content data set to the SUforits use.

20. A Method for creating a secure environment for digital content for a

consumer, comprising the following steps:

connecting a Satellite Unit to an local content server (LCS),
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sending a message indicating that the SU is requesting a copy ofa content

data set that is stored on the LCS, said message including information about the

identity of the SU;

analyzing the message to confirm that the SU is authorized to use the LCS;
and

| retrieving a copy of the requested content data set;
assessing whether a secured connection exists between the LCS and the SU;

if a secured connection exists, embedding a watermark into the copy of the

requested content data set, said watermark being created based upon information

transmitted by the SU and information about the LCS; and

delivering the content data set to the SU forits use.

21. The Methodofclaim 20, further comprising:

embedding an open watermark into the content data to permit enhanced

usage of the content data by the user. |
22. The Methodofclaim 21, further comprising:

embeddingat least one additional watermark into the content data, said at

least one additional watermark being based on information about the user, the LCS

and an origin of the content data, said watermark serving as a forensic watermark to

permit forensic analysis to provide information on the history of the content data’s
use.

23.|The method of claim 20, wherein the content data can be stored at a level of

quality which is selected by a user.

24. A Method for creating a secure environment for digital content for a

consumer, comprising the followingsteps:

connecting a Satellite Unit (SU) to an local content server (LCS),

sending a message indicating that the SU is requesting a copy of a content

data set that is stored on the LCS, said message including information about the

identity of the SU;

analyzing the message to confirm that the SU is authorized to use the LCS;
and

retrieving a copy of the requested content data set;

assessing whether a secured connection exists between the LCS and the SU;
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if a secured connection exists, embedding a watermark into the copy of the

requested content data set, said watermark being created based upon information

transmitted by the SU and information about the LCS;and
delivering the watermarked content data set to the SU forits use.

25. The method of claim 24, further comprising:

embeddingat least one robust open watermark into the copy of the requested
content data set before the requested content data is delivered to the SU, said
watermark indicating that the copy is authenticated.

26.|The methodofclaim 25, wherein the robust watermark is embedded using
any one of a plurality of embedding algorithms. |
26. The method ofclaim 24, further comprising:

embedding a watermark which includes a hash value from a one-way hash

function generated using the content data.

27. The method of claim 25, wherein the robust watermark can be

periodically replaced with a new robust watermark generated using a new
algorithm with payloadthat is no greater than thatutilized by the old robust
watermark.

28. The methodof claim 24, further comprising the step of:
embedding additional robust open watermarksinto the copy of the requested

content data set before the requested content data is delivered to the SU, using a
new algorithm; and .

re-saving the newly watermarked copy to the LCS.

29. The methodof claim 24, further comprising thestep of:
saving a copy of the requested content data with the robust

watermark to the rewritable media of the LCS.

30. A Method for creating a secure environment for digital content for a

consumer, comprising the following steps: .

connecting a Satellite Unit (SU)to an local content server (LCS),
sending a message indicating that the SU is requesting. to store a copy of a

content data on the LCS, said message including information about the identity of
the SU;
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analyzing the message to confirm that the SU is authorized to use the LCS;

and

. receiving a copy of the content dataset;
assessing whether the content data set is authenticated;

5 if the content data is unauthenticated, denying access to the LCS storage unit;

and

if the content data is not capable of authentication, accepting the data at a

predetermined quality level, said predetermined quality level having been set for

legacy content.
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SYSTEMS, METHODS AND DEVICES FOR TRUSTED TRANSACTIONS

BACKGROUND OF THE INVENTION

1. Field of the Invention

This invention relates to the transfer of information between parties; in

particular, it relates to systems, methods, and devicesfor trusted transactions.

2. Description ofthe Related Art

Transactions are increasingly characterized by the amount and quality of

information available to market participants. Whereas a seller seeks profit driven
arrangements, which may vary over the course ofa relationship with a particular

buyer or consumer; buyers seek satisfaction of at least one of the following: price,

selection or service. At any time the buyer or seeker of value-added information

may lack recognition of the seller or provider of such information, even if coupled

with a “manufactured” product or good. Sellers, or providers, similarly lack any

information about individual buyers, buying groups or agents, and may only have

information regarding potentially profitable transaction events defined by at least

one of the following: existing market for goods or services, targeted projected

market for new goods or services, or those consumers or buyers who currently

engage in transactions with the provider. Transactions are the result of customer

profiling, a form ofrecognizable pattern analysis for commerce.

Transactions conducted electronically, often in an online environment taking

advantage of networks, such as the Internet and/or World Wide Web Www”),
form an increasingly-important subset of transactions. Most obviously, retail sales
transactions in which individual customers purchase goods or services from a central

web server using a WWW connection have become a prominent form ofelectronic

transactions, though such transactions are by no means the only or even necessarily

- the predominantcategory of electronic transactions.

Electronic transactions pose special challenges for transaction parties. Some

of these challenges relate to the difficulty of providing to a prospective acquirer

(e.g., a purchaser) of goods or services full, accurate, and verifiable information

regarding the nature, value, authenticity, and other suitability-related characteristics
of the product in question. This is true in part, for instance, because the customer
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cannot necessarily handle, sample, or evaluate at first hand the goods or services in

question in an onlinetransaction to the same extent to which he could evaluate them

in an in-person transaction. It may also be true because ofthe fear of counterfeit,

defective, or otherwise unsuitable products that may be viewed as more easily

“passed off” (assuming a certain non-zero incidence of deceit and/or inadequate

suitability verification among suppliers of products) in an electronic transaction than

inan in-person transaction.

Further challenges in online transactions revolve around the serious concerns

regarding security of such transactions. Such security-related concerns arise from

the inherently-vulnerable nature of distributed public networks such as the internet,
in which transaction parties cannot necessarily determine the path by which data

travelling to and from them will take. Noris it always possible to determine the

identity of another transaction party, or to ensure that such other transaction party

will take adequate precautions with sensitive data (for instance, data related to the

identity or financial details (e.g., credit card number) of the first transaction party)
transmitted during the course of proposing, evaluating, negotiating, executing, or
fulfilling a transaction. Thus, concerns are raised about interception, inadequate

safeguarding, or other unauthorized or inappropriate use of data generated or
transmitted between transaction parties. Such concerns have raised the perceived

need for security technologies adaptable for online transactions. Generically, these
technologies have included encryption, scrambling, digital watermarking, and like

methodsofprotecting transaction-related data. |
Two conventional techniques for providing confidentiality and/or

authentication currently in use involve reciprocal and non-reciprocal encrypting.

Both systems use non-secret algorithms to provide encryption and decryption, and

keysthat are used by the algorithm.

In reciprocal algorithm systems, such as DES, the same key and algorithm is

used to encrypt and decrypt a message. To assure confidentiality and authenticity,
the key is preferably known only to the sending and receiving computers, and were
traditionally provided to the systems by “secure” communication, such as courier.

In non-reciprocal systems, such as those described in U.S. Patent 4,218,582,

a first party to a communication generates a numerical sequence and uses -that -
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sequence to generate non-reciprocal and different encrypting and decrypting keys.

The encrypting key is then transferred to a second party in a non-secure

communication. The second party uses the encrypting key (called a public key

_ because it is no longer secure) to encrypt a message that can only be de-crypted by

the decrypting key retained by the first party. The key generation algorithm is

arranged such that the decrypting key cannot be derived from the public encrypting

key. Similar methods are known for using non-reciprocal keys for authentication of
a transmission. ‘In the present invention, the non-secure “public” key is used to a

message that has been encrypted using a secure “private” key known only to the

originating party. In this ‘method the receiving party has assurance that the
origination of the message is the party who has supplied the “public” decrypting

key. |
SUMMARYOF THE INVENTION

Thus, a need has arisen for a system and method for enhancing trust on the

part of participants in transaction. This may be with respectto all aspects of the

transaction as to which trust may be an influential factor (or, viewed negatively, in

which the lack of trust may be a potential bottleneck prohibiting consummation of
the transaction, or of a more-optimal transaction, or of a series of transactions in a

mutually-beneficial transactional relationship).

A need has also arisen for trust enhancement for transactions in connection

with sophisticated security, scrambling, and encryption technology,for instance that
provided by steganographic encryption, authentication, and security means.

A need has also arisen to provide these technologiesin an integrated method

and system, optimally requiring comparativelylittle processing resources so as to

maximizeits usefulness and minimize its cost, .
The present invention represents a bridge between mathematically

determinable security and analog or human measures oftrust. These measures are

typically perceptible or perceptual when evaluating value-added information.

Additionally, a higher level of transparency between parties is assured, because
information flow is recognizable and controllable by transacting partiesat will.

According to one embodimentofthe present invention, a method for trusted
transactions is provided. The method includes the steps of (1) establishing an
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agreement to exchange digitally-sampled information between a first and a second

party; (2) exchanging the digitally-sampled information between the first and the

second party, and (3) approving the digitally-sampled. The digitally-sampled

information may be approved with an approval element, for example, a

predetermined key, a predetermined message, or a predetermined cipher. The step

of approvingthe digital information may include authorizing the digital information

with the approval element, verifying the digital information with the approval
element, or authenticating the digital information with the approval element. The

predetermined cipher may be a steganographic cipher or a cryptographic cipher.

According to another embodiment of the present invention, a method for

’ conducting a trusted transaction between two parties that have agreed to transactis

provided. The method includes the steps of (1) establishing a secure transmission

channel between the two parties; (2) verifying an identity of at least one of the
parties; (3) determining an amount of value-added information to be exchanged

between the parties; (4) verifying the agreement to transact; and (5) transmitting the
value-added information. The value-added information may include value-adding

components.

According to another embodimentofthe present invention, a method for
conducting at least one trusted transaction between two parties is provided. The

method includesthe steps of (1) authenticating the parties; (2) agreeing to a security

of a transmission channel; (3) exchanging secondary value-added information; (4)
determining at least one term for a ptimary value-added information exchange; and
(5) facilitating paymentforthe transaction based onthe terms.

According to another embodiment of the present invention, a method for

conducting a trusted transaction between two parties is provided. The method

includes the steps of (1) establishing a steganographic cipher; (2) exchanging —

secondary value-added information betweentheparties; (3) agreeing to terms for the -

exchange of primary value-added information; and (4) facilitating payment for the

transaction.

According to another embodiment of the present invention, a method for

‘ conducting a trusted transaction between parties is provided. The method includes
the steps of (1) identifying a unique identification for each of the parties, a unique
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identification of the transaction, a unique identification of value-added information
to be transacted, or a unique identification of a value-adding component; (2)

applying a steganographic cipher; and (3) verifying an agreement to transact

between the parties. Once the parties are identified by the unique identification,

transaction identification, or the unique identification of the value-added

information, secondary terms and conditions may be offered for acceptance. The
transaction may take several additional steps and may include additional value-

adding components to reach a legal agreement.

_ The agreement may cause a secondary term to be enabled for one of the
parties.. For example, the agreement may be related to the ability to choose

ownership in the seller instead of some benefit in price, service or selection. This
ownership may be priced according to traditional options pricing methodologies.

Essentially the “discount” in cash value terms, may be the option price. So if there
isa price, selection or service that can be equated to some cash equivalent amount,
that amount can be used by the buyer as a right, but not obligation to purchase equity

in the seller. Alternatively, the cash equivalent may have a direct equivalence in
equity prices.

According to another embodimentof the present invention, a method forbi-

directionally exchanging value-added information between parties is provided. The

method includesthe steps of (1) associating a plurality of unique identifiers with the

value-added information, the value-added informationincludinga digital watermark,

a file header, a file attachment, and/or a file wrapper; (2) associating each of the
parties with unique identifiers, the unique identifiers including a digital watermark, a
file header, a file attachment, and/or a file wrapper; and (3) exchanging value-added
information between theparties.

According to another embodiment of the present invention, a method for

exchanging value-added information between parties is provided. The method

includes the steps of (1) providing a data transmission means; (2) verifying the
parties to the transaction; (3) negotiating a term. such asaprice, a service, and/or a

selection; and (4) binding the term to the information using a digital watermark, a
file header, metadata, and/or a file wrapper. The bound transaction terms may.

include value-added information.
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According to another embodiment of the present invention, a method for

trusted transactionsis provided. Themethodincludes the steps of (1) receiving data
to be processed; (2) determininga structureofthe data; (3) determining if the data is

authentic; and (4) determining an associated usage of the data based on the data

structure and the authenticity of the data.

According to another embodiment of the present invention, a method for

secure transaction is provided. The method includes the steps of (1) receiving a

request to process a transaction; (2) uniquely identifying the source of the request;
(3) uniquely identifying at least one term of the request; and (4) storing

identification information for transaction negotiation.

According to another embodimentofthe present invention, a method forthe

facilitation of the exchange of information data between at least a first party and a

second party is provided. The method includes the steps of (1) receiving a rule

governing information data from a first party; (2) receiving a request for the
information data from a second party; (3) matching the predetermined rule with the

request; and (4) uniquely identifying the information data and the first and second

parties. The information data may include unstructured data or structured data.
According to another embodimentof the present invention, a method for the

managementofrights is provided, The method includes the steps of (1) receiving

information; (2) determining whether the information is structured information or
unstructured information; (3) identifying the information with a steganographic

cipher; (4) authenticating the information with a digital signature or a digital

watermark check; and (5) associating the identification and authentication results
with a predetermined record, a predetermined rule, or a predetermined function.

According to another embodimentof the present invention, a method for risk

management is provided. The method includes the steps of (1) receiving

information; (2) determining whether the information is structured or unstructured;

(3) identifying information with a predetermined ciphered key; (4) authenticating

information with a digital signature, a digital watermark check, or a predetermined

ciphered key; (5) associating identification and authentication results with a

predeterminedrule; and (6) limiting access based on a predetermined exposureof a
decision maker.
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According to another embodiment of the present invention, a method for

securely exchanging information data between parties is provided. The method

includes the steps of (1) creating a private key; (2) deriving a corresponding public
key correspondingto the information data sought and at least one of(a) verifiable

data associated with different versions of the information data, (b) verifiable data

associated with a transmitting device, and (c) verifiable data associated with an

identity of the party seeking the information data; (3) establishing a set of one time

signatures relating to the information data; (4) establishing a hierarchy of access to

the set of one time signatures; (5) creating a public key signature, the public key

signature being verifiable with the public key, including the hierarchy of access to

the set of one time signatures; (6) providing the information to a certification

authority for verification: and (7) verifying the one time signature and the hierarchy
of access to enable transfer ofpredetermined data.

According to another embodiment of the present invention, a method for

authenticating an exchangeof a plurality of sets of information data between parties

is provided. The methodincludesthe steps of (1) creating a plurality of hierarchical

classes based on a perceptual quality of the information data; (2) assigning each set
of information data to a corresponding hierarchical class; (3) defining access to each

hierarchical classes and to each set of information data based on at least one

recognizable feature of the information data to be exchanged; (4) predetermining

access to the sets of information data by perceptually-based quality determinations;

(5) establishing at least one connection between the exchanging parties; (6)

perceptually recognizing at least one of the sets of information data dependent on

user provided value-added information data; and (7) enabling a trusted transaction

based on verification, and associated access, governing at least one of a set of
information datasets.

According to another embodimentof the present invention, a method for

authenticating the exchange of perceptual information data between parties over a

networked system is provided. The method includes the steps of (1) creating a

plurality of hierarchical classes based on a perceptual quality of the information

data; (2) assigning each set of information data to a correspondinghierarchical class,

(3) defining access to each hierarchical classes and to eachset of information data
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based on at Jeast one recognizable feature of the information data to be exchanged;

(4) perceptually recognizing at least one ofthe sets of information data dependent on

user provided value-added information data; (5) enabling a trusted transaction of the

information data based on verification of means of payment, and associated access,
governing at least one copy of the information data sought; (6) associating the

transaction event with the information data prior to transmission of the information

data; and (7) transmitting and confirming delivery of the information data

According to another embodiment of the present invention, a device for

conducting a trusted transaction between parties who have agreed to transact is
provided. The device includes means for uniquely identifying unique identification

information, such as a unique identification of one of the parties, a unique
identification of the transaction, a unique identification of value-added information -

to be transacted, or a unique identification of a value-adding component; a

steganographic cipher; and a meansfor verifying an agreementto transact between

the parties.

According to another embodiment of the present invention, a device for

‘conducting a trusted transaction between parties who have agreed to transact is

provided. The device includes means for uniquely identifying unique identification

information such as a unique identification of one of the parties, a unique

identification of the transaction, a unique identification of value-added information

to be transacted, or a unique identification of a value-adding component; and means

for enabling a subsequent mutually agreedto at least one term.

According to another embodiment of the present invention, a device for

conducting trusted transactions between parties us provided. The device includes a

steganographiccipher; a controller for receiving input data or outputting outputdata;

and an input/output connection. The device may have a unique identification code.

According to another embodiment of the present invention, a trusted

transaction device for transmitting authentic value-added information data between

parties is provided. The device includes a display; a unique identifier; means for

ciphering information that is input and output; means for interacting with other
similarly functional devices; and means for storing or retrieving value-added
information and a value-adding component.
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According to another embodiment of the present invention, a device for

securely exchanging information data is provided. The device includes means for

creating a private key by the party seeking information; means for deriving a

corresponding public key based on the predetermined data and verifiable data

associated with different versions of the information, verifiable data associated with

a transmitting device, or verifiable data associated with the identity of the party

seeking information; means for creating a set of one-time signatures relating to the

predetermined data; means for validating a predetermined hierarchy of access of the

set of one-time signatures; means for creating a public key signature, verifiable with
the public key, including the access hierarchy of one time signatures; means for

securely transacting predetermined data by providing information relating to a

proposed transaction; and means for verifying the one time signature and the .
hierarchy of access to enable transfer ofpredetermined data.

According to one embodiment of the present invention, a system for the

secure exchange of predetermined, verifiable information data between parties is

provided. The system includesat least one condition for the use of the information;

means for differentiating between predetermined information and other seemingly

identical information based on an authentication protocol; means for associating
authenticity of verifiable information data with at least one condition for use; a

storage unit for storing the predetermined, verifiable information; and means for

communicating with the predetermined, verifiable information storage.

According to one embodiment of the present invention, a system for the

exchange of information is provided. The system includes at least one sender; at
least a receiver; a verifiable message; and a verification of the message byat least

one of the senders and the receivers. A verification of the message may enable a

decision over receiving additional related information.

According to one embodiment of the present invention, a system for

computer based decision protocol is provided. The system includes a means for

identifying between structured and unstructured information; a means for

authenticating structured information; and a means for enabling a decision rule

based on the identity and authenticity of the information.
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According to one embodiment of the present invention, a system for

computer-based decision protocol is provided. The system includes means for
identifying between structured and unstructured information; means foridentifying

structured information; and means for enabling a predetermined decision rule based

onthe identity of the information. |
BRIEF DESCRIPTION OF THE DRAWINGS

For a more complete understanding of the present invention, the objects and

advantages thereof, reference is now made to the following descriptions taken in

connection with the accompanying drawings in which:

Fig. 1 is a block diagram of a system for trusted transactions according to
one embodimentof the present invention;

Fig. 2 is a schematic of a local content server environmentaccording to one

embodimentofthe present invention;

Fig. 3 is a flowchart depicting an example of an authentication according to

one embodimentofthe present invention;

Fig. 4 is a flowchart depicting an example of content flow according to one

_ embodimentofthe present invention;

Fig. 5 is a flowchart depicting an example of content flow according to one

embodimentofthe present invention; |
Fig. 6 is a flowchart depicting an example of content flow according to one

embodimentofthe present invention;

Fig. 7 is a flowchart depicting an example of content flow according to one

embodimentofthe present invention;

Fig. 8 is a flowchart depicting an example of content flow according to one

embodimentofthe present invention;

Fig. 9 is a flowchart of a method for trusted transactions$ according to one
embodimentofthe present invention;

Fig. 10 depicts a device for trusted transactions according to one

embodimentofthe present invention.

Fig. 11 is a block diagram of a person information device according to one
embodimentofthe present invention;
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Fig. 12 is a block diagram of an authentication device according to one
embodimentofthe present invention; and

Fig. 13 is a flowchart depicting an authentication process according to one

embodimentofthe present invention.
DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENTS

In order to assist in the understanding of the present invention, the following

definitions are provided and are intended to supplement the ordinary and customary

meaning of the terms:

Authentication: A receiver of a “message” (embedded or otherwise within

the value-added information) preferably is able to ascertain the origin of the message

(or byeffects, the origin of the carrier within which the message is stored). An

intruder preferably cannot successfully represent someone else. Additional

functionality, such as message authentication codes, may be incorporated (a one-
way hash function with a secret key) to ensure limited verification or subsequent
processing ofvalue-added data. .

Authorization: A term whichis used broadly to coverthe acts of conveying

official sanction, permitting access or granting legal power to an entity.
Encryption: Encryption is a method of securitizing data. For example,

encryption may be data scrambling using keys. For value-added or information rich

data with content characteristics, encryption is typically slow or inefficient because

content file sizes tend to be generally large. Encrypted data is sometimes referred to

as “ciphertext.”

High Quality: A transfer path into the LCS Domain that allows digital

content of any quality level to pass unaltered. “High Quality” can also mean

unfettered access to all VACs.

Local Content Server (LCS): A device or software application that can
securely store a collection of value-added digital information, such. as entertainment

media. The LCShas a unique ID.
LCS Domain: A secure medium or area wheredigital content can be stored,

with an accompanying rule system for transfer into and out ofitself.

Low Quality: A transfer pathinto the LCS Domain that degrades the digital

content to a sub-reference level. In an audio implementation, this might be defined
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as below CD Quality. Low Quality can also mean no VACsare allowed in to the

system.

One way hash function: One-way hash functions are known in the art. A

hash function is a function which converts an input into an output, whichis usually a

fixed-sized output. For example, a simple hash function may be a function which

accepts a digital stream of bytes and returns abyte consisting of the XOR function

ofall of the bytes in the digital stream of input data Roughly speaking, the hash
function may be used to generate a “fingerprint” for the input data. The hash

function need not be chosen based on the characteristics of the input. Moreover, the

output produced bythe hash function (i.e., the “hash”) need not be secret, because in

most instances it is not computationally feasible to reconstruct ‘the input which

yielded the hash. This is especially true for a “one-way” hash function--one that can

be used to generate a hash value for a given input string, but which hash cannot be

used (at least, not without great effort) to create an input string that could generate

the same hash value.

Read-Only Media: A mass storage device that can only be written once

(e.g., CD-ROM, CD-R,DVD, DVD-R, etc.) Note: pre-recorded music, video, game

software, or images, etc. are all “read only” media.

Re-writable Media: An massstorage device that can be rewritten (e.g., hard

drive, CD-RW,Zip cartridge, M-O drive, etc.).

_ Satellite Unit: A portable medium or device that can accept secure digital

content from a LCS through a physical, local connection and that can either play or

makeplayable the digital content. Thesatellite unit may have other functionality as

it relates to manipulating the content, such as recording. The satellite unit has a

Unique ID.

Scrambling: For digitally-sampled data, scrambling refers to manipulations

of the data. Value-added or information rich data may be manipulated at the

inherent granularity of the file format, essentially through the use of a transfer

function. The manipulations are associated with a key, which may be made
cryptographically secure or broken into key pairs. The manipulation may be

associated with a predetermined key, which may be made cryptographically secure
or made into asymmetric key pairs. Scrambling is efficient for larger media files
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and can be used to provide content in less than commercially viable or referenced

quality levels. Scrambling is not as secure as encryption for these applications, but

provides more fitting manipulation of media rch content in the context of secured

distribution. Scrambled data is also called “ciphertext” for the purposes of this

invention.

Encryption generally acts on the data as a whole, whereas scrambling is

applied often to a particular subset of the data concerned with the granularity of the

data, for instance the file formatting. The result is that a smaller amount of data is

“encoded”or “processed”versus strict encryption, whereall of the data is “encoded”

or “processed.” By way of example, a cable TV signal can be scrambled byaltering

the signal which provides for horizontal and vertical tracking, which would alter
only a subset of the data, but not all of the data—which is why the audio signalis

often untouched. Encryption, however, generally alters the data such that no

recognizable signal would be perceptually appreciated. Further, the scrambled data
can be compared with the unscrambled data to yield the scrambling key. The

difference with encryption is that the ciphertext is not completely random,thatis,

the scrambled data is still perceptible albeit in a lessened quality. Unlike

watermarking, which mapsa changeto the data set, scramblingis a transfer function

which doesnotalter or modify the dataset.

Secure Electronic Content Distributor (SECD): An entity that can validate a

transaction with a LCS, process a payment, and deliver digital content securely to a

LCS. This may be referred to as a “certification authority.” SECDs may have

differing arrangements with consumers and providers of value-added information or

other parties that may conduct transactions, such as business to business
relationships. The level oftrust place into an SECD can be dynamically adjusted as

transactions warrant or parties agree.
Standard Quality: A transfer path into the LCS Domain that maintains the

digital content at a predetermined reference level or degrades the contentifit is at a

higher quality level. In an audio implementation,this might be defined as Red Book

CD Quality. Standard Quality may also refer to a particular set of VACs that are

allowed into the system. . .
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UniqueIdentification, or Unique ID: A Unique ID is created for a particular

transaction and is unique to that transaction (roughly analogous to a human

fingerprint). One way to generate a Unique ID is with a one-way hash function.
Another way is by incorporating the hash result with a message into a signing

algorithm will create a signature scheme. For example, the hash result may be

concatenated to the digitized, value-added information which is the subject of a

transaction. Additional uniqueness may be observed in a hardware device so as to

differentiate that device, which maybe used inaplurality of transactions, from other

similar devices.

Value-Adding Component (VAC): An attachment to the content that

enhances the user’s experience of the content. VACs may be metadata, headers,
usage rules, etc. For music, some examples are: album art, lyrics, promotional

material, specialized playback instructions. For other embodiments, the value-

adding component may relate to the consumer’s personal information, preferences,
paymentoptions, membership, or expectations overa transaction.

The agglomeration of value-adding components is “value-added

information.” In the aggregate, value creation on an informational level can be
observed and measured.

Value-added__Information: Value-added information is generally

differentiated from non-commoditized information in terms of its marketability or

demand, which can vary, obviously, from each market that is created for the

information. By way of example, information in the abstract has no value until a

market is created for the information (i.e., the information becomes a commodity).

The same information can be packaged in manydifferent forms, each of which may

havedifferent values. Because information is easily digitized, one way to package

the “same”information differently is by different levels of fidelity and discreteness.

Value is typically bounded by context and consideration.
Verification: Called “integrity,” in cryptography, an intruder preferably

cannot substitute false messages for legitimate ones; the receiver of the message
(embedded or otherwise within the value-added information) preferably is assured

that the message(or by effects, the origin of the carrier within which the message is

stored) that the message was not modifiedor altered in transit.
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Note: The above definitions may be interchanged in different embodiments

of the present invention and serve as parameters in breaking down value-added

information exchange andtrusted transactions.

Embodimentsof the present invention and their technical advantages may be

better understood byreferring to Figs. 1 through 13, like numerals referring to like

and correspondingparts ofthe various drawings.

. Increasingly, a premium is being placed on both recognition and trust. These
intangible elements are both expensive to create and to maintain given the ever-

decreasing amount of human contact during transactions. To the extentthat many
transactions are now possible without any human contact, the present invention is a

unique improvement over the art in enabling bi-directional authentication of

information between parties toenable “trusted transactions” between those parties

For anonymous market exchanges, transparency and data integrity, as well as

confidence, serve to promote confidence and growth in product, goods and service

offerings. Perception is an expensive trigger to trusted transactions reinforced by the
experience of marketparticipants.

Confidence as well as experience enabletrust: in an anonymous marketplace,

it is desirable for the authenticity of value-added information and value-added

components to be made more transparent and independently verifiable by all

concemed parties. Transparencyis valued in education and experience.

A purchase decision between a buyer and a seller is equivalent to the

temporal establishment of a mutually agreed “abstraction of value” in the

information sought or exchanged, which may berepresented in both tangible and

intangible forms. Perception is the natural limit of “fair pricing,” and drives value
determination of a particular good or service. Perception may bestructured by

context, history, and/or condition. The “value” of a particular transaction has an

intrinsic meaning (financial, economic, legal, political, social, statistical or actuarial
meaning), temporally (at the instant of the transaction), for both the buyer and seller

(reached an agreement including offer acceptance and consideration), with any

inclusive terms and conditions (hereinafter, “terms”) governing the transaction
(price, credit terms, delivery options, and other parameters concerning the good or

service with respect to which the transaction takes place). As a result of such trusted
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transactions, the parties gain confidence. Even parties who may be anonymous

benefit from the contemplated improvements over theart.

Referring to Fig. 1, a block diagram of a system for trusted transactions is

provided. System 100 includestrusted transaction engine 102, which interacts with

a plurality ofparties 104. Each party 104 has a uniqueidentity 106. .
Value-added information 108, as defined above, includes both intrinsic value

112 and nonintrinsic value 114. A vendor (who may beaparty 104) may decide
whatinformation has value (i.e., should be considered to have intrinsic value ornot),.

and this decision may be madeonapertransactionbasis.

| The present invention may provide advantages to all parties involved,
including pricing flexibility, a reduction (or optimization) of transaction costs, a

recognition of value-adding components,andtheability to provide provable security

and trust amongparties. Each will be discussedin greater detail, below.

1, Pricingflexibility for parties

Because buyers and sellers have complementary but competitive goals in

consummating a transaction, variable pricing in the present invention is supported

without any detrimental affect on the potential relationship between the buyer and

the seller, or their agents. Known systems depend primarily on securing payment;

payment alone, however, does not ensure the buyer and the seller of lasting

protection of their respective “intangible assets,” especially those that are
increasingly based on value-adding information(e.g., trademarks, copyright, patents,

credit history, health condition, etc.). The buyer fears identity theft (“first party,”or

“sentimental” piracy), while the seller fears piracy of valuable information assets

(‘third party,” or “positional” piracy). The separation of authentication of
perceptually-represented goods and services and value-adding information, from

payment security, is an important novel feature ofthe presentinvention.

Known systems specify a number of methods for ensuring “security.”

However, the primary feature of these approaches is access control based solely on

proof that a purchase has been completed. This means that if a purchase can be

enabled only by determinationsthat a transaction was successful, the ability to entice

more transactions or otherwise increase the development of maintainable trusted

transactions is undermined. Simply,the fact that a purchase was completed does not
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mean that a trusted transaction has, in fact, been enabled. No provision for

establishing a trusted relationship between the buyer and the seller takes place

absent some authenticable exchange of additional value-adding information. The

present invention increases the likelihood of a successful trusted transaction and

extends beyond the ability to pay (assuming no “identity theft” has occurred). The
present invention provides additional means for verifiable information exchange that

enhance the experienceofthe buyer and theseller in seeking trusted transactions.

Because many manufactured goods are likely to have similar costs from a

' strict manufacturing standpoint, the value-added service, or services, that are

provided to the buyer are likely to encourage additional opportunities for trusted
transaction. The seller can benefit by leveraging a single purchase into a profitable
relationship. Even distribution costs may be commoditized for all similar tangible

goods. A series of non-contiguous or non-temporal transactions alone would

constitute a profitable relationship if the buyeris satisfied and theseller is profiting.
That pricing, and its terms, may be varied dynamically or supported flexibly (based
on information exchange at the time or leading to a transaction), is another

improvement over the art. The incorporation of micropayments becomes more

feasible as the cost oftrust has been reduced and thus smaller discrete increments of

monetary consideration are easier to support to the benefit of buyers and sellers
seeking higher. granularity or discreteness over the information or tangible goods

they transact. Simply put, identification and authentication of specific information

and value-added componentsis inherently important to further segmentation ofunits
of payment (e.g., micropayments). Micropayments may be interpreted as a value-
added componentin facilitating transactions.

Pricing may also be bi-directional and asymmetric, and is preferably
determined bythe seller in order to define “profitability.” Some sellers may choose
to maintain fixed pricing for their goods or services, but may incorporate variable

pricing in the value-added component. Forinstance, while the price of a given good

or service may befixed, the value-added component maybe the termsofthe pricing

as it effects the buyer. The seller mayalso entice the buyer to provide demographic

value-added components, or related data, which has intrinsic, sentimental value to

the buyer. To the seller, the pattern, or structure, of demographic datum serves as a
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valuable filter in which to position its offerings. Simply put, while barter is

relatively inefficient, cash, being anonymous, maynot reveal enough information to

provide an incentive for the seller to vary credit terms or offer a greater variety of

goods and services, even if there is a single underlying value-added information

good(the seller can still offer perceptually similar but nonequivalent versions of the

information without threatening secure, higher quality, limited, or more expensive

versions).

The ability to offer both secure and unsecure, or legacy, versions of the same

information based on a mutual disclosure and mutual understanding of both the

buyer and the seller is particularly novel in the art. Moreover, privacy can be

enhanced and new, unproven and yet unsecure information can be offered without °

jeopardizing the security of any pre-existing primary value-added information

whether it be music, images, currency, electronic documents, chip designs, source

code, legacy versions, priorart, etc.

The period of payment, like the discreteness of the actual payment, interest

rate relating to a payment period, grace periods, early payment benefits, variable

interest rate based on the seller’s ability to assess the credit risk/worthiness of the

buyeror its agent, etc. is an element or component (a value-added component) that

may be changed to affect a transaction. Making these components more transparent

to buyers improves the opportunity for enhancing and maintaining trust. It also

enables buyers and sellers to make mutually beneficial decisions based on

transparent, verifiable information or value-added components. Moreover, buyer-

driven pricing, as with Dutch auctions, or market-based pricing, are not possible

without compromising the access-based security in known systems. With the

present invention, goods and services are better able to realize full market value

because access to the goodorserviceis not restricted (such as with new music or

new endeavors by “unknown” or “unrecognized” artists, designers, creators or

engineers). The market participants are better able to assess the good or service in
- question, and/or the related value-adding information/component, when experience

and information sharing is encouraged. Theprior art is restrictive by necessity in

information sharing precisely because security cannot be maintained by prior art

systems with such open accessto information.
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For goods or services that are difficult to value (e.g., media content, legal

advice, design, non-commodity items, etc.) and decision-intensive, pricing becomes

a barrier to entry in a marketplace that puts a premium on recognition. Highly
recognized artists, lawyers, designers, retailers, etc. have a competitive advantage

over their unrecognized competitors. One approach to gaining recognition is freely

distributing or providing goods or services. Ultimately, the sellerstill needsto profit
from this initial positioning to the extent that financing of operations is available (the

sellercan stay in business as long as investors or financing is available to enable
such operations). The same goodsor services may beoffered in a “tiered” manner,

whichrelates to the purchaseprice or to the quality of the underlying good or service
to be exchanged. Examplesof this include providing music in MP3 quality audio

instead of CD quality; providing 10 hours of customer support instead of charging

per hour; charging service charges instead offree checkingor ATM access; charging
a price perbit or bandwidth;etc.

Segmenting also plays a role in the “freshness” or “newness” of the

information good or service. Live concerts or lectures may be worth more to the

buyer than pre-recorded versions offered later or separately. The performer or

creator of the information to be performed, or conveyed live, can only be at one

place at a time, and may be a premium forthat time. Live broadcasts may similarly
have a higher value. Physical advice may be worth more than printedliterature to

the buyer as well. These dynamics create an impetus for flexible and dynamic

pricing that does not undercut the security of the overall “trusted transaction”

methods and systems envisioned in the present invention.

In known systems, legacy information, relationships, etc. systemically

undermine the ability to ensure a “trusted system.” The buyer and the seller in the
art have no meansfor differentiating between the secure and unsecure versions of a

good, service, or value-adding component. The present invention provides such

protocols by incorporating additionalbits of data, which do not necessarily represent

added data, but imperceptibly replace data with identifying or authenticating data,

enabling market participants to determine whether a value-added information

“package” is secure. This also enables uniqueness of information packages to be

consistently created and checked or maintained for later reference. The prior art
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relies on the denial of access or accessrestriction, a clear disadvantage in increasing

the availability of value-added information. With trusted transactions market

participants are able to verify, identify, and price information and then decide which

versions are appropriate for a given or existing demand.

Pricing may be better understood if the cost or time of computation is .
measured as a tangible asset. Similarly, the natural limit to theft of tangible assets

has alwaysbeen in the cost of the tangible assets. As information can increasingly

be traded for value in excess of the cost of its storage or transmission, pricing

becomesless tangible and more subjective. Delivery of information accurately and

quickly becomes a valued service. Measuring such value is based on the same

principles that allow cost estimates of the delivery of fixed weight parcel packages.

The existence of hackers indicates a: lowered economic barrier to entry for

informational crime, including identity theft and piracy. Dissemination of binary
code, which is similarly detrimental, at little or no cost to the originator of the

valuable information, introduces novel concepts to the approaches of information

pricing. Tangible goods becomesubstitutes for cash payment.

An example of pricing based on effort is illustrated by a watchmaker who

takes six months to finish a watch that he prices at $70,000. This includes a

“reasonable”profit and the cost of materials. The buyer is a watch fanatic and earns

$140,000 a year. The exchange of a tangible good that has intrinsic value, which is

converted into monetary terms for negotiation, as agreed by the parties in the
exchange, becomes more prominent if information concerning value is transparent

or fluid for all market participants. Transparency is inherently favored by markets

seeking to appropriately price goods or services based onall available informationat

the momentofpricing. Conversely, risk can be priced based on the financial context

or structure of an organization. Those who earn $20,000 should have to have

confirmation by others with additional financial or fiduciary responsibilities before

validating or approving transactions that exceed an individual’s earnings for the

period in question. At any time responsibility can be linked to authority, as a pricing

mechanism for decisions concerning similar amounts of monetary consideration.

With pricing mechanisms and userules, trusted transactions offer flexible pricing
not possible with current systems.
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Value-adding components, which mayincludepricing, is preferably viewed

as @ Separate and distinct means for the buyer and the seller to separate information

that may or may not be essential to any given transaction and may also be viewed as

nonessential unless both parties can stipulate such information exchange. This is
invaluable as multiple channel distribution of the “same” goods (e.g., download

music over the Internet versus purchasing a CD fromastore) or services (obtaining

a mortgage online versus processing physical loan documents) can be offered by the

seller. Determinations of which channel, or channels, are profitable requires

verification of unsecure and secure versions ofthese “same” goods.

Value-adding components may also include an offer, an acceptance, a bid, a

purchase, and a sale of a securities instrument, including an option, a warrant, or

equity.

Security is inherently intended for the party seeking value or authentication

_ over the information or transaction and conversely protecting sentimental

information or identity from being stolen or defrauded. For the long term, buyers

are able to differentiate that personal information value-added components are

appropriate for disseminationto a seller to affect a transaction, or to get better terms.

Either the buyer or the seller, or both, are better able to determine that transactions

or relationships are favorable on a transaction to transaction basis, and thus

“transact” accordingly.

Pricing of the value-added information may include a value-adding

component relating to the present value of recognition/non-cash equivalent

cost/service that is handled in a separate negotiation or transaction, or a subsequent

negotiation or transaction .
The present invention may include limits of liability, or may consider the

time value of moneywhen determininga limit ofliability threshold. The present

invention may enablerules/access/authorization based onthe result of that operation.

In one embodiment, an actuarial estimate of liability (future time) or cost (present
time) mayserve as a rule for enabling another rule.

2. Reduction or optimization of transaction costs

In stances where the buyerandtheseller, or their agents, seek to transact

products or services that include value-added information, the seller generally seeks

s
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to maximize profit, but may forego profit in the short term to ensure recognition or

market share in the short term. The buyer seeks “satisfaction,” which is dependent

on one or more of the following product/service determinants: 1) price; 2) service;

and 3) selection. These determinants may be quantitatively or qualitatively assessed

and may be based on available bandwidth, time of transaction, and transaction event
conditions.

A priori, the buyer may not recognize the seller. In an information economy,

such events are not a disincentive to pursuing a trusted transaction, but instead

present market opportunities for valuing, authenticating, and verifying information

(all may be value-added components) concerning potential transactions are

inefficient. Conversely, the seller may not have enough information about the buyer

to determine what type of potential transaction can be enabled, based on the buyer’s
ability to purchase now, or at any point in the future. The seller may be inclined to

make a sale with the buyer (or the buyer’s agents) with or without confidence that

the initial transaction will lead to further transactionsortrusted relationships that are

profitable for the seller. The seller may use purchasing options (e.g., barter, cash or

its equivalent, or credit) to enable a purchase by the buyer. According to one
embodiment of the present invention, because value-adding information andits

components may be bi-directional, both the buyer and the seller may chose to

negotiate the transaction, including variable terms for payment, as one form of

value-added componentor service and support for the information to betransacted.

Transactions, as defined by a purchase event (payment can be preliminarily

assured), may happen before or after the buyer and the seller have “agreed” to

transact. When the seller requires value-adding components/information about the

buyer before entering the transaction, the seller generally has higher risks than the

buyer, which mayaffect its profitability. Where there is a high risk for piracy, such

as the digital copy problem (that can render individual copies of value-added

information worthless), the seller may not be able to establish trust with an unknown

buyer. The seller is not assured of any potential profitable transactions or long-term

relationship with the buyer, which posesa significant risk to the seller if the buyer

pirates information goods or services. A lack of dynamic authentication, even in
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real time, at least initially, and adjusted as needs arise over time, and flexibility in

negotiable terms, may cause the seller’s assets to be economically undervalued.

Conversely, in those events where the buyer requires value-adding

components/information about the seller in advance of entering a transaction, the

buyer generally has higher risks than the seller with regard to its ability to enter into
transactions. “Identity theft” is an exampleofa risk that is higher for the buyer than

the seller in these types of transactions. Additional transactions include on-line

brokering, auctions, searches, bots, webcrawlers, recognition, and determination of
goods or services absent proof of privacy guarantees. This applies to

noncommercial information as well (e.g. the FDIC logo, currency, driver’s license,
etc.) . .

The establishment of mutual trust may be asymmetric depending ontherisk

profile of the buyer and the seller. Risk/reward tradeoffs are implicit to some

transactions, while the time required to establish a trusted transaction or eventual

profitable relationship may not be contiguous. In many on-line transactions, the per

transaction risk is generally higher to the buyer, who maysuffer fraud and may need

to be more diligent about what value-adding information it chooses to exchange in

the interests of enabling a trusted transaction. It is true, however, that in business to
business transactions (“B2B”), or in financial information exchange, the relative

risks to each party are relatively equivalent, and requiring a more symmetric

exchange of value-adding components relating to verification and purchasing power
(in the form ofbarter, cash, cash equivalents or financing that would also constitute

value-adding components) is not as necessary. Reducing the cost of creating and
maintaining trust is an advantage of the present invention over known systems.

3. *Reintermediation”: recognition as a Value-added Component

' Asymmetry exists in recognition as well. Where word-of-mouth may

constitute an acceptable means for creating recognition for a particular good or
service, the buyer and the seller may wish to expand their respective abilities to
capture more of the increasingly available goods and services, or value-adding

information (about themselves, or terms for a trusted transaction). With advertising

and other forms of marketing, the push and pull of value-adding information

between the buyer and the seller also contributes to potential purchase decisions by

DISH-Blue Spike-842

Exhibit 1004, Page 0965



DISH-Blue Spike-842
Exhibit 1004, Page 0966

WO 01/43026 , PCT/US00/33126

10

15

20

25

30

-94-

both parties or their agents. The buyer may control certain criteria it seeks, such as

price, selection, and/or service. The seller, conversely, seeks the highest profits
from a given potential buyer or his agents, which may not be quantifiable from the

first transaction or may not be the primary focus of the seller (such as seeking a

valuable, marquis client). Both the buyer and seller may compare patterns or

structure that, when recognized, help in forming opinions about the history,

condition or context of the information. |

In general, recognition serves to encourage morerecognition. Theseller will

likely seek trusted transactions in the interests of profitably leveraging the time, cost

and expense of generating theinitial exchange of goods and services with the buyer.

_ Over the longer term (defined as any additional transactions beyond the initial

transaction), a profitable relationship is sought by the seller. The buyer and the
‘seller may still maintain flexibility as expectations or needs conceming the

relationship change. The present invention allows for such variability and flexibility

by enabling real time: adjustments to the terms that prevail between market

participants. While terms are conditions are negotiatiable, security of the overall
system is not jeopardized because secure and unsecure versions of the “same” value-

added information and value-added components can be adjusted bi-directionally. In

an information-based transaction, there is value in reintermediation by sellers

seeking to ensure that their informationis provably identifiable and verifiable.

The buyer and the seller may seek recognition or use meansfor increasing

visibility of their respective interests. The buyer ultimately seeks to satisfy itself
through a trusted transaction preserving private or financial information for select

transactions requiring higher amounts of information exchangeorverification (real

time references, “membership reward programs” such as frequentflier airline points,

or financing options that can be dynamically offered, are two incentives to the buyer |

and are likely to differentiate vendors, large and small, really or perceptually); the
seller ultimately seeks to profit from the trusted transaction. Recognition of this

potential exchange betweenthe parties is not assumed to be high enough to enable a

transaction, but high enough to create exposure for the buyer or the seller. Trust is

assumed to not be pre-existing, or it may be variable between the buyer and/or the

seller, requiring additional exchanges of value-adding information to enable a
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trusted transaction. The seller, in the extreme, seeks the highest profit for each

transaction. The buyer, in the extreme, seeks the highest satisfaction for each
transaction. As discussed above, both goals are complementary and competitive,

thereby increasing the need for dynamic exchange of value-adding information.

Recognition can enhance the potential for a successful trusted transactions and

serves as a form ofabstract experience for both parties to efficiently make decisions.

With experience, value assessments become possible. Abstractions of value become

experienceas trusted transactions beget more trusted transactions.

4. Provable security andtrust

Trusted transactions are characterized primarily by bridging the gap between

“provable security” and the imprecise nature of trust. Encryption, cryptographic

containers, digital watermarks and other forms of electronic data security can be

mathematically demonstrated -- discrete algorithms can be designed to meet certain
pre-defined specifications or pre-defined expectations.

Encryption and secure digital watermarking (e.g., steganographic ciphering)

offer tools for determining data integrity, authenticity and confidence. Transactions,

however, still require human decision-making. Known systems describe a number

of approaches for ensuring transactional security based solely on transmission

security and fail to differentiate between what could be called “positional piracy”

(e.g., the fraud or theft of universally recognized goods, products, and services) and

“sentimental piracy” (e.g., the fraud or theft of personal, private or financial

information).
For the purposes of this disclosure, the extreme case of sentimental piracy is

_identity theft. So long as information can be represented in binary digits (0s and 1s),

and can be easily copied, stored or transferred, identity fraud becomes an

increasingly insidious problem. There is a temporal limit whereby the actual person

is able to “reclaim” their identity at some point in time. The extreme case of

positional piracy is zero returns on an intangible asset that has been pirated. As

well, the present invention offers advantages over known systems for positional

piracy that enable the continuation of legacy business, customer relations and

existing information formats, without sufficiently weakening any overall system
security for trusted transactions. Simply, unlike known systems, access restriction is
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not an adequate or appropriate means for ensuring the security of information data
for a wide variety of applications.

To the extent that “security by obscurity” is typically representative of weak

security to those skilled in the art of cryptography, more transparencyfor parties to a

transaction over security protocols and information transfer are inherently necessary

to ensure trusted transactions. Although information between parties may be

asymmetrically exchanged (i.c., the value-added information or value-adding

components is not equivalent in quality or quantity between parties, such as a

difference in the amountofinformation exchanged,the identification of the parties,

etc.), the level and degree of authenticity or verification only differs among the

goods, products or services to be transacted, as well as the demands of the market

participants. For the purposes ofthis disclosure,the value-added information is the -

fundamental good to be transacted between parties, while value-added components

represent an atomic unit of data that is defined as the least amount of data that can

either add functionality or be perceptibly recognized to a system for trusted

transactions. Data may be represented in analog or binary terms in order to establish

uniqueness and assist in identification and authentication. Value-added components

“may be added, subtracted, or changed to vary the underlying value-added

_ information sought.

Because humans have difficulty remembering passwords, personal

identification numbers (PINs), and the like, dependence on such datum is

increasingly problematic as more anonymoustransactions are enabled between

parties over electronic networks, such as the Internet, or between businesses in

private networks. While passwords, or PINs, are commonly thought to be secure,

the ability to check all combinations of numbers or crack passwords becomesless

computationally expensive with increases in both processing speed and availability

of bandwidth. Cost is reduced to the detriment of security if any individual has the

means for high order computation or network-based bandwidth in discovering or

hacking any given secret. Quantum computing speeds up the ability to test and

discover such data at even greater speeds, and presents unique problems to security

systems described in the art. Quantum computing also enables the definition or

predetermination of the physical limitations of communicating or securing
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information. Where difference between binary or digital signal processing and

quantum mechanical limits is higher, better security is enabled. |
Biometrics have been suggested to remedy this problem, but do not offer any

way to create truly cryptographic secrets to be shared between parties. Iris scans,

fingerprints, and the like, are easily stolen because they are easily perceptible to

those seeking to defraud. Once stored electronically, biometrics be stolen for

unauthorized use. Combining a biometric with a digital signature may provide a

means to ensure that a given representation of a fingerprint or iris is fixed,

temporally at the time the certificate is created, but does not prevent dedicated

attacks at determining the fingerprint oriris to be used at some subsequent time.

Real time authentication and verification are improvements envisioned with the

present invention. Assuring that a particular fingerprint, signature or iris “data set”
is that of the intended user, is fundamentally important to embodiments described

herein. This becomesespecially invaluable with increasing number of anonymous

transactions. Although uniqueness may be enhanced with digital signatures and

digital iris or fingerprint records, the advantage with the present invention is that

more secure forms of uniqueness based on a predetermination ofthe discreteness of

time and a predetermination ofthe limits of information conversion andtransfer are

absentin theart.

Moreover, real time authentication is not enhanced with systems described in

the art, since such biometric data is easily stored or transferred, and thus suffers the

same pitfalls for any binary data that is sought by a party seeking to defraud.

Biometrics may be great for forensics (e.g., to determine after the fact who is

responsible for a particular act), but they do not effectively address an inherent

problem in enabling trusted transactions; that is, real time verification of parties or

real time association of parties with information being transacted (in an auction, for
instance). They are also not representative of a cryptographic key, which, as is well-

known in theart, requires secrecy, randomness, and an ability to update or destroy

the cryptographic key.

Another advantage of the present invention is the ability to serialize or

individualize “personal secrets” that are shared between parties to boost confidence

and transparency of transactions. That control, and the inherent uniqueness of
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personal entropy, constructed from such information as a hometown, favorite

restaurant, or high school sweetheart, is a means for perceptible representations of

“secret data” that enhances the ease-of-use and application of appropriate shared
secrets to be exchanged in conductingtrusted transactions. Associating suchsecrets

with primary value-added information or value-added components being transacted

is an additional novel feature of the present invention. Essentially, the present

invention provides the ability to personalize or serialize, informationally, an actual

“transaction event,” including: the buyer; the seller; primary information; value-

added components and tangible assets created, manufactured, ormanipulated; and

any additional reference that can be made perceptible and secure to any observer.

Bridging cryptographic with real world perception is a benefit over the priorart.

Essentially, randomness alone, whether pre-determined or not, is not

sufficient for the creation of a “secret” that may be used with high levels of

confidence repeatedly in assuring the validity of information or verify the identity of

a party. Encryption systems cipher the randomness according to available data

capacity; digital watermarking ciphers the randomness according to perceptible

features or characteristics of the carrier signal (a humanly-perceptible measure of

data capacity, which distinguishes applications for encryption from secure
watermarking). That such information can be made more computationally difficult

to discover, even by brute force attacks (since such experienceis onlylimited by the
experience of individuals) is of particular benefit to the art. The computational
complexity added by use of a steganographic cipher is discussed in the U.S. Patent

No. 5,613,004, the disclosure of which is incorporated by reference in its entirety,

and offers a means for human observers to see the actual tampering of information

represented perceptibly. This proofis self-similar to that which is obvious in the

real world, i.e., the ease at which one can observe that a watermark is missing from

‘currency. Handling information as contemplated by the present invention fortrusted

transactions is unique in bridging computational benefits from both digital signal

processing and cryptography to the benefits of all parties to a transaction. The

present invention is the enhancement of transactions through bi-directional

verification of parties and verification of primary or secondary information

exchanged.
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An additional advantage of the present invention is the ability to continue to

offer legacy businessrelationships, legacy products, legacy services and other means

that will not reduce the overall security maintained bya system for trusted

transactions. Known applications lack this feature, and instead rely on denial of

access or authorized access to information. Information need notbe restricted, and

is preferably freely exchanged to widen the opportunities for transactions with a

’ greater potential number ofparties. The present invention is an improvement, in that

the elements necessary for generating trusted transactions may be made more

flexible, and those elements that are “secret,” those elements that will be available at
predetermined times, as well as those elements that are made more obscure to
unintended parties, increase the overall computational difficulties in defeating a

system for trusted transactions.
An additional consequence is improvements in enterprise resource planning

and data mining. To the extent that transactions are made unique and may be

atomized into data, functions, value-added components and any associated
information, the cost of maintaining or referencing stored data, a goal in data miming

technologies, can be made more efficient and effective in assisting with an

optimized appropriation of resources, individual or corporate, Without such

uniqueness, serialization, authentication, verification or identification, particular

transaction events cannot be analyzed, manipulated or optimally used to create

additional trusted transaction opportunities. Caching technologies are similarly
effected by the present invention. The choice about what information should be

maintained locally based on identification or authentication of that information

available on a network, such as the World Wide Web, enables higher efficiency in

sorting and referencing data for repeated use without increased demands on the

network.

The ability to serialize individual transactions by particularizing trusted

transaction elements between parties is handied more consistently than in known
systems. Accessis not denied, and rules for access are not pre-determined for goods

or services that require exposure, testing or additional information for consummating

a transaction. Ease-of-use, maintenance of more human-like and physical world

expectations of trust are made more transparent. Identity and authenticationrisk is
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reduced, and confidence is increased. Overall expectations are handled accordingto

' the needs of individual parties to any number of transactions. Whatresults from

trusted transactions is a more vibrant and competitive marketplace for information,
value-added or not. Anonymity and legacy relationships may be maintained, unlike

requirements in known systems.
The application of steganographic ciphers enables an “optimized envelope”

for securely inserting, detecting, and protecting informational signals, or data, or

digital watermarks (predetermined messages) in a given digitized sample stream
(e.g., a predetermined carrier signal, such as audio, video, image, multimedia, virtual

reality, etc.). As the perceptible qualities of the content stream have a basis as

analog waveforms, steganographic ciphering increases the computational difficulty

of crypto-analysis and makes unauthorized removal or tampering of the watermark a

costly operation. With perceptible damage to a carrier signal a result of such

tampering, tampering is more easily observable by parties, including those who are

involved in a particular transaction event. Moreover, such tampering enables higher

transparency and verification of carrier signals of datum that are marked for secure
exchange, even if over unsecure transmission channels. The prior art relies overly
on secure transmission channels while ignoring the potential benefits of securing

datum (with secure watermarking, scrambling, or chaffing, for instance) over any

available transmission channel. Such tampering is also transparent to vendors

handling or accepting the information that enables less costly validation of claims

made after some event must be confirmed and verified to the satisfaction of

transacting parties. These unique features are an improvementovertheart.

What differentiates the “digital marketplace” from the physical marketplace

is the absence of any schemethatestablishes rights and responsibility, or trust, in the

- authenticity of digitized goods, services or value-added information. For physical

products, corporations and governments watermark “goods”. and monitor

manufacturing capacity and sales to estimate loss from piracy. Reinforcement

mechanisms, including legal, electronic, and informational campaigns also exist to

better educate consumers. Evidentiary levels of confidence must exist to support

claims that are typically competitive between parties to a transaction.
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Currently, security parameters may be coded into the actual physical —

transaction system or instrument. Similar to the security inherent in the randomness

of the magnetic strip onmost credit cards, these security parameters are designed to

be tamper-resistant. Cracking such codes would notpresent insurmountable barriers

to a dedicated effort at cracking a PIN. Access authorization is easily compromised

by fraudulent reconstruction of an instrument, such as a credit card. Although

storage of the security parameters in volatile, or nonpermanent, memory appears to

offer advantages, including higher security required for many transactions, absent

this higher level of security, real time authentication becomes a crucial benefit to

parties in ensuring the validity of many formsoftransactions. Insurance, identity,

and purchases of expensive items or services are not generally confidently handled.

Use of trustedtransactions to process value-added information is unique and

beneficial.

Several components may be used for separation of “trusted elements” for a

given device or method for ensuring “trust” according to one embodiment of the

present invention. First, a general purpose computing device is comprised of a CPU,

a memory or storage, input and output devices, and a power supply. A device or
card holder decides whether and when to use the device. For additional benefits

described herein, personal information or privacy data may be controlled by the user

in sample embodiments envisioned, unlike other pre-determinations of data in non-
trusted transaction smart cards (e.g., a credit card).

A data owner, who may or maynotbe the device holder, is provided. Where

the device holder and data owner are the same, as contemplated by some
embodiments of the present invention, such data as digital certificates, time stamps,

Unique IDs of data coming into and out of the device (personal or financial
information being a large class of such data), etc. can be authenticated in a humanly-

perceptible manner. This may be accomplished by a transducer, or a screen, that can

transfer analog-based information of device holder, or be inputted and transmitted

by the device holder for secure watermarking, or hashing ofdata to be exchanged.

A terminal, controlling input and output to and from the device (e.g., phone

cards are controlled by the phone service provider’s terminals, ATMsare controlled

by financial institutions, set-top boxes controlled or owned by entertainment
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distribution providers, etc. that may be made physically secure by separate means)

or a system that may interact with a device, such as that contemplated in

embodiments herein, to enable real time authentication or verification where such

checks may fail from time-to-time with existing pre-defined trust arrangements or

pre-determined protocols that require inefficient updating by one or both parties. In

lieu of a physical visit to a vendor, the present invention anticipates more convenient

anonymous updates, in those markets where it is possible to the benefit of both
buyers and seller -- both parties have a market demand or need andare able to agree

to such arrangements.

Embodiments of the present invention may include a simple Internet browser

plug-in, with complementary system softwarefor the provider of “information goods

or services,” that would identity, verify, authenticate, enable transfer, enable copying
or other manipulations of the various primary value-added information and value-
added components. Some of the functionality may strictly indicate what, if any,

security exists within a particular primary value-added information set. This need

' not be settled within a system oftrust, but be inherently imperceptible to any casual

observer or market participant interested in the informationor the transaction events

that can be observed. Essentially, encouragement of provable differentiation

between different classes of primary value-added information (secure, unsecure,

legacy, etc.), value-added components (not the primary information but value-

adding to the transaction event, and any information concerning marketparticipants

(private, history, condition, or financial) is enabled, using simple steganographic
ciphers with mapping and transfer functions without compromising the underlying
security.

A device issuer controls the operation of the device according to mutually

agreed to terms between parties. The device issuer may limit the use or functionality
of the device.

For the device hardware manufacturer, fraud may be attempted by the

various parties, subcontractors, etc, who are involved in the manufacture of the

devices. The device issuer requires protocols that cannot be defeated by typical
“rogue engineer” attacks, where security is dependent on an understanding of the

methodologies, device, or system design. In fact, the ability to transparently and
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provably manufacture secure smart devices may be accomplished with such

protocols as digital time stamping (using successive temporally related hashes that

seed other hashes to create a universally acceptable means for establishing the time

of manufacturer, with time being the universal constant), or digital watermarking

(where instead of time, other predetermined data is concatenated with data for

provably establishing ownership, over the device). Tampering must be provably

perceptibly evident upon tamper detection of the device (as with device used for

limiting theft of clothing or physical itemsin retail stores). Prevention of the rogue
engineer problem is not anticipated by known systems.

A software manufacturer usually requires clear specifications or transparency

such as open source code, providing the underlying ciphering algorithms and other
specifications for analysis. Similar trust issues as with device hardware
manufacturing exist. Stega-ciphering the operating system, the simple system or
engine for determining authenticity and identification of available data, to prevent

memory capture, cloning, write once memory specific to the device holder provide
additional benefits of security. A discussion of such is provided in U.S. Patent No.

5,745,569, the disclosure of which is incorporated byreference in its entirety. As

well, using transfer functions with associated predetermined keys is also a means for

accomplishing confidence and authenticity in transaction. This is described in US.

Patent Application Serial No. 09/046,627, entitled “Method for Combining Transfer
Functions with Predetermined Key Creation,” the disclosure of which is

incorporated by referencein its entirety.

In general, security requires: fewer splits of trust (poor tying arrangements
that may encourage fraud or piracy), better transparency of data (it should be

perceptibly apparent, or mathematically, or actuarially possible to observerisks and

quantify them to enable security design with a clear understanding of potential

threats for each system, method or device), and use of cryptographically strong

protocols, where security is both provable and perceptible such that market-driven

features are both fundamental at the earliest development and design of appropriate
systems and devices, in order to buildconfidence and trust that is acceptable and
transparentto all parties to a transaction.
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Application of a steganographic cipher to the operating system or operation

of the contemplated systems and devices ensures further security from tampering.
Such methods are disclosed in U.S. Patent No. 5,745,569, and offer additional

benefits when coupled with the embodiments disclosed herein. System or device

operations may be controlled with minimum functionality, objects or executable

code. As value-added information is checked for authenticity, decoding any

embedded operation objects or code, executing the operation of the system, and

deleting the object or code from memory, or randomizing it in memory to avoid

capture, would greatly increase the security ofboth value-added information and the

systems or devices intended for manipulation of the value-added information.

Alternatively, certain base functions, such as play, record, copy, manipulate, and

transfer data, may be problematic. These functions may be atomized into objects

that must be first authenticated by the trusted transaction device before they are

operable for the given format, or before they provide additional information.

Time of use has traditionally been a typical constraint for securing smart

cards and similar devices, but may become ineffective and inconvenient to users.

Enabling’ a smart card to capture or transduce information (even converting analog

information or input into secure digitally-sampled representations of the analog

information. for analysis and authorization, as with a stega-ciphered digital

watermark) about the time, location, identity or any number of specific datum

greatly enhances smart card and similar device security, trust and confidence. Such

benefits over known systems are valuable contemplated with the present invention.

Valuations of trust also enables the described sample embodiment of a

trusted transaction system or device to compare private information with financial
information, essentially bridging determinations ofrisk in financial transactions and

insurability. Private, or sentimental, information disclosure is more highly soughtin

determining insurance risk. The ability to pay, and other financial information, are

being commoditized. Insofar as the described method and device for such

deployment oftrusted transaction technology can be assessed for different products
and markets, the example of an insurance device could easily be called a trusted

transaction privacy/financial information device or card. Users can control what

information they disclose given the risk coverage or credit they seek, and providers
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being able to decide, with more current and transparent information disclosure

possible, what to underwrite or whatto finance.

For the authentication or identification device, there is a risk of identity theft

to both buyers and sellers, or information that is limited by law. Examples include

Medicare-covered drugs, local legal constraints, etc. Risk may be predetermined or

limited by a government agency (FDIC, FBI, Social Security, IRS, DMV, Federal

Reserve, etc.), a similarly outfitted organization (trust is held in perceived and

observable representations of the organization, food stamps, stamps), or an

equivalenttransaction event enabler(traveler’s check provider, medication, etc.). In.
these cases, systemic risk is limited by enforcement agencies held in trust by a

government or body politic. The restrictions are predetermined and dependent on

successful authentication or identification of a product, label, or other similar item.

Laws may differ between localities and may be dependent on some form of

identification, proof of age, or proof of residency. To properly serve local residents

becomes a data security issue. This embodimentoffers advantages overthe art in its
flexibility and real time, perceptible authentication properties.

Both the provider and the agency involved may have higher levels ofrisk,
because the nature of the information is characterized by high value, general or
universal recognizability, and a genuine threat of fraud. Most people casually accept

that $10 and $20bills are real even if they prove not to be later. Governmentstry to
limit such liability without damaging the overall trust in the currency. As

abstractions of value are exchanged, a smart identifying device, instead of value

replacement device (predetermined, fixed spending or authorization in a device), is
necessary to capture “personal entropy,” or information about oneself that can be

more closely guarded and less open to theft versus a password or pass phrase.

Secrets must differ from identification. The larger body of data to search to discover
these secrets act as a higher form of secrecy. These datum may be converted to

readable text in some embodiments or maintained in digitally-sampled but humanly

perceptible form in other embodiments (favorite restaurant is represented as an
actual image of the restaurant, mother’s maiden nameis actually the voice of an

individual’s maternal grandparents, highly specialized forms ofpersonal information
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that may be dynamically changed or checked quickly and conveniently without

undue risk exposure to the system).

For governments andindividuals, piracy of identity is the most insidious risk

exposure. Identity theft may be curtailed with devices that can transduce, in real
time, an iris scan, fingerprint or other biometric and compare securely transmitted

results with a secured stored record at the timeofinitialization. Alternatively, this

may be accomplished with an unrelated Unique ID that confirmsthe identity of the

user, and may be created and stored on the device. Because governments are
arbiters of trust in markets (their actions in the collective affect trust and confidence
in products and markets), these devices are able to alert consumers to potential risk

for a given productor service (represented by someruling or law that is importantto

convey to the consumer, such as with alcohol, medications, or tobacco). These

devices could, at the discretion of the user, indicate related warnings for which the

government has an interest in safety. In one embodiment, by checking an actual

cigarette carton, or drug packaging, with the enabled device, counterfeit packaging

may also be detected. In one embodiment of the present invention, bar code

scanners may be “required” to also check for embedded or associated signals

indicating authenticity. The devices may also check if supposedly “real”

prescription drugs are authentic. Such a check may occur when using the device to

communicate with a vendor and check to see if any complaints or problemsexist in

stored records; again the packaging may be checked for authenticity in cases where

counterfeits are high and difficult to check without some form of secure

watermarking or perception-based authentication that can be efficiently handled by

an enabled device.

According to one embodiment of the present invention, digital content may

be distributed through a local content sever, or LCS. In general, the LCS

environmentis a logical area inside which a set of rules governing content use may

be strictly enforced. The exact rules may vary between implementations, but in

general, unrestricted access to the content inside the LCS environmentis disallowed.

The LCS environment has a set of paths, or paths that allow content to enter the

domain under different circumstances. The LCS environment also has paths that
allow the contentto exit the domain.
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The act of entering the LCS environment may include a verification of the

content (an authentication check). Depending upon the source of the content, such

verification may be easy or hard. Invalidatable content may be subjected to a quality

degradation. This degradation may beto the contentitself, or it may be removal of

value-added components. Content that can be validated, but that belongs to a

different LCS environment may be excluded. The primary purpose ofthe validation

is to prevent unauthorized, high-quality, sharing of content between environments.

When content leaves the LCS environment, it may be watermarked as

belonging to that environment. It is allowed to leave the LCS environmentat the

quality level at which it was stored (i.e., the quality level determined by the path).

The watermark on the exiting content may be both an embeddeddigital watermark

‘and an attached hash or digital signature (it may also include a secure time stamp).

Content cannot return into the environment unless both the watermark and hash can

be verified as belonging to this environment. The presence of one or the other is

generally sufficient to allow re-entry.

This system mayallow a certifiable level of security for high-quality content,

and may allow the use of unsecure content at a degraded quality level. The security
measures are such that a removal of the watermark constitutes only a partial failure

of the system. The “wiped” content may be allowed back into the LCS

environment, but only at a degraded quality level, a result of the watermark
destruction and subsequent obscurity to the system. Consumers will not be affected

to the extent that the unauthorized content has only been degraded, but access has

not been denied to the content. Only a complete forgery of a cryptographically-

secure watermark will constitute a complete failure of the system. For a discussion

on such implementations please see U.S. Patent No. 5,613,004; U.S. Patent No.

5,687,236; U.S. Patent No. 5,745,569; U.S. Patent No. 5,822,432; U.S. Patent No.

5,889,868; U.S. Patent No. 5,905,800, U.S. Patent No. 6,078,664, U.S. Patent

Application No. 09/046,627 U.S. Patent Application No. 09/053,628, and U.S.

Patent Application No. 09/594,719

Provable security protocols may minimize this risk. Thus, the embedding

system that embeds the watermark does not need to be optimized for robustness,

only for imperceptibility (important to publishers and consumersalike) and security
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(more important to publishers and commercial interests in the content than to

consumers). Ideally, as previously disclosed, security preferably does not obscure
the content, nor prevent market participants from accessing information contained

therein, and for the longer term, developing trust or creating relationships.

The system can flexibly support “robust” watermarks as a method for

screening content to speed processing. Final validation, however,is relied upon the

fragile, secure watermarkandits hash or digital signature (a secure time stamp may —

also be incorporated).
The LCSprovides storage for content, authentication ofcontent, enforcement

of export rules, and watermarking and hashing of exported content. Stored content

may be on an accessible rewritable medium, but is preferably stored as ciphertext

(encrypted or scrambled), not plain text, to prevent system-level extraction of the

content. This is in contrast to known systems, which affix or otherwise attach meta-

data to the content for access control by the variously proposed systems.
The LCS maybe able to receive content from a secure electronic content

distributor, or SECD, and maybe able to authenticate content received via any of the

plurality of implemented paths. The LCS may monitor and enforce any rules that

accompany received content, such as numberof available copies. Finally, unless

being transmitted to a satellite unit, the LCS may watermark all exported material

and supply a hash made from the Unique JD andthe content characteristics (so as to

bemaintained perceptually within the information and increase the level of security

of the watermark).

Thesatellite unit enables the content to be usable apart from the LCS. The

satellite unit is partially within the LCS environment. A protocol mayexist for the

satellite unit and LCS to authenticate any path made between them. This path may

have various levels of confidence set by the level of security between the satellite
unit and LCS,and determinable byacertification authority or its equivalent, such as

an authorized site for the content. The transfer of content from thesatellite unit to

the LCS without watermarking may be allowed. However, all content leaving the

satellite unit is preferably watermarked. Thesatellite unit watermark may contain a

hash generated from the satellite unit Unique ID and the content characteristics. If
the content came from a LCS,thesatellite unit may also add the hash received from
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the LCS to the watermark. The LCS andsatellite unit watermarking procedures do
not need to be the same. However, the LCSis preferably able to read thesatellite
unit watermarks for all different types of satellite units with which it can connect.

The satellite unit does not need to be able to read any LCS watermarks. Each LCS

and satellite unit preferably has a separate Unique ID. -
Referring to Fig. 2, a schematic of a local content server environment

according to one embodimentofthe present invention is provided. LCS 202 may be

a software device running on a general purpose computing device, such as a

personal computer (including, in general, a central processing unit, an input, an

output, a memory, and a power supply). LCS 202 may includelocal content server

domain 204, rewritable media 206 (such as a hard disk drive, a CD-R/W,etc), and

read-only media 208 (such as a CD-ROM). LCS 202 may communicate with at

least one satellite unit 210 via an interface.

In one embodiment, LCS 202 may have a Unique ID. Similarly, in one

embodiment,satellite unit 210 may have a Unique ID.

LCS 202 may communicate with SECD 212 via a network, including a local
area network, a wide area network, an intranet, and the Internet. This

communication may also be established by a telephone link, a cable connection, a
satellite connection, a wireless connection,etc.

In one embodiment, a single LCS 202 may interface with more than one

SECD 212.

A plurality of paths 220, 222, 224, 226, 228, 230, 232, and 234 may exist
among LCS 202, SECD 212, Satellite unit 210, LCS domain 204, rewritable media

206, and read-only media 208. Each will be discussed in greaterdetail, below.

Digital content may be securely distributed to LCS 202 from SECDvia path

220. The content may be secured during the transmission using one or more security _

protocols (e.g., encryption or scrambling of the content). In one embodiment, if

LCS 202 interfaces with multiple SECDs 212, each path may use a different security
protocol. .

The security protocol may use an asymmetric cryptographic system. An

example of such a system includes a public key cryptography system. The private

and public key pairs allow LCS 202 to authenticate and accept the received content.
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Referring to Fig. 3, a flowchart depicting an example of an authentication by

LCS 202 is provided. In step 302, the user connects to the SECD, makesa selection,

and completes a sale.
In step 304, the LCS providesits public key to the SECD.

In step 306, the SECD uses the LCS public key to initiate transmission

security. .

In step 308, the SECD transmits the secured digital content to the LCS.

In step 310, the LCS receives the digital content, authenticates that the digital

content was unchanged during transmission, and unpacks it from its security

wrapper (that may include a secured transmission line, such as SSL). In one

embodiment, the digital content may be authenticated by a watermark and hash

check. If the content can be authenticated, the content is accepted into the LCS

domain. If the content cannot be authenticated, it is rejected.

Referring again to Fig. 2, path 222 connects LCS domain 204 with

rewritable media 206. Referring to Fig. 4, a flowchart depicting the process for

content entering LCS domain 204 from rewritable media 206 is provided. In step
402, the content is provided. In step 404, the content is checked for the presence of

a watermark, such as a watermark for the particular LCS. If there is not a

watermark, in step 406, the content is degraded to Low Quality and, in step 408, the
content is stored in the LCS domain.

If, in step 404, a watermarkis present, in step 410, the watermark is checked

to determine if it matches the LCS. This may be achieved by a hash. If the

watermarkis verified, in step 408, the content is stored in the LCS. If the hash does

not match, the content is rejected.

Referring again to Fig. 2, LCS domain 204 may export content to any

receiver (other than satellite unit 210) through path 224. This may include copying |

content to a rewritable media, creating a read-only media, rendering the content for

use (e.g., playing, viewing,etc), etc.

Referring to Fig. 5, a flowchart depicting the process for content leaving

LCS domain 204 is provided. In step 502, the content is retrieved from storage

within the LCS. In step 504, the content is embedded with a watermark. In one

embodiment, the watermark may be unique to the particular LCS, as determined by
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the LCS Unique ID. The watermark may contain a hash that is created from the
combination of the content characteristics (such as signal features, etc.) and the

Unique ID. The watermark mayoptionally contain other data, such as a timestamp,

a numberof allowable copies, etc. This would be described as parameters of use, ,
usage data, etc, which could be referenced when content is exported. If the export is

to a storage medium, the LCS optionally can add a secondhashto thefile, external
to the content, which can be used for further authentication. For security purposes,
in one embodiment, the external hash may becreated in a different manner from the

embedded, watermark hash.

In step 506, the content is output from the LCSto the receiver.
Referring again to Fig. 2, path 226 connects LCS domain 204 with read-only

media 208. Referring to Fig. 6, a flowchart depicting the process for content

entering LCS domain 204 from read-only media 208 is provided. In step 602, the
content is provided. In step 604, the content is checked for the presence of a

watermark, such as a watermark for the particular LCS. If there is no watermark, a

check is made in step 610 to see if the originality of the content can be determined.

An example of such includes a media-based identifier that identifies the content as

original.
If the content can be verified as an original, in step 608,it is stored as High

Quality in the LCS domain. If the originality cannot be verified, in step 610, the

quality is degraded to Standard Quality, and, in step 608, the content is stored in the

LCS domain.

If a watermarkis identified in step 604, in step 612, the hash is checked to
verify that the content matches this LCS. If it matches, in step 608, the contentis

- stored in LCS domain at High Quality. If it does not match, in step 614, the content

is rejected.

Referring again to Fig. 2, path 228 connects LCS 202 with satellite unit 210.

Referring to Fig. 7, a flowchart depicting the process for content entering LCS 202

from satellite unit 210 is provided. In step 702, the content may be watermarked
before it is transmitted to the LCS. In step 704, the contentis transmitted to the
LCS.
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In step 706, the content is checked by the LCS. This may include checking

the LCS hash. If the hash matches, in step 708, the content is stored in the LCS

domain as High Quality. If there is no hash, in step 710, the content is degraded to

Low Quality, and in step 708, the content is stored in the LCS domain. If the hash

does not match, in step 712, the content is rejected.

Referring again to Fig. 2, path 230 connects LCS 202 with satellite unit 210.

Referring to Fig. 8, a flowchart depicting the processfor exporting data from the
LCS 202 to satellite unit 210 is provided. In step 802, the content is retrieved from
storage within the LCS. In step 804, the security of the path between the LCS and

the satellite unit is verified. Once the security is verified, in step 806, the contentis

exported to thesatellite unit without a watermark.

If the security. of the path cannotbeverified, the export process mirrors that
of an export to a receiver, depicted in Fig. 5. .

Referring again to Fig. 2, path 232 is a path for content to be stored in

satellite unit 210. In one embodiment, all content may be allowed to be imported

into satellite unit 210, but may be automatically degraded to Low Quality when it is

stored.

Path 234 is an export path for content rendered bysatellite unit 210. In one

embodiment, this content may be marked with a satellite unit watermark that
contains a hash from thesatellite unit Unique ID and any hash thatis associated with

the content from an LCS.

It should be noted that a hash function may be converted into a digital

signature by performing a hash and encrypting the result of the hash. The

uniqueness of the hash can vary with the hash function, while the digital signature

adds a layer of confidenceto the integrity of the data.

Other types of encryption, including transfer functions, may also be used.

Referring to Fig. 9, a flowchart of. a method for trusted transactions

according to one embodiment of the present invention is provided. In step 902,

value-added information, or its tangible equivalent, is provided. This may be

provided by a user that wishesto verify the value-added information.

In step 904, the perceptible data for verification may be maintained by a

vendor or provider, and may be updated by a public-key secure digital watermark in
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the observable packaging (Gf applicable). In those cases where security must be

high, real time, or simply faster, key generation or signature generation functions

may be enabled with embodiments of the present invention.

In step 906, the user provides a public key based on the identify held in the

deviceto enable an authentication check.

In step 908, a response maybe sent to the user.

Steps 906 and 908 maybe repeated with further prompting for higher levels

of authentication, or for additional checks. If the remote location provides the

confirmation,or if a certification authority is involved, the response may be sent via

secure transmission lines (e.g., encrypted transmission that can only be decrypted

with the user’s device and access to the user’s stored private key). Alternatively,

information may not need to be sent in a secure manner and may be checked upon

delivery to the device to limit any remote communications breaches by unintended

third parties.

Referring to Fig. 10, ‘a device for trusted transactions according to one
embodiment of the present invention is provided. Device 1000 may include

steganographic cipher 1002. Steganographic cipher 1002 may be govemedbyat

least the following elements: (1) a predetermined message; (2) a predetermined

key/key pair; and (3) a predetermined carrier signal (image data, so images will be

the primary data represented and ciphered). a
Transducer 1004 may be provided. Transducer 1004 may include a charged

coupled device (CCD), a personal entropy capture device (e.g., a retinal scanner, a
thumbprint scanner, etc.), a touch pad (e.g., a pad for receiving a signature), an

image capture device, a bar code reader, a magnetic card reader, etc. Transducer

904 receives the data in a physical format and converts it to an analog ordigital
format.

In one embodiment, the data from transducer 1004 may be marked with a

timestamp for time-critical input.

Analog/digital. converter 1006 may be provided. A/D converter 1004 maybe

used to convert analog information from transducer 1004 into predetermined digital

format. In one embodiment, signatures may be converted in one format, images that
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are captured in another format, and fingerprint/iris scans may be converted in

another format.

A memory may be provided. The memory may include both volatile

memory, and re-writable memory, such as DataSlim™.

A volatile device may be provided, such as a one time pad (private key of

card holder/user), a one time memory or floating in the volatile memory to evade

capture (stega-cipher computer code). This may be provided in a tamperproof

casing.

Device 1000 may also include output 1020. Output 1020 may be any

suitable output, including a connection port, a wireless port, a radio transmitter, etc.

Before information is output from device 1000, it may be encrypted. In one

embodiment, the information may be digitally watermarked. In another

embodiment, the information may bedigitally signed. In another embodiment, the

information is not encrypted, and instead is transmitted over a secure transmission
channel. Number generator 1008 may be provided. Number generator may be a

random number generator, or it may be a pseudo-random numbergenerator.

In addition, the device may include a controller, a power source, and an input

and an output.

Information may be converted into a humanly perceptible form

(chemical/electrical/magnetic such as a humanly visible chemical test result, as with

a pregnancy tests, an EKC, an MRI or CatScan image, are all converted into

“humanly perceptible form for “human” analysis) prior to authorization of a
transaction/decision event. |

EXAMPLES

In order to better understand the present invention, several examples are

provided. These example do not limit the present invention in any way, and are

intended to illustrate embodiments ofthe present invention.
1. Smart Telecommunications

At present, large volumes of commerce and commerce-related activities are

performed using telephone connections. Authentication of identity is an ongoing

concem in such transactions. Present technology allows the verification of the
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origin of a landline phonecall (POT), but offers no assurancesas to the identity of

the user. Furthermore, simple identification of the origin of the call is only useful
insofar as that phone numbercan be used to index a database of callers. The present

invention allows for bi-directional verification of identity during a phone call, with

the option ofpartial or full concealmentofidentity.

_A consumer may wish to make a purchase on the phone. Presently, the
consumer’s identity is established by the seller using personal information from the

consumer, such as a credit card number, an address, a phone number, etc. However,

all of this information may be known by an imposter. A smart phone transmits

identity information (perhaps embedded as a watermark in the audio connection), in
response to a query from the seller. The receiver verifies the buyer’s identity with a

certification authority. Furthermore, the consumer may also verify the authenticity
of the seller’s identity at the same time, by the same method. The consumer may

choosenot to respond to certain queries in real time.

The smart phone mayrequire a level of identity disclosure before it accepts

an incomingcall. For instance, telemarketers may be required to reveal the name of
their company before the call is accepted by the smart phone. Consumers may

protect themselves from fraudulent sellers by requiring such identification. Further,
legitimate sellers may be assured that their customers know that they are legitimate.

The certification authority assures the consumer and seller that they are receiving

authentic identifications. |

2. Equity Programs As A Value-added Component

Another embodimentof the present invention relates to methods and means

of payment includes a novel means for encouraging alignment of buyer and seller

interests. Similar to cooperatives, membership programs (in proprietary form, co-

branded with a financial institution, or implemented as a specialty device that can

handle these equity transactions) may be enhanced to offer buyers the opportunity to

purchase options in equity of the seller’s companyorrelated institution. Instead of

being given cash or points, at some fixed point in time, consumers and sellers may

be provided with the opportunity to purchase equity as available on some public or

private market or exchange.

DISH-Blue Spike-842

Exhibit 1004, Page 0987



DISH-Blue Spike-842
Exhibit 1004, Page 0988

WO 01/43026 PCT/US00/33126

10

15

20

25

30

- 46 -

These options may be built into the functionality of the actual transaction

device and may be coupled with both trusted transactions or general transaction

systems. Settlement of the option may be based on any known option pricing
mechanism (such as the well-known Black-Scholes model) and predetermination of
terms for settlement and conversion of the option. This approach incentivizes and

encourages clearer alignment of all market participants in the value and condition of
the equity of the entity with which transactions are being handled or negotiated.

Independentcertification authorities, or infomediaries that are able to ensure or

verify a transaction or related information, may be used to ensure that such equity

programs can be trusted. Any relevant disclosures concerning legal or financial

’ restrictions are simply additional value-added components for consideration.

3. Moresecurity - body movements for entropy and pharmaceutical use control

A related embodiment according to another embodiment of the present

invention ‘includes an interface for detection of body movements (eye movements,

blinks, voice pass phrases, etc.). These movements may include predetermined
sequences of movements that may be ciphered in a manner similar to encrypting

ASCII pass phrases. This is a novel implementation of human movement in

generating symmetric or asymmetric cryptographic keys. The transducer may

include any number of means of capturing human-based body movements in real

time for instantaneous verification of an authorized user. Moreover, unlike simple
biometrics, a series of body movements (similar to the act of signing in writing, but

likely to be more difficult to capture for unauthorized misuse -- a signature, like a

fingerprint, is able to be observed and copied without permission or knowledge of

the signature author)is difficult to copy.
The movements or similar biological entropy (transduced from biomedical,

bioengineered, biochemicalor biophysical information that may be madeperceptible

and encrypted or securely watermarked for later comparison or real time

verification) may be captured by a transducer of analog signals and converted into

digital binary information used for comparison with any number of stored

corresponding instructions or messages to be decrypted. These signals may be

multidimensional (2D, 3D, 4D- with a time component, etc.) to increase the

information space and make discovery of hidden secrets more computationally
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difficult. Images, medical or human-condition based, audio signals, video, virtual
reality, multimedia, etc. all provide rich media information in which to enhance the

security of any embodiment contemplated by the present invention. Combinations
of multidimensional media for varying ciphering options as well as steganographic
embedding are also contemplated as a means for furthering ensuring computational

complexity to any unauthorized user. Steganographic-mapping (watermarking) or

transfer functions (scrambling or “chaffing”) may be combined with encryption

ciphers as a means for making each unique implementation or tangible device --

serialization or personalization of a method for engagingin trusted transactions, high
risk, information-intensive or sensitive decision (military use, security use, restricted

governmentuse, privacy use, or any number similar commercial or noncommercial

decision or transaction events).

Additional embodiments include actual control over the use or access to

pharmaceuticals based on medicalrisk, condition or personalized advice to the user.

Tangible methods for transfer of chemical, biological or physical agents intended for

medical use or individualized control based onthird party conditions (legal, medical,

governmental, etc.) are governed by manipulation ofthe apparatus, device or system

used to introduce foreign agents (informational, intangible or tangible) into patients
(the intended, authorized or verified user). .

Highly secure and artificial environments, such as aircraft flying simulations

or visual financial trading information, may be representative of more risk to owners

of actua] tangible planes or tangible assets related to any financial information.

Recognition of a digitized iris does not enable movement based confirmation of
future secrets (the movements) that may be changed, destroyed or updated to ensure

consistent or higher degrees of security maintenance. For some body movements,it
maybepossible to maintain better security than with written information. In other

’ words, certain body movements maybe prevented, or madedifficult to perform even

under rigorous demand by unauthorized agents. Blinking or other facial movements

may be made impossible to verify the real time identity of the user. This adds a

layer of security and increases the difficulty of defeating a cipher or a series of

related ciphers (encryption-based or steganographically-based, where the digitized

signal has humanly-perceptible fidelity or characteristics) depending on access or
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sensitivity of information. It also maybe psychologically or human-rule driven.
Certain humanly observable body movements, or detectable “telemetry-type” data

(brain activity, heart beat, pulse, or any other medically observable information)

may be either unique to an individual or simply general to certain behavior. This

data may be important to use as a means of preventing poor decision-making, or

requiring higher diligence before transacting or executing a given operation. At the

least, the movements are a meansfor predetermining and assisting the generation of
a binary key or seeding the generation of a cryptographic key, message or signature.

Anyparticular instance may be successively stored in subsets of any primary

value information or value-added components (single key or key pair associated

with a single message or signature to further serialize data that may have

steganographic capacity for imperceptible embedding in the carrier signal, primary

or value-added components data). The operation may be highly demanding, or may

require human-basedor driven or initiated decisions. The instructor, or the user,
may have predetermined the conditions that indicate confidence or lack thereof at

the time of the verification or authentication of the user. This may be for security
reasons, or simply risk management, as information is increasingly processed at

higher speeds and may require greater care in ensuring information data integrity.

As well, humanly-observable (and convertible into binary data for deciphering)
movements enable a form of bridging analog, human trust with digital or

mathematically provable, actuarially, statistically, deterministically known or

predictable measuresof risk and trust. This novel feature is an additional benefit

over the prior art and ensures future human-like characteristics in “digital”

(underlying, “measurable” or “estimable” data integrity, authentication and

confidence), electronic (analog transducers and transmitters), or binary transaction

systems. Further security or serialization of transaction event information (human —

movement or observable condition used for secret key or equivalent generation)

enable additional formsoftrusted transactions.

Additional security may be assured with temporal-based limits on human
body movementor biologically observable human condition (by use of a medical or

human directed transducer). Interlocking keys and messages with blind signatures,

or onion routing transmission techniques to obscure the identity of the user, are
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further enhancements that may guarantee a high level of privacy to the user of the

system or device. Information formats may be encrypted or have stored primary or ©
value-added component information that has to arrive to the user without any

‘digitally evident tampering for the user to makethe best possible decision regarding
the observed information.

Unlike the prior art, embodiments of the present invention consider the

perceptibility of information to bridge human trust and confidence with
cryptographic or “mathematical” measures or estimates of “security,” “data

integrity” or“trust.” This is novel to the art of data security and secured transaction
or transmission technologies.

4, Algorithmic Information Theory (AIT)for additional security

By implementing predetermined indications of mathematically provable

randomness, the ability to discover secrets and human choice, based on

unprovability or incompleteness, as discussed and is well-known in the art as

originating with Godel (incompleteness theorem) and Turing (halting problem,
uncomputability). Chaitin “discovered” randomness, stating essentially that

randomness can be described mathematically, and thus differentiations between

discrete and infinite randomnessare logically observable. Becausetruth is relative
in a quantum mechanical sense, degrees of credibility concern the level of trust that
may be offered in any trusted transaction system. While the primary value that
concems us is information, the ability to describe programming size complexity

(that is optimized functional data) enables self-limiting software to be programmed.
To the extent that trusted transactions can never be physically perfect operations,

uniqueness of information, as both data and code, is particularly important to
providing higher security when computational cost and bandwidth is extraordinarily

cheap.

‘Essentially, choice over answers to questions that cannot be characterized as

“True”or “False,” such as “This statementis false,” have inherent randomness and

are thus ripe for paradoxical response. More intricate paradoxes, Berry’s Paradox,

Turing’s halting problem, as well as Chaitin’s definition of “randomness,” are sure

to enable predictable infinite and finite (discrete) randomness with which to seed

and cryptographic secret or generation of a symmetric, asymmetric key or digital
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signature. Human perception as a means for enabling analog trust may be made .

inherently more secure by choosing responses to paradoxes that have no computable

value. That Chaitin can describe “randomness” with logically structured instructions
for the halting problem, in LISP or C programming languages, including the

computer programming language of Mathematica, enabled the development of a

randomnessconstant.

The equations of randomness may be implemented in software and offer a

unique and novel means for further securing the generation of cryptographic or

steganographic seeds, secrets, keys or messages. Of course, differences between any

of these information elements as to the means for securing or authenticating data

would enable flexible architectures combining various ciphers and methods for

arriving at a rule for validation, authenticity, data integrity, confidence or enabling

any subsequent manipulation of the associated data (primary value-added or value-

added components).

5. Entertainment media exchange

According to one embodimentof the present invention, the device may be

used for the exchange of entertainment media. This may include audio, video,
multimedia, etc. In such an exchange,the perceived risk of value-added information

piracy is relatively high for the seller or provider, while the perceived risk is

relatively low for the purchaser. The obviousriskis that all potential“consumers”

of the media access and copy the entertainment media for free. For music or video,

or similar entertainment good, according the present invention provides the

following structure may be used.

a) Fragile watermark structure

The fragile watermark, according to one embodiment of the present
invention, can actually hold an entire value-added component, encoded in the least

significant bit (LSB) of each 16-bit sample. This gives a data rate of 88200 bits per

second in a stereo CDfile, or a capacity of 1.89 M in a 3 minute song. This is an

immense capacity relative to the expected size of the value-added component (100 -

200 K). |
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The fragile watermark is preferably bound to a specific copy (Unique ID) of
a specific song (Unique ID), so that it cannot be transferred to other songs. This
binding can be achieved through use of a hash in the following sequence: .

(1) A block of value-added component is encoded into a block of

samples.

(2) +A hash of the value-added component block and a random

number seeded by the owner’s identity (Device or system

Unique ID) is generated and encoded into the subsequent

block of samples.

(3) A hash of the first two blocks of samples and a random

number seeded by the owner’s identity is generated and ,
encodedinto a third block of samples.

(4)_Repeat steps 1-3 as necessary.

Each value-added component block may havethe following structure:

{ .

long BlockIdentifier,;- //A code for the type ofblock

long BlockLength; /fThe length of the block

/fBlock data of a length matching

BlockLength

char IdentityHash[hashSize];

char _InsertionHash{hashSize);
}

An application can read the block identifier and determineif it recognizes the

block type. If it does not recognize the block type, it can use the BlockLength to

skip this block.

Certain Block Types are required to be present if the value-added component

is to be accepted. These may include and identity block and a value-added
component Hash block. The Block Data may or may not be encrypted, depending
on whether the data is transfer-restricted (value-adding) or simply informative. For
instance, user-added value-added component data would not need to be encrypted.

The BlockIdentifier would indicate whether the block data was encrypted ornot.

DISH-Blue Spike-842

Exhibit 1004, Page 0993



DISH-Blue Spike-842
Exhibit 1004, Page 0994

WO 01/43026 PCT/US00/33126 —

10

15

20

25

30

-§2-

b) Robust open watermark .

This is the mark that may indicate non-legacy content. In one embodiment,

there may be two possiblesettings. “1” indicates non-legacy content that must be

accompanied by a authenticable value-added component for entry into the domain

(e.g., EMD or Electronic Media Distribution media content). “0”, on the other hand,

indicates non-legacy media that was distributed in a pre-packaged form (e.g., CDs,

DVDs, gamesoftware, etc.). “0” content may or may not have a value-added —
component. “0” content may only be admitted from a read-only medium in its

original file format (e.g., a “0” CD may only be adinitted if it is present on a Red

Book CD Specification medium).

c) Robust forensic watermark

This watermark may not be accessible to the consumer in any way. It may

be secured by a symmetric key held only by the seller (or an asymmetric key pair

that may be désired for some embodiments). A transaction ID may be embedded at

the time of purchase with a hash matching the symmetric key (or key pair). The

watermark may then be embedded using a very low density insertion mask (< 10 %),

making it very difficult to find without the symmetric key. Retrieval of this

watermark is not limited by real-time/low cost constraints. The recovery will only
be attempted on pirated material. A recovery time of 2 hours on a 400 MHz PC is
reasonable.

6. Additional parameters for value-adding components

Physical shipment of packaged goods or services (value-added information)

is anticipated as being a potential option to consumers or purchasers as well as

sellers and providers. That the value-adding information may be packaged or

represented tangibly does not obviate the need for trusted transactions to ensure
payment and the appropriate division of rights and responsibilities for various goods

(a DVD for music or video), services (smart credit card or insurance card) or

markets (trusted telephone system, governmentidentification schemes). This type

of transaction represents additional benefits over embodiments in the existing art --

on-demand trusted transactions and physical manufacture/delivery of goods is

enabled, without risk to the overall system and its value-added information security.

This amounts essentially to serializing or personalizing, depending on the
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perspective in the transaction, each and every transaction, while building trusted

transactions for the benefit of the marketplace for goods services and information.

7. Financial Or Insurance Device

The present invention enables systems and supported devices that are useful

in situations where parties need to have pre-defined limits to risk exposure, such as

an insurance policy or a claim. These systems are generally characterized by an

emphasis on transmission and data security, which reduces the perceived risk of the

insurer (a seller of risk coverage for pre-determined events). To the extent that

insurance takes into accountthe history and existing condition of an asset, a measure
of context or structure (tangible as well as intangible) to be covered, as well as an

economically-based replacement value (though to confuse matters, there are also

issues concerning such items as after market versus brand new, brand versus

generic, etc.), there exist differences with more transparent financial devices.

Financial devices (essentially a “credit agreement” or credit facility based on an

imprecise estimate of condition but also experience or trust) rely on the ability,

perceived oractuarially observable, to repay credit extended on behalfof the device

holder. Whereas financial or credit history is transparent in many cases, private

information about an individual’s history or condition are perceived to be have
higher implicit value to the user. Financial devices and insurance devices converge
at those points where privacy or personal information are equivalent with financial

or credit information. Both typesofrisk have differing requirements for updating or

adjustment over the course ofuse of a particular line of credit or insurance policy.

Cars may be embedded with telemetry sensors to determine the real time

condition of various components, such as the frame, engine, brakes, or any

combination of components mutually deemed to justify such monitoring.

Alternatively, a smart card-like device equipped with a transducer may be used to
“capture” images of items that are packed (for travel insurance purposes), insurable

items in a residence (for homeowner’s insurance purposes), etc. Any image

captured may be securely watermarked by the device and then exported to an

insurance provider via a transmission line (an ATM,a wireless connection such as a

mobile phone, a PC modem connection, etc.). An insurance provider may offer such
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services at auto service/repair facilities, airports, etc. with a mutual reduction in

claims costs and adjustments costs.

Medical information may similarly be digitally stored, securely

watermarked, and time-stamped (for any perceptible data stored, such as images or

voice) for reference to an individual’s health. based on varying levels of access to

stored information, which maybe distributed among different physicians or handled
bya central medical information infomediary. The secured image maybesentto an

insurance provider as a secured image (both the device and storage facility may

independently verify the security or tamperproofing of the perceptibly represented

information). The doctor, patient, health care provider, governmentagencies can all
have varying degrees of access that can be made transparent to the patient. This is

an inherent benefit over the prior art in that the patient can see those records that are

then watermarked and securely stored.

Additionally, the present invention provides the novel feature of enabling the

same information, at the request or demandofthe patient, to be sent to a personal or

secure storage “space,”so that patients may have more accessibility and control over

their own medical records and medical conditions. In one embodiment, the .

information may be providedas digitized bits. In another embodiment, the data may

be provided in a tangible form. |
The information may be stored as tangible records or intangible, bit-

represented records. Doctors may use tamperproofed signals (watermarked audio,

image, video, virtual reality, any humanly-perceptible signal) and records that are
perceptible to lower insurance costs and potential liability. The prior art ignores the

mutual benefits afforded by bi-directional information exchange (that can be

tamperproofed with secure watermarking) and transparency in creating opportunities

for trusted transactions.

Additional data, such as the transaction information that may be evidenced

on a credit card bill or statement, may also be automatically associated with the

stored image(s) for later use. In one embodiment, the user may send the same

secured datato a private data storagefacility, or create personalized records, which

may serve as a secondary set of records against which other data sent to the

insurance or financial provider may be verified or validated. According to another
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embodiment of the present invention, authorized mechanics, physicians, and

. pharmacists, may add to, but not access or manipulate, previously stored data.

These individuals may also be bound by rules for establishing the history and

condition of any person or physical good that is being underwritten or financed.

The present invention provides certification authorities the ability to

determine the authenticity of data. In cases where public-key steganography or

cryptosystems are preferred, the embodiments extend to those implementations as

well. Moreover, they enable secure transmission capabilities over unsecured data

transmission lines.

Referring to Fig. 11, a personal information device according to one

embodimentofthe present invention is provided. Personal information device (PID)

1102 maybe used with financial institutions, insurance companies,etc.

In one embodiment, PID 1102 may be smart card; that is, a device that

resembles a credit card, but includes a processor, a power supply, a memory, and an

input and output device. In another embodiment, PID 1102 maybea cardincluding

a magneticstrip. ;

PID 1102 preferably has a Unique ID. In one embodiment, the Unique ID of

PID 1102 may bea policy number,a social security number,etc.
PID 1102 may receive information from several sources. In one

embodiment, telemetry data 1104 maybe input to PID 1102. Perceptible data 1106,

such as images, photos, etc. may be input to PID 1102. In still another embodiment,

associated data, such as purchase receipts, descriptions, serial numbers, registrations,

etc., which may be value-adding components, may be input to PID 1102.

PID 1102 may provide output data 1110 to a variety of entities. In one

embodiment, output data 1110 may be provided to company 1112 and to storage

1114. Company 1112 may include any organization the may receive output data

1110, including an insurance company, a financial institution, etc. Storage 1114

may include any personal use for output data 1110, including a private data storage

such as a fixed storage media, paper records, etc. Company 1112 and storage 1114
may receive output data 1110 in different formats. In one embodiment, output data

1110 is provided according to predetermined parameters for the entity.
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Output data 1110 may be watermarked,or it may be time stamped,or it may

include both. Other types of encryption are provided.

In general, output data 1110 is preferably provided to the entity via a secure

communication link. Transmission of output data 1110 may be controlled by the

entity (e.g., company 1112 or storage 1114) or bythe user.

8. Authentication Device

According to another embodimentof the present invention, an authentication

device may be provided. Referring to Fig. 12, authentication device 1202 may be a

credit-card sized “smart card,” including a processor, a power supply, a memory,

and an input and output device. In another embodiment, authentication device 1202

may be a palm sized computing device.

A variety of input devices may be provided. In one embodiment, a bar code

scanner may be used. In another embodiment, a keypad may be used. Other input
devices may be used as necessary.

In one embodiment, authentication device 1202 mayinclude a display, such

as a LCD screen. Other display technologies are within the contemplation of the
present invention.

In one embodiment, authentication device 1202 may be a government-issued

device. .
Anonymous authentication 1204 may be provided. Anonymous

authentication 1204 maybe used to authenticate a product, a medicine, a label, etc.

Anonymous authentication 1204 communicates with authentication device 1202 to

authenticate the item in question. In one embodiment, authentication device 1202
maydisplay relevant information, such as known warnings, recommended dosages,

etc. regarding the item in question.

In another embodiment, image capture device 1206 may be provided. Image

capture device 1206 may include a digital camera, a scanner, etc. In one

embodiment, image capture device 1206 maytime stampthe imageas itis captured.
Identity exchange 1208 maybe provided. Identity exchange 1208 includes a

Unique ID that may be authenticated or modified by the user. In one embodiment,

in order to verify the identity of an individual, additional independent identify
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verification may be required in addition to identity exchange 1208. This is because

authentication device 1202 maybestolen, borrowed, etc.

Certification authority 1210 may be provided. Certification authority may be

boundbyfederal, state, and local laws. In addition, private restrictions may apply to -

certification authority 1210.

In one embodiment, certification authority may be further bound by
geographical (e.g., location) or age basis (e.g., date ofbirth, age, etc.) to verify.

Referring to Fig. 13, a method of use for an authentication device is

provided. In step 1302, a user locates information to be authenticated. This may

include a variety of information. The information is then entered into the

authentication device.

In step 1304, perceptible data is marked with a public key secure watermark.

In one embodiment, this may be done in real time.
In step 1306, the user provides a public keytoinitiate the authentication.
In step 1308, a responseis sent from the certification authority, or additional -

prompts for higher access levels are provided.

In one embodiment, transmissions between any elements may be over a

secure communication link, including SSL orsimilar transmission exchange.
In another embodiment of the present invention, an authentication device

may comprise a Internet web browser. For example, the authentication device may

be a “plug in” for a web browser. Such a authentication device may be used to

verify, or authenticate, items on web pages. For instance, according to one

embodiment of the present invention, the authentication device may be used to

verify that an Internet bank that displays the FDIC logo is authorized to display this

logo. In one embodiment,realtime verification will allow a user to verify such, and
govern transactions accordingly. |

It will be evidentto those of ordinary skill in the art that the above-described

modes and embodimentsof the present invention, while they disclose useful aspects

of the present invention and its advantages, are illustrative and exemplary only, and

do not describe or delimit the spirit and scope of the present invention, which are

limited only by the claims that follow below.
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ICLAIM:

1. A method for trusted transactions, comprising:

establishing an agreement to exchange digitally-sampled information

between a first and a secondparty;
exchanging the digitally-sampled information between the first and

the second party; and

approving the digitally-sampled information using an approval

element selected from the group consisting of a predetermined key, a predetermined

message, and a predetermined cipher, the step of approving the digitally-sampled

information using an approval element consisting of a step selected from the group

consisting of verifying the digitally-sampled information with the approval element,
authenticating the digitally-sampled information with the approval element, and

authorizing the digitally-sampled information with the approval element.

2. The method of claim 1, wherein the step of approving the digitally-

sampled information precedes the step ofexchanging digitally-sampled information.

3. The method of claim 1, wherein the step of approving the digitally-

sampled information comprises:

transmitting a first party approval element from thefirst party to the

second party; and

transmitting a second party approval element from the second party

to the first party.

4. The method of claim 3, wherein the steps of transmitting the first

party approval element and transmitting the second party approval element occur

substantially simultaneously. |
5. The method of claim 3, wherein the first party approval element and

the second party approval elementare symmetric.

6. The method of claim 3, wherein the first party approval element and

the second party approval element are asymmetric.
7. The method of claim 1, wherein the approving step is accomplished

using predetermined keypairs.
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8. The method of claim 7, wherein the predetermined key pairs are

created by a cipher selected from the group consisting of steganographic and

cryptographic ciphers.

. 9. The method of claim 1, wherein the predetermined cipher is selected
from the group consisting of a steganographic cipher and a cryptographic cipher.

10. | The method of claim 1, wherein the predetermined message is
selected from the group consisting of a unique identification, a unique time, data

associated with a predetermined information function, and combinationsthereof.

11. The method of claim 1, wherein the predetermined message has value

independent from at least one primary value-adding component.
12. The methodofclaim 1, wherein the predetermined message contains

at least one value-adding component.

13. The method of claim 1, wherein the step of approving the digitally-

sampled information comprises:

verifying the digitally-sampled information with the approval

14. The method of claim 1, wherein the step of approving the digitally-

sampled information comprises:

authenticating the digitally-sampled information with the approval

element.

15. The method of claim 1, wherein the step of approving the digitally-

sampled information comprises:

authorizing the digitally-sampled information with the approval
element.

16. The method ofclaim 1, further comprising:

entering into a security arrangement based on the exchange.

17. The method of claim 16, wherein the security arrangement is a non-

cash right.

18. The method ofclaim 16, wherein the security arrangement is an

option for a non-cash right.

19. Themethod of claim 16, wherein the security arrangement is an.

equity purchaseright.
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20. A method for conducting a trusted transaction between two of a

plurality ofparties who have reached an agreement to transact, comprising:

, establishing a secure transmission channel between the two parties;
approving an identity ofat least one of the two parties;

determining an amount of value-added information to be exchanged between

the parties, the value-added information comprising a plurality of value-adding

components;

verifying the agreementto transact; and

transmitting the value-added information.

_ 21. The method of claim 20, wherein the step of approving an identity of

at least one of the two parties comprises:

at least one of the parties verifying at least one value-adding component.

22. The method of claim 20, wherein the step of approving an identity of

at least one of the two parties comprises:

at least one ofthe parties authorizing at least one value-adding component.

23. The method of claim 20, wherein the step of approving an identity of

at least one of the two parties comprises:

at least one of the parties authenticating at least one value-adding

component.

24. The method of claim 20, wherein the step of establishing a secure

transmission channel between two ofa plurality of parties comprises:

exchanging data betweenthe twoparties;

selectmg a pre-determined key to exchange over the secure transmission
channel; and

securing the transmission channel by at least one of a password, a pass .

phrase entry, a query to a user, and real-time biometric data transfer.

25. The method of claim 20, wherein the step of approving an identity of

at least one of the two parties comprises:

exchanging a value-adding componentfor each party to the other party.

26. The method of claim 20, wherein the step of approving an identity of

at least one of the two parties comprises:
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Application/Control Number: 11/895,388 Page 2 

Art Unit: 2432 

DETAILED ACTION 

Election/Restrictions 

1 Restriction to one of the following inventions is required under 35 U.S.C. 121: 

I. Claims 1-5, drawn to scrambling or encoding of digital media with a 

predetermined key wherein the key is required to decode the digital media, 

classified in class 380, subclass 210. 

II. Claims 32-45 and 52-57, drawn to protecting data or software by inhibiting the 

unauthorized installation or use of software, classified in class 713, subclass 176. 

III. Claims 46-51, drawn to a method for embedding a watermark on data by 

configuring a portion of code contained in software according to a watermarking 

process, classified in class 358, subclass 3.28. 

2. The inventions are independent or distinct, each from the other because: Inventions I, II 

and III are directed to related processes. 

Invention I is distinct from Invention II and III and is directed to scrambling or encoding digital 

information comprising a digital sample and format information with a predetermined key 

wherein an unauthorized user can play a low version of the encoded sample. 

Invention II is distinct from Invention I and III and directed to the protection of data of software 

during installation wherein a key is required for the authorized use of the software. 

Invention III is distinct from Invention I and II and directed to a method of watermarking data or 

software according to a watermarking process by inserting information into the software. 

3. The related processes are distinct if: (1) the inventions as claimed are either not capable 

of use together or can have a materially different design, mode of operation, function, or effect; 
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6. Claim 32 is rejected under 35 U.S.C. 112, first paragraph, as failing to comply with the 

written description requirement. The claim(s) contains subject matter which was not described 

in the specification in such a way as to reasonably convey to one skilled in the relevant art that 

the inventor(s), at the time the application was filed, had possession of the claimed invention. 

Claim 32 recite "wherein the embedded software operates in a manner substantially the same as 

the software prior to the embedding step". This limitation is not disclosed in the specification in 

such a way as to reasonably convey to one of ordinary skill how the embedded software operates 

in a manner "substantially" the same as the software prior to the embedding step. Appropriate 

correction is required. 

7. The following is a quotation of the second paragraph of 35 U.S.C. 112: 

The specification shall conclude with one or more claims particularly pointing out and distinctly claiming the 
subject matter which the applicant regards as his invention. 

8. Claim 52 is rejected under 35 U.S.C. 112, second paragraph, as being indefinite for 

failing to particularly point out and distinctly claim the subject matter which applicant regards as 

the invention. Claim 52 recites a system comprising steps. It is unclear what is being claimed or 

the scope of the claim because a system is not a method and cannot comprise steps of processing. 

Claim Rejections - 35 USC § 102 

9. The following is a quotation of the appropriate paragraphs of 35 U.S.C. 102 that form the 

basis for the rejections under this section made in this Office action: 

A person shall be entitled to a patent unless — 

(e) the invention was described in (1) an application for patent, published under section 122(b), by another filed 
in the United States before the invention by the applicant for patent or (2) a patent granted on an application for 
patent by another filed in the United States before the invention by the applicant for patent, except that an 
international application filed under the treaty defined in section 351(a) shall have the effects for purposes of this 
subsection of an application filed in the United States only if the international application designated the United 
States and was published under Article 21(2) of such treaty in the English language. 
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10. Claims 32-45 and 52-59 are rejected under 35 U.S.C. 102(e) as being anticipated by 

Moore (US-6067622). 

a. Referring to claim 32: 

Regarding claim 32, Moore teaches a method for copy protection of software comprising: 

embedding the software with a watermark wherein the embedded software operates in a manner 

substantially the same as the software prior to the embedding step (Fig la and Col 8, Line 43-51 

teaches an 'install module' embedded within a program for protecting illegal copying of the 

program and the module does not affect how the program will function). 

a. Referring to claim 33 and 57: 

Regarding claim 33 and similar claim 57, Moore teaches the process of claim 32, wherein 

the step of embedding the software with a watermark increases the complexity of code analysis 

and/or tampering with the software (Col 6, Line 38-63.... the 'install module' increases the 

complexity of the program by inhibiting illicit copying or tampering with the software). 

a. Referring to claim 34: 

Regarding claim 34, Moore teaches the process of claim 32, wherein the watermarked 

software queries a user for personalization information during installation of the software (Col 7, 

Line 50-64.... user personalization information) 

a. Referring to claim 35, 36 and 53: 

Regarding claim 35 and similar claims 36 and 53, Moore teaches the process of claim 32, 

wherein the watermark is accessible with a key (Col 9, Line 39-58.... 'install module' accessible 

with an 'install key' which enables authorized use of the software). 

a. Referring to claim 37 and 44: 

DISH-Blue Spike-842
Exhibit 1004, Page 1173



DISH-Blue Spike-842
Exhibit 1004, Page 1174



DISH-Blue Spike-842
Exhibit 1004, Page 1175



DISH-Blue Spike-842
Exhibit 1004, Page 1176



DISH-Blue Spike-842
Exhibit 1004, Page 1177



DISH-Blue Spike-842
Exhibit 1004, Page 1178



DISH-Blue Spike-842
Exhibit 1004, Page 1179



DISH-Blue Spike-842
Exhibit 1004, Page 1180



DISH-Blue Spike-842
Exhibit 1004, Page 1181



DISH-Blue Spike-842
Exhibit 1004, Page 1182



DISH-Blue Spike-842
Exhibit 1004, Page 1183



DISH-Blue Spike-842
Exhibit 1004, Page 1184



DISH-Blue Spike-842
Exhibit 1004, Page 1185



DISH-Blue Spike-842
Exhibit 1004, Page 1186



DISH-Blue Spike-842
Exhibit 1004, Page 1187



DISH-Blue Spike-842
Exhibit 1004, Page 1188



DISH-Blue Spike-842
Exhibit 1004, Page 1189



DISH-Blue Spike-842
Exhibit 1004, Page 1190



DISH-Blue Spike-842
Exhibit 1004, Page 1191



DISH-Blue Spike-842
Exhibit 1004, Page 1192



DISH-Blue Spike-842
Exhibit 1004, Page 1193



DISH-Blue Spike-842
Exhibit 1004, Page 1194



DISH-Blue Spike-842
Exhibit 1004, Page 1195



DISH-Blue Spike-842
Exhibit 1004, Page 1196



DISH-Blue Spike-842
Exhibit 1004, Page 1197



DISH-Blue Spike-842
Exhibit 1004, Page 1198



DISH-Blue Spike-842
Exhibit 1004, Page 1199



DISH-Blue Spike-842
Exhibit 1004, Page 1200



DISH-Blue Spike-842
Exhibit 1004, Page 1201



DISH-Blue Spike-842
Exhibit 1004, Page 1202



DISH-Blue Spike-842
Exhibit 1004, Page 1203



DISH-Blue Spike-842
Exhibit 1004, Page 1204



DISH-Blue Spike-842
Exhibit 1004, Page 1205



DISH-Blue Spike-842
Exhibit 1004, Page 1206



DISH-Blue Spike-842
Exhibit 1004, Page 1207



DISH-Blue Spike-842
Exhibit 1004, Page 1208



DISH-Blue Spike-842
Exhibit 1004, Page 1209



DISH-Blue Spike-842
Exhibit 1004, Page 1210



DISH-Blue Spike-842
Exhibit 1004, Page 1211



DISH-Blue Spike-842
Exhibit 1004, Page 1212



DISH-Blue Spike-842
Exhibit 1004, Page 1213



DISH-Blue Spike-842
Exhibit 1004, Page 1214



DISH-Blue Spike-842
Exhibit 1004, Page 1215



DISH-Blue Spike-842
Exhibit 1004, Page 1216



DISH-Blue Spike-842
Exhibit 1004, Page 1217



DISH-Blue Spike-842
Exhibit 1004, Page 1218



DISH-Blue Spike-842
Exhibit 1004, Page 1219



DISH-Blue Spike-842
Exhibit 1004, Page 1220



DISH-Blue Spike-842
Exhibit 1004, Page 1221



DISH-Blue Spike-842
Exhibit 1004, Page 1222



DISH-Blue Spike-842
Exhibit 1004, Page 1223



DISH-Blue Spike-842
Exhibit 1004, Page 1224



DISH-Blue Spike-842
Exhibit 1004, Page 1225



DISH-Blue Spike-842
Exhibit 1004, Page 1226



DISH-Blue Spike-842
Exhibit 1004, Page 1227



DISH-Blue Spike-842
Exhibit 1004, Page 1228



DISH-Blue Spike-842
Exhibit 1004, Page 1229



DISH-Blue Spike-842
Exhibit 1004, Page 1230



DISH-Blue Spike-842
Exhibit 1004, Page 1231



DISH-Blue Spike-842
Exhibit 1004, Page 1232



DISH-Blue Spike-842
Exhibit 1004, Page 1233



DISH-Blue Spike-842
Exhibit 1004, Page 1234



DISH-Blue Spike-842
Exhibit 1004, Page 1235



DISH-Blue Spike-842
Exhibit 1004, Page 1236



DISH-Blue Spike-842
Exhibit 1004, Page 1237



DISH-Blue Spike-842
Exhibit 1004, Page 1238



DISH-Blue Spike-842
Exhibit 1004, Page 1239



DISH-Blue Spike-842
Exhibit 1004, Page 1240



DISH-Blue Spike-842
Exhibit 1004, Page 1241



DISH-Blue Spike-842
Exhibit 1004, Page 1242



DISH-Blue Spike-842
Exhibit 1004, Page 1243



DISH-Blue Spike-842
Exhibit 1004, Page 1244



DISH-Blue Spike-842
Exhibit 1004, Page 1245



DISH-Blue Spike-842
Exhibit 1004, Page 1246



DISH-Blue Spike-842
Exhibit 1004, Page 1247



DISH-Blue Spike-842
Exhibit 1004, Page 1248



DISH-Blue Spike-842
Exhibit 1004, Page 1249



DISH-Blue Spike-842
Exhibit 1004, Page 1250



DISH-Blue Spike-842
Exhibit 1004, Page 1251



DISH-Blue Spike-842
Exhibit 1004, Page 1252



DISH-Blue Spike-842
Exhibit 1004, Page 1253



DISH-Blue Spike-842
Exhibit 1004, Page 1254



DISH-Blue Spike-842
Exhibit 1004, Page 1255



DISH-Blue Spike-842
Exhibit 1004, Page 1256



DISH-Blue Spike-842
Exhibit 1004, Page 1257



DISH-Blue Spike-842
Exhibit 1004, Page 1258



DISH-Blue Spike-842
Exhibit 1004, Page 1259



DISH-Blue Spike-842
Exhibit 1004, Page 1260



DISH-Blue Spike-842
Exhibit 1004, Page 1261



DISH-Blue Spike-842
Exhibit 1004, Page 1262



DISH-Blue Spike-842
Exhibit 1004, Page 1263



DISH-Blue Spike-842
Exhibit 1004, Page 1264



DISH-Blue Spike-842
Exhibit 1004, Page 1265



DISH-Blue Spike-842
Exhibit 1004, Page 1266



DISH-Blue Spike-842
Exhibit 1004, Page 1267



DISH-Blue Spike-842
Exhibit 1004, Page 1268



DISH-Blue Spike-842
Exhibit 1004, Page 1269



DISH-Blue Spike-842
Exhibit 1004, Page 1270



DISH-Blue Spike-842
Exhibit 1004, Page 1271



DISH-Blue Spike-842
Exhibit 1004, Page 1272



DISH-Blue Spike-842
Exhibit 1004, Page 1273



DISH-Blue Spike-842
Exhibit 1004, Page 1274



DISH-Blue Spike-842
Exhibit 1004, Page 1275



DISH-Blue Spike-842
Exhibit 1004, Page 1276



DISH-Blue Spike-842
Exhibit 1004, Page 1277



DISH-Blue Spike-842
Exhibit 1004, Page 1278



DISH-Blue Spike-842
Exhibit 1004, Page 1279



DISH-Blue Spike-842
Exhibit 1004, Page 1280



DISH-Blue Spike-842
Exhibit 1004, Page 1281



DISH-Blue Spike-842
Exhibit 1004, Page 1282



DISH-Blue Spike-842
Exhibit 1004, Page 1283



DISH-Blue Spike-842
Exhibit 1004, Page 1284



DISH-Blue Spike-842
Exhibit 1004, Page 1285



DISH-Blue Spike-842
Exhibit 1004, Page 1286



DISH-Blue Spike-842
Exhibit 1004, Page 1287



DISH-Blue Spike-842
Exhibit 1004, Page 1288



DISH-Blue Spike-842
Exhibit 1004, Page 1289



DISH-Blue Spike-842
Exhibit 1004, Page 1290



DISH-Blue Spike-842
Exhibit 1004, Page 1291



DISH-Blue Spike-842
Exhibit 1004, Page 1292



DISH-Blue Spike-842
Exhibit 1004, Page 1293



DISH-Blue Spike-842
Exhibit 1004, Page 1294



DISH-Blue Spike-842
Exhibit 1004, Page 1295



DISH-Blue Spike-842
Exhibit 1004, Page 1296



DISH-Blue Spike-842
Exhibit 1004, Page 1297



DISH-Blue Spike-842
Exhibit 1004, Page 1298



DISH-Blue Spike-842
Exhibit 1004, Page 1299



DISH-Blue Spike-842
Exhibit 1004, Page 1300



DISH-Blue Spike-842
Exhibit 1004, Page 1301



DISH-Blue Spike-842
Exhibit 1004, Page 1302



DISH-Blue Spike-842
Exhibit 1004, Page 1303



DISH-Blue Spike-842
Exhibit 1004, Page 1304



DISH-Blue Spike-842
Exhibit 1004, Page 1305



DISH-Blue Spike-842
Exhibit 1004, Page 1306



DISH-Blue Spike-842
Exhibit 1004, Page 1307



DISH-Blue Spike-842
Exhibit 1004, Page 1308



DISH-Blue Spike-842
Exhibit 1004, Page 1309



DISH-Blue Spike-842
Exhibit 1004, Page 1310



DISH-Blue Spike-842
Exhibit 1004, Page 1311



DISH-Blue Spike-842
Exhibit 1004, Page 1312



DISH-Blue Spike-842
Exhibit 1004, Page 1313



DISH-Blue Spike-842
Exhibit 1004, Page 1314



DISH-Blue Spike-842
Exhibit 1004, Page 1315



DISH-Blue Spike-842
Exhibit 1004, Page 1316



DISH-Blue Spike-842
Exhibit 1004, Page 1317



DISH-Blue Spike-842
Exhibit 1004, Page 1318



DISH-Blue Spike-842
Exhibit 1004, Page 1319



DISH-Blue Spike-842
Exhibit 1004, Page 1320



DISH-Blue Spike-842
Exhibit 1004, Page 1321



DISH-Blue Spike-842
Exhibit 1004, Page 1322



DISH-Blue Spike-842
Exhibit 1004, Page 1323



DISH-Blue Spike-842
Exhibit 1004, Page 1324



DISH-Blue Spike-842
Exhibit 1004, Page 1325



DISH-Blue Spike-842
Exhibit 1004, Page 1326



DISH-Blue Spike-842
Exhibit 1004, Page 1327



DISH-Blue Spike-842
Exhibit 1004, Page 1328



DISH-Blue Spike-842
Exhibit 1004, Page 1329



DISH-Blue Spike-842
Exhibit 1004, Page 1330



DISH-Blue Spike-842
Exhibit 1004, Page 1331



DISH-Blue Spike-842
Exhibit 1004, Page 1332



DISH-Blue Spike-842
Exhibit 1004, Page 1333



DISH-Blue Spike-842
Exhibit 1004, Page 1334



DISH-Blue Spike-842
Exhibit 1004, Page 1335



DISH-Blue Spike-842
Exhibit 1004, Page 1336



DISH-Blue Spike-842
Exhibit 1004, Page 1337



DISH-Blue Spike-842
Exhibit 1004, Page 1338



DISH-Blue Spike-842
Exhibit 1004, Page 1339



DISH-Blue Spike-842
Exhibit 1004, Page 1340



DISH-Blue Spike-842
Exhibit 1004, Page 1341



DISH-Blue Spike-842
Exhibit 1004, Page 1342



DISH-Blue Spike-842
Exhibit 1004, Page 1343



DISH-Blue Spike-842
Exhibit 1004, Page 1344



DISH-Blue Spike-842
Exhibit 1004, Page 1345



DISH-Blue Spike-842
Exhibit 1004, Page 1346



DISH-Blue Spike-842
Exhibit 1004, Page 1347



DISH-Blue Spike-842
Exhibit 1004, Page 1348



DISH-Blue Spike-842
Exhibit 1004, Page 1349



DISH-Blue Spike-842
Exhibit 1004, Page 1350



DISH-Blue Spike-842
Exhibit 1004, Page 1351



DISH-Blue Spike-842
Exhibit 1004, Page 1352



DISH-Blue Spike-842
Exhibit 1004, Page 1353



DISH-Blue Spike-842
Exhibit 1004, Page 1354



DISH-Blue Spike-842
Exhibit 1004, Page 1355



DISH-Blue Spike-842
Exhibit 1004, Page 1356



DISH-Blue Spike-842
Exhibit 1004, Page 1357



DISH-Blue Spike-842
Exhibit 1004, Page 1358



DISH-Blue Spike-842
Exhibit 1004, Page 1359



DISH-Blue Spike-842
Exhibit 1004, Page 1360



DISH-Blue Spike-842
Exhibit 1004, Page 1361



DISH-Blue Spike-842
Exhibit 1004, Page 1362



DISH-Blue Spike-842
Exhibit 1004, Page 1363



DISH-Blue Spike-842
Exhibit 1004, Page 1364



DISH-Blue Spike-842
Exhibit 1004, Page 1365



DISH-Blue Spike-842
Exhibit 1004, Page 1366



DISH-Blue Spike-842
Exhibit 1004, Page 1367



DISH-Blue Spike-842
Exhibit 1004, Page 1368



DISH-Blue Spike-842
Exhibit 1004, Page 1369



DISH-Blue Spike-842
Exhibit 1004, Page 1370



DISH-Blue Spike-842
Exhibit 1004, Page 1371



DISH-Blue Spike-842
Exhibit 1004, Page 1372



DISH-Blue Spike-842
Exhibit 1004, Page 1373



DISH-Blue Spike-842
Exhibit 1004, Page 1374



DISH-Blue Spike-842
Exhibit 1004, Page 1375



DISH-Blue Spike-842
Exhibit 1004, Page 1376



DISH-Blue Spike-842
Exhibit 1004, Page 1377



DISH-Blue Spike-842
Exhibit 1004, Page 1378



DISH-Blue Spike-842
Exhibit 1004, Page 1379



DISH-Blue Spike-842
Exhibit 1004, Page 1380



DISH-Blue Spike-842
Exhibit 1004, Page 1381



DISH-Blue Spike-842
Exhibit 1004, Page 1382



DISH-Blue Spike-842
Exhibit 1004, Page 1383



DISH-Blue Spike-842
Exhibit 1004, Page 1384



DISH-Blue Spike-842
Exhibit 1004, Page 1385



DISH-Blue Spike-842
Exhibit 1004, Page 1386



DISH-Blue Spike-842
Exhibit 1004, Page 1387



DISH-Blue Spike-842
Exhibit 1004, Page 1388



DISH-Blue Spike-842
Exhibit 1004, Page 1389



DISH-Blue Spike-842
Exhibit 1004, Page 1390



DISH-Blue Spike-842
Exhibit 1004, Page 1391



DISH-Blue Spike-842
Exhibit 1004, Page 1392



DISH-Blue Spike-842
Exhibit 1004, Page 1393



DISH-Blue Spike-842
Exhibit 1004, Page 1394



DISH-Blue Spike-842
Exhibit 1004, Page 1395



DISH-Blue Spike-842
Exhibit 1004, Page 1396



DISH-Blue Spike-842
Exhibit 1004, Page 1397



DISH-Blue Spike-842
Exhibit 1004, Page 1398


