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 Introduction I.

Apple Inc. respectfully requests rehearing of the Board’s November 6, 2019 

decision denying institution of inter partes review of U.S. Patent No. 9,762,397. 

Paper 7 (“DI”). In its decision, the Board asserted that “RFC3104 does not describe 

any message ever being sent from address Nb to address Na,” and “Dr. Goldschlag 

does not explain how RFC3104’s ‘tunneling’ operation results in the understanding 

that a message sent to RSIP server N via address Nb is also sent to address Na.” 

DI, 11-12. The Board misapprehended the evidence relied on by Dr. Goldschlag to 

support his opinion. In particular, a message sent from host Y to host X in 

RFC3104 must necessarily flow through addresses Nb and Na of RSIP server N, as 

explained by the Petition and Dr. Goldschlag’s declaration. 

 Standard of Review II.

“A party dissatisfied with a decision may file a request for rehearing, 

without prior authorization from the Board.” 37 C.F.R. § 42.71(d). The “burden of 

showing a decision should be modified lies with the party challenging the 

decision,” and the request “must specifically identify all matters the party believes 

the Board misapprehended or overlooked, and the place where each matter was 

previously addressed in a motion, an opposition, or a reply.” Id. 

 Argument and Relief Requested III.

The Board based its institution denial on Apple’s alleged failure to 

demonstrate that RFC3104 renders obvious claim 1’s recitation of “the 
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intermediate computer receiving a secure message having a first source address 

sent to an address of the intermediate computer” and “the intermediate computer 

sending the secure message in the secure connection to the destination address by 

using the address of the intermediate computer as a second source address.” DI, 

10-13. The Board respectfully misapprehended the evidence cited in the Petition, 

which shows that messages sent from host Y to host X in RFC3104 must flow 

through both RSIP server N’s interface receiving packets at address Nb and RSIP 

server N’s interface sending packets from address Na. Thus, any packet sent to 

address Nb must also be sent to address Na. Apple respectfully requests that the 

Board grant rehearing and institute trial of claims 1 and 2 of the ’397 patent. 

A. RFC3104 itself discloses that messages sent from host Y are sent 
to address Na of RSIP server N. 

RFC3104 discloses that “IPsec packets from Y destined for X arrive at RSIP 

server N,” and “[i]f N is able to find a matching mapping, it tunnels the packet to X 

according to the tunneling mode in effect.” EX1004, 5; Pet., 38. This process is 

shown in the figure provided in RFC3104, as annotated in the Petition and Dr. 

Goldschlag’s declaration: 
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EX1004, 2 (annotated); Pet., 38; EX1002, ¶103. 

As illustrated in the figure, RSIP server “N has two addresses: Na on address 

space A, and Nb on address space B. For example, A could be a private address 

space, and B the public address space of the general Internet.” EX1004, 3; Pet., 26; 

EX1002, ¶83. 

 

EX1004, 2 (annotated); Pet., 29; EX1002, ¶88. 

Importantly, the parties do not dispute that a message sent from host Y is 

received at address Nb of RSIP server N (e.g., N’s public interface), and then the 

same message is subsequently sent from address Na of server N (e.g., N’s private 

interface) to host X. See, e.g., Pet., 38-39, POPR, 18 (“RFC3104 teaches an RSIP 

Server N receiving a message at address Nb (from Host Y) and sending it out to 

RSIP Client X from address NA”). Thus, the message must flow through both 
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