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I. Introduction  

The Board should find unpatentable all claims of the ’810 patent because 

Apple has shown that the prior art renders all claims invalid. MPH raises no new 

arguments in its Patent Owner Response (POR), but rather repeats the unavailing 

arguments made in its Patent Owner Preliminary Response (POPR). The Board 

should again reject those arguments as it did in the Institution Decision. 

Essentially, MPH makes one argument as to why the combination of Ishiyama and 

Murakawa does not render obvious the claims of the ’810 patent—that Ishiyama’s 

“correspondent host” is not a “security gateway.” See POR, 27-45. But the Board 

should reject this argument because it is based on an improper and unnecessary 

claim construction, mischaracterizes Apple’s contentions, and ignores the 

teachings of Ishiyama and Murakawa. 

II. The Board Should Reject MPH’s Improper Claim Construction 

Disputed Constructions 
Apple Security gateway: Plain and ordinary meaning. 

MPH  Security gateway: “gateway that provides additional security 
functionality, such as firewall functionality.” POR, 12. 
 
Gateway: “an intermediary system with two or more communication 
interfaces that interconnects different networks and can forward 
packets it receives from one network on to another network.” POR, 
11-12. 
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