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57 ABSTRACT 

A Secured network permits a single Sign-on ("SSO) of users 
to a plurality of network elements. Data structures, proce 
dures and System components that Support the SSO func 
tionality in a distributed networked environment are 
included in the secured network. The SSO functionality can 
be implemented and integrated into an existing network 
platform or used as the backbone protocol to new network 
installations. DCE-based features as well as ERA and EAC 
can be utilized as the foundation for the implementation. The 
SSO functionality may be implemented and integrated with 
out requiring Significant low level development or major 
modifications in a network. 
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