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Exhibit A (Updated)
The updated tables below show the parties’ agreed and disputed claim construction
terms for the asserted claims of U.S. Patent Nos. 6,088,802 (“’802 Patent”) and 
6,003,135 (“’135 Patent).  The update to this exhibit was necessitated by changes 
SPEX made to its claim construction positions on July 13, 2017, the due date for 
opening claim construction briefs.  

SPEX informed Defendants on the morning of July 13, 2017 that it would agree to 
Defendants’ construction for “means for enabling communication between the 
security means and the target means,” but it did not communicate its modified 
constructions for Terms 2, 3, 5, and 10 to Defendants until after Defendants’ 
opening claim construction brief had been filed. 

Agreed Constructions

Claim Term Agreed Construction
“means for non-
volatilely storing data”
(’802 Patent, claims 2, 
7, 12, 25)

Subject to 35 U.S.C. § 112(6).
Recited Function: non-volatilely storing data
Corresponding Structure: non-volatile memory devices; or 
equivalents thereof.1

“target means for 
enabling a defined 
interaction with a host 
computing device”
(’802 Patent, claims 1-
2, 6-7, 11-12, 23, 25)

Subject to 35 U.S.C. § 112(6).
Recited function: enabling a defined interaction with a host 
computing device
Corresponding structures: (1) a memory module adapted to 
enable non-volatile storage of data, (2) a communications 
module adapted to enable communications between the host 
computing device and a modem or LAN transceiver, (3) a smart 
card reader, or (4) biometric device, or equivalents thereof.2

1 Although Defendants agree that 35 U.S.C. § 112(6) permits “equivalents” of the 
disclosed structure for the purposes of an infringement analysis, Defendants 
disagree that “equivalents” should be included as part of claim construction or 
that “equivalents” form part of the “corresponding structure,” as “equivalents” 
are not disclosed in the patent.

2 See footnote 1.
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Claim Term Agreed Construction
Notwithstanding the Parties’ agreement as to relevant structure, 
Defendants maintain that this term is invalid for indefiniteness in 
view of its inclusion of the words “defined interaction,” a term 
that the Parties are separately briefing.

“means for enabling 
communication 
between the security 
means and the target 
means” (’802 Patent, 
claims 1-2, 6-7, 11-12, 
23, 25)

Subject to 35 U.S.C. § 112(6).  
Recited function: enabling communication between the security 
means and the target means
Corresponding structure: conventional computer bus 615; or 
equivalents thereof.3

10 Most Significant Disputed Terms as Identified in the Amended Joint Claim 
Construction Chart

Claim Term SPEX’s Proposal Defendants’ Proposal
1.  “defined 

interaction” 
(all asserted 
claims)

SPEX Proposal: a specific, 
predefined functionality of the 
device, such as data storage, data 
communication, data input and 
output or user identification

Defendants Proposal: Indefinite 
under 35 U.S.C. § 112.

1a. “interaction 
with a host 
computing 
device in a 
defined way”
(’802 Patent, 
claims 38-39)

SPEX Proposal: interaction 
with a host computing device 
using a specific, predefined 
functionality of the device, such 
as data storage, data 
communication, data input and 
output or user identification

Defendants Proposal: Indefinite 
under 35 U.S.C. § 112.

2.  “peripheral 
device” (’802 
Patent, all 
asserted 
claims)

SPEX Proposal: Any device 
that operates outside of a host 
computing device (i.e. the 
keyboard-computer-screen 
system) and that is connected to 
the host computing device.  

Defendants Proposal: Any device 
that operates outside of a host 
computing device and that is 
connected to the host computing 
device  

3 See footnote 1.
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Claim Term SPEX’s Proposal Defendants’ Proposal
Typical peripheral devices 
include but are not limited to a 
disk drive and a printer.

3.  “security 
means for 
enabling one or 
more security 
operations to 
be performed 
on data” (’802 
Patent, claims 
1-2, 6-7, 11-
12, 23, 25)

“means for 
performing the 
one or more 
security 
operations” 
(’802 Patent, 
claim 39)

SPEX Proposal: Subject to 35 
U.S.C. ¶ 112(6)

Recited function: enabling 
one or more security 
operations to be performed 
on data 
Corresponding structure: 
1.  Cryptographic processing 
device 801 (special purpose 
processor capable of 
performing the cryptographic 
operations, as described at 
'802 patent, 15:63-15:57); 

2.  Security token (device that 
performs security operations 
and that includes one or more 
mechanisms (such as, for 
example, use of a hardware 
random number generator 
and/or protected memory) to 
provide security for the 
content of those operations as 
described at '802 patent at 
5:35-39);

3.  A specific hardware 
component programmed or 
configured to perform a 
security operation disclosed at 
18:1-47 of the ’802 Patent or 
21:29 – 22:9 of the ’135 
Patent; 

4.  A special purpose 
embedded processor, 

Defendants Proposal: Governed 
by 35 U.S.C. § 112(6).  

Recited function: (1) enabling 
security operations to be 
performed on data; (2) 
performing the security 
operations;

Corresponding structure:
1.  A specific hardware 
component programmed or 
configured to perform a security 
operation  disclosed at 18:1-47
of the ’802 Patent or 21:29 – 
22:9 of the ’135 Patent.

2.  A special purpose embedded 
processor, embodied on a single 
integrated chip and designated as 
MYK-82 (and also referred to by 
the name Capstone), which 
includes an ARM6™ processor 
core and several special purpose 
cryptographic processing elements 
that have been developed by the 
Department of Defense.
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Claim Term SPEX’s Proposal Defendants’ Proposal
embodied on a single 
integrated chip and designated 
as MYK-82 (and also referred 
to by the name Capstone), 
which includes an ARM6™ 
processor core and several 
special purpose cryptographic 
processing elements that have 
been developed by the 
Department of Defense (’802 
patent at 15:67-16:8); or
5.  Equivalents thereof

3a. “security 
module that is 
adapted to 
enable one or 
more security 
operations to 
be performed 
on data” (’135 
Patent, claims 
55–58)4  

SPEX Proposal: This is not 
subject to 35 U.S.C. ¶ 112(6).
If this phrase is subject to 35 
U.S.C. ¶ 112(6):

Recited function: enabling 
one or more security 
operations to be performed on 
data

Corresponding structure: see 
the previous term

Defendants Proposal: Governed 
by 35 U.S.C. § 112(6).  

Recited function:  enable
security operations to be 
performed on data

Corresponding structure:
See corresponding structure 
provided above for “security 
means for enabling one or more 
security operations to be 
performed on data” and “means 
for performing the one or more 
security operations.”

6.  “means for 
enabling 
communication 
between the 
security means 

The proposed construction for this term has been moved to the 
“Agreed Constructions” section as the parties reached agreement on 
the proper construction of this term on July 13, 2017.

4 Defendants erroneously referred to this term as “Term 3b” in their opening 
brief, when the term should have been identified as “Term 3a” in accordance 
with its identification in the Amended Joint Claim Construction Chart.  

Toshiba_Apricorn 1016-0005 
IPR2018-01067

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
	� Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

	� Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
	� With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

	� Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
	� Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

	� Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


