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501 User connects peripheral device I
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503 Peripheral device establishes its identity.

504 Host computing device identities peripheral device.

505 User interacts with host computing device
to begin using peripheral device.
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