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1. 

METHOD AND SYSTEM FOR REAL-TIME 
INSERTON OF SERVICE DURING ACALL 

SESSION OVER A COMMUNICATION 
NETWORK 

TECHNICAL FIELD OF THE INVENTION 

This invention relates in general to Internet Protocol (IP) 
telephony, and more particularly to a method and system for 
real-time insertion of services during a call session over a 
communication network. 

BACKGROUND OF THE INVENTION 

IP telephony uses the Internet Protocol (IP) to transmit 
Voice as packets over any data network that Supports IP. 
Traditional circuit switched networks, such as the public 
switched telephone network (PSTN), establish a call by set 
ting up an end-to-end circuit between two telephones. The 
switched connection is established for the duration of the 
telephone call, with a fixed bandwidth. In contrast, an IP 
telephony connection digitizes, compresses and converts the 
Voice signal into IP packets and transmits the packets over the 
data network. Numerous different calls may share the same 
network and each participant in a call may have a different 
bandwidth that varies over the duration of the call depending 
on the amount of data being communicated over the network 
at any given time. 

Conventional phone service provided over the PSTN 
requires a Subscriberto pay for long distance service based on 
the number of minutes for the call. Furthermore, if the sub 
scriber would like to add a special service, such as caller id, 
call forwarding or call waiting, the Subscriber typically pays 
a monthly fee for the service. This fee is paid to the telephone 
company even if the subscriber does not use the service dur 
ing the month. IP telephony service operates in a similar way 
because the subscriber is limited to services provided by an 
Internet Service Provider (ISP) for a fee during a specific 
period. 

SUMMARY OF THE INVENTION 

In accordance with the teachings of the present invention, 
disadvantages and problems associated with real-time inser 
tion of services during a call session over a communication 
network have been substantially reduced or eliminated. In a 
particular embodiment, Session-based Services Telephony 
Protocol (SSTP) for use in Internet Protocol (IP) telephony is 
disclosed that allows a user to add services, such as the ability 
to send data for use in a word processing application or the 
ability to increase the level of encryption provided, during an 
IP telephony call session by requesting a desired service from 
a server coupled to a packet-based network. 

In accordance with one embodiment of the present inven 
tion, a method for real-time insertion of services during a call 
session over a communication network includes initiating a 
Service Request Message (SRM) by a first client to a first 
server. The SRM includes the first client identity and a 
requested service available from a second server including a 
plurality of services. Upon receiving the message, the first 
server determines if the first client is authorized to receive the 
requested service. If the first client is authorized to receive the 
requested service, the second server delivers the requested 
service to the first client. 

In accordance with another embodiment of the present 
invention, a communication system for real-time insertion of 
services during a call session over a communication network 
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2 
includes a client, a first device and a second device coupled to 
a communication network. The first device includes a list of 
clients authorized to receive a plurality of services. The sec 
ond device inserts one or more of the services requested by 
the client into the call session if the list includes the client and 
the requested service. 

Important technical advantages of certain embodiments of 
the present invention include the ability to add services for use 
during a call session. In a conventional communication sys 
tem, a Subscriber may use an extra service installed on a 
network if the subscriber requests and pays for the service 
before beginning the call session. The present invention 
allows the Subscriberto add one or more services during a call 
session. If the equipment used by the Subscriberis not capable 
of receiving the requested service, the necessary Software 
may be configured at a remote location, Such as a server, and 
uploaded onto a cache, or other Suitable memory, associated 
with the subscriber's equipment. When the call session is 
terminated or the subscriber disconnects from or breaks com 
munication with the call session, the service and associated 
software may be deleted from the subscriber's equipment by 
flushing the cache. 

Another important technical advantage of certain embodi 
ments of the present invention includes the ability of a service 
provider to charge a Subscriber for a requested service based 
on use of the requested service. When the subscriber requests 
to use a service, either by subscribing to the service for 
specific time period, requesting the service prior to initiating 
a call session, or requesting the service during the call session, 
the service provider creates an account for the subscriber. The 
account may contain usage tokens for the requested service. 
Each time the subscriber uses the requested service, a usage 
token is deleted from the subscriber's account. The service 
provider, therefore, may track usage of the service and bill the 
subscriber based on the number of tokens used. 

Other technical advantages will be readily apparent to one 
skilled in the art from the following figures, descriptions, and 
claims. 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 illustrates a communication network incorporating 
one embodiment of the present invention; 

FIG. 2A illustrates a block diagram of one embodiment for 
inserting a requested service into a call session; 

FIG. 2B illustrates a block diagram of an alternative 
embodiment for inserting the requested service into the call 
session; 

FIG. 2C illustrates a block diagram of a further embodi 
ment for inserting the requested service into the call session; 

FIG. 3 illustrates a flowchart of a method for real-time 
insertion of services into a call session over the communica 
tion network; 

FIG. 4 illustrates a flowchart of a method for charging a 
client for use of the requested service. 

DETAILED DESCRIPTION OF THE INVENTION 

FIG. 1 illustrates a block diagram of a communication 
system 10 that Supports real-time insertion of services during 
a call session over network 12. System 10 includes network 
12, clients 14 and 16, and servers 18 and 20. Server 18 
includes a list of services that may be requested by clients 14 
and 16 during a call session and associated Software applica 
tions to execute the services. Server 20 includes a database 
containing a list of clients that may couple to network 12 and 
the services available from server 18 that each client is autho 
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