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I. Introduction 

USR’s Patent Owner Response (“POR”) repeats arguments that the Board 

already rejected, and fails to rebut Petitioner’s showing that the challenged claims 

are unpatentable.  First, USR proposes improperly narrow constructions that not 

only contravene the broadest reasonable interpretation standard but also are 

inconsistent with plain meaning and the intrinsic evidence.  Second, USR 

mischaracterizes the express teachings of Maritzen, Jakobsson, and Niwa, and the 

testimony of Petitioner’s expert, Dr. Shoup.  Finally, USR fails to demonstrate any 

secondary considerations of non-obviousness whatsoever.   

II. Argument  

A. USR’s Proposed Claim Constructions Are Overly Narrow And 
Contravene BRI. 

1. “Biometric Information” Is An Example Of 
“Authentication Information.” 

Claiming that “biometric information” must be different from 

“authentication information,” as USR does (POR, 12-13), is inconsistent with the 

intrinsic evidence and the BRI standard.  “Authentication information” is a set of 

information items that can be used to authenticate a user, and can include PINs, 

passwords, and biometric information.  Ex-1018, Shoup-Decl., ¶12.   
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First, nothing in the claims requires that “authentication information” and 

“first biometric information” are mutually exclusive.1  Moreover, the claims recite 

two different elements that should not be conflated, as USR does: “authentication 

information” (with no modifier) and “first authentication information.”  These are 

independent elements with no recited relationship.  USR argues that 

“authentication information” (with no modifier) cannot be biometric information 

because the claims require determining “first authentication information” from the 

biometric information.  POR, 14.  However, the claims require that “first 

authentication information” be determined from “biometric information.”  They do 

not require that “authentication information” (with no modifier) be determined 

from “biometric information.”  Because “first authentication information” and 

“authentication information” (with no modifier) are not related, there is no 

restriction on the relationship between “authentication information” (with no 

modifier) and “biometric information.”  Ex-1018, Shoup-Decl., ¶13. 

The order of the claim steps does not support USR either, as it erroneously 

suggests (POR, 13-14).  For example, system claim 1 only requires a processor that 

is configured to (a) “authenticate a user of the first handheld device based on 

                                                 
1 For example, a dependent claim could have read: “wherein the authentication 

information comprises the first biometric information.”   
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authentication information,” and (b) “retrieve or receive first biometric information 

of the user of the first handheld device.”  The claim does not require the processor 

to perform these steps in any particular sequence.  Ex-1018, Shoup-Decl., ¶15. 

Moreover, method claims do not require any specific order of operations 

unless expressly set forth in the claim.  Interactive Gift Exp., Inc. v. Compuserve 

Inc., 256 F.3d 1323, 1342 (Fed. Cir. 2001).  Here, method claims 10 and 30 do not 

require any specific sequence.   

Second, the specification2 expressly identifies “biometric information” as 

one example of “authentication information” used by the system to verify the 

identity of an individual.  Ex-1001, ’826 patent, 35:18-21 (“the act of receiving the 

first authentication information of the first entity comprises receiving biometric 

information of the first entity”).  Ex-1018, Shoup-Decl., ¶16. 

Third, those of ordinary skill in the art would have understood that 

“authentication information” means any information used to authenticate a user, 

including biometric information.  Ex-1018, Shoup-Decl., ¶17.  Accordingly, 

Petitioner’s construction falls within the broadest reasonable interpretation of the 

phrase “authentication information.”     

                                                 
2 USR argues that the term “system” is ambiguous, but challenged claims 1 and 21 

claim a “system for authenticating identities.”   
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