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Status of this Memo

   This document is an Internet-Draft. Internet-Drafts are working
   documents of the Internet Engineering Task Force (IETF), its areas,
   and its working groups. Note that other groups may also distribute
   working documents as Internet-Drafts.

   Internet-Drafts are draft documents valid for a maximum of six
   months and may be updated, replaced, or obsoleted by other
   documents at any time. It is inappropriate to use Internet-Drafts
   as reference material or to cite them other than as "work in
   progress".

   To learn the current status of any Internet-Draft, please check the
   "1id-abstracts.txt" listing contained in the Internet-Drafts Shadow
   Directories on ftp.is.co.za (Africa), nic.nordu.net (Europe),
   munnari.oz.au (Pacific Rim), ds.internic.net (US East Coast), or
   ftp.isi.edu (US West Coast).

   Distribution of this document is unlimited. Please send comments to
   the HTTP working group at <http-wg@cuckoo.hpl.hp.com>. Discussions
   of the working group are archived at
   <URL:http://www.ics.uci.edu/pub/ietf/http/>. General discussions
   about HTTP and the applications which use HTTP should take place on
   the <www-talk@w3.org> mailing list.

Abstract

   The Hypertext Transfer Protocol (HTTP) is an application-level
   protocol for distributed, collaborative, hypermedia information
   systems. It is a generic, stateless, object-oriented protocol which
   can be used for many tasks, such as name servers and distributed
   object management systems, through extension of its request methods
   (commands). A feature of HTTP is the typing and negotiation of data
   representation, allowing systems to be built independently of the
   data being transferred.

   HTTP has been in use by the World-Wide Web global information
   initiative since 1990. This specification defines the protocol
   referred to as "HTTP/1.1".
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1.  Introduction

1.1  Purpose

   The Hypertext Transfer Protocol (HTTP) is an application-level
   protocol for distributed, collaborative, hypermedia information
   systems. HTTP has been in use by the World-Wide Web global
   information initiative since 1990. The first version of HTTP,
   referred to as HTTP/0.9, was a simple protocol for raw data
   transfer across the Internet. HTTP/1.0, as defined by RFC xxxx [6],
   improved the protocol by allowing messages to be in the format of
   MIME-like entities, containing metainformation about the data
   transferred and modifiers on the request/response semantics.
   However, HTTP/1.0 does not sufficiently take into consideration the
   effect of hierarchical proxies and caching, the desire for
   persistent connections and virtual hosts, and a number of other
   details that slipped through the cracks of existing
   implementations. In addition, the proliferation of incompletely-
   implemented applications calling themselves "HTTP/1.0" has
   necessitated a protocol version change in order for two
   communicating applications to determine each other’s true
   capabilities.

   This specification defines the protocol referred to as "HTTP/1.1".
   This protocol is backwards-compatible with HTTP/1.0, but includes
   more stringent requirements in order to ensure reliable
   implementation of its features.

   Practical information systems require more functionality than
   simple retrieval, including search, front-end update, and
   annotation. HTTP allows an open-ended set of methods to be used to
   indicate the purpose of a request. It builds on the discipline of
   reference provided by the Uniform Resource Identifier (URI) [3], as
   a location (URL) [4] or name (URN) [20], for indicating the
   resource on which a method is to be applied. Messages are passed in
   a format similar to that used by Internet Mail [9] and the
   Multipurpose Internet Mail Extensions (MIME) [7].
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   HTTP is also used as a generic protocol for communication between
   user agents and proxies/gateways to other Internet protocols, such
   as SMTP [16], NNTP [13], FTP [18], Gopher [2], and WAIS [10],
   allowing basic hypermedia access to resources available from
   diverse applications and simplifying the implementation of user
   agents.

1.2  Requirements

   This specification uses the same words as RFC 1123 [8] for defining
   the significance of each particular requirement. These words are:

   must

       This word or the adjective "required" means that the item is an
       absolute requirement of the specification.

   should

       This word or the adjective "recommended" means that there may
       exist valid reasons in particular circumstances to ignore this
       item, but the full implications should be understood and the
       case carefully weighed before choosing a different course.

   may

       This word or the adjective "optional" means that this item is
       truly optional. One vendor may choose to include the item
       because a particular marketplace requires it or because it
       enhances the product, for example; another vendor may omit the
       same item.

   An implementation is not compliant if it fails to satisfy one or
   more of the must requirements for the protocols it implements. An
   implementation that satisfies all the must and all the should
   requirements for its protocols is said to be "unconditionally
   compliant"; one that satisfies all the must requirements but not
   all the should requirements for its protocols is said to be
   "conditionally compliant".

1.3  Terminology

   This specification uses a number of terms to refer to the roles
   played by participants in, and objects of, the HTTP communication.

   connection

       A transport layer virtual circuit established between two
       application programs for the purpose of communication.

   message

       The basic unit of HTTP communication, consisting of a structured
       sequence of octets matching the syntax defined in Section 4 and
       transmitted via the connection.

   request

       An HTTP request message (as defined in Section 5).
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