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[57] ABSTRACT

A connection specific compression system is selectively
implemented in connections having the greatest data
redundancy and utilizes modularity in implementing
data compression in a layered network communication
system. A data compression facility is interfaced in the
layered system and intercepts data at a protocol layer
prior to the data being packetized for transmission. A
system acting as a compression host comprises a data
packet switch driver which intercepts application data
packets passing over layered network interfaces and
routes selected client application data packets to an
associated local compression process which hasan inte-
gral network protocol and which compresses the data
stream in accordance with a selected compression algo-
rithm. The compressed data passes through the system
network protocol and the packet switch driver subse-
quently sends the compressed data back into the com-
munications stream through a network driver. The
compressed data passes across the network communica-
tion channel and is received by a decompression host
having peer compression/decompression capabilities.
The peer compression process decompresses the re-
ceived data and sendsit, via a second/decompression
host resident packet switch driver, as though received
from the network, into the decompression host system
network protocol for connection with an application
Tunning on the second host.
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