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(57) ABSTRACT 
A system and method for the authorization of access to a 
service by a computational device or devices, Which may 
include a Wireless device such as a cell phone or a smart 

phone. A software agent generates a digital signature for the 
device each time it attempts to access the service and send 
it to an authentication server, Which compares the digital 
signature sent With one or more digital signatures on ?le to 
determine Whether access to the service is permitted. The 
digital signature is generated by using hashes based on 
software and hardWare con?guration data collected from the 
device. The system may be used in conjunction With other 
authorization methods and devices. 
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