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Status of this Meno

This meno provides information for the Internet comunity. This neno
does not specify an Internet standard of any kind. Distribution of
this meno is unlinted.

1. Overview

The purpose of SDRP is to support source-initiated selection of
routes to conplenent the route selection provided by existing routing
protocols for both inter-domain and intra-domain routes. This
docunent refers to such source-initiated routes as "SDRP routes"
Thi s docunent describes the packet format and forwardi ng procedure
for SDRP. It also describes procedures for ascertaining feasibility
of SDRP routes. Oher conponents not described here are routing

i nformation distribution and route conputation. This portion of the
protocol may initially be used with manually configured routes. The
same packet format and processing will be usable with dynamic route
i nformation distribution and conputati on nethods under devel opnent.

The packet forwardi ng protocol specified here nmakes mini nal
assunptions about the distribution and acquisition of routing

i nformation needed to construct the SDRP routes. These minim
assunptions are believed to be sufficient for the existing Internet.
Future conponents of the SDRP protocol will extend capabilities in
this area and others in a | argely backward-conpati bl e manner

This version of the packet forwarding protocol sends all packets with
the conplete SDRP route in the SDRP header. Future versions will
address route setup and ot her enhancenents and optini zations.
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2. Model of operations

An Internet can be viewed as a collection of routing domains

i nterconnected by nmeans of common subnetwor ks, and Border Routers
(BRs) attached to these subnetworks. A routing domain itself may be
conposed of further subnetworks, routers interconnecting these
subnet wor ks, and hosts. This docunent assunes that there is sone
type of routing present within the routing donmain, but it does not
assume that this intra-domain routing is coordinated or even

consi stent.

For the purposes of this discussion, a BR belongs to only one donain.
A pair of BRs, each belonging to a different domain, but attached to
a conmon subnetwork, forman inter-domain connection. By definition,
packets that traverse multiple domains nust traverse BRs of these
domains. Note that a single physical router may act as nultiple BRs
for the purposes of this nodel.

A pair of donmains is said to be adjacent if there is at |east one
pair of BRs, one in each donmain, that forman inter-donain
connecti on.

Each domain has a globally unique identifier, called a Domain
Identifier (D). All the BRs within a donmain need to know the Dl
assigned to the donmamin. Managenent of the DI space is outside the
scope of this docunment. This docunent assunes that Autononous System
(AS) nunbers are used as DIs. A donain path (or sinply path) refers
to a list of Dis such as mght be taken froma BGP AS path [1, 2, 3]
or an IDRP RD path [4]. W refer to a route as the conbination of a
net wor k address and domai n paths. The network addresses are
represented by NLRI (Network Layer Reachability Infornmation) as
described in [3].

Thi s docunent assumes that the routing donmains are congruent to the
aut ononous systens. Thus, within the content of this docunment, the
terns autononous system and routing domain can be used

i nt erchangeabl y.

An application residing at a source host inside a domain,

comruni cates with a destination host at another domain. An
internmediate router in the path fromthe source host to the
destination host nay decide to forward the packet using SDRP. It can
do this by encapsulating the entire |IP packet fromthe source host in
an SDRP packet. The router that does this encapsulation is called
the "encapsul ating router."
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2.1 SDRP routes

A conponent in an SDRP route is either a DI (AS nunber) or an IP
address. Thus, an SDRP route is defined as a sequence of domains
and routers, syntactically expressed as a sequence of Dis and IP
addresses. Thus an SDRP route is a collection of source routed
hops.

Each conmponent of the SDRP route is called a "hop." The packet
traverses each conmponent of the SDRP route exactly once. Wen a
router corresponding to one of the conponents of the SDRP route
recei ves the packet froma router corresponding to the previous
conponent of the SDRP route, the router will process the packet
according to the SDRP forwarding rules in this packet. The next
conmponent of the SDRP route that this router will forward the
packet to, is called the "next hop," with respect to this router
and conponent of the SDRP route.

An SDRP hop can either be a "strict" source routed hop, or a

"l oose" source routed hop. A strict source route hop is one in
which, if the next hop specified is a DI, refers to an inmediately
adj acent domain, and the packet will be forwarded directly to a
route within the domain; if the next hop specified is an IP
address, refers to an i nmedi ately adj acent router on a conmon
subnetwork. Any other kind of a source route hop is a | oose
source route hop.

Aroute is a "strict source route" if the current hop being
executed is processed as a strict source route hop. Likew se, a
route is a "loose source route" if the current hop bei ng executed
is processed as a | oose source route hop

It is assuned that each BR participates in the intra-donmain
routing protocol (s) (1GPs) of the donmain to which the BR bel ongs.
Thus, a BR may forward a packet to any other BRin its own domain
using intra-domain routing procedures. Forwarding a packet
between two BRs that forman inter-donmain connection requires
neither intra-domain nor the inter-domain routing procedures (an
i nter-domain connection is a conmon Layer 2 subnetwork).

It is also assunmed that all routers participate in the intra-
domai n routing protocol (s) (1 GPs) of the donain to which they
bel ong.

Whi | e SDRP does not require that all domains have a common network
| ayer protocol, all the BRs in the donmains along a given SDRP

route are required to support a common network | ayer. This
docunent specifies SDRP operations when that common network | ayer
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protocol is IP ([5]).

While this docunment requires all the BRs to support |IP, the
docunent does not preclude a BR fromadditionally supporting other
network | ayer protocols as well (e.g., CLNP, |IPX, AppleTalk). If
a BR supports nultiple network | ayers, then for the purposes of
this nmodel, the BR nust naintain nultiple Forwardi ng I nfornation
Bases (FIBs), one per network |ayer

2.2 SDRP encapsul ati on

Forwardi ng an | P packet along an SDRP route is acconplished by
encapsul ating the entire packet in an SDRP packet. An SDRP packet
consists of the SDRP header followed by the SDRP data. The SDRP
header carries the SDRP route constructed by the donmain that
originated the SDRP packet. The SDRP data carries the origina
packet that the source domain decided to forward via SDRP.

An SDRP packet is carried across donains as the data portion of an
| P packet with protocol nunber 42

This docunment refers to the I P header of a packet that carries an
SDRP packet as the delivery IP header (or just the delivery
header). This docunent refers to the packet carried as SDRP data
s the payl oad packet, and the | P header of the payl oad packet is
t he payl oad header.

Thus, an SDRP Packet can be represented as foll ows:

| Delivery header | SDRP header | SDRP data
| (1 P header) | | (Payl oad packet)

Each SDRP route may have an MIU associated with it. An MIU of an
SDRP route is defined as the nmaxi numlength of the payl oad packet
that can be carried wthout fragnentation of an SDRP packet. This
neans that the SDRP MIU as seen by the transport |ayer and
applications above the transport layer is the actual |link MU I ess
the Iength of the Delivery and SDRP headers. Procedures for MIU
di scovery are specified in Section 9.

2.3 DFIB
It is assuned that a BR participates in either BGP or IDRP. A BR
participating in SDRP augnents its FIBs with a D-FIB that contains

routes to domains. A route to a domain is a triplet <D, Next-
Hop, NLRI >, where DI depicts a destination domain, Next-Hop
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depicts the I P address of the next-hop BR, and NLRI depicts the
set of reachabl e destinations within the destination domain. D
FIBs are constructed based on the infornation obtained fromeither
BGP, IDRP, or configuration information.

An SDRP packet is forwarded across nultiple donmains by utilizing
the forwardi ng databases (both FIBs and D FI Bs) nmintai ned by the
BRs.

The operational status of SDRP routes is nonitored via passive
(Error Reporting) and active (Route Probing) mechani snms. The Error
Reporting nmechani sm provides the originator of the SDRP route with
a failure notification. The Probing mechani sm provides the
originator of the SDRP route with confirmation of a route’s
feasibility.

3. SDRP Packet format

The total length of an SDRP packet (header plus data) can be
determined fromthe information carried in the delivery |IP header
The length of the payl oad packet can be deternmined fromthe tota
I ength of an SDRP packet and the length of its SDRP Header.

The followi ng describes the format of an SDRP packet.

0 1 2 3
01234567890123456789012345678901
B e i el i S e e S S S T it e s sl ST O S R S S S S S
er | D S| P | Hop Count | Sour ceProt oType| Payl oad Type
+- - - -+ B o i T o S e S e s i i sl ai S TR TR TR SR

<t

+

.

| Source Route ldentifier

B Lt r s i i i o o T s ks S R S
| Target Router |
B s T s s e T o e S T ks et s oot ST S S S o S S 3
| Prefix |
B T S S e s e i s S i S S S S S S T S SR S S S i S S S
| PrefixLength | Notification |SrcRoutelLength | Next HopPtr |
B Lt r s i i i o o T s ks S R S
| Source Route ..

B s T s s e T o e S T ks et s oot ST S S S o S S 3
| Payl oad .. ..

B T S S e s e i s S i S S S S S S T S SR S S S i S S S

Version and Flags (1 octet)
The SDRP version nunber and control flags are coded in the first

octet. Bit 0 is the nost significant bit, bit 7 is the |east
significant bit.
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