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[57] ABSTRACT 

A method is provided for sending data from a data source 
executing a network protocol such as the TCP/IP protocol 
stack, which includes a process for generating headers for 
packets according to the network protocol. The method 
includes sending such data on a network through a smart 
network interface. The network protocol defines a datagram 
in the data source, including generating a header template 
and supplying a data payload. The datagram is supplied to 
the network interface. At the network interface, a plurality of 
packets of data are generated from the datagram. The 
plurality of packets include respective headers, such as 
TCP/IP headers, based on the header template, and include 
respective segments of the data payload. The network inter 
face supports packets having a pre-specified length, and the 
data payload is greater than the pre-specified length, such as 
two to forty times larger or more. Thus, the higher layer 
processing specifies a very large datagram, which is auto 
matically segmented at the network interface layer, instead 
of at the TCP layer. 
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