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UNITED STATES PATENT AND TRADEMARK OFFICE 
____________ 

 
BEFORE THE PATENT TRIAL AND APPEAL BOARD 

____________ 
 

INTEL CORPORATION, CAVIUM, LLC,  
WISTRON, INC, and DELL INC. 

Petitioner, 
 

v. 
 

ALACRITECH, INC., 
Patent Owner. 
____________ 

 
Case IPR2017-013921 
Patent 7,337,241 B2 

____________ 
 
 
Before STEPHEN C. SIU, DANIEL N. FISHMAN, and  
CHARLES J. BOUDREAU, Administrative Patent Judges. 
 
FISHMAN, Administrative Patent Judge.  
 
 
 

FINAL WRITTEN DECISION 
35 U.S.C. § 318(a) and 37 C.F.R. § 42.108 

 

                                           
1 Cavium, Inc., which filed a Petition in Case IPR2017-01728 (later renamed 
Cavium, LLC (Paper 76)), Wistron, Inc., which filed a Petition in Case 
IPR2018-00328, and Dell Inc., which filed a Petition in Case IPR2018-
00372, have been joined as petitioners in this proceeding. 

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

mailto:Trials@uspto.gov
https://www.docketalarm.com/


IPR2017-01392 
Patent 7,337,241 B2 

2 

I.   INTRODUCTION 

Intel Corporation (“Petitioner” or “Intel”) filed a Corrected Petition 

(Paper 4, “Petition” or “Pet.”) requesting inter partes review of all claims 

(1–24) of U.S. Patent No. 7,337,241 B2 (“the ’241 patent,” Ex. 1001) 

pursuant to 35 U.S.C. §§ 311 et seq.  Alacritech, Inc. (“Patent Owner”) filed 

a Preliminary Response.  Paper 10 (“Prelim. Resp.”).  

On November 30, 2017, based on the record before us at that time, we 

instituted an inter partes review of all claims (1–24) and all grounds.  

Paper 11 (“Decision” or “Dec.”).   

Patent Owner filed a Corrected Response (Paper 34, “PO Resp.”) and 

Petitioner filed a Reply (Paper 45, “Reply”). 

Patent Owner also filed a Contingent Motion to Amend (Paper 25, 

“Motion” or “Mot.”) to which Petitioner filed an Opposition (Paper 40, 

“Opposition” or “Opp.”).  Patent Owner then filed a Reply in support of its 

Motion (Paper 46, “PO Reply”) and Petitioner filed a Sur-Reply to Patent 

Owner’s Reply (Paper 54, “Sur-Reply”).  Patent Owner’s Motion is 

contingent on any of the challenged claims being found to be unpatentable.  

Mot. 1.  We address Patent Owner’s Motion to Amend below. 

Each party filed a respective Motion to Exclude certain evidence of 

the other party.  Papers 58, 59.  Each party filed a respective Opposition to 

the other party’s Motion to Exclude (Papers 61, 62) and a respective Reply 

in support of its Motion to Exclude (Papers 64, 65).  We address these 

motions below. 

Upon consideration of the complete record, we are persuaded by a 

preponderance of the evidence that claims 1–24 are unpatentable.  

Furthermore, we deny Patent Owner’s Motion to Amend, deny Petitioner’s 
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Motion to Exclude, deny-in-part and dismiss-in-part Patent Owner’s Motion 

to Exclude, and we grant Patent Owner’s Motion to Seal. 

 

A.   Related Matters 

We are informed that the ’241 patent is involved in the following 

litigations:  Alacritech, Inc. v. CenturyLink, Inc., Case No. 2:16-cv-00693-

JRG-RSP (E.D. Tex.); Alacritech, Inc. v. Wistron Corp., Case No. 2:16-cv-

00692-JRG-RSP (E.D. Tex.); and Alacritech, Inc. v. Dell Inc., Case No. 

2:16-cv-00695-RWS-RSP (E.D. Tex.).  Pet. 3; Paper 6, 1. 

 

B.  The ’241 Patent 

The ’241 patent describes a system and method for accelerating data 

transfer between a network and storage unit.  Ex. 1001, Abstract.  An 

embodiment of the ’241 uses the Transmission Control Protocol (“TCP”) 

and Internet Protocol (“IP”).  Id. at 3:8-10.  Another transport protocol is 

User Datagram Protocol (“UDP”).  In particular, the claimed invention of 

the ’241 patent relates to fast-path processing in which processing for 

headers of a layered network protocol (e.g., TCP/IP or UDP/IP) is offloaded 

from the host computer to an intelligent network interface.  See id. at 5:18–

38, Fig. 24.  Specifically, the intelligent network interface card (“INIC”) 

includes accelerated processing features, “[t]he accelerated processing 

includes employing representative control instructions for a given message 

that allow data from the message to be processed via a fast-path which 

accesses message data directly at its source [in the host computer] or 

delivers it directly to its intended destination [in the host computer].”  Id. at 

5:18–22.   
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According to the ’241 patent, its invention is based on the “FreeBSD” 

TCP/IP protocol stack.  Id. at 37:38–49.  The FreeBSD protocol stack is a 

widely and freely distributed package of software source code that 

implements the TCP/IP (and other) protocols.  “The bulk of the protocol 

stack is based on the FreeBSD TCP/IP protocol stack.”  Id. at 48:13–15.  

“The base for the receive processing done by the INIC . . . is the fast-path or 

‘header prediction’ code in the FreeBSD release.”  Id. at 74:56–59.  To 

simplify the use of that software on the INIC, the ’241 patent discloses an 

embodiment that avoids handling of certain complexities in the TCP/IP 

protocols.  Id. at 37:50–38:62.  According to the ’241 patent, the 

embodiment results in two modes of operation—a slow path in which the 

INIC operates as a “typical dumb” network interface and a fast path for 

processing data that does not fall into one of the exception conditions 

excluded from its implementation.  Id. at 38:63–39:2.  “In the slow path 

case, network frames are handed to the system at the MAC layer and passed 

up through the host protocol stack like any other network frame.  In the fast 

path case, network data is given to the host after the headers have been 

processed and stripped.”  Id. at 39:2–7. 

 

C.  Illustrative Claims 

Claims 1, 9, and 17 are the independent claims of the ’241 patent.  

Claims 1 and 9, reproduced below, are illustrative of the claimed subject 

matter: 

1.  A method for network communication, the method 
comprising: 
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receiving a plurality of packets from the network, each of 
the packets including a media access control layer header, a 
network layer header and a transport layer header; 

processing the packets by a first mechanism, so that for 
each packet the network layer header and the transport layer 
header are validated without an interrupt dividing the processing 
of the network layer header and the transport layer header; 

sorting the packets, dependent upon the processing, into 
first and second types of packets, so that the packets of the first 
type each contain data; 

sending, by the first mechanism, the data from each packet 
of the first type to a destination in memory allocated to an 
application without sending any of the media access control layer 
headers, network layer headers or transport layer headers to the 
destination. 

Id. at 98:32–49.  

9. A method for communicating information over a 
network, the method comprising: 

obtaining data from a source in memory allocated by a first 
processor; 

dividing the data into multiple segments; 
prepending a packet header to each of the segments by a 

second processor, thereby forming a packet corresponding to 
each segment, each packet header containing a media access 
control layer header, a network layer header and a transport layer 
header, wherein the network layer header is Internet Protocol 
(IP), the transport layer header is Transmission Control Protocol 
(TCP) and the media access control layer header, the network 
layer header and the transport layer header are prepended at one 
time as a sequence of bits during the prepending of each packet 
header; and 

transmitting the packets to the network. 
Id. at 99:19–35. 

 

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
  Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

  Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
  With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

  Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
  Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

  Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


