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L INTEL’S RSC PRODUCTS INFRINGE THE ALACRITECH PATENTS
A. Background on RSC

L. As [ discuss in the Background of Networking Technology section in the main
report, network processing typically progresses through a series of layers. When receiving data
from a network, those layers generally require stripping various headers off the packets and
checking for the various error conditions that can arise. As discussed above, these repeated
verification and header removal steps are traditionally performed by the CPU, which (for large
receives) can eat up a lot of the processing power of the CPU.

2. “RSC” is short for “Receive Segment Coalescing” or “Receive Side Coalescing.”
“RSC is a stateless offload technology that helps reduce CPU utilization for network processing
on the receive side by offloading tasks from the CPU to an RSC-capable network adapter.”
(Receive Segment Coalescing, BATES ALA00009425-26 (“Microsoft RSC”).) “RSC enables an
RSC-capable network interface card to do the following:

»  Parse multiple TCP/IP packets and strip the headers from subsequent packets while
preserving the payload of each packet.

* Join the combined payloads of the multiple packets into one packet.

* Send the single packet, which contains the pay]oad of multiple packets to the network
stack for subsequent delivery to applications.”

(Id.) In other words, RSC allows the network interface card to process and remove the TCP and
IP layers from incoming packets, combine the data or “payload” for those packets into one large
logical packet, then send that packet—which contains the data from multiple packets—to the host
computer.

3 Intel's documents confirm that “RSC coalesces incoming TCP/IP packets into

larger receive segments.” (BATES 88800DOCO031036 — 32447 (“Niantic Datasheet”) at §
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7.11.2 Flow Identification and RSC Context
Matching

TCP/IP packet’s flow is identified by its four tuples: Source / Destinastion 1P addresses and
Source / Destination TCP port numbers. These tuples are compared against the Flow
Identification fielgs stored in the active RSC contexts {listed in Tabie 7-82). Comparison
is done in two phases:

» Hash Compare — Hardware computes 2 hash value of the four tuples for each flow.
The hash value is stored in the RSC context table. It is used for silicon optimization of
the compare fogic. The hash valus of the incoming packet is compared against the
hash values of all RSC cantexts. No match between the two hash values means that
there is no valid context of the same flow.

s Perfect Match — Hardware checks the four tuples of the RSC context that passed the
first step with the received frame.

— A match between the two means that an active RSC context is found.

— Misimatch between the two indicates a hash collision, which causes a completion
of the collided RSC.

» In any case of context mismatch, 2 new context might be opened as described in
Secron 7.11.3. -

» If the packet's flow matches an active RSC context then the packet might be
appended to the existing RSC as described in Section 7,174,
(Niantic Datasheet at § 7.11.2; see also Sageville Datasheet at § 7.10.2; Twinville Datasheet at §
7.11.2; Broadwell DE Datasheet at § 7.9.2; Denverton Datasheet at § 5.9.2; Louzon Dep. Tr. 198:4
through 200:19; id. 217:15-25; Sarangam Dep. Tr. 239:12 through 240:23.)

61. Claim 32[c]: “generating a flow key from said source identifier and said destination
identifier to identify a communication flow comprising said packet, wherein said flow key includes
a TCP connection for the communication flow and a first hop medium access control (MAC) layer
address” After extracting the source and destination TCP ports and the source and destination IP
1 addresses, the accused RSC products generate a hash value based on those four tuples. That hash

value is then used to identify an active RSC context, and is thus a flow key or “context identifier”

as construed by the Court:
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